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Abstract

In the past, there have been several works on reconfiguring a Software Defined Radio (SDR) to realize multiple wireless standards; however, no attempts have been made to decode information from multiple heterogeneous wireless standards simultaneously. Motivated by the capabilities of SDR, in this work, we theorize a Simultaneous Multi-Standard Software Defined Radio (SMS-SDR) receiver. An SMS-SDR receiver will be capable of decoding information from multiple heterogeneous wireless standards "simultaneously" using a single RF front-end. Besides, the SMS-SDR will be developed using Commercial-off-the-shelf (COTS) SDR hardware. Our target networks are random access networks such as IEEE 802.11g, IEEE 802.11ac, IEEE 802.11ax, LTE-LAA, IEEE 802.15.4 operating in unlicensed 2.4 and 5 GHz bands. In the unlicensed bands, these standards operate without any centralized coordination and face severe Cross technology Co-Channel Interference (CT-CCI) as their frequency bands of operation overlaps. Our approach towards implementing SMS-SDR is to recover multiple heterogeneous signals which have interfered with each other. We develop several novel baseband signal processing algorithms to mitigate the CCI in single and multi-antenna receivers. Among many other, we identified CT-CCI as one of the significant challenges to realize an SMS-SDR receiver and develop several novel methods to mitigate CT-CCI for single and multi-antenna systems. In addition, we improved several state-of-the-art methods of interference mitigation. We chose the use case of narrowband and wideband signals with particular attention to OFDM based systems as OFDM has been a key physical layer technique of modern wireless standards such as IEEE 802.11 family and 4G. While the development, we focus on the methods which can operate at the receiver in a standalone fashion, i.e., without any cooperation from the transmitter or the base station. In this way, they are suitable for random access networks operating in the license-free bands. Besides, the algorithms can be integrated into the existing infrastructure without any significant effort. Finally, our interference mitigating methods are used to develop decision trees which recommend the sequence of steps to be performed in order to mitigate the interference between any two heterogeneous signals. The next phase of our work is dedicated to the validation of the interference mitigation schemes and their real-world applicability. For that, we implemented some of our selected algorithms on General Purpose Processor (GPP) based SDR using software packages such as GNU Radio and Openairinterface and COTS hardware Ettus USRP. Next we, performed over-the-air (OTA) testing of our interference mitigating receiver against standard-compliant waveforms under a controlled environment inside a Faraday cage. The results of our OTA tests fall in close agreement with our simulation results showing the real-world applicability of our interference mitigating methods. Our works have significant potential
for application and expansion in the upcoming 5G networks, where problems arising due to interference have been foreseen. Two of such examples are Co-existence between Ultra Reliable Low Latency Communication (URLLC), Massive Machine Type Communication (mMTC) and Enhanced Mobile Broadband. Among many other solutions, Non-orthogonal Multiple Access (NOMA) based methods are being researched. The other one is Ultra Dense Networks (UDN) where the dense and random deployment of heterogeneous network infrastructures results in unpredictable interference scenarios compared to current sparse networks.
<table>
<thead>
<tr>
<th>Acronyms</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>AWGN</td>
<td>Additive White Gaussian Noise</td>
</tr>
<tr>
<td>CCI</td>
<td>Co-Channel Interference</td>
</tr>
<tr>
<td>CT-CCI</td>
<td>Cross Technology Co-Channel Interference</td>
</tr>
<tr>
<td>FPGA</td>
<td>Field Programmable Gate Array</td>
</tr>
<tr>
<td>GPP</td>
<td>General Purpose Processor</td>
</tr>
<tr>
<td>LNV</td>
<td>Localized Noise Variances</td>
</tr>
<tr>
<td>LNV-Sc</td>
<td>Localized Noise Variance based Log Likelihood Ratio Scaling of OFDM subcarriers</td>
</tr>
<tr>
<td>MRC</td>
<td>Maximal Ratio Combining</td>
</tr>
<tr>
<td>MIMO</td>
<td>Multiple Input Multiple Output</td>
</tr>
<tr>
<td>MLSC</td>
<td>Maximal Ratio Combining and Log Likelihood Ratio Scaling of OFDM subcarriers</td>
</tr>
<tr>
<td>OC</td>
<td>Optimal Combiner</td>
</tr>
<tr>
<td>OFDM</td>
<td>Orthogonal Frequency Division Multiplexing</td>
</tr>
<tr>
<td>OTA</td>
<td>Over-the-air</td>
</tr>
<tr>
<td>RF</td>
<td>Radio Frequency</td>
</tr>
<tr>
<td>SNR</td>
<td>Signal-to-Noise Ratio</td>
</tr>
<tr>
<td>SDR</td>
<td>Software Defined Radio</td>
</tr>
<tr>
<td>SMS-SDR</td>
<td>Simultaneous Multi-Standard Software Defined Radio</td>
</tr>
<tr>
<td>SBMRC</td>
<td>Soft Bit Maximal Ratio Combining</td>
</tr>
<tr>
<td>SIC</td>
<td>Successive Interference Cancellation</td>
</tr>
<tr>
<td>TIMO</td>
<td>Technology Independent MIMO</td>
</tr>
<tr>
<td>USRP</td>
<td>Universal Software Radio Peripheral</td>
</tr>
<tr>
<td>URLLC</td>
<td>Ultra Reliable Low Latency Communication</td>
</tr>
<tr>
<td>UDN</td>
<td>Ultra Dense Networks</td>
</tr>
</tbody>
</table>
Chapter 1

Introduction

This chapter provides a brief introduction to the Software Defined Radio (SDR). Difference between various SDR concepts have been explained, and the motivation for Simultaneous Multi-Standard Software Defined Radio (SMS-SDR) has been developed. Details of the related publications and demonstrations performed during the Ph.D. work is also provided along with the organization of the thesis.

1.1 What is a Software Defined Radio?

An Software Defined Radio (SDR) uses programmable hardware such as Digital Signal Processor (DSP) and Field Programmable Gate Array (FPGA) for performing the necessary signal processing tasks in the transceiver [75],[92]. DSP and FPGA enable an SDR to define and control the functionalities of the transceiver just by manipulating the software. The programmability using software offers greater flexibility and longer product life compared to Hardware Defined Radio (HDR) which has little or no software control and is designed to be discarded and replaced. Fig. 1.1 shows the block diagram of a typical SDR transceiver. It has two main components: configurable RF front-end (orange block) and programmable back-end (blue block). For the receive chain (Rx), the RF front-end of SDR mainly consists of Low Noise Amplifier (LNA)\(^1\), Analog to Digital Convertor (ADC)\(^2\), Filters, Mixers etc. All the RF front-end components are configurable through software commands via the control bus. Examples of software configurable RF front-end include Universal Software Radio Peripheiral (USRP) Daughter Boards provided by Ettus Research [4] which are configurable over either

\(^1\)Power Amplifier (PA) for the Transmit chain Tx
\(^2\)Digital to Analog Convertor (DAC) for the Tx

Fig. 1.1. Block diagram of a typical Software Defined Radio
USB or PCI ports. The programmable back-end is the heart of any SDR which is responsible for all the signal processing tasks. There are two different methods in which the programmable back-end is implemented. They are called **FPGA based SDR**, and **General Purpose Processor (GPP) based SDR**. An FPGA based SDR performs the majority of the signal processing tasks inside the FPGA with minimal support form the GPP. FPGA based SDRs are preferred in time-critical signal processing tasks as the vicinity of the RF front-end to the FPGA reduces the interconnection delay caused by USB or PCI ports, for example, [7][11]. GPP based SDRs allocate the computationally intensive signal processing tasks to the FPGA and perform lesser intensive tasks using the GPP, for example, [10][8]. On the software side, to program the hardware of SDR, a majority of the developers use C, C++, and Python for GPP based SDR while VHDL and Verilog for FPGA based SDR. Based on these programming languages, several software packages have evolved such as Openairinterface [50], GNU Radio [6], Microsoft SORA [89], MATLAB [5], and LabView [9]. Due to the flexibility in programming and affordable prices, both GPP and FPGA based SDRs have become popular in academia and industry for quick prototyping of research related to wireless communication standards. Some of the notable implementations of wireless standards using SDRs are tabulated in Table 1.1

<table>
<thead>
<tr>
<th>Wireless Standard</th>
<th>SDR Hardware</th>
<th>SDR Software</th>
<th>SDR Type</th>
</tr>
</thead>
<tbody>
<tr>
<td>IEEE 802.11a/g/p</td>
<td>USRP [25]</td>
<td>GNU Radio</td>
<td>GPP</td>
</tr>
<tr>
<td>IEEE 802.15.4</td>
<td>USRP [24]</td>
<td>GNU Radio</td>
<td>GPP</td>
</tr>
<tr>
<td>IEEE 802.11a</td>
<td>USRP [7]</td>
<td>LabView</td>
<td>FPGA</td>
</tr>
<tr>
<td>LTE, LTE-A</td>
<td>USRP, Blade RF, Lime SDR [1]</td>
<td>Openairinterface</td>
<td>GPP</td>
</tr>
<tr>
<td>IEEE 802.11a/b/g</td>
<td>SORA [8]</td>
<td>Microsoft SORA SDK</td>
<td>FPGA</td>
</tr>
</tbody>
</table>

### 1.2 Motivation and Problem Statement: Simultaneous Multi-Standard SDR

Due to its ease of reconfigurability, an SDR based system is preferred for cellular base station deployments in 3G/4G/5G communication systems [61][38]. Still, SDR technology is too costly to use in commercial smartphones and consumer electronic devices. Nonetheless, there have been some recent attempts of developing SDR based modems such as NVIDIA © i500 LTE modem [66]. With such modems, the current focus is towards reconfigurability which will allow for rapid development and deployment of future-proof designs. For example, the NVIDIA i500 will first ship with LTE Category 3 support; it will be upgraded via software to support LTE Category 4 with Carrier Aggregation.

In the current high-end smartphones and tablets, support for multiple standards in the single device has become a de facto practice. For example IEEE 802.11(a/b/g/n/ac): popularly known as WiFi, IEEE 802.15.1: known as Bluetooth, IEEE 802.15 WPAN: known as RFID, Near Field Communication (NFC), GPS, etc.

Let’s take the example of WiFi and Bluetooth operating in 2.4 GHz band. Currently, both the standards are integrated monolithically on a single chip and share the antenna to save cost and space, before the advent of FPGA, DSP (Digital Signal Processor) based SDR were used. DSPs are advantageous in terms of development infrastructure and developer familiarity. However, as the cost of FPGA has declined, a heterogeneous combination of DSP and FPGA is frequently used.
for example, Broadcom BCM43012[2], Cypress CYW43012[3]. Tasks in smartphone or tablets where WiFi and Bluetooth are simultaneously active such as using Bluetooth headset during voice calling over WiFi are very common and it 'appears' that both WiFi and Bluetooth are transmitting/receiving simultaneously; however they don’t, since they run in the same frequency band. WiFi transmits using a contention-based mechanism CSMA/CA where before transmission it senses the medium and transmits only if the medium is idle. On the other hand, Bluetooth performs frequency hopping where it transmits briefly on a small chunk of spectrum, then instantly hops to a different frequency to continue the transmission. Chip manufacturers design the transceivers using antenna control switch in such a way that during transmissions only one of them; either WiFi or Bluetooth is active as shown in Fig. 1.2. However, during the downlink traffic, especially during the initial stages of connection, $W_2$ is unaware of the traffic between $B_1$ and $B_2$ as there is no co-ordination between $W_2$ and $B_2$, leading to collision, also known as Co-channel Interference (CCI). CCI is a known problem in wireless communication caused by the hidden terminal and blind terminal [82][91].

But, what happens with the frames of WiFi and Bluetooth after they have interfered with each other? If the Signal to Interference Plus Noise Ratio (SINR) is sufficient for both the signals after interference, they can still be detected and decoded; if not, they are simply discarded. Thus, such interference reduces the system throughput because of retransmissions. Several approaches have been researched to address CCI mitigation, and most of them are based on isolation; temporal$^5$ or frequency$^6$. However, any such isolation limits the system throughput again by putting a limitation on the resources. Moreover, isolation based approaches require coordination between transmitters of heterogeneous wireless standards which is not possible without modifying the standard. On the other hand, if the SoC is capable of recovering the lost frame or correct the damaged frame after it is detected, the throughput can be increased for both the involved signals. Besides, such a solution will let both the wireless standards to transmit simultaneously without any contention for the channel.

In this thesis, we attempt to address the problem of CCI between heterogeneous wireless standards operating in shared frequency bands, for example, IEEE 802.11g and IEEE 802.15.4 in the 2.4 GHz ISM band, IEEE 802.11ac and LTE-LAA downlink in the 5 GHz ISM band, IEEE 802.11ax and LTE-LAA(SC-FDMA) in the 5 GHz ISM band. ISM bands are characterized by a license-free operation; hence, all the mentioned standards contend to use the channel without any centralized coordination leading to frequent interference and throughput loss. Summary of the contributions in this thesis is as follows:

---

$^4$Same applies for the downlink transmission between $B_2$ and $B_1$ and the ongoing WiFi link

$^5$Assignment of different time slots for WiFi and Bluetooth

$^6$Assignment of different frequency bands to WiFi and Bluetooth
• Develop new physical layer signal processing methods to mitigate CCI as well as improvise existing CCI mitigation methods which can detect and decode the heterogeneous signals which are lost due to CCI. The signal processing methods will operate standalone on the receivers without the requirement of any coordination from the transmitters.

• Test the developed methods for their applicability in general use cases by doing minimal customizations. For example, wideband and narrowband signals, wideband and wideband signals, etc.

• Develop Software Defined Radio (SDR) prototype for selected methods and verify the agreement between simulations and results form over the air experiments. An SDR prototype enables rapid deployment and customization of CCI methods for new use cases.

With the above contributions, we vision a Simultaneous Multi-Standard Software Defined Radio (SMS-SDR). An SMS-SDR will be capable of decoding information from multiple heterogeneous wireless standards simultaneously. The capability to receive multiple signals will be made possible by the CCI mitigation techniques. Besides, an SMS-SDR can be customized for new wireless signals by updating the software only. This will be in contrast to Simultaneous Multi-Standard Hardware Defined Radio (SMS-HDR), which will possess the same capabilities as SMS-SDR; however, cannot be programmed for new waveforms.

1.3 Organization of the thesis

• Chapter-2 starts with the discussion on theoretical research and field trials on various interference mitigation techniques. A significant part of our research focuses on developing cross-technology interference mitigation methods. The focus is towards wireless standards in the unmanaged networks in the ISM bands. State-of-the-art architectures of multi-standard SDR platforms follow the discussion.

• Chapter-3 Discusses the details of proposed Simultaneous Multi-Standard SDR (SMS-SDR), associated challenges and our proposed architecture to implement an SMS-SDR.

• Chapter-4 discusses CCI mitigation methods between wideband OFDM and narrowband signals. We chose two typical and popular heterogeneous wireless standards operating in the 2.4 GHz ISM band: IEEE 802.11g and ZigBee. We develop new methods and improvise known methods for single and multi-antenna receivers. Next, we test some selective methods for another pair of wideband OFDM and narrowband signal; IEEE 802.11ax and SC-FDMA to verify the general applicability of the developed methods.

• Chapter-5 discusses CCI mitigation methods between wideband OFDM signals. We chose 20 MHz IEEE 802.11ac and LTE-LAA (LTE with Licensed Assisted Access) which will operate in 5 GHz ISM band and prone to CCI. Likewise chapter-4 we develop new methods and improvise old methods for CCI mitigation in single and multi-antenna receivers.

• Chapter-6 collectively analyze all the signal processing methods developed in chapter-4 and 5. We come up with a decision tree which states the chain of steps to be taken to detect and decode multiple heterogeneous wireless standards simultaneously.
• Chapter-7 provides the details of selective SDR implementations corresponding to chapter-4 and the results of over-the-air (OTA) testing.

• Chapter-8 is the final chapter providing conclusion and future works.
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Chapter 2

Simultaneous Multi-Standard Software Defined Radio

Our prime objective in this thesis is to develop the architecture for an SDR which is capable of detecting and decoding multiple heterogeneous signals simultaneously. Our networks of interest are random access networks where homogeneous/heterogeneous wireless standards operate on a shared channel and compete among themselves to capture the transmission medium. In this chapter, we start our discussion with the envisioned functionalities of the proposed Simultaneous Multi-Standard SDR. We continue the discussion with the associated implementation challenges and finally, we present our proposed architecture for an SMS-SDR.

2.1 SMS-SDR

The SMS-SDR we have envisioned will be capable of detecting and decoding multiple wireless signals simultaneously. The signals could be homogeneous, i.e., belonging to the same standard as well as heterogeneous, i.e., belonging to different standards. The architecture is in contrast to the current state-of-the-art in SDR architecture which primarily focuses on reconfigurability and reusability of the hardware and software signal processing blocks. A plausible and oversimplified illustration of General Purpose Processor (GPP) based SMS-SDR is shown in Fig. 2.1. It consists of a single Radio Frequency front-end (RF front-end) which is responsible for low noise amplification followed by intermediate frequency translation, bandpass filtering and finally Analog to Digital Conversion. The digitized signal after ADC is sent to FPGA where the signal is further down-converted and decimated.
for sending the samples via USB or PCI port to the GPP.

We consider a random access network consisting on three different wireless standards: Standard-1, Standard-2, and Standard-3 and the corresponding signals being $X_1, X_2$ and $X_3$ respectively. The mentioned standards share the medium of transmission, i.e., they operate on same frequency bands; however, to avoid interference they follow Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA) [63]. CSMA/CA is based on energy detection of the radiated energy, and we will see later in this chapter that under hidden terminal and blind terminal scenarios, CSMA/CA fails, and transmitted frames from different nodes interfere with each other. In our work, we target such scenarios of interference where CSMA/CA fails and multiple signals arrive at the receiver RF front-end simultaneously. The other case, i.e., when CSMA/CA can avoid interference, is trivial to solve as the signals will arrive at receiver one by one and can be detected and decoded.

Let’s assume a collision has happened, and as a consequence, $X_1 + X_2 + X_3$ arrives at the RF front-end through the antenna. The coarse operation of an SMS-SDR consist of the following steps:

- **Step-1:** Wideband sampling at the RF front end such that all the signals of interest are captured. The sampled signal contains a mixture of $X_1, X_2$ and $X_3$.

- **Step-2:** The sampled signal is sent to Channelizer in the GPP\(^2\). A Channelizer is used to extract discrete communication channels located within a wideband signal. In our case, the three signals have different bandwidths, so the Channelizer carves each of them out.

- **Step-3:** The next step is interference mitigation. As we see that our signals overlap each other during concurrent operation, thus, before the signals are sent to their respective receivers, the interference caused by other signals have to be cleaned. Successful operation of interference mitigation yields detectable and decodable estimates $\hat{X}_1, \hat{X}_2$ and $\hat{X}_3$.

- **Step-4:** The estimates are further sent to their corresponding receiver chain for detection and decoding.

The operation of SMS-SDR will be steered by many factors such as the number of antennas at the receiver; received power levels, bandwidth, the modulation scheme of the signals; receiver mobility, etc. The following sections discuss the challenges associated in implementing an SMS-SDR.

### 2.2 Challenges in Implementing SMS-SDR

The SMS-SDR will use a single RF front-end to capture multiple heterogeneous wireless signals. Heterogeneous signals could be characterized by different modulation schemes, received power level, sampling rates, bandwidths and center frequencies. Capturing signals with such wide disparity in their physical layer characteristics using single RF front-end presents several challenges. A majority of such challenges are related to the hardware begin used in an SDR such as Analog to Digital Converter (ADC) and Channelizer. However, the impairment caused by hardware can be compensated to a large extent in the GPP by applying signal processing software routines.

---

1 For the sake of simplicity, we are omitting the channels and use whenever required

2 Channelizer can be implemented either in the FPGA or GPP
2.2.1 Finite ADC bit width

Different wireless standards arrive at the RF front-end with different received power levels. Any signal arriving at the receiver first goes through Automatic Gain Control (AGC) which amplifies/reduces the signal strength to span the entire range of ADC. In simpler words, AGC is performed so that weak signal does not fall below the noise floor of ADC and the strong signal does not clip off and saturates the ADC. If one of the many heterogeneous standards is significantly louder than others, a higher resolution ADC will be required to capture the weaker signal. Reason being even after AGC, the weaker signal may not be able to utilize the full resolution of the ADC. As shown in Fig. 2.2, with less number of bits used to represent discrete samples of the weaker signal, in the worst case, the weaker signal may appear as single bit noise after the digitization. Once the weaker signal becomes noise like, it cannot be recovered with any signal processing technique. There could be three solutions to this problem:

- Two separate RF front-ends with their AGCs configured for the stronger and weaker signals respectively can be used to preserve the weaker signal; however, plugging as many RF front-ends as the number of signals is not practical.

- Using very high-resolution ADC so that even with low gain by AGC, the weaker signal is represented by as many bits as possible; however, the cost of AGC rises with the resolution.

- The weaker signal fades away in the quantization noise AGC is not able to sufficiently amplify it because doing so will introduce clipping noise in the stronger signal. If the dynamic range of ADC can be increased without inducing clipping noise, it may help the weaker signal to utilize a few more bits. Ulbricht et al. in [93] proposed to apply diversity techniques using multiple ADC to which improves the dynamic range of the ADC of a given bit width. According to them, using multiple ADC of equal bit width can be used to overcome the inaccuracy and distortion caused by using a single ADC of the same bit width. Cruz et al. in [31] proposed another parallel ADC based solution which increases the dynamic range of the ADC by decreasing the clipping noise. However, both the solutions require changes in the hardware and may not be of much interest if Commercial Off the Shelf (COTS) hardware is being used for development.
2.2.2 Channelization

Channelizer is an integral component of SMS-SDR and which helps in extracting narrowband channels from the received wideband signal. A Channelizer is responsible to perform channelization and it can be implemented in both FPGA [13] as well GPP [16]. As discussed previously, the heterogeneous wireless signals digitized by the RF front-end of an SMS-SDR could have different bandwidths and different center frequencies. To detect and decode every signal with their respective receivers, the signals need to be translated to their respective center frequencies and bandpass filtered. For illustration, a case of two different signals with center frequencies $F_{C1}$ and $F_{C2}$ and bandwidths $B_1$ and $B_2$ respectively is shown in Fig. 2.3. There could be four different cases: One where signals do not overlap in frequency (Case-A) and three other cases where signals overlap in frequency (Case-B, C and D). Nevertheless, in all the cases, the RF front-end tunes its Local Oscillator to $(F_{C1} + F_{C2})/2$ and ADC samples at $(F_{C2} + B_2/2 - F_{C1} - B_1/2)$ samples per second in order to digitize the entire bandwidth of interest. Now, the digitized signal is passed through bandpass filter of bandwidth $B_1$ to carve out a signal belonging to standard-1 and bandpass filter of bandwidth $B_2$ to carve out a signal belonging to standard-2.

A Channelizer for SMS-SDR faces the same challenges as the Channelizer of a normal multi-standard SDR (MS-SDR). Because the ability to extract multiple communications channels from a wideband received signal per RF front-end is a fundamental process for any wideband SDR platform. Some of the critical challenges are discussed as follows:

- **Sampling Rate**: RF front-end of any SDR platform is either based on Intermediate Frequency
(IF) or Direct Conversion (DC)\(^3\) receiver architecture. An oversimplified architecture of a single channel IF and DC receiver are shown in Fig. 2.4(a) and Fig. 2.4(b) respectively. Let the IF be \(F\) MHz, then for a given bandwidth \(B\) of the signal, the sampling rate of ADC in IF receiver is \(2 \times (F + B/2)\) while the sampling rate of ADC in DC receiver is \(B\) only. As the Channelizer is directly connected to ADC in both the receiver, it has to consume samples at the same rate at which the ADC produces.

- **Spectral Content of the Wideband Channel:** Frequency allocation plan and the bandwidths of the wireless standards also drive the complexity of Channelizer. For example, in GSM900 standard both uplink and downlink bands contain 124 channels spaced 200 kHz apart. A channelizer for this case may be able to exploit the redundancy of channel structure and provide an efficient channelization mechanism at lower complexity. However, SMS-SDR is required to channelize many wireless standards which may have non-uniform center frequency allocations as well as bandwidths, for example, WiFi (20 MHz wide and spaced 25 MHz apart) and ZigBee (2 MHz wide and spaced 5 MHz apart) in 2.4 GHz band as shown in Fig. 4.7. The Channelizer employed in SMS-SDR must be flexible enough to accommodate all the carrier/bandwidth combinations. Besides the interoperability of the Channelizer with heterogeneous wireless standards requires dynamic reconfiguration.

### 2.2.3 Cross Technology Co-Channel Interference

After digitization and channelization, the separate channels containing signals are sent to their respective receivers where they are passed through the usual processing steps, i.e., Frame Synchronization, Timing Synchronization, Decoding, CRC Check, etc. However, as we know that the wideband signal could contain many heterogeneous signals, possibly overlapped with each other. Such distortion when collocated signals overlap and distort each other is called Co-Channel Interference (CCI), and when the signals belong to heterogeneous standards possessing different physical layer characteristic, the distortion is called Cross Technology Co-Channel Interference (CT-CCI). For example, IEEE 802.11g and ZigBee in the 2.4 GHz band. Successful detection and decoding of the signals will now depend on the Signal to Interference plus Noise Ratio (SINR) of the individual signals. CCI is a long known problem in cellular communication regime where it is tackled using centralized coordination by the base station applying transmit time scheduling and fixed frequency assignments [17]. As our focus is developing SMS-SDR for random access networks, the methods being used in cellular communications cannot be directly applied to our case. Reason being lack of centralized coordination in random access networks and contention based channel usage. Cause and repercussions of CT-CCI are discussed in detail in Chapter 4 and Chapter 5. Recovering all the mutually interfered signals is one of the prime tasks of an SMS-SDR; thus, CT-CCI interference mitigation techniques are required.

### 2.3 Our Approach to Implement SMS-SDR

Implementing an SMS-SDR presents lot many challenges. In the initial phase of our work, we cornered down the issues which we can address with our set of skills and the available apparatuses. We chose to address CT-CCI. The challenges presented by CT-CCI are comparable to any other challenge we discussed so far. As we go into more depth about CT-CCI in Chapter 4 and Chapter 5, we eventually

\(^3\)Also known as Zero-IF architecture
see the gravity of distortions induced by CT-CCI. Nonetheless, it also provides an opportunity for us
to address it with our skill set.

In our work chose to address the issue of CT-CCI between heterogeneous wireless standards
because of the following reasons:

- Solving Finite ADC bit width issue required hardware modifications which are out of the scope
  of our work since we are using COTS hardware for our development.
- Channelization is a generic problem related to all types of SDR. The issues are long known, and
  several efficient Channelizer structures are available to the date.
- Challenging concerns of CT-CCI persists even after the issues related to finite AC bit width
  and channelization are solved. CT-CCI may render the signals undetectable and non-decodable
  even after they have been efficiently digitized and channelized putting all the efforts in vain.
- CT-CCI can be effectively addressed in software without the need for hardware reconfigura-
  tion. Addressing CT-CCI in software provides additional flexibility to adapt the techniques for
  multiple heterogeneous wireless standards.

The first step in our approach to implementing SMS-SDR is the development of a diverse set of CT-
CCI mitigating signal processing algorithms. During the development of methods, we particularly
stress on the following three things:

1. Compliance with existing commercial transmitters, i.e., detection and decoding of standard-
   compliant waveforms.
2. Re-usability to many wireless standards with minor modifications.
3. Ease of implementation using COTS SDR hardware and software packages.
4. Required signal processing to be performed only on the receiver side, i.e., without any coopera-
   tion with the transmitter as well as any central coordination. In this way, the method is useful
   for random access networks.

To develop CT-CCI mitigation techniques, we chose practical cases of CT-CCI. We target the random
access networks operating in 2.4 GHz and 5 GHz band. We revisit the legacy standards: IEEE 802.11g,
ZigBee (based on IEEE 802.15.4), latest standards IEEE 802.11ac, LTE (OFDMA and SC-FDMA)
and finally the upcoming standards: IEEE 802.11ax to develop a rich set of CT-CCI mitigation
techniques. Although we chose heterogeneous wireless standards with different physical layers, we
pay particular attention to standards which use Orthogonal Frequency Division Multiplexing for
their physical layer. The reason being OFDM is dominantly used in old/existing/upcoming wireless
standards such as IEEE 802.11a/g/n/ac/ax, LTE, DVB-T, DAB, etc. We also focus on developing
generic methods which can be applied many standards instead of standard specific methods which
limits their applicability. Besides, we also implement several state-of-the-art methods and include
them in our set of CT-CCI.

In the next part of our approach is the development of decision trees from the developed CT-CCI
methods. To do so, we use the methods developed by us as well as state-of-the-art methods for CT-CCI
mitigation. A decision tree decides the appropriate CT-CCI methods and customizes them to mitigate
CT-CCI between any two or more given wireless standards. The decision tree also recommends the
Fig. 2.5. Example flow diagram for mitigating CT-CCI from two heterogeneous wireless standards operating on overlapped frequency bands

A chain of steps to be taken for selection of CT-CCI methods. A sample flow diagram which uses a decision tree to mitigate CT-CCI between signals from two heterogeneous wireless standards is shown in Fig. 2.5. Signal captured from wideband RF is first sent for channelization and then interference detection. Further, the type and extent of interference are characterized. Based on the characteristics of interference and the list of CT-CCI algorithms available, CT-CCI techniques are decided and customized. Next, these customized CT-CCI methods are used to mitigate mutual interference from the signals.

We believe that any application developed for SDR is not complete without implementing in and performing over-the-air (OTA) tests. Hence in the final part of our work, we implement some of the selected methods using COTS SDR hardware and SDR software packages. For SDR hardware we chose Ettus B210 USRP and on the software side, we chose two open source programming tools GNU Radio [78] and Openairinterface [51].
Chapter 3

Related Work and State of the Art

This chapter provides a background of the co-channel interference (CCI) mitigation techniques. We primarily examine the physical layer signal processing techniques which follow the decentralized approach, i.e., there is no requirement of a central coordinator. Such methods are suitable for random access networks which are deployed in an unplanned manner such as WiFi, Bluetooth, ZigBee, LTE-LAA. In addition, we discuss recent development on the architecture of multi-standard SDRs.

3.1 Co-Channel Interference

Interference plays a central role in limiting the capacity of the widely proliferated wireless networks. With the evolution of cellular networks, researchers have put significant efforts in developing interference mitigation techniques. But what is the cause of interference? There are many such as:

- When multiple collocated transmitters transmit concurrently on the same medium, the frames overlap over each other, resulting in interference. This is known as Co-Channel Interference (CCI)[33].

- When multiple collocated transmitters transmit concurrently on the different medium; however, the power spills out from one medium to another resulting in interference. This is known as Adjacent Channel Interference (ACI)[33].

As discussed in Section 2.2.3, CCI is one of the dominant challenges to be addressed before an SMS-SDR can be realized; hence we focus on CCI mitigation techniques. Moreover, our focus is towards mitigating CCI among heterogeneous wireless standards whose frequency bands of operation overlap. Nonetheless, we examine the available literature which covers both CCI and CT-CCI as the methods belonging to mitigate CCI can also be applied to CT-CCI with necessary modifications.

The issue of CCI was identified at the very early stage of cellular communications, and most of the solutions resorted towards designing a centralized regulator/coordinator which exclusively granted the medium of communication(time, space, frequency) to a single user at a time [17]. However, such exclusive allocation of the medium resources leads to excessive waste as the users may or may not used the assigned resources depending on the traffic load. With the rise of unlicensed networks such as WiFi, Bluetooth, ZigBee, decentralized approaches of channel access evolved such as Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA), Orthogonal Frequency Division with Multiple Access (OFDMA). With more advances in signal processing methods, techniques such as interference cancellation, interference alignment, interference nulling also came up, all with their pros and cons.
While applying CCI mitigation techniques, cellular networks benefit from the centralized coordination by the base station.

In contrast, the networks operating in the unlicensed bands lack from any such centralized coordination which makes application of CCI mitigation techniques used in cellular communication challenging to apply. Nonetheless, the problem is being investigated since long, and a multitude of methods have been proposed. In the following sections, we discuss the broad classes of CCI and CT-CCI mitigation methods developed for decentralized networks and discuss the relevant state of the art.

### 3.2 Collision Avoidance

As the name says, such methods aim towards avoiding the collision at the very place. Collision avoidance based approach reserve the medium of communication exclusively for one user at a time; whether the medium is time, frequency or space. The very basic collision avoidance techniques were devised during the early stages of cellular networks by exclusively reserving the transmission medium orchestrated by a centralized coordinator. Some of the basic examples [33] are Time Division Multiple Access (TDMA), Frequency Division Multiple Access (FDMA), Code Division Multiple Access (CDMA) and Space Division Multiple Access (SDMA). These methods are instrumental in mitigating CCI; however, looking towards the random access networks such as WiFi, the methods mentioned above cannot be utilized directly as all of them require a centralized controller for orchestrating the reservation the medium.

Random access networks, on the other hand, use Carrier Sense Multiple Access with Collision Avoidance (CSMA/CA) [46], which reserves the medium on a contention basis. CSMA/CA is the de facto mechanism used by all the IEEE 802.11 family and IEEE 802.15.4. Using CSMA, the nodes in the network can detect what is going on in the transmission and if there is no activity, they send their data. In case another node is already using the medium, the sensing node backs off and wait for a random amount of time following an exponential counter and then tries again. CSMA is being used in wired networks for a long time under the name CSMA/CD where CD stands for Collision Detection. Collision Detection is possible in a wired medium but its very hard to detect it in the wireless medium. Thus wireless medium use CSMA/CA which does Collision Avoidance, i.e., prevents collision before they happen. The procedure of CSMA/CA is shown in Fig. 3.1. When a source has
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Fig. 3.2. Hidden and Blind terminal scenarios between IEEE 802.11g and ZigBee

to send data, it senses the channel, if found free, it waits further for DIFS (Distributed Coordination Function Inter Frame Spacing). If the channel is still free, it sends an RTS (Request to Send) packet towards the destination. Upon reception of RTS, the destination waits for SIFS (Short Inter Frame Spacing) and then sends a CTS (confirm to Send) towards the sender. Upon receiving CTS, the sender waits for SIFS and sends the Data. Upon reception of data followed by waiting for SIFS, the destination sends the acknowledgement ACK. During this period all other senders listen to the RTS/CTS packets. RTS/CTS packets have the additional information termed as Network Allocation Vector (NAV) about the air time of prospective payload. Thus upon listening RTS/CTS, other senders defer their transmission. Once the ACK has been sent from the destination, then after waiting for DIFS, the contention to capture the channel starts and the process goes on. In this way, CSMA/CA makes sure that at a given time there is only one transmit-receive pair in the medium.

However, under the situation of Hidden Terminal and Blind Terminal CSMA/CA is ineffective fails. Let’s take an example of IEEE 802.11g and ZigBee. Both operate in the 2.4 GHz ISM band and use CSMA/CA to capture the channel opportunity. In hidden terminal, as shown in Fig. 3.2(a), IEEE 802.11g node cannot listen to the transmission of ZigBee transmitter (ZB-Tx) as it is out of range. Hence both of them assume the channel to be free and start transmitting to the channel at the same time resulting in a collision. Similarly, in the blind terminal, as shown in Fig. 3.2(b), both ZB-Tx and ZB-Rx are inside the interference region of IEEE 802.11g, but IEEE 802.11g is outside the sensing region of ZB-Tx. This again results in simultaneous transmission leading to a collision. According to authors of [82], [91], in a randomly distributed network, the probability of hidden node formation could be as high as 41%. To counter the effects of hidden terminal and blind terminal, Request-To-Send (RTS) and Clear-To-Send (CTS) packets are exchanged between the Tx-Rx pairs in IEEE 802.11g; however, in practice RTS/CTS is disabled in commercial IEEE 802.11g Access Points as they decrease the throughput by 40% [68]. Instead, the transmitter sends the data just after waiting for DIFS once it senses the channel as free. Although CSMA/CA is useful in avoiding the collisions and operate in a decentralized fashion, analysis by Cagalj et al. in [28] shows the selfish behavior of CSMA/CA. As the nodes are becoming highly programmable, they are capable of controlling their random backoff duration to provide the users more transmit opportunities at the cost of reduced air time for users playing fair. Konorski [52] also shares the same view about the greedy users who exploit the programmability of nodes and compromise with the exponential back-off scheme.
3.3 Interference Cancellation

Methods belonging to this class exploit the fact that unlike noise, which is stochastic, interference is deterministic. Deterministic nature of interference presents the possibility to decode the interfering signal! Since the received signal after interference is a sum of the desired signal and interfering signal, the decoded interference can be subtracted from the received signal to obtain the desired signal. Interference cancellation is a multi-step process and commonly known as Successive Interference Cancellation (SIC)[70][97].

Current cellular networks are already practicing SIC; however, they benefit from centralized control over hardware, power, rate, synchronized transmitters. Halperin et al. implemented a working prototype of SIC in random access networks in [39] where the physical layer of IEEE 802.15.4 along with SIC modules was implemented on a USRP SDR. Their implementation used BPSK where SINR requirement for decoding is relatively low. For dense constellations, their simplistic approach may face significant challenges. Tan et al. performed SDR implementation of SIC for uplink using Microsoft SORA SDR[88]. The process requires coordination between the participating transmitters followed by SIC of unwanted signals at the access point. Another notable work of SIC was done by Golakota et al. termed as Zig-Zag decoding in [36]. A Zig-Zag system exploits the fact that two packets which have collided are likely to collide again as the senders will attempt to transmit them again, but during the next collision, the frame overlap will be different because of the random backoff. The receiver can store and use different versions of the same frame in a block by block manner. This is suitable for IEEE 802.11 networks which apply CSMA/CA. However, Zig-Zag is suitable when the packets from two different transmitters are destined to the same receiver, for example, multiple clients to the same access point. With different destinations of different frames, the collision of the same frames is not guaranteed.

SIC is one of the proven methods to increases the capacity of the wireless network by allowing concurrent transmissions on a shared medium. On the downside, SIC techniques require a difference in power levels of the competing signals and are not effective when the signals arrive with a comparable difference in power. Besides, a high power signal can saturate the receive amplifier making it deaf towards the weaker signal.

3.4 Directional Antennas

One of the major reasons of interference is the widespread application of omnidirectional antennas which not only transmit towards the destined receiver but everywhere else too. For example dipole antennas whose radiation pattern is omnidirectional in azimuth as shown in (left)Fig. 3.3. However, there is another class of antennas called directional antennas which have high gain in one or more directions and low in other as shown in (right) Fig. 3.3. The gain pattern depends on the antenna geometry as well as operating frequency.

Directional antennas can be very useful in limiting the interference. With directional antennas, independent communications between nodes can occur in parallel, even if the nodes are within range of each other. Babich et al. in [21] examined the performance of directional, switched beam and adaptive antennas while applying them in a distributed IEEE 802.11 network. They combined the application of directional antennas along with an aggressive approach during CSMA/CA and suggested to reduce the duration of the minimum contention window for the efficient exploitation directional
antennas. Giorgetti et al. proposed multi-beam directional antenna for 2.4 GHz IEEE 802.15.4 motes to mitigate interference caused by IEEE 802.11 nodes. They performed field trials using fabricated multi-beam directional antenna and COTS motes and registered 70% in reduction. Besides, the range of the motes was extended by more than 100 meters. In another experiment, Vangelis et al. in [18] showed the application of directional antennas to reduce adjacent channel interference in IEEE 802.11a. Although the use of directional antennas can improve the system performance by avoiding interference, on the downside, the system loses its capability of broadcast behavior. Christopher et al. in their patent [30] came up with a solution to improve the functionality of directional antennas for random access networks. The patent suggested applying omnidirectional antenna for broadcast messages and directional antennas for point-to-point links. Tamer in [73] analyzed the reduction in spatial reuse due to directional antennas. The other downside of directional antennas is fixed beam pattern or fixed direction. Hence, for the given setting, if the directional antenna is performing excellent, there is no guarantee that it will continue to perform well in other environments too. To address the issue, the idea of switched beam antennas came up. Such antennas can change their beam patterns in contrast to the fixed beam patterns of the directional antennas. Switched beam antenna contains multiple antenna elements, and by changing the amplitude and phase to the feeds, the beam pattern can be varied. Ahn et al. in [15] experimented the application of switched beam antennas to avoid interference in IEEE 802.11b network. The proposed system was capable of tracking the direction of incoming interference and creating null towards it.

3.5 Interference Nulling

Multiple antenna systems have become de facto standard in modern and upcoming wireless communication systems, for example, IEEE 802.11n/ac/ax and LTE-A. They use the principles of Multiple Input Multiple Output (MIMO) to send several streams of information in parallel. Although the prime motive of MIMO systems has been data rate increment, nonetheless they can be used to null the interference.

History of nulling co-channel interference using multiple antenna backs to the historic paper by Winters et al. [98]. Authors proposed Optimal Combiner (OC) which uses N available antennas at the receiver to cancel N-1 co-channel interferers. In Chapter 4 we discuss the details of OC and through simulations show that OC none of the interference nulling mechanism can achieve better per-
formance than OC. OC attempts to maximize the SINR of the signal in the presence of colored noise. However, OC requires Interference Plus Noise correlation matrix for its operation, the complexity of computation of which grows as the number of antennas grow. Such requirements prevent the practical implementation of OC as a mean to nullify the interference.

For interference nulling, modern MIMO systems exploit the fact that the same signal received by different antennas at the receiver is subjected to different paths and hence different attenuations and phase. Thus, if different versions of the same signal are aligned in a particular manner, the combined signal could be either amplified or attenuated version of the original signal. For example, Fig. 3.4 shows three versions of the same transmitted signal. If a two antenna receiver receives $S_1$ and $S_2$, the resulting combination will be a weaker signal than the transmitted one. On the other hand, if received, the combination of $S_1$ and $S_3$ will boost up the signal. If the receiver is capable of aligning the phase of the received signals, the above two cases could be used to boost the desired signal and nullify the interference; the method is also called Interference Alignment (IA), and some of the notable early works include Jafar et al. in [27] and Wolniansky et al. in [99]. The former applies Interference Alignment (IA) to compute the degree of freedom a MIMO system can achieve while the later applies IA to decode multiple streams simultaneously. In another landmark work, Shyamnath et al. proposed IAC (Interference Alignment and Cancellation) in [35]. The scenario they considered was uplink, and the transmitters chose their respective phases to facilitate alignment at the receiver. Their set-up requires a central coordinator and is suitable for enterprise WLAN.

In contrast, Lin et al. in [63] proposed a decentralized system for IEEE 802.11n systems which was capable of aligning the simultaneous transmissions and nulling them at the receiver. OpenRF, an interference nulling system was proposed by Kumar et al. in [57] uses commodity WLAN cards to perform interference alignment and nulling. However, their system needs a centralized controller and which synchronizes all the transmitter willing to transmit simultaneously.

All the interference nulling techniques require the channel estimates of the interferer (channel between the interfering transmitter and the receiver). With cross-technology wireless standards operating in random access networks, it is very challenging to obtain a clean channel estimate of the interferer. Gollakota et al. in [34] proposed Technology Independent MIMO (TIMO). A TIMO receiver performs the traditional receive beamforming to null the interference without the knowledge of the exact channel estimates of the interferer. Instead, TIMO uses the ratio of the channel estimates of the interferer on the two antennas of the receiver. The method is suitable to mitigate CT-CCI as it is difficult to guarantee the accurate channel estimates of the interferer. Hou et al. in [45] extended the technique of TIMO for multi-hop wireless networks where nodes mutually co-operate to cancel the interference to each other.
3.6 Multi-Standard Software Defined Radio

In this section, we discuss research related to multi-standard SDR. Most of the research work of multi-standard SDR focus on reconfigurability and they reuse the software and hardware components. In this way, they realize waveforms corresponding to multiple wireless standards. Authors in [22] propose solutions for a generic GPP based SDR architecture that can be used to implement smart multi-standard SDR terminals where the hardware of the terminal is fixed. The proposed architecture is used to generalize the implementation of the WLAN protocol. For example, some blocks are common for different standards with similar transmission method. For instance, FFT/IFFT, pilot insertion, guard interval, and OFDM symbol assembler, convolution encoder, and Viterbi decoder are used in OFDM based systems such as WLAN, Digital Video Broadcasting (DVB), and World Interoperability for Microwave Access (WiMAX).

Authors in [79] discuss dynamic reconfiguration of FPGA based SDR platforms termed as Dynamic Partial Reconfiguration (DPR) technique. They investigate the similarity between 2G, 3G, LTE and WiFi such as: Channel Coding(3G: R=1/2, K=9 and R=1/3, K=9, LTE: R=1/3, K=7, WiFi: R=1/3, K=7), Puncturing, Interleaving, QAM Mapping/Demapping, FFT/IFFT (WiFi: 64 and LTE: 256) etc and exploit those similarities to come up with common signal processing blocks which can be used to implement most of the waveforms on an FPGA based SDR platform.

Authors in [77] develop a mathematical model to determine an optimal architecture for a multi-standard reconfigurable radio. They examine the well known Velcro approach which consists of self-contained complex but dedicated components for every standard and compare it with smaller and simple components. They come up with a simpler architecture which uses simple lower-level components for reconfiguration of multi-standard SDR. They term their approach as parametrization and primarily focuses on reducing the reconfiguration latency using simpler components.

In the patent [65] by Luo et al., a method for the baseband processing of multi-standard SDR is discussed. The method divides the SDR baseband processing units as dedicated system libraries, common system libraries and DSP libraries as illustrated in Fig. 3.5. Their architecture provides the capability to reprogram, the capability of providing and changing services and finally capability to support multiple standards. Although, the architecture does not talk about simultaneous operation over multiple wireless standards; nonetheless it can be used as a template architecture for our proposed SMS-SDR.
Table 3.1: Relative Comparison of CCI and CT-CCI Mitigation Techniques

<table>
<thead>
<tr>
<th>Standalone Processing at the Receiver</th>
<th>CSMA/CA</th>
<th>Successive Interference Cancellation</th>
<th>Interference Alignment</th>
<th>Directional Antennas</th>
</tr>
</thead>
<tbody>
<tr>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Need for Centralized Controller</td>
<td>No</td>
<td>No</td>
<td>Yes/No</td>
<td>No</td>
</tr>
<tr>
<td>Cross technology</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Suitable for Random Access Networks</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Implementation Complexity</td>
<td>Low</td>
<td>Medium</td>
<td>Medium</td>
<td>High (Hardware is bulky compared to omni-directional antennas)</td>
</tr>
</tbody>
</table>

### 3.7 Summary

Ubiquitous deployment of wireless networks and growing demand for capacity is continuously pushing the research community to address the interference in new and innovative methods. Each method comes with its pros and cons. Collision avoidance is the most intuitive way, but it often leaves the allocated resources unused. SIC produces promising results in simulations, but the effectiveness fades away in practical SINR scenarios, especially without any control over the transmit power. Interference nulling are relatively easy to implement but require coordination from the transmitter to precode the users who wish to transmit simultaneously. Finally, the directional antennas are instrumental in mitigating CCI plus they extend the range also, however, they are bulky to integrate with small devices. A table containing the relative comparisons of CCI and CT-CCI mitigation methods is shown in Table 3.1.

The current architecture of multi-standard SDR focuses mainly on reconfiguration and reusability of the signal processing blocks to realize many wireless waveforms. Although the current architectures do not address simultaneous operation of more than one wireless standard, nonetheless, the current architectures can be piggybacked along with suitable CT-CCI mitigation techniques to realize an SMS-SDR.
Chapter 4

CT-CCI Mitigation Between Wideband OFDM and Narrowband Signals

This chapter discusses the CT-CCI between wideband OFDM signals and narrowband signals. We start our discussion with IEEE 802.11g as the wideband OFDM signal and ZigBee as the narrowband signal and develop CT-CCI mitigation methods followed by verification of their performance through simulation experiments. Further, we test our methods for the case of CT-CCI between wideband IEEE 802.11ax (which is also a wideband OFDM signal) and another narrowband signal based on SC-FDMA. Results of our simulation experiments show that the methods developed by us can be generalized for the case of CT-CCI between any wideband OFDM and narrowband signal. We prototype both single and multi-antenna receivers in our methods.

4.1 Physical Layer of IEEE 802.11g and ZigBee

The 2.4 GHz band is being long dominated by the IEEE 802.11 family (popularly known as WiFi) such as IEEE 802.11n, IEEE 802.11b and IEEE 802.11g. WiFi operates efficiently without the need of any centralized coordination and with minimal set-up time. No wonder it is one of the most popular wireless standards which has survived two decades in both home and commercial set-ups. ZigBee [84] is another robust wireless standard primarily used for low power and low rate communications such as wireless sensor networks. ZigBee is based on IEEE 802.15.4 and operates in 868 MHz, 915 MHz, and 2.4 GHz band. The physical layer of IEEE 802.11g and ZigBee are completely different, and so is their receiver structure.

4.1.1 IEEE 802.11g

IEEE 802.11g was induced in 2003 [46]. It operates in 2.4 GHz ISM band with a peak throughput of 54 Mbps. It has been categorized under Non-High Throughput (Non-HT) category because compared to the recent IEEE standards such as IEEE 802.11n (HT: High Throughput), IEEE 802.11ac (VHT: Very High Throughput), the data rate of IEEE 802.11g is less. IEEE 802.11g is based on OFDM and uses 64 point FFT generating 64 overlapping yet orthogonal OFDM subcarriers. Subcarrier allocation within one OFDM symbol for IEEE 802.11g is shown in Fig. 4.1. Out of 64 subcarriers, 48 subcarriers
are used for data, 4 subcarriers as pilots and rest 11 subcarriers are unused to help isolate against adjacent channel interference. Pilot subcarriers are used for phase correction in the OFDM data symbols. Additionally, the DC subcarrier at the center is left unused to avoid DC leakage caused by the usage of low-cost Direct conversion receivers. All the 48 data subcarriers are modulated with the same modulation scheme. Supported modulation schemes in IEEE 802.11g are BPSK, QPSK, 16QAM, and 64QAM. Frame format of IEEE 802.11g is shown in Fig. 4.2. L-STF stands for Legacy Short Training Frame and used for incoming frame detection, coarse frequency offset correction and automatic gain control. L-LTF stands for Legacy Long Training Frame and used for symbol timing offset correction, fine frequency offset correction, noise variance estimation, and channel estimation. L-SIG is the Legacy SIGNAL field which contains information such as the modulation scheme used for the payload, payload length, etc. L-SIG is always modulated using BPSK regardless of the modulation used for payload. The payload contains the actual data to be transmitted. IEEE 802.11g uses CSMA/CA for accessing the channel and avoiding collision.

4.1.2 ZigBee

ZigBee was conceived in 1998 and standardized in 2003 [41]. ZigBee is intended for low-throughput, low-power, and low-cost applications. The 2.4 GHz ZigBee uses Offset Quadrature Phase Shift Keying (O-QPSK) and Direct Sequence Spread Spectrum (DSSS) as the modulation scheme. In our work, we have chosen 2.4 GHz ZigBee as IEEE 802.11g also operates in the same 2.4 GHz band and causes CT-CCI. ZigBee uses IEEE 802.15.4 for its PHY and MAC while adds its propriety architecture for the higher layers as illustrated in Fig. 4.3. Frame format of a typical ZigBee frame is shown in Fig. 4.4. The preamble consists of 8 zeros which are used for frame detection, Start of Frame Delimiter (SFD), always set to 0X7A, is used to find the start of a packet, PHY header contains the length of the payload which is the next field in the frame. Binary data coming from the application layers is first spread using 16-ary orthogonal modulation using a set of orthogonal 32-bit chip sequence. Spreading sequences yield multipath and ISI resistance. The resulting bit sequence is further modulated using O-QPSK giving a baseband bandwidth of 2 MHz. Receiver sensitivity of ZigBee (Packet Error Rate
< 1\% ) is −85 dBm in 2.4 GHz ISM band. Likewise IEEE 802.11g, ZigBee also uses CSMA/CA for accessing the channel and avoiding interference [102].

### 4.1.3 Interference Scenarios

The root of CT-CCI between IEEE 802.11g and ZigBee arises due to their frequency allocation in the 2.4 GHz band as shown in Fig. 4.5 and Fig. 4.6. We see that IEEE 802.11g spans over 80 MHz within which it has 14 channels, each 20 MHz wide; however at a given location and time only 3 of them can operate in a non-overlapping manner. For example channel-1, 6 and 11. Channel-14 is not commonly used (used only in Japan). In the same 2.4 GHz band ZigBee also spans over the entire 80 MHz band comprising of 16 non-overlapping channels each 2 MHz and frequency spacing of 5 MHz. While all the IEEE 802.11g channels overlap with at least one or maximum four ZigBee channels, ZigBee channel 4, 9, 15 and 16 are free from interference as shown in Fig. 4.7. Both IEEE 802.11g and ZigBee use CSMA/CA for accessing the channel on the same frequency band. CSMA/CA is based on energy detection where the transmitters sample the channel and compute the energy. If the energy exceeds a predefined threshold, the channel is marked busy and the transmission time is deferred according to an exponential backoff algorithm. The CSMA/CA mechanism works effectively even if the wireless standards are different, i.e., IEEE 802.11g can defer its transmission when ZigBee is transmitting on the same channel and vice-versa. However, in the situation of Hidden Terminal and Blind Terminal as discussed in Section 3.2, CSMA/CA is ineffective. Especially the heterogeneity in power level of IEEE 802.11g and ZigBee can readily cause hidden terminal problem [104]. Within an IEEE 802.11g networks, the problem of the hidden and blind terminal is solved using the exchange of RTS-CTS packets at the cost of reduced throughput[104]; however there is no provision of such mechanism between IEEE 802.11g and ZigBee. Going into the granular details of interference, for IEEE 802.11g, the interference caused by ZigBee appears as frequency selective noise which is higher on some of the subcarriers while lower on some of the subcarriers. For example, when a single ZigBee channel overlaps with a single IEEE 802.11g channel, 20 MHz / 2 MHz, i.e., ≈ 7 subcarriers of IEEE
802.11g (marked red in bottom of Fig. 4.7) get affected. To have an estimate of the performance degradation of IEEE 802.11g caused by ZigBee, we performed a simulation of interference between single antenna IEEE 802.11g receiver and interfered by fixed power single antenna ZigBee transmitter (−85 dBm). The Packet Error Rate (PER) is plotted in Fig. 4.8 which indicates severe degradation of IEEE 802.11g PER for all the MCS which agree with the previous simulations and field trials. On the other hand, the interference of IEEE 802.11g to ZigBee appears as frequency flat noise. To assess the performance degradation of ZigBee caused by IEEE 802.11g, we performed simulations of interference at a fixed IEEE 802.11g Transmit power of −85 dBm, MCS 0 and varying ZigBee power with same simulation parameters as mentioned above. PER is plotted in Fig. 4.9 which again agree with the previous studies.

In the event of CCI between IEEE 802.11g and ZigBee, an SMS-SDR is required to recover both IEEE 802.11g and ZigBee from the collided packets it receives. In the coming sections, we develop
Fig. 4.8. PER of single antenna WiFi receiver in the presence and absence of single antenna ZigBee transmitter (transmit power -85 dBm). For all IEEE 802.11g MCS, we observe severe PER degradation.

Fig. 4.9. PER of single antenna ZigBee receiver in the presence and absence of single antenna IEEE 802.11g transmitter (transmit power -85 dBm). Even at ~85 dBm, which is lower than the minimum receiver sensitivity of IEEE 802.11g, ZigBee observes severe PER degradation.
physical layer signal processing methods to mitigate CCI for recovering both IEEE 802.11g and ZigBee on single and multi-antenna receivers.

4.2 Mitigating CCI in Single Antenna IEEE 802.11g Receiver Caused by ZigBee

In this section, we attempt to mitigate interference in single antenna IEEE 802.11g receiver caused by up to 4 single antenna ZigBee transmitters. We chose Soft Decision IEEE 802.11g receiver instead of Hard Decision Receiver because the former uses Soft Decision Viterbi Decoder (SDVD) which has proven to be robust compared to Hard Decision Viterbi Decoder (HDVD) in an interference-limited environment [60]. We start with a discussion on SDVD.

4.2.1 Soft Decision IEEE 802.11g Receiver and Noise Variance Estimation

After the incoming IEEE 802.11g frame has been detected and the frequency offset is corrected (using L-STF and L-LTF), the next tasks are estimating the channel, performing equalization and then decoding the data. The L-LTF symbol of the OFDM frame, as shown in Fig. 4.2 is used for channel and noise variance estimation. L-LTF consists of two identical OFDM symbols. After frame boundaries of the OFDM frame are detected (timing offset correction) and removal of cyclic prefix of every OFDM symbol, a \( N \) (\( N = 64 \) for IEEE 802.11g) point FFT of the OFDM frame is taken to obtain frequency domain samples which are written as:

\[
Y(i, j) = X(i, j)H(i, j) + n(i, j), \quad 1 \leq i \leq N, \tag{4.1}
\]

where \( Y(i, j) \), \( X(i, j) \) are complex samples representing received and sent symbols on the \( i \)-th subcarrier of the \( j \)-th OFDM symbol, respectively. Also, \( H(i, j) \) is the channel transfer function of the \( i \)-th subcarrier for the \( j \)-th OFDM symbol. Term \( n(i, j) \) contains components from both thermal noise, which is Gaussian and interference, which is not necessarily Gaussian. However, for this work, we model both noise sources as Gaussian with zero mean and variance \( \sigma^2 = \{ |n(i, j)|^2 \} \). To estimate \( \sigma^2 \), L-LTF is used and the conventional way [76] of doing it is to perform an average over noise variances of all used subcarriers \( U_{\text{sub}} \) (52 for IEEE 802.11g [46]) in the L-LTF as follows:

\[
\hat{\sigma}^2 = \frac{1}{2U_{\text{sub}}} \sum_{i=1}^{U_{\text{sub}}} |Y(i, 1) - Y(i, 2)|^2, \tag{4.2}
\]

where \( Y(i, 1) \), \( Y(i, 2) \) are the complex samples corresponding to \( i \)-th subcarrier of the first and second L-LTF symbols respectively. This \( \hat{\sigma}^2 \) is used as noise variance for all the subcarriers of the OFDM data symbols following the L-LTF, i.e., SIGNAL and Payload field. The estimated noise variance is used to compute the approx Log Likelihood Ratios (LLRs) on per subcarrier basis \(^2\). The LLR \( \Lambda(i, j, l) \) of the \( l \)-th bit corresponding to \( i \)-th subcarrier from \( j \)-th OFDM symbol is obtained as follows [80, Eq-2]:

\[
\Lambda(i, j, l) = \frac{\min_{z \in Z_0} \left( |Y(i, j) - H(i, j)z| \right)^2}{\hat{\sigma}^2} - \frac{\min_{z \in Z_1} \left( |Y(i, j) - H(i, j)z| \right)^2}{\hat{\sigma}^2}, \tag{4.3}
\]

\(^2\)In practice, the LLRs are approximated for efficiency and the approx LLRs [96],[80] are used in SDVD. From this point, we use the term LLR and approx LLR interchangeably.
where \( Z_q^{(l)} = \{ z | b_l(z) = q \} \) and \( b_l \) denotes the \( l \)-th bit in the gray mapping of \( z \) and \( \hat{\sigma}^2 \) is the conventional noise variance estimate. We observe that the noise variance \( \hat{\sigma}^2 \) acts as a scaling factor which scales the LLRs \( \Lambda(i, j, l) \) according to the extent of noise variance on that subcarrier. A higher noise variance decreases the LLR while a smaller noise variance increases the LLR. We term the method of scaling the LLRs as in (4.3) as Conventional LLR Scaling (Conv-SC). In the absence of interference, the noise variance across the subcarriers is flat, i.e., AWGN. Thus, scaling all the LLRs using same noise variance estimate, i.e., Conv-SC works correctly. But, this is not the case in the presence of narrowband interference. Let’s denote the set of all IEEE 802.11g subcarriers affected by ZigBee as \( S_{\text{interf}} \) and the set of rest of the subcarriers as \( S_{\text{non-interf}} \). The \( S_{\text{interf}} \) may contain both pilot and data subcarriers. In the event of CCI, the noise variance on \( S_{\text{interf}} \) is higher compared to the noise variance on \( S_{\text{non-interf}} \). Being the average noise variance over entire \( U_{\text{sub}} \), \( \hat{\sigma}^2 \) does not provide local noise variance (LNV) information across \( S_{\text{interf}} \). Thus, the local estimation of noise power over \( S_{\text{interf}} \) and \( S_{\text{non-interf}} \) is required in order to justify the scaling of \( \Lambda(i, j, l) \).

### 4.2.2 Log-Likelihood Ratio Scaling with Localized Noise Variance of Interfered IEEE 802.11g Subcarriers (LNV-SC)

In this section, we discuss our work of [54] where we overcome the limitation of Conv-SC and propose modification to estimate local noise variance (LNV) estimates in the presence of single and multiple narrowband ZigBee interferers. Nonetheless, the method is equally applicable to any type of narrowband signal interfering wideband OFDM signal.

### 4.2.3 Localized Noise Variance Estimation

We start with a generalized case of \( K \) single antenna uncorrelated narrowband interferers (\( K \) single antenna ZigBee transmitters) and a single antenna IEEE 802.11g receiver. In our settings, \( S_k \) is the set of IEEE 802.11g subcarriers affected by the \( k \)-th ZigBee interferer (\( k = 1, \ldots, K \)) and \( S_0 \) is the set of all the subcarriers unaffected by any of the \( k \) interferers such that \( S_0 \cup S_1 \cup \ldots \cup S_K = S_{\text{WiFi}} \), where \( S_{\text{WiFi}} \) is the set of all IEEE 802.11g subcarriers. As the center frequencies of IEEE 802.11g and ZigBee in the 2.4 GHz band are fixed and their bandwidths are predefined, the knowledge of sets \( S_k \) and the set \( S_0 \) can be obtained apriori. An exemplary illustration for the case of 4 ZigBee interferers, centered at 2.430, 2.435, 2.440 and 2.445 GHz interfering a single IEEE 802.11g channel centered at 2.437 GHz is shown in Fig. 4.10. In this case \( S_1 = \{ 1 \ldots 7 \} \) and \( S_2 = \{ 17 \ldots 23 \} \), \( S_3 = \{ 32 \ldots 38 \} \), \( S_4 = \{ 48 \ldots 52 \} \) \(^3\), \( S_0 = S_{\text{WiFi}} - S_1 - S_2 - S_3 - S_4 \). Thus, \( |S_1| = |S_2| = |S_3| = |S_4| = 7 \), \( |S_0| = 24 \) and \( |S_{\text{WiFi}}| = U_{\text{sub}} \) where \( |B| \) means the cardinality of the set \( B \). For \( k = 0, 1, \ldots, K \), we define the LNV estimate as follows:

\[
\hat{\sigma}^2_{S_k} = \frac{1}{2|S_k|} \sum_{i \in S_k} |Y(i, 1) - Y(i, 2)|^2. \tag{4.4}
\]

We further define an index vector as

\[
[V_{S_k}]_i = \begin{cases} 1, & i \in S_k \\ 0, & i \notin S_k \end{cases}, \quad i = 1, 2, \ldots, U_{\text{sub}}. \tag{4.5}
\]

\(^3\)The last ZigBee channel affects only 5 subcarriers within the used subcarriers. Rest two affect subcarriers, i.e., 53 and 54 are unused.
Using (4.4) and (4.5), we define a vector of noise variances over $U_{\text{sub}}$ as:

$$
\hat{\sigma}^2 = \sum_{k=0}^{K} V_{S_k} \hat{\sigma}_{S_k}^2,
$$

(4.6)

Corresponding to Fig. 4.10, the plot of vector of noise variances $\hat{\sigma}^2$ for 4 ZigBee interferers to a single WiFi channel is shown in Fig. 4.11. In the same figure, we also plot the noise variance obtained conventionally, i.e., $\bar{\sigma}^2$ shown by a flat black line as it is constant over the entire span of used subcarriers. In contrast, the plot of LNV vector, i.e., $\hat{\sigma}^2$, produce distinguishably elevated lobes centered on the corresponding ZigBee center frequencies. Such lobes give information about two important things:

- The presence of interferers
- The excess noise variance induced by the interferers

Finally using (4.4), (4.5) and (4.6), we can modify (4.3) to obtain the scaled LLRs as

$$
\Lambda(i, j, l) = \frac{\min_{z \in Z_0} \left( |y(i, j) - H(i, j)z|^2 \right)}{\hat{\sigma}_i^2} \cdot \frac{\min_{z \in Z_1} \left( |y(i, j) - H(i, j)z|^2 \right)}{\hat{\sigma}_i^2}
$$

(4.7)
where $\hat{\sigma}_i^2$ is the $i$-th element of the vector $\hat{\sigma}^2$ and $i = 1, 2, \ldots, U_{\text{sub}}$. We term our method of LLR scaling using LNV estimates as LNV-SC. The LLRs are further sent to SDVD for the rest of the processing steps.

To initiate the process of LNV-SC, the IEEE 802.11g receiver needs to know the presence or appearance of single or multiple ZigBee interferers. In the next section, we discuss our method of interference detection [54] which is a by-product of the computation of LNV-SC.

### 4.2.4 Multiple Narrowband Interference Detection

From Fig. 4.11, it is observed that for $K$ number of interferers, the vector of noise variances $\hat{\sigma}^2$ observes sharp and distinguish rise in magnitude over the regions where the narrowband signals are present compared to the regions unaffected by narrowband signals. For a given IEEE 802.11g channel, the overlapping ZigBee channels center frequencies are known a priori from the frequency allocation also shown in Fig. 4.6. Thus the elevated portions in Fig. 4.11 give a coarse estimate of the presence of the interferers. This knowledge is combined along with a threshold detector to pinpoint the interferers as soon as they appear. In practice, the LNV is estimated at all the possible center frequencies of the interferer. Upon detecting the presence of interferers, the corresponding LNV is used to scale the LLRs. The entire operation of interference detection and LLR scaling is illustrated in Fig. 4.12.

Our proposed method of interference detection does not add any additional signal processing complexity as it is a byproduct of LNV-SC. The key advantage of our approach is that lobes could be obtained even at the shallow level of interference. However, the method is effective only when there is an overlap between L-LTF of IEEE 802.11g and an ongoing ZigBee transmission as the method uses L-LTF (duration 0.8 $\mu$s) to calculate $\hat{\sigma}^2$. This is a fair assumption as the typical frame lengths of IEEE 802.11g (194 $\mu$s – 542 $\mu$s) are shorter than that of ZigBee (352 $\mu$s – 4256 $\mu$s) [62]. To detect the appearance of ZigBee interference during an ongoing IEEE 802.11g transmission, i.e., when L-LTF is not interfered, pilot subcarriers embedded under every OFDM data symbols of IEEE 802.11g could be used however the estimation accuracy could be affected as there are only 4 pilots subcarriers within 48 data subcarriers.
Table 4.1: Simulation Parameters

<table>
<thead>
<tr>
<th>Parameter</th>
<th>WiFi Model</th>
<th>ZigBee Model</th>
</tr>
</thead>
<tbody>
<tr>
<td>Channel Model WiFi</td>
<td>11 tap Rayleigh, Exponential Power Delay profile, RMS Delay Spread 49 ns</td>
<td>1 tap Rayleigh</td>
</tr>
<tr>
<td>Noise Power</td>
<td>−100 dBm</td>
<td></td>
</tr>
<tr>
<td>IEEE 802.11g PSFU</td>
<td>1000 bytes</td>
<td></td>
</tr>
<tr>
<td>ZigBee PSFU</td>
<td>120 bytes</td>
<td></td>
</tr>
<tr>
<td>Sampling Rate</td>
<td>WiFi 20 MHz, ZigBee oversampled to 20 MHz</td>
<td></td>
</tr>
</tbody>
</table>

Table 4.2: Transmit Power Gain (dB) of LNV-SC compared to Conv-SC

<table>
<thead>
<tr>
<th># of Interferers</th>
<th>WiFi MCS 0</th>
<th>WiFi MCS 2</th>
<th>WiFi MCS 4</th>
<th>WiFi MCS 6</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>3.9</td>
<td>3.5</td>
<td>3.8</td>
<td>3.8</td>
</tr>
<tr>
<td>2</td>
<td>3</td>
<td>3</td>
<td>2.9</td>
<td>2.7</td>
</tr>
<tr>
<td>4</td>
<td>1.5</td>
<td>1.5</td>
<td>1.5</td>
<td>1.2</td>
</tr>
</tbody>
</table>

4.2.5 Simulations and Results

To validate our methods LNV-Sc and interference detection, we perform Monte Carlo simulations using the standard compliant IEEE 802.11g and IEEE 802.15.4 libraries available in release 2017b of MATLAB. We simulated the worst case scenario, i.e., when lack of CSMA/CA creates a 100% chance of collision. The simulation parameters are mentioned in Table 4.1. For all the experiments, we choose Transmit Power level (TxP) required to achieve 10% PER as our performance metric. We simulate the entire RF front-end which includes simulating the behavior of frame synchronization and timing synchronization in the presence of interference.

4.2.5.1 Comparing LNV-SC and Conv-SC

To compare LNV-SC and Conv-SC, we simulate interference between single IEEE 802.11g channel and up to 4 ZigBee channels. TxP of ZigBee channels are fixed to −85 dBm which is the minimum TxP required (in 2.4 GHz band) to achieve 1% PER [41], while IEEE 802.11g TxP is varied to achieve < 10% PER. We present results for IEEE 802.11g MCS 0 (BPSK) and MCS 2 (QPSK) in in Fig. 4.13 and Fig. 4.14 respectively. We observe that with LNV-SC, the 10% PER mark is reached at a lower TxP compared to Conv-SC. We term the difference in TxP observed between LNV-SC and Conv-SC as Transmit Power Gain (TPG) which is summarized in Table 4.2 for MCS 0, 2, 4 and 6. From Table 4.2 we observe the following:

- As the number of ZigBee channels increases, TPG monotonically decreases because more IEEE 802.11g OFDM subcarriers get affected which decreases the difference between noise variance estimates calculated using Conv-SC and LNV-SC.

- TPG is consistent throughout the MCS for a given number of interferers. This is due to the fixed payload size of IEEE 802.11g (1000 bytes) which we used for simulations leading to an equal number of LLRs getting affected in all the MCS.

[^4]: This performance metrics criterion is mentioned in [46, Sec-17.3.10.4].
Fig. 4.13. Performance of LNV-SC for IEEE 802.11g MCS 0 and 2 facing interference from single ZigBee channel at $-85$ dBm. LNV-SC observes an average transmit power gain of $3.7$ dB over Conv-SC for all the MCS.

Fig. 4.14. Performance of LNV-SC for IEEE 802.11g MCS 0 and 2 facing interference from two ZigBee channels at $-85$ dBm. LNV-SC observes an average transmit power gain of $3$ dB over Conv-SC for all the MCS.
Fig. 4.15. Performance of LNV-SC for IEEE 802.11g MCS 0 and 2 facing interference from four ZigBee channels at $-85$ dBm. LNV-SC observes an average transmit power gain of 1.5 dB over Conv-SC for all the MCS.

Fig. 4.16. Noise Level Ratio: Ratio of the LNV of the interfered region to that of the region without interference for fixed WiFi TXP $-80$ dBm. Even at low interference TxP of $-100$ dBm, the NLR is 6.5 dB which is sufficient to detect the presence of interference.

4.2.5.2 Interference Detection

To test our method of interference detection, we calculate the ratio of the LNV of the interfered region to that of the region without interference for a fixed WiFi TxP $-80$ dBm and varying TxP of a single ZigBee channel from $-100$ dBm to $-80$ dBm. We term this ratio as Noise Level Ratio (NLR). In the geometrical representation, the level of NLR defines the height of lobes relative to the noise floor as illustrated in Fig. 4.11. The more prominent the lobe is, the more accurate is its detection using a threshold detector. From Fig. 4.16, we observe that even at low interference TxP $-100$ dBm, the NLR is 6.5 dB which is sufficient to detect the presence of interference.

4.2.6 Discussion

A positive TPG for LNV-SC indicates that for a given IEEE 802.11g TxP, LNV-SC can achieve lesser PER compared to Conv-SC. Lesser PER means more packets could be recovered in the event of interference with ZigBee which fulfills the motive of SMS-SDR. However, LNV-SC is only capable of recovering the packets which have already been detected. In other words SINR of IEEE 802.11g has
to be sufficient enough to be detected at the receiver, i.e., Frame Synchronization. In addition, due to interference, the timing offset estimation could also be affected leading to wrong output of FFT operation. Thus, if frame synchronization and timing offset detection fails; unfortunately the frame cannot be recovered with LNV-SC. Nonetheless, LNV-SC is very simple to implement in the existing IEEE 802.11g receivers as well as any wireless standard which uses OFDM for their PHY.

The efficiency of the NLR based interference detection method will depend upon the threshold which will vary from one setting to another; hence an initial training and calibration will be required. Nonetheless, NLR based method to detect the interference is a by-product of LNV-SC, i.e., no additional signal processing is required. On the down side, NLR can detect only narrowband interferers. For wideband interferers, other methods such as Error Vector Magnitude (EVM) between decoded and regenerated samples of the stronger signal can be used [56].

4.2.7 Limitations of LLR Scaling based Methods for OFDM Systems

Although LNV-SC provides significant gain while recovering interfered IEEE 802.11g packets, following two cases could be argued where LNV-SC could malfunction:

- **Case-1**: LNV-SC requires IEEE 802.11g to be strong enough so that at least the frame synchronization is successful in the event of collision. L-STF, which form the very beginning of a IEEE 802.11g frame are responsible for frame synchronization. L-STF are BPSK modulated to have robustness, nonetheless, a high powered nearby ZigBee transmitter can destroy the structure of L-STF leaving the entire IEEE 802.11g frame non-detectable.

- **Case-2**: If ZigBee frame corrupts an IEEE 802.11g frame in such a manner that L-STF and L-LTF are not interfered, but SIGNAL field and payload are affected. In such case, the interference cannot not be detected as discussed in Section 4.2.4. In the absence of interference detection, LNV-SC will not function.

In the next section, we discuss methods which overcome the limitations of LNV-SC.

4.2.8 Successive Interference Cancellation of ZigBee from IEEE 802.11g

Successive Interference Cancellation is a well known physical layer technique to recover a weaker signal corrupted by a stronger signal [71]. Let \( s^z[n] \) and \( s^w[n] \) be the time domain ZigBee and IEEE 802.11g signals respectively. In the event of collision, the composite signal \( r[n] \) can be written as:

\[
r[n] = h^w[n] * s^w[n] + h^z[n] * s^z[n] + v[n]
\]

(4.8)

where \( h^w \) and \( h^z \) are time domain impulse responses of IEEE 802.11g and ZigBee channels respectively. Term \( v[n] \) represents Gaussian distributed thermal noise samples with zero mean and variance \( \sigma^2 \).

Note that since the sampling rates of IEEE 802.11g (20 MHz) and ZigBee (2 MHz) are different, an appropriate resampling needs to be performed before realizing (4.8). Without losing the generality, let's consider IEEE 802.11g as our SOI, the Signal to Interference plus Noise Ratio (SINR) of IEEE 802.11g in the received signal \( r[n] \) is

\[
\text{SINR}_{WF}[n] = \frac{\mathbb{E}\{|h^w[n] * s^w[n]|^2\}}{\mathbb{E}\{|h^z[n] * s^z[n]|^2\} + \sigma^2}
\]

(4.9)
With this SINR\(_{WF}\), the detection and decoding of a IEEE 802.11g frame depend on the strength of the ZigBee interference. In order to increase SINR\(_{WF}\), SIC can be applied over \(r[n]\). SIC is possible when the receiver can decode the stronger signal and cancel its effect from the composite signal. By performing SIC, the effective post-processing SINR of the weaker signal is likely to exceed the required receiver sensitivity [71] of the weaker signal. A power difference of 5-20 dBm is required for an efficient operation of SIC [101]. It is possible to have such power difference when a strong ZigBee transmitter is located nearby the IEEE 802.11g receiver.

The process of SIC starts when a strong ZigBee signal is detected and decoded at the receiver. During the process of decoding, the channel estimates of ZigBee are stored, and once the decoded bits are available, the channel estimates are used to regenerate the ZigBee signal back. In the next section we first, discuss the channel estimation process for a detected ZigBee frame.

### 4.2.9 Channel Estimation for ZigBee

ZigBee employs direct sequence spread spectrum (DSSS) that uses a digital spreading function representing pseudorandom noise (PN) chip sequences [41], [83]. The radio encodes these chip sequences using orthogonal quadrature phase shift keying (O-QPSK) and transmits them at 2 Mchips/s or 250 Kbps. Thus, the duration of one bit is \(1/250000 = 4\) us. Maximum delay spread in 2.4GHz is of the order of nano seconds [94] which is significantly less than the bit period of ZigBee which is 4us. This indicates that in most of the environments, a ZigBee signal will experience frequency flat fading, i.e., single tap channel in the time domain. However, unlike IEEE 802.11g, ZigBee does not have pilots to estimate the channel. Nonetheless, the preamble structure of ZigBee as shown in Fig. 4.4 provides an intuitive way of doing so. As shown in Fig. 4.4, the ZigBee frame is preceded by a Preamble and Start of Frame Delimiter (SFD), jointly called Synchronization Header (SHR). Preamble consists of 4 byte, all set to 0 and SFD is 1 byte long with the value set to 0X7A. SHR is used at the receiver to detect the incoming ZigBee frame, i.e., frame synchronization pin point the frame boundary. We use the known symbols corresponding to SHR to estimate the single tap ZigBee channel. Consider the transmitted vector \( \mathbf{S}^z \) and received vector \( \mathbf{Y}^z \) corresponding to the known SHR samples as follows:

\[
\mathbf{Y}^z = h^z \ast \mathbf{S}^z + \mathbf{V},
\]

where \( h^z \) is the single tap channel, \( \mathbf{V} \) is the noise vector. Each of the vectors in (4.10) are \( NX1 \) dimensional where \( N \) is the total number of samples corresponding to SHR. \(^5\). The Maximum Likelihood estimate of \( h^z \) can be written as:

\[
\hat{h}^z = \frac{(\mathbf{S}^z)^{\dagger} \mathbf{Y}^z}{(\mathbf{S}^z)^{\dagger} \mathbf{S}^z}.
\]

Method as in (4.11) can be used to estimate the ZigBee channel only when it is single tap; nonetheless, as discussed, indoor channel for ZigBee in 2.4 GHz is mostly single tap. For multi-tap ZigBee channel, the method discussed in [59] can be used. Once the channel of ZigBee is estimated, next, we regenerate the estimate of time domain ZigBee signal as follows:

\[
y_{\text{Reg}}[n] = \hat{h}^z[n] \ast s^z[n].
\]

\(^5\)In practice, many samples of Preambles are lost before the frame is detected, hence, samples corresponding to the SFD can be used for estimating the channel; however, the sampling accuracy may be affected.
Note that we use only those ZigBee frames for regeneration which have passed the CRC test. After that SIC is performed by subtracting the regenerated signal from the received signal:

\[ y_{\text{SIC}}[n] = h^w[n] \ast s^w[n] + (h^z[n] - \hat{h}^z[n]) \ast s^z[n] + v[n]. \]  

After SIC, the post processing SINR of weaker WiFi becomes:

\[ \text{SINR}_{\text{WF}}^{\text{SIC}}[n] = \frac{\mathbb{E}\{ |h^w[n] \ast s^w[n]|^2 \}}{\mathbb{E}\{ |(h^z[n] - \hat{h}^z[n]) \ast s^z[n]|^2 \} + \sigma^2}. \]  

From (4.14), it can be observed that the more accurate is the channel estimate \( \hat{h}^z \), the smaller is the noise term \( \mathbb{E}\{ |(h^z - \hat{h}^z) \ast s^z|^2 \} + \hat{\sigma}^2 \) in the denominator and the higher is post processing SINR of IEEE 802.11g. With this post processing SINR, it is possible to detect the IEEE 802.11g frames in the residue signal, i.e., \( y_{\text{SIC}}[n] \) by performing the frame synchronization routines.

4.2.10 Simulations and Results

To validate the performance of SIC, we perform Monte Carlo simulations using the standard compliant IEEE 802.11g and IEEE 802.15.4 libraries available in release 2017b of MATLAB. Interference is caused by a single channel single antenna ZigBee transmitter whose TxP is fixed to –60 dBm. We performed simulations for IEEE 802.11g MCS 2 and 4. Simulation parameters are the same as mentioned in Table 4.1. We log Packet Error Rate (PER) and Synchronization Error Rate (SER) as our performance metric. We first plot the SER for IEEE 802.11g MCS 2 and 4 in Fig. 4.17. We observe that high powered ZigBee severely affects the frame synchronization of IEEE 802.11g frames, i.e., IEEE 802.11g frames not being detected at all. Although performing SIC provides advantage over no SIC, the overall SER stays very high. We also observe that SER for both IEEE MCS 0 and 2 are almost the same. This is explained by the fact that regardless of the MCS of IEEE 802.11g, the preambles (L-STF and L-LTF) are always modulated using BPSK. Next we plot the PER for IEEE MCS 0 and 2 in Fig. 4.18 and Fig. 4.19 respectively. We observe the following from PER plots:

- Presence of high power ZigBee severely degrades the PER of IEEE 802.11g. The degradation is caused by synchronization error as well as CRC error.
- Performing SIC provides advantage over not performing SIC. This is observed over a region of SNR which is highlighted by green rectangle in both the plots.
- The gain observed due to SIC fades away as the MCS increases. This can be explained by the fact that at higher MCS, i.e., higher QAM constellations, the SINR requirement is also high which may not be obtained by SIC.

4.2.11 Discussion

SIC overcomes the limitations of LNV-SC and MLSC. Nonetheless LLR scaling can again be applied over the weaker signal for possible improvement in PER. A distinguish advantage of SIC is the capability of resynchronization of the weaker signal, i.e., frame detection of weaker signal which is otherwise undetectable due to interference. Although, we experimented for single ZigBee channel, but the method can be extended for the case of multiple ZigBee channels too. Another significant advantage of SIC is that it can be used for signals which have comparable bandwidth, which is
Fig. 4.17. Synchronization Error Rate (SER) of IEEE 802.11g MCS 2 and 4 after SIC of ZigBee (−80 dBm). SER for both MCS is similar as the preamble of IEEE 802.11g is BPSK modulated regardless of the MCS.

Fig. 4.18. Packet Error Rate of IEEE 802.11g, MCS 2 after SIC of ZigBee (−80 dBm). Region over which SIC provides gain is highlighted in green rectangle.

Fig. 4.19. Packet Error Rate of IEEE 802.11g, MCS 4 after SIC of ZigBee (−80 dBm). Region over which SIC provides gain is highlighted in green rectangle.
in contrast to LLR scaling based methods. However the benefits of SIC fade away as the QAM constellations gets dense. Also, the performance of SIC majorly depends on the accurate regeneration of the stronger signal which in turn depends on the accuracy of channel estimates. In the event of interference, channel estimates accuracy, even for the stronger signal, is affected. In next sections and chapters, we propose methods to overcome these limitations of SIC.

4.3 Testing LNV-SC for its General Applicability

With the discussion of SIC, our development of interference mitigation methods for single antenna wideband OFDM receivers is finished. Before we proceed to multi-antenna receivers, we briefly test LNV-SC for its generalized applicability to other wireless signals. We choose IEEE 802.11ax [37], [23] as the wideband OFDM signal and another signal which is based on SC-FDMA [43] as the narrowband signal. We start with a discussion on physical layer of both the signals followed by implementation of LNV-SC to recover wideband IEEE 802.11ax from narrowband SC-FDMA interference.

4.4 Physical Layer of 802.11ax and SC-FDMA

IEEE 802.11ax is the upcoming generation in the IEEE 802.11 family with a scheduled release in 2019 end. It is also known as WiFi-6 and can achieve throughput upto 10 Gbps. It comes under High Efficiency (HE) category with major changes in its physical layer. It will be operational in both 2.4 GHz and 5 GHz unlicensed band. SC-FDMA is not a wireless standard but a physical layer used by LTE for its uplink in order to get more power efficiency. With the proposals by 3GPP to let LTE enter in the unlicensed bands, termed as LTE Licensed Assisted Access(LTE-LAA), the interference between IEEE 802.11ax and LTE-LAA is inevitable. We start our discussion with the physical layer of IEEE 802.11ax and SC-FDMA in brief.

4.4.1 Physical Layer of 802.11ax

We choose IEEE 802.11ax as it is a wideband OFDM signal having physical layer different from previous IEEE 802.11 wireless standards. In contrast to IEEE 802.11n and IEEE 802.11ac which primarily focus on high throughputs, IEEE 802.11ax focuses on efficiency. Some of the major advancements in IEEE 802.11ax include:

- 256 point FFT compared to 64 point FFT in IEEE 802.11a/g/n/ac. Higher FFT point gives more number of subcarriers within the same bandwidth of 20 MHz.
- OFDMA support in both uplink and downlink to enable multiuser support.
- LTE type resource allocation enables QoS for various users and services.
- Support for higher QAM such as 1024. This enables the gigantic achievable throughput of up to 10 Gbps.
- 4x larger OFDM symbol duration provides improved robustness to outdoor environment characterized by large delay spreads.
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A typical frame format for IEEE 802.11ax single user is shown in Fig. 4.20. We can see that the frame consists of Legacy IEEE 802.11 Preambles also. Among the HE preamble, the HE-STF training field is used for timing synchronization while the HE-LTF is used for channel estimation, enabling beamforming and MIMO spatial diversity. 256 point FFT in IEEE 802.11ax results in 256 subcarriers with a spacing of 78.125 KHz. Out of total 256 subcarriers, 234 are used as data subcarriers, 8 are used as pilot subcarriers, 3 subcarriers at the center are left as DC and 11 subcarriers are unused.

### 4.4.2 SC-FDMA

SC-FDMA is a modulation scheme used by LTE-LAA uplink as it provides significantly lower Peak to Average Power Ratio (PAPR) compared to OFDM [72]. Likewise OFDM, SC-FDMA also produces orthogonal subcarriers. A block diagram of SC-FDMA transmitter is shown in Fig. 4.21. The significant difference between SC-FDMA and OFDM transmitter is the insertion of an extra FFT block before the IFFT block. Performing FFT before IFFT spreads the power evenly among subcarriers reducing the PAPR [72]. In LTE-LAA, the resource allocation is performed in the units of Resource Blocks where each resource block consists of 12 SC-FDMA subcarriers. By selecting appropriate number of resource blocks and sampling rates, the bandwidth of SC-FDMA can be varied. Section 4.4.2 shows the relation between number of resource blocks and the bandwidth in SC-FDMA signal.

### 4.4.3 Mitigating CCI in Single-antenna IEEE 802.11ax Receiver Caused by SC-FDMA

We consider a scenario where a single antenna 20 MHz IEEE 802.11ax receiver is facing interference from another single antenna SC-FDMA transmitter. We configure SC-FDMA for 3 MHz and 5 MHz

<table>
<thead>
<tr>
<th>Channel Bandwidth (MHz)</th>
<th>20</th>
</tr>
</thead>
<tbody>
<tr>
<td>Number of Resource Blocks</td>
<td>100</td>
</tr>
<tr>
<td>Number of Occupied Subcarriers</td>
<td>1200</td>
</tr>
<tr>
<td>IFFT/FFT (P in Fig. 4.21)</td>
<td>2048</td>
</tr>
<tr>
<td>Sample Rate (MHz)</td>
<td>30.72</td>
</tr>
</tbody>
</table>
bandwidth by generating the waveform with 15 and 25 resource blocks respectively. This is the case of interference between wideband OFDM signal and narrowband signal. Now we attempt to recover IEEE 802.11ax signal by applying LNV-SC.

### 4.4.4 Applying LNV-SC to IEEE 802.11ax

LNV-SC requires computation of LNV estimates, however, the computation of LNV estimates in a standard IEEE 802.11ax receiver posses some challenges. Out of total 256 subcarriers, only 8 subcarriers are used as pilot subcarriers for noise variance estimation. Thus they are not sufficient for noise variance estimation per subcarrier as the spacing between the pilot subcarriers is large. Although, L-LTF from the legacy preamble has 52 used subcarriers, 312.5 KHz wide each and IEEE 802.11ax payloads have 242 used subcarriers (pilot + data), 78.125 KHz wide each, both L-LTF and payload occupy same bandwidth (in our case 20 MHz). Thus we propose to estimate the LNV using L-LTF and map them over the payload subcarriers to span the entire used bandwidth of IEEE 802.11ax.

### 4.4.5 Simulations and Results

To validate the performance of LNV-SC over Conv-SC in recovering IEEE 802.11ax facing interference from SC-FDMA signal, we created interference between single antenna single channel 20 MHz IEEE 802.11ax at MCS 0 (BPSK) and 3, 5 MHz SC-FDMA signals. Transmit power of SC-FDMA signal is kept constant at $-85$ dBm. We perform Monte Carlo simulations using the standard compliant IEEE 802.11ax and SC-FDMA libraries available in release 2018a of MATLAB. We created the worst case scenario as if there is not CSMA/CA making 100% chances of collision. Simulation parameters are summarized in Section 4.4.4. We choose Transmit Power level (TxP) required to achieve 10% PER as our performance metric for the experiments. PER plot for the case interference from 3 MHz and 5 MHz are shown in Fig. 4.22 and Fig. 4.23 respectively. From the plots we observe the following:

- Presence of SC-FDMA signal degrades the performance of IEEE 802.11ax. The degradation increases with increase in the bandwidth of SC-FDMA signal as more number of subcarriers of IEEE 802.11ax are affected. Quantitatively, since the subcarrier width of IEEE 802.11ax is 78.125 KHz, the number of affected subcarriers by 3 and 5 MHz SC-FDMA is approximately 39 and 64 respectively.

- Applying LNV-SC provides significant transmit power gain over Conv-SC. This is seen for both 3 MHz (6 dB of gain) and 5 MHz (5 dB of gain) SC-FDMA. As expected, the gain decreases from 3 MHz to 5 MHz.
4.4.6 Discussion

In Section 4.2.2, through simulations, we show the effectiveness of LNV-SC in recovering wideband OFDM IEEE 802.11g facing interference from narrowband ZigBee signals. In this section, we applied the same method for a similar case of wideband OFDM and narrowband signals and observed similar results where LNV-SC outperforms Conv-SC. These experiments prove the generality of LNV-SC.

4.5 Mitigating CCI in Multi-antenna IEEE 802.11g Receiver Caused by ZigBee

Diversity is a well-known concept of combating the effects of multipath fading [90]. In particular, we talk about spatial diversity which uses multiple antennas to extract uncorrelated fading signals. By using omni-directional antennas and neglecting the effects of coupling between antennas, the observations of signals on the multiple antennas would be uncorrelated if observed 0.38\(\lambda\) apart. The underlying mechanism providing diversity gain is the decreasing probability of simultaneous deep fades on all the antenna branches with an increasing number of antenna branches [33]. An additional benefit of diversity is that likewise the desired signal, the interference also travels through different paths, and if the path followed by interference corresponding to one antenna is in deep fade, it is beneficial for the desired signal on that particular antenna! In this section, we attempt to leverage this phenomena and extend our previous method LNV-SC for multi-antenna IEEE 802.11g receiver. We consider the automated industries and smart homes where IEEE 802.11g and ZigBee nodes are generously used; such environments are also characterized by rich multi-paths[19].
In the following, we discuss our work [55] which is a multi-antenna extension to LNV-SC. We start our discussion with the popular diversity combining method Maximal Ratio Combiner followed by legacy CCI mitigation method Optimal Combiner and state-of-the-art CCI mitigation technique Technology Independent MIMO (TIMO) [34]; but first we develop the multi-antenna signal model.

### 4.5.1 Multi-Antenna Signal Model

The signal model consists of a dual-antenna IEEE 802.11g receiver (WiFi-Rx), a single antenna IEEE 802.11g transmitter (WiFi-Tx), and a single antenna ZigBee transmitter (ZB-Tx) as illustrated in Fig. 4.24. As IEEE 802.11g is our Signal of Interest (SOI), we assume that after collision, the IEEE 802.11g signal is strong enough to pass frame synchronization. After the correct timing offset detection a 64 FFT is performed and the received signal vector $Y$ on $i$-th subcarrier of $j$-th IEEE 802.11g OFDM symbol with the desired IEEE 802.11g and interfering ZigBee samples $X(i,j)$ and $I(i,j)$ respectively can be written as:

$$Y(i,j) = X(i,j)H_X(i) + I(i,j)H_I(i) + n(i,j),$$

$$n(i,j) = [n_1(i,j), n_2(i,j)]^T,$$

$$H_X(i) = [H_{X_1}(i), H_{X_2}(i)]^T,$$

$$H_I(i) = \begin{cases} [H_{I_1}(i), H_{I_2}(i)]^T & \forall i \in S_{\text{interf}}, \\ \text{Not defined} & \forall i \in S_{\text{non-interf}} \end{cases}$$

Channel estimation and all further signal processing is done in frequency domain, channels $H_X(i)$ and $H_I(i)$ are assumed uncorrelated, while correlation $\rho_X$ between channels of IEEE 802.11g $H_{X_1}(i)$ and $H_{X_2}(i)$ and correlation $\rho_I$ between channels of ZigBee $H_{I_1}(i)$ and $H_{I_2}(i)$ is non-zero. Note that for the interference-free IEEE 802.11g subcarriers, ZigBee channels are not defined. Entries of the noise vector $n(i,j)$ contains components from both thermal noise, which is Gaussian and interference, which is not necessarily Gaussian. However, for this work, we model both noise sources as Gaussian as we did for single antenna case. Besides, the thermal noise variance is assumed to be constant for a given OFDM frame while the noise induced by interferers vary from subcarrier to subcarrier. Without loss of generality, we omit the subcarrier and OFDM symbol indexes $(i,j)$ from notations of the received vector $Y$, samples $X$ and $I$ and noise vector $n$ and use them only when required.
4.5.2 Maximal Ratio Combiner and Optimal Combiner

Maximal Ratio Combiner (MRC) is one of the proven methods to increase the SNR of the signals in a multi-antenna receiver [98]. In OFDM systems, MRC is performed on a per-subcarrier basis as follows: [87]

\[ Y_{\text{MRC}} = \hat{H}_X^H Y. \]  
\[ (4.19) \]

Where \( Y_{\text{MRC}} \) is the complex sample after performing MRC, and \( \hat{H}_X \) denotes the estimated channel. Although, MRC is capable of providing diversity gain the presence of uncorrelated multi-path fading and array gain in case of correlated fading, the performance of MRC severely degrades in the presence of CCI [98].

Optimal Combiner is a superset of MRC which, in the presence of colored noise (interference), additionally computes Interference-plus-Noise (IPN) correlation matrix across all the receive antennas and nullifies the interference [98],[87]. In a two antenna system, the optimally combined signal for subcarriers experiencing interference (\( S_{\text{interf}} \)) can be written as:

\[ y_{\text{OC}} = \hat{h}_X^H \phi_{\text{RR}}^{-1} \tilde{y}. \]  
\[ (4.20) \]

Where \( \phi_{\text{RR}} = \mathbb{E}\{ [\tilde{y}_1, \tilde{y}_2] [\tilde{y}_1, \tilde{y}_2]^H \} \)  
\[ (4.21) \]

is the IPN correlation matrix, and \( \tilde{y}_1 \) and \( \tilde{y}_2 \) are received signals on first and second WiFi-Rx antenna respectively when only ZB-Tx transmits and WiFi-Tx is silent. For the interference-free subcarriers, \( \phi_{\text{RR}} = \sigma^2 I \) where \( I \) is \( M \times M \) identity matrix and \( \sigma^2 \) is the noise variance. Thus, in the absence of interference, OC acts as MRC [87, Eq-6.92]. The drawback of OC is that computation of \( \phi_{\text{RR}} \) needs to be performed for all the interfered subcarriers when only ZB-Tx transmits. Besides, \( \phi_{\text{RR}} \) needs to be updated with the period of coherence time of \( h_I \) as it varies with channel fading rate. Both of these conditions are difficult to meet in practice. Moreover, since \( \phi_{\text{RR}} \) is a matrix of order \( M \), the computational complexity of matrix inversion grows with the number of antennas \( M \).

4.5.3 Technology Independent MIMO

Technology Independent MIMO (TIMO) [34] applies Zero Forcing (ZF) receive beamforming using two antennas to null the interference. Conventionally ZF receive beamforming requires exact channel estimates of the interferer [35], [88], [14]. In contrast, TIMO uses the channel estimate ratio (\( \beta \)) of the interferer, i.e., \( \beta = \hat{h}_{I_1}/\hat{h}_{I_2} \). Such property of TIMO makes it suitable for unmanaged networks as obtaining the exact channel estimates of the interferer in unmanaged networks is impossible or very costly due to the unknown structure of the interfering signals. The early work of TIMO ignores noise [34, Eq-5,6] during computation of CER \( \beta \). Hence, we refer to a recent work on TIMO in [105] where authors consider the noise and use an MMSE estimator to compute CER \( \beta \) for the interfered subcarriers as follows:

\[ \beta = \frac{\mathbb{E}\{ (Ih_{I_1} + n_1)(Ih_{I_2} + n_2)^H \}}{\mathbb{E}\{|y_2|^2\}}. \]  
\[ (4.22) \]

Considering an OFDM system, TIMO uses the \( \beta \) to null the interference on interfered subcarriers and obtain the Signal Of Interest (SOI) as follows:

\[ y_{\text{interf}}^{\text{TIMO}} = \frac{y_1 - \beta y_2}{\hat{h}_{X_1} - \beta \hat{h}_{X_2}}. \]  
\[ (4.23) \]
To compute SOI on the interference-free subcarriers, we first compute CER $\beta$ for the interference-free subcarriers by setting $I = 0$ in (4.22) and since, $n_1$ and $n_2$ are uncorrelated, it can be shown that $\beta = 0$ for all the interference-free subcarriers. Hence, SOI for all the interference-free subcarriers $y_{\text{TIMO}}^{\text{non-interf}}$ can be written as:

$$y_{\text{TIMO}}^{\text{non-interf}} = \frac{y_1}{h_{X_1}}. \quad (4.24)$$

Expression (4.24) is the well known Zero-Forcing Equalization (ZFE) over a single antenna [87, Sec. 7.3.1.1]. We observe that TIMO fails to exploit the diversity gain for all the interference-free subcarriers which potentially could be achieved using the already available two antennas of the TIMO receiver. Additionally, CER $\beta$ varies with the fading rate of $h_I$ and hence needs a continuous update after every channel coherence period. Such requirements are difficult to guarantee in practice.

In the next sections, we discuss our work of [55] where we overcome the limitations of OC and TIMO and develop methods to recover IEEE 802.11g on a multi-antenna receiver facing narrowband ZigBee interference.

### 4.5.4 Maximum Ratio Combiner with Log-Likelihood Ratio Scaling (MLSC)

In our first method, we propose to perform MRC over signals from the receive antennas. This is followed by scaling the obtained LLRs from MRC combined signal using a vector of Localized Noise Variance (LNV) estimates aggregated over the receive antennas. We term our method as MLSC (Maximum Ratio Combiner with Log-Likelihood Ratio SCaling) for the rest of the work. MLSC receiver benefits from diversity gain as well as interference mitigation simultaneously. For a $M$ antenna IEEE 802.11g receiver, MLSC is performed on a per-subcarrier basis as follows:

1. **Step-1**: Combine the signals from $M$ antenna branches according to MRC as in (4.19) and obtain $Y_{\text{MRC}}$.

2. **Step-2**: Average the LNV vectors obtained from (4.6) over all the antennas as follows:

$$\hat{\sigma}_{\text{Avg}}^2 = \frac{1}{M} \sum_{m=1}^{M} \hat{\sigma}_m^2. \quad (4.25)$$

where $\hat{\sigma}_m^2$ is the noise variance vector corresponding to $m$-th antenna.

3. **Step-3**: Scale the LLR corresponding to the $i$-th subcarrier using $\hat{\sigma}_{\text{Avg}}^2(i)$, which is $i$-th element of the vector $\hat{\sigma}_{\text{Avg}}^2$, as follows:

$$\Lambda(i, l) = \min_{z \in \mathbb{Z}^l} \left( \left| \frac{|Y_{\text{MRC}}(i) - (|H_{X_1}(i)|^2 + |H_{X_2}(i)|^2)z|^2}{\hat{\sigma}_{\text{Avg}}^2(i)} \right| \right)$$

$$\min_{z \in \mathbb{Z}^l} \left( \frac{|Y_{\text{MRC}}(i) - (|H_{X_1}(i)|^2 + |H_{X_2}(i)|^2)z|^2}{\hat{\sigma}_{\text{Avg}}^2(i)} \right)$$

$$= \min_{z \in \mathbb{Z}^l} \left( \frac{|Y_{\text{MRC}}(i) - (|H_{X_1}(i)|^2 + |H_{X_2}(i)|^2)z|^2}{\hat{\sigma}_{\text{Avg}}^2(i)} \right)$$

For a dual antenna IEEE 802.11g receiver, the schematic of MLSC is illustrated in Fig. 4.25.
4.5.5 Diversity Combiner TIMO (DC-TIMO)

We have observed in Section 4.5.3 that TIMO does not exploit the potential diversity gain for all the interference-free subcarriers in an OFDM system. We propose to solve this issue by performing MRC on all the interference-free subcarriers. Our method is very simple and enables a TIMO receiver to benefit from interference nulling on the interfered subcarriers as well as from diversity gain on the interference-free subcarriers simultaneously. We term the proposed method as Diversity Combiner TIMO (DC-TIMO). SOI with DC-TIMO for the interfered subcarriers $y_{\text{interf,DC-TIMO}}$ and the interference-free subcarriers $y_{\text{non-interf,DC-TIMO}}$ is obtained as follows:

$$
 y_{\text{interf,DC-TIMO}} = y_1 - \beta y_2 \hat{h}_1 - \beta \hat{h}_2 X_1
$$  \hspace{1cm} (4.27)

$$
 y_{\text{non-interf,DC-TIMO}} = \hat{h}_X^H Y.
$$  \hspace{1cm} (4.28)

4.5.6 Simulations and Results

To validate MLSC and DC-TIMO, we perform Monte Carlo simulations using the standard compliant IEEE 802.11g and IEEE 802.15.4 libraries available in release 2017b of MATLAB. We simulate the worst case scenario, i.e., when lack of CSMA/CA creates a 100% chance of collision. The simulation parameters are mentioned in Table 4.1. For all the experiments, we choose Transmit Power level (TxP) required to achieve 10% PER as our performance metric.

4.5.6.1 Comparing MLSC and OC

We simulate a dual antenna IEEE 802.11g receiver (WiFi-Rx) capable of performing OC and MLSC simultaneously. The WiFi-Rx decodes packets received from a single antenna IEEE 802.11g transmitter (WiFi-Tx) under interference from a single antenna ZigBee transmitter (ZB-Tx) as illustrated in Fig. 4.24. Two different ZigBee TXP levels ($-85$ and $-75$) dBm are used. The correlation coefficient $\rho_X$ is fixed to $0.4$ based on the measurements of [49]. Since, for both the OC and MRC, the performance is agnostic of $\rho_I$ [32], we fixed it to 0.1. In order to obtain $\phi_{RR}$ for OC as in (4.20), an expectation was taken over approximately 80,000 ZigBee samples collected from two receive antennas of WiFi-Rx in order to guarantee the best performance of OC. PER for IEEE 802.11g MCS 0 is plotted in Fig. 4.26. We also plot the PER of conventional MRC under the same setup. We observe that for the mentioned ZigBee TXP (-75 dBm and -85 dBm), the performance of MLSC is quite close to the of OC. The result can be explained by following two facts:
Fig. 4.26. Comparison of MRC (with Conv-SC), OC and MLSC, for IEEE 802.11g MCS 0 and ZigBee TxP -85 dBm

- OC nulls the interference on all the interfered OFDM subcarriers which effectively scales the LLR obtained from all the interfered subcarriers. MLSC performs the same action by directly scaling the LLRs obtained from all the interfered subcarriers in proportion to the LNV estimates.

- For the non-interfered subcarriers, both OC and MLSC boil down to MRC.

The advantage of MLSC over OC is that for a given IEEE 802.11g TxP, MLSC can achieve PER performance very close to the OC but with a lower computational complexity and without the knowledge of the statistics of the interferers.

### 4.5.6.2 Comparing MLSC and TIMO

We simulate the same scenario as in Section 4.5.6.1 with the difference that now the WiFi-Rx is able to perform TIMO and MLSC simultaneously. IEEE 802.11g MCS 0 and 2 are simulated for a fixed ZigBee TxP of -85 dBm. For TIMO, instead of estimating CER $\beta$ as in [34, Eq-14], we directly computed it from the channel realization of ZigBee to guarantee the best performance of TIMO. PER is shown in Fig. 4.27 and Fig. 4.28 for IEEE 802.11g MCS 0 and 2 respectively. As a reference, we also plot the PER when the two branches are combined using MRC and the corresponding LLRs are scaled using Conv-SC. We observe that at the best, PER of TIMO is equivalent to MRC; however the performance degrades as the IEEE 802.11g MCS goes high. On the other hand, MLSC provides better PER compared to both MRC and TIMO. The key advantage of MLSC over TIMO is that MLSC does not require the channel estimate ratio of the interferer.

### 4.5.6.3 Comparing TIMO and DC-TIMO

We simulate the same scenario as in Section 4.5.6.2 except now the WiFi-Rx is able to perform TIMO and DC-TIMO simultaneously. IEEE 802.11g MCS 0 is simulated for a fixed ZigBee TxP of -85 dBm. CER $\beta$ was computed directly from the channel realization of ZigBee to guarantee the best performance of TIMO. PER is shown in Fig. 4.29. We observe that for a given TxP of IEEE 802.11g, DC-TIMO achieves lower PER than normal TIMO which fails to benefit from the diversity gain. Improvisation from TIMO to DC-TIMO is very simple, yet the gain is notable when a wideband OFDM system gets interference by a narrowband signal.
4.5.7 Discussion

- OC, although well known to null the CCI in a multi-antenna system, is practically not feasible to implement due to computational complexity of IPN correlation matrix. In contrast, MLSC achieves the same performance level as OC without knowing the statistics of the interferer. In addition, practically it is possible to implement MLSC using SDR which is detailed in Chapter 7. We use an implementation friendly method of MRC termed as Soft Bit Maximal Ratio Combiner which is discussed in Appendix B.2.

- Likewise MLSC, TIMO is also practically feasible to implement in SDR as discussed by authors in [34] and improves the PER in the event of interference. Obtaining the Channel Estimate Ratio (CER) is practically possible because both IEEE 802.11g and ZigBee apply CSMA/CA providing ample opportunities to measure the CER.

- In addition, DC-TIMO which is obtained by simple modifications to TIMO, shows notable performance gain compared to TIMO. However, in the presence of an interference whose bandwidth...
is comparable to the wideband OFDM, gain provided by DC-TIMO will be similar to TIMO.

In all the previous sections, our SOI was IEEE 802.11g. In the following sections, we make ZigBee as our SOI and develop methods for its recovery while it faces CCI from IEEE 802.11g.

4.6 Mitigating CCI in Single Antenna ZigBee receiver caused by IEEE 802.11g

Although ZigBee is inherently robust compared to IEEE 802.11g due to usage of spread spectrum technique, the higher transmit power of IEEE 802.11g may result in severe PER degradation as seen in previous works and shown in Fig. 4.9. In this section, we attempt to mitigate interference in a single antenna ZigBee receiver caused by single antenna IEEE 802.11g transmitter. We chose Successive Interference Cancellation (SIC) as our candidate method.

4.6.1 Successive Interference Cancellation of IEEE 802.11g from ZigBee

Referring (4.8) the Signal to Interference plus Noise Ratio (SINR) of ZigBee in the received signal $r[n]$ is:

$$\text{SINR}_{ZB}[n] = \frac{\mathbb{E}\{|h^{z}[n] * s^{z}[n]|^2\}}{\mathbb{E}\{|h^{w}[n] * s^{w}[n]|^2\} + \sigma^2}. \quad (4.29)$$

With this $\text{SINR}_{ZB}$, the detection and decoding of a ZigBee frame depend on the strength of the IEEE 802.11g interference. In order to increase $\text{SINR}_{ZB}$, we apply SIC over $r[n]$. The post-processing SINR of the weaker ZigBee signal is likely to exceed the required receiver sensitivity [71] of ZigBee receiver, and thus could be decoded. Transmit power of IEEE 802.11g is 5-20 dBm [101] higher compared to ZigBee which makes the application of SIC to recover weaker ZigBee from stronger IEEE 802.11g favorable. The process of SIC starts when a strong IEEE 802.11g signal is detected and decoded at the receiver. During the process of decoding, the channel estimates of IEEE 802.11g, which are obtained from L-LTS, are stored. Once the decoded bits are available, the stored channel estimates are used to regenerate IEEE 802.11g back. We explain the process as follows:
After the frame detection and $N$ point ($N = 64$ for IEEE 802.11g) FFT of received samples, the frequency domain complex sample $R^w[k]$ on $k^{th}$ subcarrier of IEEE 802.11g is:

\[ R^w[k] = H^w[k]X^w[k] + H^z[k]I^z[k] + N[k], \]  

(4.30)

where $X^w[k], I^z[k]$ are frequency domain IEEE 802.11g and ZigBee symbols respectively. The elements of $R^w[k]$ corresponding to the pilot subcarriers are used to compute estimates $\hat{H}^w$ of the actual channel $H^w$. Assuming that SINR of IEEE 802.11g is strong enough to allow the frame to pass the Cyclic Redundancy Check (CRC), the next step is to regenerate the IEEE 802.11g frame for its sequential cancellation from the time domain received signal $r[n]$. The regenerated frequency domain received baseband IEEE 802.11g signal $Y^w_{\text{Reg}}[k]$ can be written as:

\[ Y^w_{\text{Reg}}[k] = X^w[k]\hat{H}^w[k]. \]  

(4.31)

We use $X^w$ and not the estimates because we regenerate only those IEEE 802.11g frames which have passed CRC. We then convert $Y^w_{\text{Reg}}[k]$ into the time domain $y^w_{\text{Reg}}[n]$ by performing 64 point IFFT which results in:

\[ y^w_{\text{Reg}}[n] = \hat{h}^w[n] * s^w[n]. \]  

(4.32)

Here $\hat{h}^w[n]$ represents the time domain estimate of the IEEE 802.11g channel. After SIC of estimated IEEE 802.11g interference the residue signal is now:

\[ r^{\text{SIC}}[n] = r[n] - y^w_{\text{Reg}}[n] \]  

(4.33)

\[ = h^z[n] * s^z[n] + (h^w[n] - \hat{h}^w[n]) * s^w[n] + v[n]. \]

After SIC the effective SINR of weaker ZigBee becomes

\[ \text{SINR}^{\text{SIC}}_{\text{ZB}}[n] = \frac{\mathbb{E}\{|\hat{h}^w[n] * s^w[n]|^2\}}{\mathbb{E}\{|(h^w[n] - \hat{h}^w[n]) * s^w[n]|^2\} + \sigma^2}. \]  

(4.34)

From (4.34), it can be observed that the more accurate the channel estimate $\hat{h}^w$, the smaller is the noise term $\mathbb{E}\{|(h^w[n] - \hat{h}^w[n]) * s^w[n]|^2\}$ in the denominator and the higher is post processing SINR of ZigBee, i.e., $\text{SINR}^{\text{SIC}}_{\text{ZB}}$. Note that sampling rate of $r^{\text{SIC}}[n]$ is 20 MHz; hence before sending it to ZigBee receiver it has to be downsampled at 2 MHz.

4.6.2 Simulations and Results

To validate performance of SIC in recovering ZigBee, we perform Monte Carlo simulations using the standard compliant IEEE 802.11g and IEEE 802.15.4 libraries available in release 2017b of MATLAB. Interference is caused by single channel IEEE 802.11g whose TxP is fixed to -85 dBm. We performed simulations for IEEE 802.11g MCS 0 and 2 We use 10% PER mark as our performance metric. Simulation parameters were same as mentioned in Table 4.1. Plots are shown in Fig. 4.30 and Fig. 4.31. From the plots, we observe that SIC of IEEE 802.11g in the event of interference provides approx 4 dB of gain compared to the case when SIC is not performed. The gain is consistent for all the IEEE 802.11g MCS. Consistency with respect to MCS is obvious as the performance depends on the post-processing SINR of ZigBee which is independent of the MCS of IEEE 802.11g.
Fig. 4.30. PER of ZigBee after SIC of single channel IEEE 802.11g (MCS 0, TxP –85 dBm).

Fig. 4.31. PER of ZigBee after SIC of single channel IEEE 802.11g (MCS 2, TxP –85 dBm).
4.6.3 Discussion

SIC shows positive results during CT-CCI. In the coming sections, we will see the benefits of SIC for other signals with different physical layers also. However, the performance of SIC is dependent on how accurately the stronger signal has been regenerated which in turn depends on how accurate the channel estimates of the stronger signal are. In the event of interference, the accuracy of channel estimates get affected \[47\] resulting in reduction of the post-processing SINR of the weaker signal. Additionally, as the number of ZigBee channels grows, post-processing SINR will further decrease. In the next section, we present multi-antenna signal processing methods to overcome this limitation and improve the performance of ZigBee SIC receiver through diversity gain.

4.7 Mitigating CCI in Multi-Antenna ZigBee receiver caused by IEEE 802.11g

We have already seen the benefits of multi-antenna signal processing algorithms MLSC, TIMO and DC-TIMO to mitigate CT-CCI. Also we have seen the benefits of SIC for single antenna ZigBee receiver in Section 4.6.1. In this section, we develop SIC methods for multi-antenna ZigBee receivers.

4.7.1 SIC of IEEE 802.11g followed by MRC of ZigBee

SIC of IEEE 802.11g is effective in recovering the buried ZigBee signals as we have seen in Section 4.6.1. However, the performance of SIC depends on the post-processing SINR of ZigBee which in turn depends on channel estimation accuracy of the IEEE 802.11g signal. In the presence of ZigBee interference, channel estimation accuracy of IEEE 802.11g is affected which increases the noise term in the denominator of (4.34), i.e., \( \mathbb{E}\{|(h^w[n] - \hat{h}^w[n]) * s^w[n]|^2\} + \sigma^2 \). To reduce this noise, we propose to perform MRC over ZigBee after the SIC of IEEE 802.11g. We start with the previous receiver structure and extend it for a dual antenna receiver and perform SIC of IEEE 802.11g over both the antenna branches. Following to that, we perform frame synchronization of ZigBee on both the branches. Once frames are detected, MRC of the ZigBee signals is performed to reduce the noise induced by inaccurate channel estimation of IEEE 802.11g. We term this receiver structure as SIC-MRC for the rest of this work. A typical SIC-MRC receiver is shown in Fig. 4.32.

4.7.2 Simulations and Results

For the following experiments, we have the simulation settings, i.e. channel model for IEEE 802.11g and ZigBee, payload lengths as in the previous simulations.

4.7.2.1 SIC-MRC

We simulate a dual antenna ZigBee receiver being interfered by a single antenna IEEE 802.11g transmitter whose TxP level is fixed to \(-85\) dBm. We use 10\% PER mark as our performance metric. In addition, we perform MRC over the two antenna branches of ZigBee without SIC. Results are plotted for IEEE 802.11g MCS 0 and MCS 2 in Fig. 4.33 and Fig. 4.34 respectively. From the plots, we first observe that SIC-MRC provides notable gain over plain SIC due to the fact that post-SIC MRC reduces the residual noise induced by inaccurate channel estimation of the stronger signal. In addition, we see that even plain MRC is capable of reducing the PER in the event of interference.
Fig. 4.32. Schematic of SIC-MRC Receiver when IEEE 802.11g is the stronger signal and ZigBee is the weaker signal.

Fig. 4.33. PER comparison of ZigBee when SIC, SIC-MRC and Only MRC is applied, at IEEE 802.11g MCS 0, TxP −85 dBm. SIC-MRC performs better than SIC. Plain MRC is also capable of reducing PER in the event of interference.

Fig. 4.34. PER comparison of ZigBee when SIC, SIC-MRC and Only MRC is applied, at IEEE 802.11g MCS 2, TxP −85 dBm. SIC-MRC performs better than SIC. Plain MRC is also capable of reducing PER in the event of interference.
<table>
<thead>
<tr>
<th>CT-CCI Detection Method</th>
<th>Applies to</th>
<th>Detects the presence or appearance of interferer</th>
<th>Limitations</th>
</tr>
</thead>
<tbody>
<tr>
<td>Noise Level Ratio (NLR) between LNV estimates of interfered and non-interfered wideband OFDM subcarriers</td>
<td>Wideband OFDM signal facing interference from single and multiple narrowband signals</td>
<td>Already present interferer</td>
<td>Preamble of wideband OFDM which is used to estimate LNV is required to interfere with narrowband signal</td>
</tr>
<tr>
<td>Error Vector Magnitude between received signal and regenerated signal</td>
<td>Agnostic of the signal type</td>
<td>Already present as well as appearing interferer</td>
<td>Instantaneous detection of interference is not possible without decoding the data first</td>
</tr>
</tbody>
</table>

Finally, we observe that the benefits of SIC-MRC and MRC are agnostic with respect to the MCS of IEEE 802.11g.

### 4.7.3 Discussions

In our previous discussion on the limitations of SIC in Section 4.6.3, we mentioned the excess noise induced due to channel estimation inaccuracy of the stronger signal in the event of interference. SIC-MRC proves itself effective in reducing such noise and increases the SINR of the weaker signal. This results in reduced PER of the weaker signal. Although SIC-MRC is superior to SIC; however, it is a complex operation and performing SIC on both antenna branches may further increase the complexity. Interestingly we observed that a plain MRC could also provide gain in the presence of interference. Hence depending on the available signal processing resources, a choice can be made among SIC-MRC or plain MRC in a multi-antenna ZigBee receiver. In the next chapter, we continue our experiments with SIC, MRC and SIC-MRC for the case of interference between two wideband OFDM signals.

### 4.8 Summary of the Methods

A summary of CT-CCI detection methods and CT-CCI mitigation methods is given in Table 4.5 and Table 4.6 respectively.
<table>
<thead>
<tr>
<th>Interference Mitigation Method</th>
<th>Interference Scenario</th>
<th>Number of Rx Antennas</th>
<th>Recovers</th>
<th>Re-Sync of weaker signal</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Log Likelihood Scaling of wideband OFDM signal with Localized Noise Variance Estimates (LNV-SC)</td>
<td>Single antenna wideband OFDM signal facing interference from single or multiple narrowband signals</td>
<td>1</td>
<td>Wideband OFDM</td>
<td>No</td>
<td>May assist in SIC of wideband OFDM signal to recover narrowband signal by increasing the number of clean OFDM frames</td>
</tr>
<tr>
<td>Maximal Ratio Combining followed by Log Likelihood Ratio Scaling of the wideband OFDM signal using Localized Noise Variance Estimates (MLSC)</td>
<td>Multi-Antenna wideband OFDM signal facing interference from single or multiple narrowband signals</td>
<td>2</td>
<td>Wideband OFDM</td>
<td>No</td>
<td>Same as above</td>
</tr>
<tr>
<td>Technology-Independent MIMO (TIMO)</td>
<td>Same as above</td>
<td>2</td>
<td>Wideband OFDM and narrowband</td>
<td>No</td>
<td>May assist in SIC of the stronger signal</td>
</tr>
<tr>
<td>Diversity Combiner Technology-Independent MIMO (DC-TIMO)</td>
<td>Same as above</td>
<td>2</td>
<td>Wideband OFDM and narrowband</td>
<td>No</td>
<td>May assist in SIC of the stronger signal</td>
</tr>
<tr>
<td>Successive Interference Cancellation of stronger signal (SIC)</td>
<td>Single antenna narrowband signal facing interference from single antenna wideband OFDM signal</td>
<td>1</td>
<td>Wideband OFDM and narrowband</td>
<td>Yes</td>
<td>Wideband OFDM signal needs to be stronger than the narrowband signal.</td>
</tr>
<tr>
<td>Successive Interference Cancellation of the stronger signal followed by Maximal Ratio Combining of the weaker signal (SIC-MRC)</td>
<td>Multi-Antenna receiver of the narrowband signal facing interference from the single antenna wideband OFDM signal</td>
<td>2</td>
<td>Wideband OFDM and narrowband</td>
<td>Yes</td>
<td>Wideband OFDM signal needs to be stronger than the narrowband signal.</td>
</tr>
</tbody>
</table>
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Chapter 5

CT-CCI Mitigation Between Two OFDM Signals

This chapter focuses on the CT-CCI between two wideband OFDM signals and develops corresponding interference mitigation techniques. We have chosen 20 MHz IEEE 802.11ac and 20 MHz LTE-LAA (Long Term Evolution Licensed Assisted Access). Both are wideband OFDM signals and operate in 5 GHz ISM band and are prone to CCI. We develop CT-CCI methods for single and multi-antenna receivers to recover LTE-LAA and IEEE 802.11ac frames in the event of collision.

5.1 Physical Layer of IEEE 802.11ac and LTE-LAA

Currently, cellular communication is dominated by LTE. LTE is spectrally efficient, and a single antenna LTE link can provide throughput up to 75 Mbps\(^1\) in the downlink [42]. To fulfill the exponential growth of mobile traffic demands, 3GPP has standardized the use of LTE in the 5 GHz unlicensed band in the Release 13 dedicated to LTE Licensed-Assisted Access (LTE-LAA). The 5 GHz ISM band contains massive amount of bandwidth (approx 600 MHz). However, the 5 GHz band is already crowded by the incumbent IEEE 802.11n, IEEE 802.11ac, and the upcoming IEEE 802.11ax (by end of 2019). To address this issue, 3GPP has decided to make Listen Before Talk (LBT) as a mandatory feature in LTE-LAA. Apart from LBT, Qualcomm has proposed other methods for allowing co-existence such as Carrier Sense Adaptive Transmission (CSAT) and Absolute Blank Subframes (ABS) [29]. Previous works and field trials have also shown that in the event of interference between IEEE 802.11ac and LTE-LAA, IEEE 802.11ac becomes the primary victim [40], [58].

5.1.1 IEEE 802.11ac

IEEE 802.11ac, also known as WiFi-5 was induced in 2013 as a Very High-Throughput (VHT) WLAN in the 5 GHz ISM band [86]. Frequency allocation of IEEE 802.11ac is same as IEEE 802.11n and is shown in Fig. 5.1. In Fig. 5.1, DFS stands for Dynamic Frequency Selection and the\(^2\)

\(^{1}\)SISO 20 MHz mode
802.11ac Channel Allocation (N America)

Fig. 5.1. Frequency Allocation of IEEE 802.11ac in 5 GHz band (FCC, North America)

VHT Frame Format

<table>
<thead>
<tr>
<th>L-STF</th>
<th>L-LTF</th>
<th>L-SIG</th>
<th>VHT-SIG-A</th>
<th>VHT-STF</th>
<th>VHT-LTF</th>
<th>VHT-SIG-B</th>
<th>SERVICE bits</th>
<th>Payload</th>
<th>Pad bits</th>
<th>Tail bits</th>
</tr>
</thead>
</table>

Fig. 5.2. IEEE 802.11 VHT Frame Format

devices operating on the corresponding bands have to apply Transmit Power Control in order to avoid interference with weather radars and military equipments, if found nearby (reference). IEEE 802.11ac provides backward compatibility with all the previous OFDM based IEEE 802.11 family. Hence the frame format of IEEE 802.11ac appends over the frame format of IEEE 802.11a/g/n. VHT frame format of IEEE 802.11ac is shown in Fig. 5.2. Minimum operational bandwidth of IEEE 802.11ac is 20 MHz; nonetheless, it can be increased up to 160 MHz through channel bonding [95]. For 20 MHz IEEE 802.11ac, L-STF, L-LTF, and L-SIG are the same OFDM symbols as in IEEE 802.11 a/g/n. VHT-SIG-A field contains the information required to interpret VHT format packets such as actual rate value, channel coding, guard interval, MIMO scheme, and other configuration details for the VHT format packet. VHT-STF is a single OFDM symbol (4us in length) that is used to improve automatic gain control estimation in a MIMO transmission. VHT-LTF is used for MIMO channel estimation and pilot subcarrier tracking. The VHT-LTF includes one VHT long training symbol for each spatial stream indicated by the selected MCS. The VHT-SIG-B field is used for the multiuser scenario to set up the data rate and to fine-tune MIMO reception and contains the actual rate and payload length per user. VHT-Data field contains the payload while Service, tail and Pad bits play the same role as their HT (High Throughput) and non-HT (Non-High Throughput) counterparts in IEEE 802.11n and IEEE 802.11a/g respectively.

IEEE 802.11ac uses 64 point FFT for the 20 MHz band giving 64 OFDM subcarriers out of which 56 subcarriers are used for Data (52) and Pilots (4)². Each OFDM symbol of IEEE 802.11ac

²Non-HT WiFi, i.e., IEEE 802.11a/g and HT WiFi, i.e., IEEE 802.11n uses 52 subcarriers for Data (48) and Pilots (4)
is 4us long. Fig. 5.3 shows the subcarrier allocation of IEEE 802.11ac in the 20 MHz band. To the left, 4 and to the right and 3 subcarriers are unused to help isolate against adjacent channels. Similarly, the DC subcarrier is left used to avoid DC leakage due to the usage of low-cost Direct conversion receivers. 20 MHz bandwidth of IEEE 802.11ac supports BPSK, QPSK, 16QAM, 64QAM and 256QAM modulation schemes.

5.1.2 LTE-LAA

LTE-LAA is the 3GPP standardized version of LTE-U (LTE in Unlicensed band). LTE-U did not have the provision to listen before talk (LBT), and experimental evaluations showed severe performance degradation of WiFi in the presence of LTE-U [20]. In LTE-LAA, 3GPP has made Listen Before Talk (LBT) as a mandatory feature. LBT is similar to CSMA/CA where the transmitter has to sense the channel before it transmits to check whether the channel is free or occupied. The LTE-LAA air interface is based on OFDM for downlink and a Single-Carrier Frequency Division Multiple Access (SC-FDMA) for the uplink. For 20 MHz of bandwidth, the sampling rate of LTE-LAA is 30.72 MHz, and it applies 2048 point FFT to generate the OFDM signal. The operating bandwidth is approximately 20 MHz because only 1200 subcarriers out of 2048 subcarriers are used. After coding and modulation, a transformed version of the complex-valued modulated signal termed as resource element is mapped on to a time-frequency coordinate system called resource grid. It is a time-frequency grid which is shown in Fig. 5.4. The resource grid has time on the x-axis and frequency on the y-axis. In the time domain, LTE-LAA is structured as frame and subframes which is shown in Fig. 5.5. Each frame is 10 ms in duration and consists of 10 subframes 1 ms each. Further, each sub-frame is composed of two slots, 0.5 ms each. Finally, each slot consists of OFDM symbols, either seven or six depending on whether a normal or an extended cyclic prefix has been used. In the frequency domain, LTE-LAA is structured as resource blocks. Each resource block is made of 12 OFDM subcarriers, hence, 180 KHz wide. 20 MHz LTE-LAA consists of 100 such resource blocks, hence occupies 18MHz of used bandwidth out of 20 MHz usable bandwidth. Some of the subcarriers are left unused to both
sides of the spectrum to relax the front-end filtering requirements. Channel estimation in LTE-LAA is performed using Cell-Specific Reference Signals which are embedded in both time and frequency domain inside a resource grid as shown by red dots in Fig. 5.4. For frame synchronization, timing offset correction and frequency offset correction, LTE-LAA uses Primary Synchronization Sequence (PSS) and Secondary Synchronization Sequence (SSS) [85].

### 5.1.3 Interference Scenarios

Although LTE-LAA uses LBT and IEEE 802.11ac uses CSMA/CA to access the channel, the situation of the hidden terminal and blind terminal [104] persists in the case of LTE-LAA and IEEE 802.11ac.
too. This is also indicated by previous simulations and field trials [103][100]. As there is no provision of RTS-CTS (Request to send and Clear to send), packet exchange between IEEE 802.11ac and LTE-LAA, the performance degradation could be severe.

There are two reasons why a frame is lost during a collision. Frame synchronization failure and Cyclic Redundancy Check (CRC) failure. Frame synchronization is performed using preambles which are very robust in nature as they use the lowest available MCS. IEEE 802.11ac uses BPSK and LTE-LAA uses QPSK to modulate the preambles. At low power, if the collision happens, frame synchronization fails and the frame is never detected. After a certain power level, frame synchronization never fails, i.e., frame is always detected; however, now the frame is prone to CRC failures subjected to the power on interference which also depends on the MCS used by the payload.

Knowing the mutual performance degradation of IEEE 802.11ac and LTE-LAA during simultaneous operation, in the next sections, we proceed towards developing signal processing methods to mitigate the effects of interference and recover both LTE-LAA and IEEE 802.11ac. Our methods reduce both frame synchronization and CRC failures in the event of interference.

### 5.2 Mitigating CCI in Single Antenna IEEE 802.11ac Receiver Caused by LTE-LAA

In this section, we piggyback on the methods developed in Chapter 4 and use them for the case of IEEE 802.11ac and LTE-LAA with IEEE 802.11ac as our Signal of Interest (SOI). Further we improvise the SIC to increase its effectiveness for indoor deployments where the channel posses slow fading characteristics.

#### 5.2.1 SIC of LTE-LAA CCI from IEEE 802.11ac

In this section, without loosing the generality we assume LTE-LAA as the stronger signal and IEEE 802.11ac as the weaker signal. With the aforesaid assumption, we attempt to recover IEEE 802.11ac by performing SIC of LTE-LAA from the composite signal. Since, the theory of SIC is already established in Chapter 4 and through simulations its effectiveness in mitigating CT-CCI between wideband OFDM and narrowband signals is proved, we skip the theoretical details of SIC and proceed towards implementation details for the particular case of IEEE 802.11ac and LTE-LAA.

Both IEEE 802.11ac and LTE-LAA standards have the provision of training signals for channel estimation: Cell-Specific Reference Signals for LTE-LAA and VHT-LTF for IEEE 802.11ac. This makes the prototyping a SIC-based receiver for both LTE-LAA and IEEE 802.11ac straightforward. We assume that the LTE-LAA is strong enough such that after colliding with IEEE 802.11ac it is still detected (frame synchronization) and frame boundaries are correctly detected (timing offset detection). After 2048 point FFT, the samples are sent for channel estimation and decoding. Once the
frame passes CRC test, it is regenerated using the stored channel estimates. Next SIC is performed and residue signal is resampled at 20 MHz and fed to IEEE 802.11ac receiver where it goes through usual receiver processing starting with the frame synchronization routines. In Section 5.2.3 we perform simulations to verify the performance of SIC.

In the next section, we improve SIC for low mobility conditions characterized by low Doppler spread in the channels: a typical situation found in indoor environments.

5.2.2 SIC of LTE-LAA CCI from IEEE 802.11ac under Slow Fading Channel (Indoor Environment)

From the discussion in Section 4.6.1, the post processing SINR of the weaker signal depends on the accuracy of the channel of the stronger signal. When LTE-LAA is stronger than IEEE 802.11ac, the post processing SINR of IEEE 802.11ac SINR\text{SIC}_W[n]\ can be written as:

\[
\text{SINR}^{\text{SIC}}_W[n] = \frac{\mathbb{E}\{|h_W[n] \ast s_W[n]|^2\}}{\mathbb{E}\{|(h_L[n] - \hat{h}_L[n]) \ast s_L[n]|^2\} + \sigma^2}.
\]

where \(h_W, h_L\) are the time domain channels; \(s_W, s_L\) are the signals corresponding to IEEE 802.11ac and LTE-LAA respectively. \(\hat{h}_L[n]\) is the estimated channel of LTE-LAA under interference and \(\sigma^2\) is the noise variance. Obtaining an accurate estimate of \(h_L\) is difficult as LTE-LAA Cell-Specific Reference Signals get corrupted by IEEE 802.11ac interference. Compared to the case of IEEE 802.11g and ZigBee, the CCI between IEEE 802.11ac and LTE-LAA more severely affects the channel estimation as there is an almost full overlap of both the signals. Here we would like to emphasize that up to a certain degree of the imperfect channel estimation; the LTE-LAA receiver is capable of correct detection the data bits using Turbo decoders (likely at the price of an increased number of turbo iterations). Nevertheless, the accuracy of channel estimates is significant for regeneration of LTE-LAA interference to perform SIC.

5.2.2.1 Proposed Method

The most likely deployment of LTE-LAA will be through Small Cells [48]. In a small cell setting, access points of both LTE-LAA and IEEE 802.11ac will be placed inside indoor environment as illustrated in Fig. 5.6\textsuperscript{3}. We propose a method to perform SIC by using stored clean channel estimates of stronger signals obtained during an interference-free period. Our approach leverages the high coherence time of the indoor channel. Stating simply: if the channel coherence time is significantly larger than inter-frame-interval (IFI)\textsuperscript{4}, the channel estimates obtained in the past can be reused in the immediate future, which is the basis of our proposal.

Let \(t_1\) be the time when there is no interference between IEEE 802.11ac and LTE-LAA frames and

\textsuperscript{3}In the figure WiFi means IEEE 802.11ac
\textsuperscript{4}By IFI we mean the time of arrival of the subsequent frame
Fig. 5.6. An indoor deployment scenario of single antenna WiFi Tx (W), single antenna LTE-LAA Tx (L) and single antenna WiFi Plus LTE-LAA dual technology receiver (RX)

Fig. 5.7. Proposed Scheme to Capture LTE-LAA Channel in the past and apply them in future.

$t_2$ be the time of interference ($t_2 > t_1$) as shown in Fig. 5.7. Also the LTE-LAA channel estimates at time $t_1$ and $t_2$ be $\hat{h}_{L_1}^L$, $\hat{h}_{L_2}^L$ respectively. We propose to regenerate the LTE-LAA interference occurred at time $t_2$ using the interference-free LTE-LAA channel estimates $\hat{h}_{L_1}^L$ obtained at time $t_1$ in the following two phases:

5.2.2.2 Phase-1: Obtain clean LTE-LAA channel estimates at $t_1$ when IEEE 802.11ac frame is not being transmitted

Since IEEE 802.11ac uses CSMA/CA and LTE-LAA uses LBT, simultaneous transmission from both of them is already minimized (except the hidden node case). Thus, there will be ample opportunities for the receiver RX (in Fig. 5.6) for listening and decoding the ongoing LTE-LAA transmissions in order to estimate the channel between LTE-LAA transmitter and the receiver. However, an obvious question is how to confirm that the received LTE-LAA frame is interference free?

As discussed before, up to a certain degree of the imperfect channel estimation an LTE-LAA frame can still pass CRC, thanks to the Turbo decoders. CRC failures cannot serve as a reliable indicator of the presence or absence of the interferer because in the low SNR and no interference scenario, the decoding might fail even if the receiver is provided with perfect channel estimates! Neither we can use NLR based interference detection in Section 4.2.5.2 which is used to detect ZigBee’s interference.
to IEEE 802.11g. The reason being approximately full overlap between both the signals in frequency domain.

5.2.2.3 Interference Detection by EVM Measurements

To register interference, we evaluated RMS of Error Vector Magnitude (R-EVM) between received LTE-LAA samples and regenerated LTE-LAA samples after decoding of the LTE-LAA frames. For a fixed LTE-LAA transmit power (TxP) of −80 dBm and modulation scheme QPSK, we performed simulations to monitor the R-EVM of LTE-LAA in the presence and absence of IEEE 802.11ac frames. We observed that a IEEE 802.11ac signal (MCS-0) with TxP almost near to IEEE 802.11ac receiver sensitivity, i.e., −90 dBm increases the R-EVM of LTE-LAA received signal almost 4 times compared to the R-EVM in the absence of IEEE 802.11ac. Hence, the receiver can be trained to monitor sudden jumps in R-EVM of LTE-LAA signal to reliably find the presence of IEEE 802.11ac interference on those LTE-LAA packets which have passed CRC.

5.2.2.4 Phase-2: Regenerate LTE-LAA interference at $t_2$ using $\hat{h}_{L_1}^L$ instead of $\hat{h}_{L_2}^L$ if $(t_2 - t_1) << T$, where $T$ is the LTE-LAA channel coherence time

For LTE-LAA, Extended Pedestrian Model-A (EPA) channel model [69] can be considered as very close approximation of the indoor channel model in terms of Doppler shift. The maximum Doppler shift specified in EPA channel model is 5 Hz which corresponds to a coherence time of approximately 80 ms. This is eight times the duration of a typical LTE-LAA frame duration, i.e., 10 ms (Coherence time = 0.423/Doppler frequency). Assuming the next LTE-LAA frame arrives at time $t_2$ and $(t_2 - t_1) << T$, where $T$ being the channel coherence time, we propose that $\hat{h}_{L_1}^L$ can be reliably used instead of $\hat{h}_{L_2}^L$ to regenerate the LTE-LAA interference which had collided with IEEE 802.11ac frame at $t_2$. Here the term $(t_2 - t_1)$ represents the inter-frame interval (IFI). An illustration of our proposed scheme is shown in Fig. 5.7. Given the knowledge of $t_2^{max}$ over which the operation discussed in Phase-2 is valid, we explain the proposed receiver operation as follows:

1. The receiver detects an LTE-LAA frame at $t_1$. It estimates the channel $\hat{h}_{L_1}^L$ and decodes the frame.

2. If the decoded frame passes the CRC and the R-EVM does not exceeds the threshold, the frame is considered interference-free and $\hat{h}_{L_1}^L$ is stored with time stamp $t_1$.

3. A new LTE-LAA frame is detected at $t_2$. Its channel is estimated which is $\hat{h}_{L_2}^L$ and the frame is decoded using $\hat{h}_{L_2}^L$.

4. If the frame fails CRC, it is altogether discarded. However, if frame passes CRC and the R-EVM also exceeds the threshold, the presence of a IEEE 802.11ac frame is identified. If the frame passes CRC and R-EVM has not crossed the threshold, clean channel estimates are updated.
5. If \( t_2 \) does not exceed \( t_{max}^2 \), \( \hat{h}_{L_2}^1 \) is used to regenerate the LTE-LAA signal instead of \( \hat{h}_{L_2}^2 \), otherwise \( \hat{h}_{L_2}^2 \) is used to regenerate the LTE-LAA signal.

6. Finally, the regenerated LTE-LAA interference is canceled from the composite signal and the residue signal is downsampled to 20 MHz and sent for IEEE 802.11ac frame synchronization and decoding.

5.2.3 Simulations and Results

To validate our method, i.e., SIC and SIC for slow fading channels, we perform simulations using the standard compliant IEEE 802.11ac and LTE libraries available in MATLAB Release 2018a. In our experiments, we use 20 MHz LTE bandwidth for the downlink and 20 MHz of 802.11ac bandwidth. For proof of concept, we chose a fixed LTE-LAA TxP of \(-80\) dBm and varied the IEEE 802.11ac TxP. For each IEEE 802.11ac TxP, 100 frames were transmitted. We consider the worst-case scenario as if there is no CSMA/CA or LBT making 100% chance of collision. The simulation parameters are summarized in Table 5.1. As performance metrics we used total number of Synchronization errors and Frame CRC errors.

Table 5.1: Simulation Parameters for LTE-LAA and IEEE 802.11ac Experiments

<table>
<thead>
<tr>
<th></th>
<th>802.11ac</th>
<th>LTE-LAA</th>
</tr>
</thead>
<tbody>
<tr>
<td>Center Frequency</td>
<td>5 GHz</td>
<td>5 GHz</td>
</tr>
<tr>
<td>Bandwidth</td>
<td>20 MHz</td>
<td>20 MHz</td>
</tr>
<tr>
<td>Channel</td>
<td>TGac Model-B</td>
<td>EPA</td>
</tr>
<tr>
<td>Sampling Rate</td>
<td>20 MHz</td>
<td>30.72 MHz</td>
</tr>
<tr>
<td>Payload</td>
<td>500 Bytes</td>
<td>500 Bytes</td>
</tr>
<tr>
<td>Modulation and Coding</td>
<td>MCS 0, 2, 4</td>
<td>QPSK</td>
</tr>
<tr>
<td>Noise Power</td>
<td>(-100) dBm</td>
<td>(-100) dBm</td>
</tr>
</tbody>
</table>

5.2.3.1 Experiment-1: Comparison between SIC with Instantaneous Channel Estimates and No SIC

This experiment is performed to access the gain achieved by performing SIC in the case of CCI between LTE-LAA and IEEE 802.11ac. We compare the performance between SIC with instantaneous channel estimates and no SIC at all. We fixed the TxP of LTE-LAA at \(-80\) dBm, modulation Scheme as QPSK and SIC is performed using instantaneous channel estimates. For every TxP of IEEE 802.11ac, we transmit 100 packets and log the number of received packets\(^5\) which pass CRC. Additionally, we log all the frames which have been detected, i.e., synchronization is successful. First of all, we show the synchronization error plot: with and without SIC. Note that regardless of the MCS used in IEEE 802.11ac, the preamble which is used for packet synchronization is always modulated using BPSK.

\(^5\)We use the term frame and packet synonymously in this thesis.
Fig. 5.8. Synchronization error of IEEE 802.11ac MCS 0: With and Without SIC, LTE-LAA $-80$ dBm. Plot indicates that with SIC, the lost packets of IEEE 802.11ac caused by collision can be recovered.

Hence the synchronization error plot for MCS 0, 2 and 4 are same. We plot the results for MCS 0 in Fig. 5.8 from which we observe that:

- IEEE 802.11ac synchronization failure significantly increases in the presence of LTE-LAA.

- Applying SIC notably reduces the synchronization failure. Considering a 40% sync failure rate, applying SIC provides $15 - 12$ dB of transmit power gain compared to not applying SIC.

- Synchronization failure increases as the transmit power of IEEE 802.11ac reaches near the transmit power (TxP) of LTE-LAA which is $-80$ dBm. This happens because as the TxP of IEEE 802.11ac increases, LTE-LAA frames start getting corrupted (CRC test fails) and such frames cannot be regenerated for SIC.

Next we show the frame error plots for IEEE 802.11ac MCS 0, 2 and 4 in Fig. 5.9, Fig. 5.10 and Fig. 5.11 respectively. From the plots, we observe the following:

- Presence of LTE-LAA significantly degrades the performance of IEEE 802.11ac.

- Performing SIC of LTE-LAA helps in recovering IEEE 802.11ac packets which are lost due to interference. However, the performance of SIC fades with an increase in the constellation size, i.e., the MCS of the weaker signal (IEEE 802.11ac in this case). Because as the MCS increase, the SINR requirement also increases which SIC fails to provide.

- We also observe that as the IEEE 802.11ac TxP reaches near to the TxP of LTE-LAA, i.e., $-80$ dB, the performance starts degrading. We have observed the same behavior previously in the synchronization plots, and the same reasoning applies for the frame error case also.
Fig. 5.9. Frame Error for IEEE 802.11ac MCS 0: With and Without Using SIC, LTE-LAA TxP $-80$ dBm

Fig. 5.10. Frame Error for IEEE 802.11ac MCS 2: With and Without Using SIC, LTE-LAA TxP $-80$ dBm

Fig. 5.11. Frame Error for IEEE 802.11ac MCS 4: With and Without Using SIC, LTE-LAA TxP $-80$ dBm
5.2.3.2 Experiment-2: Comparison between SIC with Instantaneous Channel Estimates and SIC with Past Channel Estimates

With the same experimental settings as in Section 5.2.3.1, we simulate the interference between LTE-LAA and IEEE 802.11ac with inter frame intervals of 2, 10 and 20ms. First we show the synchronization error plot corresponding to IEEE 802.11ac MCS 0 in Fig. 5.12. Observing the plot, we do not see any significant difference between SIC which uses old channel estimate taken 2ms before the collision and the SIC which uses instantaneous channel estimates except for marginal gain till $-90$ dBm. However, as we have seen in previous experiments, the performance of all types of SIC degrades as TxP of IEEE 802.11ac reaches near the TxP of LTE-LAA which is $-80$ dBm.

Next, we show the frame error plots when we use channel estimates from the past to perform SIC. Plots for IEEE 802.11ac MCS 0, 2 and 4 are shown in Fig. 5.13, Fig. 5.14 and Fig. 5.15 respectively. We observe the following from the plots:

- Using old channel estimates notably reduces the frame errors, although cannot reduce the effect of interference completely.

- If the collision happens within 2ms, SIC using the old channel estimates provides significant advantage over SIC using instantaneous channel estimates.

- However, if the collision happens after 2ms, SIC using instantaneous channel estimates performs better.

- Likewise in the previous cases, we see performance degrades as IEEE 802.11ac TxP reaches near the TxP of LTE-LAA which is $-80$ dBm.
Fig. 5.13. Frame Error for IEEE 802.11ac MCS 0 at inter frame arrival times 2ms, 10ms and 20ms, LTE-LAA −80 dBm

Fig. 5.14. Frame Error for IEEE 802.11ac MCS 2 at inter frame arrival times 2ms, 10ms and 20ms, LTE-LAA −80 dBm

Fig. 5.15. Frame Error for IEEE 802.11ac MCS 4 at inter frame arrival times 2ms, 10ms and 20ms, LTE-LAA −80 dBm
5.2.4 Discussion

For a single antenna system, SIC is effective to mitigate the CCI. Not only it improves the performance, but also it is capable of recovering lost frames. In other words, it acts as a re-synchronizing receiver. Applying SIC using past channel estimates is beneficial inside an indoor environment which is characterized by a slow fading channel, i.e., low Doppler; however the inter-frame arrival time should be as low as 2ms. Besides, for any SIC to operate, the TxP of the weaker signal should be at least $5 - 10\text{dB}$ less than the stronger signal.

5.3 Mitigating Interference in Multi-Antenna IEEE 802.11ac Receiver Caused by LTE-LAA

5.3.1 SIC of LTE-LAA from IEEE 802.11ac followed by MRC

From Section 4.5.4 and Section 4.7.1 we have learned that SIC of stronger signal followed by MRC of the weaker signal is capable of increasing the SINR of the weaker signal in a multi-antenna receiver. In this section, we attempt to apply the same concept for a multi-antenna IEEE 802.11ac receiver facing interference from LTE-LAA. Besides, to perform MRC, we apply implementation friendly Soft Bit Maximal Ratio Combiner (SBMRC) as discussed in Appendix B.2. Since the MATLAB receiver for IEEE 802.11ac uses Soft Decision Viterbi Decoder, implementing SBMRC becomes straightforward. Note that the operation of SBMRC followed by SIC does not have impact on the frame synchronization, hence we we chose frame CRC failures as our performance metrics in this experiment.

5.3.2 Simulations and Results

In this experiment, we have the same simulation parameters as in Section 5.2.3.1 except now the receiver has two antennas. Antenna correlation was chosen to 'Low' in the MIMOCorrelation parameter of the EPA channel model in MATLAB. We compare following methods in this experiment:

1. SBMRC\textsuperscript{6} over the two antenna branches before SIC
2. SIC-SBMRC, i.e., SBMRC after SIC
3. SIC over single antenna with instantaneous channel estimates
4. SIC over single antenna with 2 ms old channel estimates
5. No SIC

Plots for IEEE 802.11ac MCS 0, 2 and 4 are shown in Fig. 5.16, Fig. 5.17 and Fig. 5.18 respectively. From the plots we observe the following:

\textsuperscript{6}We use MRC and SBMRC synonymously for this experiment
Fig. 5.16. Frame error for IEEE 802.11ac MCS 0: Performing SBMRC after SIC in a dual antenna receiver, LTE-LAA −80 dBm

Fig. 5.17. Frame error for IEEE 802.11ac MCS 2: Performing SBMRC after SIC in a dual antenna receiver, LTE-LAA −80 dBm

Fig. 5.18. Frame error for IEEE 802.11ac MCS 4: Performing SBMRC after SIC in a dual antenna receiver, LTE-LAA −80 dBm
• SIC-SBMRC outperforms SIC (both using old channels estimates and instantaneous channel estimates)

• At MCS greater than 0 where the SIC, either using instantaneous channel estimates or the past channel estimates, is unable to provide any performance gain; SIC-SBMRC provides notable gain. Although the gain fades away as the MCS increases with the reason being post-processing SINR after SIC-SBMRC not sufficient enough to decode the signals.

5.3.3 Discussion

SIC is an efficient method to mitigate CT-CCI, both in a single and multi-antenna receiver. SIC followed by SBMRC provides increased post-processing SINR for the weaker signal. However, SIC itself is a resource consuming process, and the computation power increases with the number of antenna branches over which SIC has to be performed. Besides, SBMRC followed by SIC requires LLR computation for all the antenna branches which could be resource consuming for higher MCS. Thus, although SIC followed by SBMRC provides notable gain, a trade-off between system complexity and performance has to be kept in mind while implementing the schemes on an SDR platform.

5.4 Summary of the Methods

We summarize the list of CT-CCI mitigation methods developed in this section in Table 5.2.
Table 5.2: Methods to Mitigate CT-CCI between two wideband OFDM signals

<table>
<thead>
<tr>
<th>Interference Mitigation Method</th>
<th>Interference Scenario</th>
<th>Number of Rx Antennas</th>
<th>Recovers</th>
<th>Re-Sync of weaker signal</th>
<th>Comments</th>
</tr>
</thead>
<tbody>
<tr>
<td>Successive Interference Cancellation of the stronger signal (SIC)</td>
<td>A strong wideband OFDM signal getting interfered by another 5 – 20 dB weak wideband OFDM signal</td>
<td>1</td>
<td>Both the signals</td>
<td>Yes</td>
<td>Suitable for low mobility environment only. In high mobility, its better to use instantaneous channel estimates</td>
</tr>
<tr>
<td>SIC of the stronger signal using old channel estimates</td>
<td>Same as above but under low mobility conditions</td>
<td>1</td>
<td>Both the signals</td>
<td>Yes</td>
<td>Performing SIC on both branches followed by LLR computation could be complex, trade-off could be make between efficiency and available resources</td>
</tr>
<tr>
<td>SIC of the stronger the signal followed by MRC of the weaker signal (SIC-MRC)</td>
<td>A strong signal getting interfered by a 5 – 20 dB weak signal under low mobility conditions</td>
<td>2</td>
<td>Both the signals</td>
<td>Yes</td>
<td></td>
</tr>
</tbody>
</table>
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Chapter 6

Simultaneously Decoding Heterogeneous Signals

In this chapter, we attempt to generalize the process of CT-CCI mitigation between any two given heterogeneous wireless standards. We start by developing decision trees to determine the simultaneous arrival of two heterogeneous wireless signals. Next, we design decision trees using the methods we have developed in previous chapters to mitigate CT-CCI between the two heterogeneous signals based on their physical layer characteristics.

6.1 Decision Tree: Interference Detection

In this section, we develop decision trees to detect the simultaneous arrival of two heterogeneous wireless signals. We start with the case of two known and heterogeneous wireless signals $S_1$ and $S_2$; both single antenna transmitters; whose physical layer characteristics, bandwidth, and frequency allocations are known beforehand. The receiver; which is also a single antenna; has the capability to decode both $S_1$ and $S_2$ simultaneously. Nonetheless, for both single antenna and multi-antenna receivers, the decision tree will be the same to detect the simultaneous arrival. We are not expecting any other collocated signal sharing its operating frequency band with $S_1$ and $S_2$. In other words, we expect reception of either $S_1$ or $S_2$ or both. Furthermore, both $S_1$ and $S_2$ are operating in interference limited region and not the noise-limited region.

A proposed decision tree, to be followed by the SMS-SDR to detect the simultaneous arrival of two heterogeneous wireless signals is shown in Fig. 6.1 with its continuation in Fig. 6.2. The receiver consists of two parallel receivers $R_{S_1}$ and $R_{S_2}$ responsible to detect and decode $S_1$ and $S_2$ respectively. During their course of operation, the receivers go through several states. The states of $R_{S_1}$ are visible to $R_{S_2}$ and vice versa. The decision tree is valid for any two heterogeneous signals $S_1$ and $S_2$ which are fully or partially overlapping each other in the frequency domain, irrespective of their physical layer characteristics. The very first step to receive $S_1$ and $S_2$ simultaneously is to perform
Fig. 6.1. Decision tree for the parallel receivers attempting to decode signals $S_1$ and $S_2$ simultaneously. The result after parsing the decision trees is either decoding the signals or detecting the interference. The figure continues to Fig. 6.2.

Fig. 6.2. Continuation of Fig. 6.1
channelization as discussed in Section 2.2.2; because in the beginning, the receiver does not know if \(S_1\) and \(S_2\) have arrived simultaneously, i.e., interference has occurred; and thus receiver attempts to decode both the signals \(S_1\) and \(S_2\). Without losing the generality, let us discuss the operational details of \(R\_S\_1\); nonetheless, the discussion is valid for \(R\_S\_2\). There could be the following three cases:

- **Case-1: \(S_1\) is detected and \(S_2\) is not detected**
  
  In this case, the operation is straightforward. \(S_1\) is decoded and in the process of decoding \(S_1\), an attempt is also made to detect the presence of \(S_2\), which could have been left undetectable due to collision with \(S_1\). Refer Section 6.1.1 and Table 4.5 for a summary of the interference detection methods. If \(S_1\) is detected, \(R\_S\_1\) attempts to mitigate the effect of interference and decode \(S_1\). In this case, the states \(R\_S\_1\) goes through are: \(A_1 \rightarrow A_2 \rightarrow A_3 \rightarrow A_{30}\). In the other case \(R\_S\_1\) simple decodes \(S_1\) and terminates the operation. In this case, the states \(R\_S\_1\) goes through are: \(A_1 \rightarrow A_2 \rightarrow A_4 \rightarrow A_{40}\).

- **Case-2: \(S_1\) is not detected and \(S_2\) is detected**
  
  This could happen due to two reasons: Either \(S_1\) is not transmitted at all or \(S_1\) is undetectable due to interference of \(S_2\). To find that, \(R\_S\_1\) attempts to look further. During the decoding of \(S_2\), \(R\_S\_2\) could detect the presence of \(S_1\) (if \(S_1\) was transmitted at all) and pass through the state \(B_3\). Thus \(R\_S\_1\) first looks if \(R\_S\_2\) has passed through \(B_3\).

  - If \(R\_S\_2\) has not passed through \(B_3\), that means \(S_1\) has not been transmitted or have been left completely undetectable due to interference of \(S_2\). At this point \(R\_S\_1\) terminates its operation. The states \(R\_S\_1\) has gone through are: \(A_1 \rightarrow A_{100}\).

  - If \(R\_S\_2\) has passed through \(B_3\), then \(R\_S\_1\) can perform SIC of \(S_2\), depending on the power level difference between \(S_1\) and \(S_2\), to recover \(S_1\). If SIC is performed, the states \(R\_S\_1\) passes through are: \(A_1 \rightarrow A_{1001}\); however, if SIC is not performed, the states which \(R\_S\_1\) passes through are: \(A_1 \rightarrow A_{1000}\).

- **Case-3: Both \(S_1\) and \(S_2\) are detected**
  
  In this case, \(R\_S\_1\) decodes \(S_1\) knowing that \(S_1\) has been subjected to interference by \(S_2\). Either the techniques to reduce the effects of interference can be applied during decoding of \(S_1\) or a re-synchronizing receiver can be used to clean \(S_1\) before the decoding. In this case, the states \(R\_S\_1\) goes through are: \(A_1 \rightarrow A_2 \rightarrow A_3 \rightarrow A_{30}\).

At the end of the operation, \(R\_S\_1\) and \(R\_S\_2\) will be in the state of either completed the decoding of \(S_1\) and \(S_2\) respectively or waiting to be processed with CT-CCI mitigation methods to get detected and decoded.
6.1.1 Interference Detection

Before we start our discussion on the decision tree for CT-CCI mitigation, we briefly discuss the signal processing techniques required to detect the interference. As shown in Fig. 6.1, the states $A2$ and $B2$ correspond to detecting $S2$ by $R.S1$ and detecting $S1$ by $R.S2$ respectively. So, how do we apply our previous knowledge of interference detection given two heterogeneous wireless signals $S1$ and $S2$ whose physical layer characteristics and the frequency allocation is known beforehand. So far we have used two different methods of interference detection:

- **Noise Level Ratio based Interference Detection:**
  This method is discussed in Section 4.2.4. In an OFDM based system, the Localized Noise Variance Estimates can be computed, and the Noise Level Ratio (NLR) can be monitored to detect the presence of single and multiple narrowband co-channel interferers. The method is agnostic of the physical layer characteristics of the narrowband signal. Furthermore, the method is applicable when there is a partial overlap between an OFDM signal and another signal which is not necessarily OFDM or narrowband. A pictorial illustration of expected NLR for three possible cases is shown in Fig. 6.3. $S1$ is assumed to be OFDM while $S2$ can be OFDM or Non-OFDM. In case-(a), when $S2$ is narrowband compared to $S1$, the plot of NLR of $S1$ shows a distinguish lobe at the location of $S2$. Similarly, in case-(c) when $S2$ has comparable bandwidth compared to $S1$, and there is a partial overlap between $S1$ and $S2$, the plot of NLR of $S1$ shows a sudden rise at the edge where $S2$ start overlapping $S1$. However, in case-(b) when the bandwidths of $S1$ and $S2$ are comparable, the plot of NLR of $S1$ does not show distinguish lobes.

- **Error Vector Magnitude based Interference Detection:**
  NLR based interference detection requires at least one of the signals to be OFDM as well as no full overlap between the signal if they are of comparable bandwidths. To overcome these limitations, Error Vector Magnitude (EVM) between the received signal and regenerated signal can be monitored for a sudden jump. A sudden jump in the EVM could be an indicator of interference. Although a sudden jump in EVM could also be an indicator of deep fade, nonetheless, EVM based method is not limited by the physical layer characteristics of the signals and the extent of their overlap.

6.2 Decision Tree: Interference Mitigation

Once the simultaneous arrival of $S1$ and $S2$ has been confirmed, the next step is to mitigate the interference. In this section, we will use the CT-CCI mitigation methods developed in Chapter 4
Fig. 6.3. Noise Level Ratio based interference detection in OFDM systems. Wideband OFDM can detect narrowband interference in case the interferer is narrowband as in (a) or there is a partial overlap as in (c). However it fails when both signals have comparable bandwidths as in (b).

and Chapter 5 to come up with a decision tree. The decision tree, on the basis of the physical layer characteristics of $S_1$ and $S_2$, will recommend the CT-CCI mitigation methods along with the required tailoring in the methods. As we have developed separate methods to mitigate CT-CCI in single and multi-antenna receivers, we will discuss them separately. We start with the single antenna receiver first.

### 6.2.1 Single Antenna Receiver

We consider three different cases for a single antenna receiver based on the signal characteristics:

1. **Interference between Wideband OFDM and Narrowband (OFDM or Non-OFDM) signals:**

   In this case, our objective is to recover both the wideband OFDM signal as well as the narrowband signal. Narrowband signal could be OFDM as well as non-OFDM. The proposed decision tree to recover the wideband OFDM signal is shown in Fig. 6.4(a). The receiver first decides if there is a partial or full overlap using NLR based interference detection method. In case of partial overlap, LNV-SC is performed over the overlapped subcarriers followed by soft-decision decoding. In case of full overlap, SIC is required to be performed which depends on the power level difference between the two signals. If the narrowband signal is sufficiently stronger (5-20 dB) than the OFDM signal, SIC of the narrowband signal is performed in order to recover the wideband OFDM signal. The operation is terminated if narrowband signal and wideband OFDM have comparable power levels. The operation is terminated if narrowband signal and wideband OFDM have comparable power levels. The proposed decision tree to recover the narrowband signal is shown in Fig. 6.4(b). First two decisions are made over whether the narrowband signal is OFDM or not, as well as if there is partial or full overlap between the narrowband signal and the wideband OFDM. By full overlap, we mean that the narrowband signal is fully contained inside the wideband signal as shown in Fig. 6.3(a). If the narrowband signal is OFDM and partially overlapped, LNV-Sc can be performed over the overlapped subcarriers. On the other hand, if the narrowband signal is fully overlapped or have a physical layer other than OFDM,
the SIC operation is required. However, the operation of SIC depends on the power level difference between the two signals and in this case if the power level of the wideband signal is sufficiently high (5-20 dB) compared to the narrowband signal, SIC can be performed to recover the narrowband signal. If not, the operation is terminated.

2. **Interference between two OFDM signals:**
   A proposed decision tree is shown in Fig. 6.5(a). The first decision is made whether both the signals are fully overlapped or partially overlapped. In case of partial overlap, LNV-Sc can be performed on both the OFDM signals over the overlapped subcarriers. In case of full overlap, SIC of the stronger OFDM signal is required to recover the weaker OFDM signal which in turn depends on the power level difference of the two OFDM signal. Failing to obtain the required power level difference, the operation is terminated after decoding the OFDM signal which has been detected. In all the cases, the operation is followed by soft-decision decoding which is more robust than hard decision decoding.

3. **Interference between two non-OFDM signals:**
   A proposed decision tree for this case is shown in Fig. 6.5(b). In this case, we rely entirely on the operation of SIC to recover both the signals. As the operation of SIC requires the power level of the stronger signal to be 5-20 dB higher than the weaker signal, this becomes the deciding factor in this case.

Although not indicated in the decision trees, wherever the indoor channel is available, the process to perform SIC using old channel estimates can be applied to make SIC more effective. Next, we discuss the decision trees developed for multi-antenna receivers. Multi-antenna receivers provide a significant advantage over single antenna receivers especially in the case of CCI.

### 6.2.2 Multi-Antenna Receiver

Likewise the single antenna receiver, we consider three different cases for single antenna receiver based on the signal characteristics:

1. **Interference between Wideband OFDM and Narrowband (OFDM or Non-OFDM) signals:**
   A proposed decision tree for a multi-antenna receiver to recover the wideband OFDM signal is shown in Fig. 6.6(a). Unlike the single antenna case, now in the case of partial overlap three methods can be used which are MLSC, TIMO or DC-TIMO. All these methods are discussed in Chapter 4.

   Further, in the case of full overlap, the operation of SIC is required; however, in the multi-antenna case, SIC of the stronger signal can be followed by MRC over the weaker signal which
Fig. 6.4. (a) Decision tree to mitigate CT-CCI and recover wideband OFDM signal (b) Decision tree to mitigate CT-CCI and recover narrowband signal

Fig. 6.5. (a) Decision tree to mitigate CT-CCI and recover OFDM signal in case of interference with another OFDM signal (b) Decision tree to mitigate CT-CCI and recover Non-OFDM signal in case of interference with another Non-OFDM signal
Fig. 6.6. (a) Decision tree to mitigate CT-CCI and recover wideband OFDM signal (b) Decision tree to mitigate CT-CCI and recover narrowband signal

Fig. 6.7. (a) Decision tree to mitigate CT-CCI and recover OFDM signal facing interference from another OFDM signal (b) Decision tree to mitigate CT-CCI and recover a non-OFDM signal facing interference from another non-OFDM signal
gives a significant advantage over single antenna SIC. In addition, unlike the previous cases where the operation was terminated in case the required power level difference between the two signals was not attained, in a multi-antenna receiver, either MRC or Selection combining can be performed to get benefited from the diversity and mitigate CT-CCI.

The proposed decision tree to recover the narrowband signal is shown in Fig. 6.6(b). The decisions are made on the same parameters as in the single antenna case; however with multiple antennas, now the receiver can perform MLSC, TIMO and DC-TIMO to improve the performance. Additionally, the operation of SIC can be followed by MRC which gives a significant advantage over SIC on a single antenna. Finally, if the required power level to perform SIC is not obtained, an attempt can be made to recover the weaker signal by performing MRC or selection combining.

2. **Interference between two OFDM signals:**

A proposed decision tree for this case is shown in Fig. 6.7(a). Likewise the single antenna case, the decision making parameters are same; however, now in the case of partial overlap MLSC, TIMO and DC-TIMO can be applied to both the OFDM signals. On the other hand, in the case of full overlap, SIC of the stronger OFDM signal can be followed by MRC of the weaker OFDM signal. In addition, if the requirements for SIC are not met, the stronger OFDM signal is decoded while MRC or selection combining is performed for the weaker signal if that is also detected.

3. **Interference between two non-OFDM signals:**

A proposed decision tree for this case is shown in Fig. 6.7(b). Likewise the single antenna case, the decision is made over the same parameters; however, in order to recover the weaker signal, SIC of the stronger signal can be made more advantageous by performing MRC of the weaker signal after the SIC. Finally, unlike the single antenna case where the weaker signal has to be dropped in case the requirements to perform SIC are not met, with the multi-antenna receiver an attempt can be made to recover the weaker signal by performing MRC or selection combining before giving up.

Likewise, single antenna case, wherever there is an indoor channel, the method to perform SIC using old channel estimates can be readily applied make SIC more effective.

6.3 **Discussion**

In this chapter, first, we have developed and discussed decision trees to detect the interference, i.e., simultaneous arrival of the two signals of interest. After confirming the simultaneous arrival, we developed decision trees for mitigation of CT-CCI and attempted to recover both the signals. We
used the interference detection and interference mitigation methods developed in previous chapters. NLR based interference detection can provide instantaneous results; however, it requires the interferer to be either narrowband or partial interference in case the interferer has comparable bandwidth. On the other hand, EVM based interference detection can be used for all the cases, it may lead to false alarms as EVM can increase due to deep fades also.

Among interference mitigation methods, LNV-Sc is a promising method for OFDM based systems but, they require the interferers to be narrowband (in case of full overlap) or partial overlap in case the interferers are of comparable bandwidth. SIC is more effective compared to any other method; however, to perform SIC of the stronger signal, the weaker signal has to be 5-20 dB weaker which is not always possible to attain. Additionally, the performance of SIC is affected by the imperfection in channel estimates which is caused during CCI. In the case of indoor channels, the past channel estimates can be used to overcome such issues. Multi-antenna receivers give a significant advantage to SIC where MRC of the weaker signal follows after SIC of the stronger signal; however, the process adds more delay and complexity to the system.
Chapter 7

SDR Implementations

For the practical applicability of our methods and real-time verification of simulation results, we prototyped our methods in Software Defined Radio (SDR). In this chapter, we discuss the SDR implementations of particular methods from Chapter 4. We present the test set-up, experiments, and results of over-the-air (OTA) tests.

7.1 SDR Hardware and Software Tools

Our frequency of interest was 2.4 GHz ISM band, which has 80 MHz of usable bandwidth. Hence, for SDR hardware, we conducted an extensive survey of available SDR transceiver platforms for the frequency and bandwidth of our interest. The survey consists of state-of-the-art SDR platforms being used in academia as well as industry. It is presented in Table 7.1. We decided to choose Ettus USRP B210 as the hardware platform for our SDR because of the following criterion:

- Span of the bandwidth covers the wireless standards which we chose to work with, i.e., IEEE 802.11g, IEEE 802.15.4.
- Multiple B210 can be MIMO locked in order to process wider bandwidth.
- Previous experience with Ettus USRP devices.

On the software side, we used a combination of GNU Radio [6] and Openairinterface (OAI) [50]. Both GNU Radio and Openairinterface are academically popular SDR software tools and several implementations of wireless standards are readily available for experiments.

Now we discuss the implementations of selected algorithms which we have developed in the previous sections and the results of corresponding over-the-air testing.
Table 7.1: List of surveyed SDR Hardware Platforms

<table>
<thead>
<tr>
<th>Manufacturer</th>
<th>RF Front End</th>
<th>RF Bandwidth</th>
<th>RF Frequency Tuning Range</th>
<th>No. of Tx and Rx</th>
<th>ADC Rate(Bits)</th>
<th>DAC Rate(Bits)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Ettus B210 (Based on AD9361)</td>
<td>Inbuilt</td>
<td>56 MHz of realtime bandwidth (61.44MS/s quadrature)</td>
<td>70 MHz – 6 GHz</td>
<td>2 Tx/2 Rx</td>
<td>61.44(12)</td>
<td>61.44(12)</td>
</tr>
<tr>
<td>Ettus E310 (Based on AD9361)</td>
<td>Inbuilt</td>
<td>56 MHz of realtime bandwidth (61.44MS/s quadrature)</td>
<td>70 MHz – 6 GHz</td>
<td>2 Tx/2 Rx</td>
<td>61.44(12)</td>
<td>61.44(12)</td>
</tr>
<tr>
<td>Blade RF (Based on LMS6002D)</td>
<td>Inbuilt</td>
<td>28 MHz</td>
<td>300 MHz – 3.8 GHz</td>
<td>1 Tx/1 Rx</td>
<td>40(12)</td>
<td>40(12)</td>
</tr>
<tr>
<td>Express MIMO 2 (Based on 4 LMS6002D)</td>
<td>Inbuilt</td>
<td>28 MHz</td>
<td>300 MHz – 3.8 GHz</td>
<td>4 Tx/4 Rx</td>
<td>40(12)</td>
<td>40(12)</td>
</tr>
<tr>
<td>Noctar</td>
<td>Inbuilt</td>
<td>200 MHz</td>
<td>100 KHz – 4 GHz</td>
<td>1 Tx/1 Rx</td>
<td>125(12)</td>
<td>250(16)</td>
</tr>
<tr>
<td>Crimson</td>
<td>Inbuilt</td>
<td>1200 MHz</td>
<td>322 MHz – 6 GHz</td>
<td>4 Tx/4 Rx</td>
<td>370(16)</td>
<td>2500(16)</td>
</tr>
<tr>
<td>Myriad RF STREAM (LMS7002M)</td>
<td>Inbuilt</td>
<td>120 MHz</td>
<td>100 KHz – 3.8 GHz</td>
<td>2 Tx/2 Rx</td>
<td>160(12)</td>
<td>640(12)</td>
</tr>
<tr>
<td>Myriad RF NOVENA (LMS6002D)</td>
<td>Inbuilt</td>
<td>28 MHz</td>
<td>300 MHz – 3.8 GHz</td>
<td>1 Tx/1 Rx</td>
<td>40(12)</td>
<td>40(12)</td>
</tr>
<tr>
<td>Microsoft SORA</td>
<td>External</td>
<td>Maximum 40 MHz</td>
<td>Depends on the RF Front-end used</td>
<td>Depends on the RF Front-end used</td>
<td>NA</td>
<td>NA</td>
</tr>
</tbody>
</table>
7.2 LNV-SC

For this implementation, first, we developed a Soft-Decision IEEE 802.11g receiver using a combination of GNU Radio and Openairinterface. Both GNU Radio and Openairinterface contain standard compliant IEEE 802.11g receivers. Package available in GNU Radio, i.e., gr-ieee 802.11g contains Hard Decision Viterbi Decoder (HDVD) in the receiver. Hence, first, we changed the GNU Radio based receiver to output LLRs as we have to perform LLR scaling for all our single antenna interference mitigating methods. Next, we integrated Soft Decision Viterbi Decoder (SDVD) available in Openairinterface IEEE 802.11g receiver to decode the scaled LLRs outputted by GNU Radio. The output of the SDVD, i.e., bits are further processed using GNU Radio receiver blocks. The code has been made open source under GPL license and can be found [53].

7.3 SBMRC

Multi-antenna interference mitigation methods developed by us primarily use MRC. To implement MRC, we chose an implementation friendly way: Soft Bit Maximal Ratio Combiner (SBMRC). SBMRC combines the LLRs from individual antenna branches instead of complex samples. The theoretical details of SBMRC and its comparison with conventional MRC are given in Appendix B.2. Using our development of Soft Decision IEEE 802.11g receiver and SBMRC we further implemented Soft Bit Maximal Ratio Combiner with LLR Scaling (SB-MLSC). SB-MLSC is nothing but MLSC which uses SBMRC instead of MRC as the diversity combiner. A conventional MRC behaves as selection combiner if one of the antenna branches is not able to detect and decode frames. To replicate so, we added following functionalities in both SBMRC and SB-MLSC:

- Combining of the LLRs from both antenna branches happens if and only if:
  - Frame is detected on both the antenna branches
  - SIGNAL field passes the parity check on both the antenna branches
- If any of the antenna branches fail to detect WiFi frame or the SIGNAL field parity check fails, the SBMRC starts tracking the antenna branch where both frame detection and SIGNAL parity check is successful. In other words, SBMRC operates as a selection combiner if one antenna branch fails to detect and/or decode packets.

A block diagram of SB-MLSC is shown in Fig. 7.1. Soft Decision IEEE 802.11g receiver [53] developed by us can be easily configured to output LLRs and adding the LLRs from two antenna branches is a trivial task in GNU Radio. Hence the implementation of SBMRC and SB-MLSC is significantly simplified.
7.4 OTA Testing: Test Set-Up, Experiments, and Results

The test set-up of OTA testing is shown in Section 7.4. It consists of a dual-technology USRP B210 transmitter capable of transmitting both IEEE 802.11g and ZigBee frames simultaneously. Before transmission, we perform time alignment of IEEE 802.11g and ZigBee frames to create 100% chance of a collision which replicates our simulation scenario. The frame parameters of WiFi and ZigBee are the same as mentioned in Table 4.1; however, now the transmission happens over a physical channel. We have used RF cage for all our experiments to avoid interference from ambient IEEE 802.11g transmissions. For the proof of concept, we have used only IEEE 802.11g MCS 0 for our all the OTA experiments. Besides, GNU Radio provides tuning the transmit power of USRP using normalized transmit gain instead of the absolute value of gain. Hence, for all the OTA experiments, we have used normalized transmit gain values which are direct indicators of the Transmit Power Level(TxP). For a given TXP of IEEE 802.11g and ZigBee, we repeat the same experiment 4 times. Each trial of the experiment consists of transmitting a fixed number of IEEE 802.11g frames and logging the percentage of the received frames which pass the CRC test. Finally, an average is taken for plotting the results. A brief schematic of the test set-up is also shown in Fig. 7.2 with the list of hardware used are tabulated in Table 7.2.

Table 7.2: List of Hardware for OTA tests of LNV-SC, SBMRC and SB-MLSC

<table>
<thead>
<tr>
<th><strong>SDR Hardware</strong></th>
<th>Ettus USRP B210</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>SDR Software</strong></td>
<td>GNU Radio Ver 3.7.1, Openairinterface, UHD 3.11</td>
</tr>
<tr>
<td><strong>RF Cage</strong></td>
<td>Ramsey STE 2200</td>
</tr>
<tr>
<td><strong>Antenna</strong></td>
<td>VERT2450 Vertical Antenna (2.ncy of interest was vvvv4-2.5 and 4.9-5.9 GHz) Dual band</td>
</tr>
<tr>
<td><strong>CPU</strong></td>
<td>Dell Precision 5510, Gigabyte BRIX PC</td>
</tr>
</tbody>
</table>
Experiment-1: LNV Estimation and LLR Scaling (LNV-SC) in Single Antenna IEEE 802.11g Receiver in the presence of One ZigBee Interferer

In our first experiment, we replicate the simulation experiment as in Section 4.2.5.1 where a single ZigBee interferer causes the interference. We used two fixed value of interferer’s normalized transmit gain (0.01 and 0.05) and varied IEEE 802.11g frame’s normalized transmit gain from 0.0 till all the transmitted IEEE 802.11g frames were correctly received. As a performance metrics, we chose % of packets received by each method for a given normalized transmit gain of IEEE 802.11g transmitter.

Experiment-2: LNV Estimation and LLR Scaling (LNV-SC) in Single Antenna IEEE 802.11g Receiver in the presence of Two ZigBee Interferers

In this experiment, we perform the same experiment as in Section 7.4, but now the interference is caused by two ZigBee interferers. We used two fixed value of interferer’s normalized transmit gain (0.01 and 0.05) and varied IEEE 802.11g frame’s normalized transmit gain from 0.0 till all the transmitted IEEE 802.11g frames were correctly received. As a performance metrics, we chose % of packets received by each method for a given normalized transmit gain of IEEE 802.11g transmitter.
Experiment-3: SB-MLSC for two antenna IEEE 802.11g Receiver in the presence of One ZigBee Interferer

In this experiment, we attempt to replicate the simulation experiment as in Section 4.5.4. OTA testing of SB-MLSC was tricky because it has to be done inside an RF cage where multi-paths are not possible due to thick absorbent layer inside it. Also, inside the RF cage where antennas are placed nearby, the strength of interference on all the antenna branches are nearly equal, and hence the effect is the same. The idea behind exploiting multi-paths is that once interference arrives via different paths, its strength is different on the different antennas of the receiver. CCI on IEEE 802.11g packets obtained from any of the receive antenna branches depends on the extent of interference on that antenna branch. Knowing that the ultimate effect due to CCI on WiFi packet is CRC fail, we decided to improvise our test methodology by manually emulating the CCI effect. We decreased the strength of IEEE 802.11g signal on one of the antenna branches by partially/fully covering one of the receive antenna branches using aluminum foils. As the previous two experiments already showcased the effectiveness of our interference mitigation methods, we limit our scope in this experiment to the verification of operational and tracking capabilities of SB-MLSC. We analyzed the following three cases during this experiment.

- **Case-1:** Partially covering one of the receive antenna branches: This reduces the IEEE 802.11g signal strength on that antenna branch.

- **Case-2:** Fully covering one of the receive antenna branches with aluminum foil: This nulls the IEEE 802.11g signal strength on that antenna branch.

- **Case-3:** Placing scrambled aluminum foils inside the RF cage: This was done in an attempt to emulate multi-path reflections inside the RF cage.

Results and Discussion

Experiment-1

The bar chart for this experiment is shown in Fig. 7.4. First of all, we observe that due to ZigBee interference the % of received IEEE 802.11g packets (which pass the CRC test) severely degrades. For example, the bars corresponding to LNV-SC and Conv-SC lags behind the blue bars (W/o means without). This result agrees with our simulation results. We observe this degradation for both ZigBee normalized transmit gain of 0.01 and 0.05. Next, we observe that for a given % of received IEEE 802.11g packets, performing LLR scaling with LNV (Proposed method LNV-SC) significantly reduces the transmit power requirement compared to the conventional method (Conv-SC). For example, for interferer’s normalized transmit gain of 0.05, the green bars lag behind the violet bars. As expected, as
Fig. 7.4. LNV-SC (proposed method) in the single interferer case leads to more IEEE 802.11g frames passing CRC test compared to Conv-SC (conventional method) at a lower IEEE 802.11g TXP. This is observed for both the experimented interferer TXP

the normalized transmit gain of IEEE 802.11g is increased, IEEE 802.11g dominates over interference, and both the methods show the same performance.

**Experiment-2**

The bar chart for this test is shown in Fig. 7.5. Similar to the previous experiment-1, we observe that due to ZigBee interference the % of received IEEE 802.11g packets (which pass the CRC test) severely decreases. However, the performance degradation is more compared to the single interferer case. For example, the orange bars in Fig. 7.5 lag behind the orange bars in Fig. 7.4. This also agrees with our simulation results. We observe this for both the ZigBee normalized transmit gain of 0.01 and 0.05. Next, just like experiment-1, we observe that for a given % of received IEEE 802.11g packets, performing LLR scaling with LNV (LNV-SC) reduces the transmit power requirement significantly compared to the conventional method (Conv-SC). For example, for interferer’s normalized transmit gain of 0.05, the green bars lag behind the violet bars. As expected, as the normalized transmit gain of IEEE 802.11g is increased, IEEE 802.11g dominates over interference, and both the methods show the same performance.

**Experiment-3**

We present three different sets of results corresponding to the three cases discussed in Section 7.4.

1. The results corresponding to the case-1 are plotted in Fig. 7.6. We performed 3 trials of the experiment (with different interference TXP) wherein each we partially covered the receive antenna branch 2 with aluminum foil which resulted in SB-MLSC tracking the branch 1 which was stronger.

2. The results corresponding to the case-2 are plotted in Fig. 7.7. We performed 3 trials of the experiment (with different interference TXP) where we completely covered the receive antenna
Fig. 7.5. LNV-SC (proposed method) in the two interferer case also leads to more IEEE 802.11g frames passing CRC test compared to Conv-SC (conventional method) at a lower IEEE 802.11g TXP. This is observed for both the experimented interferer TXP.

Fig. 7.6. Branch-2 is partially covered with aluminum foil thus, receives lesser packets than Branch-1. In this case, SB-MLSC tracks Branch-1 which receives more packet than Branch-2.

branch-1 with aluminum foil which effectively stopped branch-1 from receiving any IEEE 802.11g frame. This resulted in SB-MLSC receiving the same number of IEEE 802.11g packets as antenna branch-2, i.e., SB-MLSC again tracked the stronger branch and behaved as a selection combiner.

3. The results corresponding to the case-3 are plotted in Fig. 7.8. We placed scrambled aluminum foils inside the RF cage to emulate multi-path reflections. We performed 3 trials of the experiment where we changed the positions of aluminum foils inside the RF cage. We indeed observe diversity gain for several placement scenarios of the scrambled aluminum foil although the gain was marginal.

Results corresponding to all the three cases of Experiment - 3 indicate the proper operation and tracking capability of SB-MLSC.
Fig. 7.7. Branch-1 is fully covered with aluminum foil and hence ceases to receive any packet. In this case, SB-MLSC tracks Branch-2 when Branch-1 is killed.

Fig. 7.8. Scrambled aluminum foils are placed inside RF cage resulting in multi-apth reflections. In this case, SB-MLSC provides diversity gain, i.e., receives more packet than both Branch-1 and Branch-2.
7.5 ZigBee Double Receiver

While implementing MRC for ZigBee, it was found that *Double Receiver* [12, Sec 4.4.1] performs as good as MRC for ZigBee. The architecture of the double receiver is straightforward and reduced our time of prototyping and testing. In a double receiver, signals are collected and decoded from all the antenna branches and finally sorted and merged. This is unlike the selection combining where only one branch is decoded at a time, and rest are ignored. In a double receiver, signals from all the branches are preserved. The implementation simplicity of double receiver motivated us to implement it in GNU Radio directly and perform quick over-the-air testing.

To experience diversity, i.e., independent fading, the minimum distance between the two antennas of the receiver should be $\lambda/2$ where $\lambda$ is the wavelength. This minimum distance is 6.25cm at 2.4 GHz. USRP B210 has two receiver ports the distance between them is approx 6 cm. Hence, USRP B210 is suitable to exploit independent fading. A block diagram of the ZigBee Double receiver developed by us in GNU Radio is shown in Fig. 7.9. Individual ZigBee receivers decode the same samples, and the packets which pass the CRC are dumped in .pcap files for further analysis.

OTA Testing: Test Set-Up, Experiments, and Results

The double receiver was tested at Eurecom against commercial ZigBee transmitter. At Eurecom, there are at least 3 – 4 WiFi access point operating on channel-6 which also overlaps with ZigBee channel16 and channel-17. Hence the scenario at Eurecom is sufficient enough to provide CCI for ZigBee. Test specifications are mentioned in Table 7.3. Received packet count from both the antennas of the double receiver were compared for every 1000 packet sent from the transmitter. We conducted tests for 4 different normalized gains values of receiver. Results are shown in Fig. 7.10a, Fig. 7.10b, Fig. 7.10c, and Fig. 7.10d corresponding to normalized receiver gain values of 0.3, 0.4, 0.5 and 0.6 respectively. We observe that per 1000 packets sent by the transmitter, the two antenna branches show a significant

![Fig. 7.9. GNU Radio Schematic For Double Receiver. The receiver is tuned to ZigBee channel-16 in 2.4GHz ISM band. A double receiver operates by decoding all the branches simultaneously. This is contrast to selection combiner which selects one out of many available branches.](image-url)
difference in the number of packets received. We also observe that the difference is very prominent at lower values of double receiver gain. Further, the received packets can then be sorted and merged to get the correct packets in sequence.

### 7.6 Filter Bank Channelizer

An important task to receive multiple wireless signals facing CCI is to separate the signals before the baseband signal processing starts. We take the case of IEEE 802.11g and ZigBee where within one IEEE 802.11g 20 MHz wide channel there could be 4 ZigBee channels each 2 MHz wide. Their sampling rates are respectively 20 MHz and 2 MHz. We aim to carve out single narrowband ZigBee channel embedded inside the 20 MHz spectrum chunk obtained at a sampling rate of 20 MHz. There are three steps in this process: Bandpass filtering, Center Frequency Translation, and Resampling. We combined all the three steps into one single steps using GNU Radio.

In general, to receive a narrowband signal $N$ with sampling rate $X$ MHz and center frequency $A$ GHz from wideband signal $M$ with sampling rate $Y$ MHz and center frequency $B$ GHz, where $Y > X$ and $B + (Y/2) \geq A \geq B - (Y/2)$ Following steps are required:

1. Sample at $Y$ MHz with center frequency at $B$ GHz
2. Frequency translation to the center frequency of $X$ i.e. $A$ GHz
3. Anti-aliasing filtering $-Y/(2 \ast \text{decimation rate})$ to $Y/(2 \ast \text{decimation rate})$
4. Decimate by $Y/X$ to get $X$ MHz of signal $N$
5. Feed to receiver of $N$
6. Meanwhile the sampled data at $Y$ MHz centered at $B$ GHz can be fed to the receiver of $M$.

The process is illustrated in Fig. 7.11. GNU Radio block named **Frequency Xlating Filter** does all the tasks by taking the appropriate parameters as shown in Fig. 7.12. Center_offset is the parameter which decides the frequency translation from the center frequency. An important part is filter design and setting the transition bandwidth of low pass anti aliasing filter.

---

<table>
<thead>
<tr>
<th><strong>ZigBee Transmitter</strong></th>
<th>Digikey XBee Pro</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>ZigBee Channels</strong></td>
<td>Ch-16(2.430 GHz)</td>
</tr>
<tr>
<td><strong>Distance between Tx and Rx</strong></td>
<td>$\sim$35 Meters</td>
</tr>
<tr>
<td><strong>Normalized Receiver Gain</strong></td>
<td>0.3, 0.4, 0.5, 0.6</td>
</tr>
<tr>
<td><strong>ZigBee Tx Power</strong></td>
<td>10 dBm</td>
</tr>
<tr>
<td><strong>ZigBee Double Receiver</strong></td>
<td>NI USRP-2901</td>
</tr>
</tbody>
</table>
Fig. 7.10. Performance of ZigBee double receiver under several normalized receiver gain. As the gain increases, both the antenna branches show similar performance. The experiment shows that diversity based reception show better performance when the system operate at the boundary of noise limited region.
Fig. 7.11. Functionality of a basic spectrum carving module for SMS-SDR. We have used spectrum carving and channelizing synonymously in this thesis.

Fig. 7.12. GUI of GNU Radio FreqXlating Filter Options. The block can be configured to perform frequency translation and decimation (if required) simultaneously.
OTA Testing: Test Set-Up, Experiments, and Results

Using the method above a ZigBee receiver was configured to receive 2 ZigBee streams at channel-16 (2.430 GHz) and channel-19 (2.445 GHz). Both of these ZigBee channels are overlapped by IEEE 802.11g channel-6 which is centered at 2.437 GHz. Hardware used for this experiment is listed in Table 7.3. GNU Radio Frequency Xlating Filter provides two different methods to implement the filters: FIR filters and FFT based filters: We used both of them and varied the transition width of the filters. With our experiments we found that:

- A transition width of 500 KHz is free of overruns. Below that both FIR and FFT based Channelizer shows overruns.

- Number of filter taps needed for FIR based Channelizer is significantly larger than FFT based Channelizer. A higher number of filter taps consumes more CPU during over the operation leading to overruns warning from the UHD.

- At a transition width of 500 KHz, out of 1000 transmitted packets, the receiver using FIR based Channelizer collects only 4 packets which pass CRC check while it was 996 for the receiver which used FFT based Channelizer.

7.7 Demonstrations


- Kumit, Sumar; Kaltenberger, Florian: Mitigating multiple narrowband interferers in SDR IEEE 802.11g diversity receiver ACM MobiCom 2018, 24th Annual International Conference on Mobile Computing and Networking, 29 October-2 November 2018, New Delhi, India
Chapter 8

Conclusions and Future Research

8.1 Conclusions

In this thesis, we have theorized a Software Defined Radio platform capable of decoding information from two heterogeneous wireless standards simultaneously using a single RF front-end. We termed it Simultaneous Multi-Standard SDR (SMS-SDR). Our target networks are random access networks such as IEEE 802.11g, IEEE 802.11ac, IEEE 802.11ax, LTE-LAA, IEEE 802.15.4 operating in unlicensed 2.4 and 5 GHz bands. In the unlicensed bands, these standards operate without any centralized coordination and face severe Cross technology Co-Channel Interference (CT-CCI) as their frequency bands of operation overlaps. Among many other challenges such as finite ADC bit width, channelization, and CT-CCI, we found CT-CCI as a significant one to be addressed to realize an SMS-SDR. Besides, CT-CCI can be addressed by programming in software without any hardware based modification. We extensively studied CT-CCI and developed various physical layer signal processing methods for CT-CCI mitigation in single and multi-antenna receivers. Our major objective was to detect the simultaneous arrival (collision) of signals and recover the signals from the collided frames. While the development, we focus on the methods which can operate at the receiver in a standalone fashion, i.e., without any cooperation from the transmitter or the base station. In this way, they are suitable for random access networks operating in the license-free bands. Besides, the algorithms can be integrated into the existing infrastructure without any significant effort. We paid special attention to wireless standards which use OFDM for their physical layer because OFDM is one of the dominant PHY in the contemporary and upcoming wireless standards. Nonetheless, we chose other standards too with heterogeneous PHY to develop generic CT-CCI mitigation methods. Finally, we developed two different types of decision trees. First to detect the simultaneous arrival of two heterogeneous signals. Once the simultaneous arrival is confirmed, the next type of decision trees provides a step-by-step approach to mitigate the interference based on the characteristics of the signals. Nonetheless, the applicability of the decision trees are not restricted by the characteristics of the signals and can be used for any two heterogeneous/homogeneous signals. In the next phase of our work, we implemented
our selective CT-CCI mitigation algorithms using General Purpose Processor based SDR. We used GNU Radio and Openairinterface as the SDR software package and USRP as the SDR hardware. We performed over-the-air tests using standard compliant waveforms and found the results to be in close agreement with the simulation results. The tests also validate the applicability of our algorithms for real-life practical scenarios.

8.2 Future Work

To realize an SMS-SDR, mitigation of CT-CCI is one of the steps which is addressed in this thesis. Nonetheless, there are significant hurdles to be solved before a full-fledged SMS-SDR can be realized. Finite ADC bit width is a fundamental problem among them. It could become a decisive factor if the power level of one signal is very high compared to the other. In such cases, even sophisticated algorithms such as Successive Interference Cancellation may fail to recover the weaker signal. As discussed in Chapter 2, solutions have been proposed which require modification in the hardware architecture and have the potential to receive signals of different power levels using single RF front-end.

Another potential continuation to our work could be the development of SMS-SDR which is also capable of ”transmitting” multiple heterogeneous wireless signals simultaneously. We foresee two challenges in simultaneous transmission. Unlike the ADC, the finite bitwidth of DAC is not problematic here and can be trivially solved. However, a more significant challenge will be interference between the two signals as soon as they are transmitted from the transmitter itself. This will be in contrast to the case of the receiver where signals come from different sources. Methods such as self-interference cancellation being researched in the context of full-duplex communication [44][106] can be used to solve the problem of simultaneous transmissions in a multi-antenna SMS-SDR transmitter.

Nonetheless, our works have significant potential for application and expansion in the upcoming 5G networks, where problems arising due to interference have been foreseen. Two such areas are as follows:

- Co-existence between 5G services such as eMBB, URLLC and, mMTC [67] where interference management is foreseen as one of the challenging tasks. Among many proposed solutions, NOMA[26] based methods (which also includes SIC) are being developed for efficient utilization of resources.

- Interference management in Ultra-Dense Network (UDN) where the dense and random deployment of heterogeneous network infrastructures results in unpredictable interference patterns compared to sparse networks [64].
Appendix A

A.1 Round Trip and Receive Latency Measurement in USRP

This measurement is conducted in order to estimate the round trip and receive latency for USRP B210 and USRP X300. The measured latency is used to investigate GPP based bidirectional 802.11g SDR implementation feasibility.

Critical SIFS requirement for bidirectional 802.11g transceiver

- SIFS is the time from the reception of the last PPDU symbol to the transmission of the first symbol of the response PPDU.
- SIFS for 802.11a (5GHz band) is 16 microsecs and 802.11g (2.4 GHz) is 10 microsecs.
- Additionally in order to transmit any type of frame in the air, 802.11 follows CSMA/CA with DCF among the transmitting stations. Once the channel is sensed idle, the transmitter has to respond instantaneously. Delay in response may result in false channel information and hence collision of packets in air.

Test Methods

We conduct two different tests. One for measuring the round trip latency and another for receive latency for both the aforementioned USRPs. We use UHD (Universal Hardware Driver) API in order to stream samples from USRP to CPU and vice versa. Following hardware were used in the tests:

- LeCroy 6050 : 500 MHz Oscilloscope
- Rohde&Schwarz VSG SMB 100
- USRP B210
- USRP X300
- Dell Precision 5510 (For USRP B210)
Sampling rate of 20 MHz with a center frequency of 400 MHz was used.

Round Trip Latency Test method

For round trip latency test, we use the script latency_test.cpp which is provided by UHD. It can be found in /uhd/host/examples. This script receives a packet at time t and tries to send the same packet at time t + rt, where rt is the requested round trip time (round trip time sample time from device to host and back to the device). rt can be inputted to the script as command line parameter. The script takes rt as input and tries to perform the mentioned routine and outputs if there were underruns or overruns in form of ACK. For a success, the number of ACK received has to equal to number of runs. The test was conducted with 100 samples per run and 1000 runs in total. We changed the default values of following parameters in order to minimize the latency as much as possible. We tuned the parameters till there were no overflows and underflows. Finally following values were used. Params mentioned in bold in Table 1 are valid only for USB based transfer (USRP B210) and not for PCIe (USRP X300) based transfer between USRP and CPU. The test setup is shown in Fig. A.1

<table>
<thead>
<tr>
<th>USRP B210</th>
<th>USRP X300</th>
</tr>
</thead>
<tbody>
<tr>
<td>(&quot;sc16&quot;, &quot;sc16&quot;)</td>
<td>(&quot;sc16&quot;, &quot;sc16&quot;)</td>
</tr>
<tr>
<td>&quot;spp&quot; = &quot;80&quot;</td>
<td>&quot;spp&quot; = &quot;80&quot;</td>
</tr>
<tr>
<td>&quot;num_recv_frames&quot; = &quot;256&quot;</td>
<td></td>
</tr>
<tr>
<td>&quot;recv_frame_size&quot; = &quot;20&quot;</td>
<td></td>
</tr>
<tr>
<td>&quot;num_send_frames&quot; = &quot;256&quot;</td>
<td></td>
</tr>
<tr>
<td>&quot;send_frame_size&quot; = &quot;20&quot;</td>
<td></td>
</tr>
</tbody>
</table>

Table A.1: UHD stream args used for latency_test.cpp

Observations

Minimum rt, supported by USRP B210 was 160 micro secs while 75 micro secs for USRP X300 for the configurations mentioned in Table 1.
Receive Latency Test Method

For receiver latency test, we made a custom script in C++ using UHD C++ API. A signal generator (VSG) was taken and configured to continuously transmit 802.11g frames at an inter-frame interval of 100ms. The 802.11g signal was split and fed to oscilloscope and USRP simultaneously. USRP was set into receiver mode at a sampling rate of 20 MHz. The sampled data from USRP was fed to CPU. The script continuously compares the average energy over a window of samples and compares it against a threshold. Size of window was equal to size of the buffer (mentioned below as spp). If window energy exceeds the threshold, the script triggers all the GPIO pins on the USRP to go HIGH, which were otherwise LOW. The GPIO pins of the USRP were connected to the other channel of oscilloscope and the delay between the transmit signal from signal generator was being continuously compared. We used following parameters to configure the USRPs thru UHD. Measured time highly depends on transport parameters (for USRP B210) and samples per packet parameter (spp for both USRPs). Similar to round trip latency test, we tried to put spp parameter as less as possible till there were no overruns. However receive latency tests (for both USRP B210 and X300), did not comply with spp value of 80 which was used in round trip latency tests. One of the possible reasons could be continuous streaming of samples in receiver latency tests vs non-continuous streaming of samples in round trip latency test. A large size of spp will leads to higher latency as the USRP buffer wait for the buffer to be filled up before flushing it to the CPU. Parameters mentioned in bold in Table

<table>
<thead>
<tr>
<th>USRP B210</th>
<th>USRP X300</th>
</tr>
</thead>
<tbody>
<tr>
<td>stream_args(&quot;sc16&quot;, &quot;sc16&quot;)</td>
<td>stream_args(&quot;sc16&quot;, &quot;sc16&quot;)</td>
</tr>
<tr>
<td>stream_args[&quot;spp&quot;] = &quot;500&quot;</td>
<td>stream_args[&quot;spp&quot;] = &quot;200&quot;</td>
</tr>
<tr>
<td>stream_args[&quot;num_recv_frames&quot;] = &quot;256&quot;</td>
<td></td>
</tr>
<tr>
<td>stream_args[&quot;recv_frame_size&quot;] = &quot;20&quot;</td>
<td></td>
</tr>
<tr>
<td>stream_args[&quot;num_send_frames&quot;] = &quot;256&quot;</td>
<td></td>
</tr>
<tr>
<td>stream_args[&quot;send_frame_size&quot;] = &quot;20&quot;</td>
<td></td>
</tr>
</tbody>
</table>

Table A.2: UHD Params used for Receive Latency Test

2 are valid only for USB based transfer (USRP B210) and not for PCIe (USRP X300) based transfer between USRP and CPU. The test setup and hardware are shown in Figure 2 and 3 respectively Figure 4 shows the latency measurement from LeCroy Oscilloscope In Figure 4 the blue line is from signal generator while the yellow line is from GPIO. Delay is continuously been tracked (arrow mark). Figure 5 shows the calculation of receive latency as "Measured Time"

Observations

The measured time was highly fluctuating, hence we took statistical measurements by obtaining the histogram of the delay. Results from the histogram are shown in Table 3

Histogram of the receive latency for B210 and X300 are shown in Figure 6 and 7 respectively.
Fig. A.2. Receive latency test setup for USRP B210 and USRP X300

Fig. A.3. Hardware Setup

Fig. A.4. Manual view of receive latency on Oscilloscope

<table>
<thead>
<tr>
<th></th>
<th>USRP B210</th>
<th>USRP X300</th>
</tr>
</thead>
<tbody>
<tr>
<td>Maxm Latency (µs)</td>
<td>126</td>
<td>105</td>
</tr>
<tr>
<td>Minm Latency (µs)</td>
<td>68.8</td>
<td>57.6</td>
</tr>
<tr>
<td>Mode (µs)</td>
<td>88.8</td>
<td>83.6</td>
</tr>
</tbody>
</table>

Table A.3: Receive latency test results
Fig. A.5. Components contributing to receive latency

Fig. A.6. Receive Latency for B210

Fig. A.7. Receive Latency for X300
Conclusion

Half of the measured time gives a rough indication of latency. We observe that with the current GPU based architecture to implement bidirectional WiFi (802.11g – SIFS 10 microecs) is not feasible with such delays using USRP X300 (PCIe) and USRP B210 (USB 3.0).
Appendix B

B.1 Soft Bit Metrics

A hard decision receiver loses the reliability of decision since the decision is binary, i.e., 0 or 1. A soft decision receiver takes into account the reliability symbols before making any decision. In order to compute the reliability of symbols, a soft decision receiver computes the soft bit metrics. In an OFDM system, soft bit metrics can be written as:

\[
\gamma(i, l, p) = \min_{z \in Z^I_p} ||Y - Hz||^2
\]  

(B.1)

where \(Y\) is the received sample, \(h\) is the channel estimate, \(z\) is the symbol constellation and \(\gamma(i, l, p)\) is the soft bit metrics for the \(l\)-th bit and \(i\)-th subcarrier to be \(p\), where \(p\) is either 0 or 1. \(Z^I_p\) is the subset of constellation points such that the \(i\)-th bit is equal to \(p\). The physical interpretation of (B.1) is computing the minimum distance between the received symbol and projection of constellation points for a given bit. Let’s take the example of QPSK, where a symbol consists of 2 bits (say 0-th bit \(b_0\) and 1st bit \(b_1\)). Thus any QPSK symbol is made by the concatenation \(b_0b_1\) where \(b_0\) and \(b_1\) can take the value of 0 or 1. This is shown in Fig. B.1. The soft bit metrics corresponding to \(i\)-th subcarrier of OFDM are computed as follows:

\[
\begin{align*}
\gamma(i, 0, 0) &= \text{soft bit metrics for 0-th bit to be 0} = \min(d_{00}, d_{01}) \\
\gamma(i, 0, 1) &= \text{soft bit metrics for 0-th bit to be 1} = \min(d_{10}, d_{11}) \\
\gamma(i, 1, 0) &= \text{soft bit metrics for 1-st bit to be 0} = \min(d_{00}, d_{10}) \\
\gamma(i, 1, 1) &= \text{soft bit metrics for 1-st bit to be 1} = \min(d_{01}, d_{11})
\end{align*}
\]

where \(d_{mn}\) represents the Euclidean distance between the received symbol and the constellation point \((m, n)\). The soft bit metrics pair \((\gamma(i, 0, 0), \gamma(i, 0, 1))\) and \((\gamma(i, 1, 0), \gamma(i, 1, 1))\) are sent to Viterbi decoder for further processing. For higher modulation schemes, the soft bit metrics calculation is intuitive. For example, in a 16QAM system, there will be 4 bits and 64QAM system, there will be 6 bits in a symbol.
B.2 Soft Bit Maximal Ratio Combiner (SBMRC)

Soft Bit Maximal Ratio Combiner is a different yet equally efficient method to implement diversity combining in multi-antenna systems. SBMRC is more popular in distributed systems [74][81]. In contrast to the conventional diversity combining scheme such as MRC which combines complex samples obtained from the different antenna branches, an SBMRC combines the soft bit metrics from individual antenna branches. Now we develop expression for bit metrics computation in a multi-antenna system following soft bit maximal ratio combining. We consider a dual antenna OFDM receiver. According to SBMRC [74, Eq-11] soft bit metrics corresponding to the $i$-th subcarrier and $l$-th bit computed from the samples obtained from the two antennas can be written as:

$$\gamma(i,l,p)_{\text{SBMRC}} = \min_{z \in \mathbb{Z}^p_l} ||Y - H z||^2$$

(B.2)

Where $Y = \begin{pmatrix} Y_1(i) \\ Y_2(i) \end{pmatrix}$ is the vector of received samples; $H = \begin{pmatrix} H_{z_1}(i) \\ H_{z_2}(i) \end{pmatrix}$ is the vector of channel estimates; and $\gamma(i,l)_{\text{SBMRC}}$ is the combined soft bit metrics after SBMRC. The expression for $\gamma(i,l)_{\text{SBMRC}}$ can be further expanded as follows:

$$= \min_{z \in \mathbb{Z}^p_l} \left( \frac{Y_1(i)}{Y_2(i)} - \frac{H_{z_1}(i)}{H_{z_2}(i)} z \right)^2$$

(B.3)

$$\approx \min_{z \in \mathbb{Z}^p_l} (||Y_1(i) - H_{z_1}(i) z||^2) + \min_{z \in \mathbb{Z}^p_l} (||Y_2(i) - H_{z_2}(i) z||^2)$$

$$= \min_{z \in \mathbb{Z}^p_l} (||Y_1(i) - H_{z_1}(i) z||^2) + \min_{z \in \mathbb{Z}^p_l} (||Y_2(i) - H_{z_2}(i) z||^2)$$

$$= \gamma(i,l)_1 + \gamma(i,l)_2$$

(B.4)

Expression (B.4) is nothing but addition of soft bit metrics of $l$-th bit corresponding to $i$-th subcarrier $\gamma(i,l)_1$ and $\gamma(i,l)_2$ from the two antenna branches respectively. In the next step, these soft bit metrics are sent to the FEC decoder for further processing.
Fig. B.2. MRC vs SBMRC in the absence of interference. Both of them perform the same in the absence of interference under the same channel conditions.

Discussing further, soft bit metrics is a quantification of the characteristic of the bit; usually reflective of the bit SNR or reliability. A similar metrics can be obtained by computing the Log Likelihood Ratios (LLRs) of the bits, and the LLRs are sent to the FEC decoder. Whether to send soft bit metrics or the LLRs to the FEC decoder depends on the implementation of the FEC decoder. For example, the FEC decoder implementation for IEEE 802.11g and LTE in MATLAB 2018a expects LLRs as input while the FEC decoder implementation for IEEE 802.15.4 in MATLAB 2018a expects soft bit metrics. Nonetheless, in order to perform diversity combining, the LLRs can be combined, i.e., as the soft bit metrics have been added as in (B.4).

Achieving diversity combining by adding the soft bit metrics or LLRs simplifies the way it can be implemented in SDR software. Especially, for our case, a diversity combiner module was not readily available in GNU Radio; however, obtaining LLRs corresponding to IEEE 802.11g bit was simple. Hence, we chose SBMRC as our diversity combining scheme for the SDR implementation. We perform simulations to compare the performance of SBMRC and MRC for a dual antenna IEEE 802.11g receiver under the same channel conditions and in the absence of interference. As a performance metric, we choose IEEE 802.11g Transmit power required to obtain a Packet Error Rate (PER) of 10% [46] for MRC and SBMRC. Correlation between channels of the two antenna is fixed to 0.4 based on the measurements listed in [49]. Results are plotted in Fig. B.2. For the 10% PER criterion, we observe that both MRC and SBMRC essentially perform the same for IEEE 802.11g MCS 0 and 2 while SBMRC shows a slight gain at higher IEEE 802.11g MCS, i.e., 4 and 6. This equivalence in
performance between MRC and SBMRC encourages our choice of using SBMRC instead of MRC for achieving diversity gain as the implementation of SBMRC is simpler using SDR software packages. On the downside, the complexity of SBMRC may increase with the increase of the constellation size; because each branch of the receiver is now involved in the computation of LLRs. Nonetheless, actual LLRs can be approximated by approx LLRs to ease the computation. In Chapter 4 and Chapter 5, we have used SBMRC to implement MLSC, DC-TIMO, and SIC-MRC by combining the approx LLRs corresponding to different antenna branches.

B.3 Computation of Log Likelihood Ratio

Log Likelihood Ratio is a way to compute the soft bit metrics. Depending on the implementation of the FEC decoder, either LLRs or soft bit metrics are fed as input to the FEC decoder. LLR computation for a BPSK system can be performed as follows:

\[
L(z|Y) = \ln \frac{P[z = +1|Y]}{P[z = -1|Y]} \tag{B.5}
\]

where \(L(z|Y)\) is the a posteriori L-value. Using Bayes’s rule it can be shown that

\[
\begin{align*}
\frac{L(z|Y)}{a \text{ posteriori L-value}} &= \ln \frac{p(Y|z = +1)P[z = +1]}{p(Y|z = -1)P[z = -1]} = \ln \frac{P[z = +1]}{P[z = -1]} + \ln \frac{p(Y|z = +1)}{p(Y|z = -1)} = L_A(z) + L_{ch}(z|Y).
\end{align*}
\]

(B.6)

In (B.6), the channel L-value is an indicator of the information obtained about the transmitted symbol \(z\) based on the observation of received symbol \(Y\). \(L_{ch}(z|Y)\) for an AWGN channel with zero mean and variance \(\sigma^2\) can be computed as:

\[
L_{ch}(z|Y) = \ln \frac{\exp\left(-\frac{(Y-1)^2}{2\sigma^2}\right)}{\exp\left(-\frac{(Y+1)^2}{2\sigma^2}\right)} = \frac{2}{\sigma^2} Y. \tag{B.7}
\]

\(L_{ch}(z|Y)\) is also termed as LLR. If the transmitted symbol is constructed using \(M\) bits per symbol, then \(M\) individual L-values per symbol are required to be computed as we did while computing the soft bit metrics for QPSK symbols in the previous section. The channel L-value in this case can be written as follows:

\[
L_{ch}(g|Y) = \ln \frac{\sum_{g \in G_{1,1}} p(Y|z) \cdot \exp \left[ \sum_{g_k = 1, k \neq 1} L_A(g_k) \right]}{\sum_{g \in G_{1,0}} p(Y|z) \cdot \exp \left[ \sum_{g_k = 1, k \neq 1} L_A(g_k) \right]} \tag{B.8}
\]
Where $\mathcal{G}_{l,p}$ is the set of symbols $z$ for which $g_l = p$, and $p$ can take the value 0 or 1. This the LLR of $l$-th bit can be written as:

$$L(g_l|Y) = \ln \frac{P[g_l = 1]}{P[g_l = 0]} + L_{ch}(g_l|Y)$$  \hspace{1cm} (B.9)
Bibliography


126


