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Titre : L'agrégation De Risques Multiples Pour Les Centrales Nucléaires Dans Leo@texte De

L'aide A La Décision

Mots clés: Analyse deisque Aide ala décision, Agrégation des risques multiples, Centrale
nucléaire, lLLYHDX GH UpDOLVPH HW FRQILCoORiIEsa@®.QV OfDQD

Résumé: Cette thése de doctorat aborde
probleme de l'agrégation de risquewlltiple
(MHRA), qui vise a agréger les risques estin
pour différents contributeurs.

La pratique actuelle de la MHRA est basée
une sommation arithmétique simple ¢
estimations de risques. Cependant,
estimations sont obtenues a partir de mod
EPS (Estimation Probabiliste de risque)
présentent des degrés de réalisme différents
a différents niveaux de connaissances. En
prenant pas en compte ces différences,
processus MHRA pourrait conduire a ¢
résultats trompeurs pour la prise décision
(DM). Dans cette thése, un cadre structuré
SURSRVp DILQ GTpYDOXHU
de confiance dans les évaluations de risque
GH OfLQWpJUHU GDQV OH ¢
Ces travaux ont permis :

(i) Une identification des facteurontribuant a
la fiabilité de I'évaluation des risques. Lel
criticités sont analysées afin de comprendre
LQIOXHQFH VXU OfYHVWLPD'
(ii) Un cadre hiérarchique intégré est déveloj
pour évaluer la confiance et le réalisme
I'estimation de risque, sur la base des facteur
des attributs identifiés en {i)

(i) Une méthode basée sur un modéle ré(
est proposée pour évaluer efficacement
fiabilité de ['évaluation des risques dans
pratique. Grace a cette méthode, le nomr
d'élénents pris en compte dans I'évaluat
initiale des risques peut étre limité.

(iv) Une technique qui combine la théorie
DempstefShafer et le processus de hiérarc
analytique (DSTAHP) est appliquée au modé
GpYHORSSp &HWWH WHEFIkKC
niveau de réalisme et confane&EDQV O
de risque en utilisant une moyenne pondér
des attributs: la méthode AHP est utilisée p
calculer le poids des attributs et la méthc
DST est utilisée pour tenir compte
l'incertitude subjective ahs le jugement de
experts dans I'évaluation des poids;

(v) Une technique de MHRA est développée
la base d'un modéle de moyenne bayésie
afin de surmonter les limites de la pratiq
actuelle de MHRA qui néglige le réalisme
confiance dans [I'évaltian de chaque
contributoire de risque;

(vi) Le modéle développé est appliqué sur
cas réels de l'industrie des centrales nucléair

Université Paris -Saclay
Espace Technologique / Immeuble Discovery
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Title : Multi-Hazards Risk Aggregation considering the trustworthiness of the assessment

Keywords : Riskassessment, Mulhiazards risk aggregation (MHRA), Nuclear power plants
Trustworthiness in risk analysis, Background knowledge,-Rifsikmed decisiormaking

Abstract: This PhD thesis addresses thi
problem of Multi-Hazards Risk Aggregation
(MHRA), which ams at aggregating the risk
estimates from Probabilistic Risk
Assessment (PRA) models for the differen
contributors. The current practice of MHRA
is based on a simple arithmetic summatior
of the risk estimates. However,the risk
estimates are obtained fran PRA models
that have different degrees of
trustworthiness, because of the different
background knowledge they are based on
Ignoring this difference in MHRAcould lead
to misleading results for DecisioAMaking
(DM). In this thesis, a structured framework
is proposed to assess the level c
trustworthiness, which risk assessment
results are based on and to integrate it in the
process of MHRA.
The original scientific contributions are:
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3¢ GUDJRQ ULVHV XS IURP D VPDOO VWUHDP"

Korean proverb

8C <"6éBJ ° ED2€<>[2€ GSO4ELB<>0>Jb3&KE 8riP’
32XU JUHDWHVW JORU\ LV QRW LQ QHYHU IDOOLQJ EXW

®'Ule 8BZIB@GENCERS W c)f « a—i
SYRX WKLQN RI \RXUVHOI DV D VPDOO RUE EXW LQ IDFW

Ali Ben Abi-Taleb

HOHQH] MXVTHIRXVERHGESIRXYRQV SDV QRXV DYRQV S
HOHQH] MXVTXIRX \ERMBERIQV SDV QRXV DOORQV WRPE
9HQH] MXVTXIDX ERUG ¢
Etils y sont allés
Et il les a poussés.
Et ils se sont envolés.

ICome to the edgkhe said. "We can't, we're afraid!" they responded.
H&RPH WR Wek#dHGUHEDQ W :Hitlel @sponded O
H&RPH WR Wek#ldHGJIHY
And so they came.
Andhe pushed them.
And they flew.

Guillaume Apollinaire
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Multi -Hazards Risk Aggregation considering the trustworthiness

of the assessment

Abstract
This PhDthesisaddresses the problem Multi-Hazards Risk Aggregation (MHRAhich aims at

aggregating theisk estimates from ProbabilistiRisk Assessment (PRA) models ftle different

contributors The current practice of MHRA is based on a simple arithmetic summation of the risk

estimates. Howevethe risk estimates arebtained fromPRA nodels that have different degrees of
trustworthinessbecause of the different background knowledge they are baskphoringthis difference

in MHRA could lead to misleadingresults for DecisionMaking OM). In this thesis, a structured

framework isproposed to assess the level of trustworthingbgch risk assessment results are based

andto integrate it in the process of MHRA.
The original scientific contributiongire

0] Factorscontributing to therustworthinesof risk assessmerdutcomes arédentified and their
criticalities areanalyzed undedifferent frameworksto understand their fluence on the risk
results

(i) An integrated hierarchical framework is developed for assessing ubtvarthiness of risk
analysis, based on the identifisattors and related attributes

(iii) A reducedorder modebased method is proposedefficiently evaluate the trustworthiness of risk
assessment in practice. Through the recharddr model, the proposed method can limit the
number of elementsonsideredn the original risk assessment

(iv) A technique that combines Dempster Shafer Theorytlemdnalytic Hierarchy Process (namely,
DST-AHP) is applied tothe developed framework to assess the trustworthiogss weighted
average of the attributéss the frameworkthe AHP method is used to derive the weights of the
attributes andhe DST is used to accouffir the subjectie uncertaintyLQ WKH H[SHYUWVY] MXG
for theevaluation otheweights;

(V) A MHRA technique is developed based on Bayesian model averagiogercome the limitations
of the current practice afsk aggregatiorthat neglects the trustworthiness of the askessment
of individual hazard groups;

(vi) The developed framework is applied teat case studies from the Neat Power Plants (NPP)

industry.
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Chapter 1 Introduction

This thesisaddresses the issue of evaluatingtrustworthines®f risk assessmeifor the purposef
DecisiorMaking (DM) and MultrtHazards Risk Aggregation (MHRA)To contextualize the researoh
this thesis Sect 1.1revisesthe conceptof risk assessmemtnd introduces the problem fIHRA. Some
open issug are identified Sect.1.2 reviews the literature othese open issuemnd Sect. 1.3statesthe
technical issues and the motivation of the thesis. Seqgbréséntghe structure of the thesis connection
to theappendedscientific papers Fnally, the scientific contributions dhe thesisare discusseth Sect.

1.5

1.1. Risk assessment

Probability Risk AssessmentRRA) is widely appliedin various industriego quantify risk e.g.,
nuclear, aerospacehemical etc. The resuls of a PRAareused to supporafetyrelated decisionfl]. In
PRA, models are used to represent systems and processes, and gstmdieof risk metricg2]. These
modek are built on a set of assumptions that are translated into quantitative assessments through
mathematicalmodels and computer cod¢3], [4], [5]. The risk assessment models need to balance
between theccurate representation of the phenomena in the system or panudbe definition othe
proper level of detail aheir descrigion [3].

The PRAresults, thendependon differentmodelingfactors such as: the strengthtbé background
knowledge and information availabd® thesystemsandprocesss|6], [7], [8], [3], [9], the validity of the
assumptions madd0], [11], [7], the phenomenological understandin§the systemsind processs[6],
the validity of the modslused[12], [9], thelevel of details of the descriptionstc.[13]. The @nfidence
that the decision makecan puton the resu#f of a PRA depends on these facto@ommunicating the
solidity and strength of these factors in the risk descriptions obtainedFRnis very important for
informing the DM. For example, if a decision maker is to choose between two risk reduction measures,
he/she wuld choose the one leading to lower rigkovided that it is physically aretonomically feasible
however, he/she might reconsider the decision i§ iknown that the riskesults supportinghe chosen
reduction measure are lasgstworthythan for the other

PRA modelscharacterize risk bprobabilistic indexe$6], where numerical valuesre calculate@n
the basisch 3 PRGHO RI Wik]Heepe®ithe basis of the availatkeowledge on the problem.

Then,the Strength of Knowledge (SoKupporting the risk assessment must dresidered6], [15], [16],



[17], [28].

Also, the riskconsidered can some from multiple sourdéken the system ahterest is subject to
multiple hazards (e.g., a NPP exposedhte risk frominternal events, external flooding, firestc),
MHRA must be performed to combine the knowledgeahe risk from the different contributing sources
[19]. This is done by developingdjfferentPRAmodelsfor the different contributorsyith differentdegrees
of trustworthinesg19], [20] and then,aggregating them. e current practice of MHRA consists of a
simple arithmetic summation of the riglues obtained with the PRA modelstherisk contributorg19],
without considering their different degrees of trustworthinessvever, asimple summatio of the risk
estimates withouaccounting for the degree tfistworthiness may lead to results that are misleading for
theDM [19].

In summary

0] the risk description should be extended to cover also the factors affecting the trustworthiness

of the risk assessment;

(i) the MHRA should not be limitetb a simple arithmetic summation over the risk contributors,

but shouldalsoconsidetthe level of confidence for DL9].

1.2. Literature review

Risk assessmemethods and supporting tools for complementing the description and communication
of risk are reviewed in Sect. 1.2.1; MHRA tools for aggregating the risk indexkffeoénthazard groups
are reviewed and discussed in Sect. 1.2.2.

1.2.1 Risk characterization

New perspectivehiave been recently proposed to generalize the probabilistic formulation of risk by
adopting uncertainty instead of probabilityhjch is a specific way ajuantifying uncertainty). In8], risk
is describedin terms of events, consequences, uncertainty&4/; and a conceptual structure is
presented for linkingo it the elements of DatalnformationKnowledgeWisdom hierarchy. In6],
uncertaintyis regardedhs the main component of risk and probabéisan epistemidased expression of
uncertainty [6], so thatthe represetation of risk isbroadened tocover the events, consequences,
predictions, uncertainty, probability, sensitivity and knowledgpresented byA,C,C*,U,P,S and K
respectivelyA simple practical methoid proposedo identify uncertainty factorasinter-alia assumptions
and presuppositions (solidity of assumptions), historical field data (availability of reliable data),

understanding of phenomena and agreement among expditk.the available knowledge recognized



as a key factofor the trustworthinesof the riskassessment outcomes amdrameworkis proposedor
evaluatingt.

The assumptions madeRRAare also condered a key factor for theseof risk assessmet inform
DM. An application of Numeral Unit Spread Assessment Pedigree (NUSAP) was proposed for analyzing
the strength, importance and potential vdhgenness of assumptions through a pedigree diagraen. T
pedigree diagram covers seven criteria for evaluating the quality of assumptions: (i) plausibility; (ii)
inter-subjectivity peers; (iii) intesubjectivity stakeholders; (iv) choice space; (v) influence situational
limitations; (vi) sensitivity to viewand interests of the analyst (vii) and influence on refl@ [21], [22],
[23]. Value ladenness is considered an independent variable that affects the quality of assurfifition in
and evaluated using seven main criteria (i) pedsd&mawledge; (ii) sources of information; (iii)
nonbiasedness; (iv) relative independence; (v) past experience; (vi) performance measure; (vii) agreement
among peergr], [24].

In[17], WKH 3DVVXPSWLR Q¥ irBotivded tvefl&Qth) driticslity \0f assumptiongor
assessing thishe main assumptions on which tealysis is basedre first identified and, theopnverted
into a set of uncertainty factorsbtained byevaluating (i) the degree of expected deviation thie
assumptionsfrom reality andthe consequenceg(ii) a measure of uncertainty of the deviatiand
consequencetiii) the knowledge on which the assumptions are based. Finally, a score is assigned to each
deviationto reflect the risk related to the deviation of the assumptions and their implication on safety.

In [11], four approaches for treating uncertain assumptiwesummarizedi) law of total expectation;
(i) interval probability; (iii) crudeSoK and sensitivity categorization; (iv) assumption deviation [1dk.
For thelatter, the method proposed ifL7], [25] is extendednto a general and systematic framework for
WUHDWLQJ 3 XQFHUWDLQ  DVVXPSW thR @proacarkbisatuMptdiVig plac®dPimd QW PR C
RQH RI VL[ ,gwehwhivdeli@gliN the deviation from the assumption, the sensitivity of the risk index
and its dependency on the assumptand the SoK on which the assumptions are m@délance foithe
treatment of uncéainty related to the deviation of assumptions is given for each setting. The guidelines
are based on the precept that with the increasing importance and criticality of an assuangtitre
implication of its potential deviations, the effort exerted éharacterizing its uncertainty should be
increased.

AQ DSSURDFK IRU LOQWHJUDWLQJ WKPRAB Wresemet Wi26R ' MhiS HY LD W LT

approachthe risk of assumption deviation is evaluated through five steps: (i) the safety objectives are first



defined; (ii) the critical assaptions on which risk assessment depends are identified; (i) the deviation
scenarios required to violate the safety objectives are defined; (iv) the likelihood that such deviation could
occur is assessed; (v) the SoK supporting the assessment is evaluated.

In [3], besides parametric uncertainty (epistemic uncertainty about the true svallu¢he model
parameters), the assumptions and approximatiwasdentified as elements ofodel uncertaintyto be
accounted forby means of different approaches, including subjectwnd imprecise probabilities and
semiquantitative schense

In [27], uncertainty in model predictions arising from model parameters and the model stisicture
discussedTwo main attributesare introduced talefine model uncertainty: model credibility and model
applicability [28]. Model credibility refers to the quality of the model in estimating the unknown in its
intended domain of application and is definedabset of attributes related to the melellding process
and utilization procedure (conceptualization and implementation, which are in turn broken down into other
subattributes). On the other hand, model applicability represents the degree to whiaid&iésrsuitable
for the specific situation and problem (represented by the conceptualization and intended use function
attributes)28].

Some works can bdound in the literature for evaluating the trustworthiness modeland other
related quantities. 129], thetrustworthiness of risk assessment models is evaluated through a hierarchical
treeof different factors i.e., modeling fidelity, SoK, number of approximations, amount and quality of data,
quality of assumptions, number of model parameters ef80Inthe trust of the model is evaluated based
on the level ofits maturity, evaluated through four main criteria: (i) uncertainty; (ii) knowledge; (iii)
conservatism; (iv) sensitivity.

Credibility and maturity of Model and Simulation (M&®yocesses have also attracted attentiam
example in M&S and information systesn the Capabiity Maturity Model (CMM), developed by the
Software Engineering Institu{&El), has beendeveloped to assess the maturity of a software development
process in the light of its quality, reliability and trustworthinesmsideringrepresentation and geotrie
fidelity, physics and material model fidelity, code and solution verification, model valigatigertainty
guantification and sensitivity analysig81]. In [9], a hierarchical framework has been developed to assess
the maturity and prediction capability of a prognostic method for maintenance DM purposes. The
hierarchical tree covers different attributes that are believed to affect the prognostic method mpredictio

capability. In[12], a framework is proposed for assessing tleelibility of M&S through eight criteria: (i)



verification; (ii) validation; (iii) input pedigree; (iv) results uncertainty (v) results robustness; (vi) use
history; (vii) M&S management; (viii) people qualification. Finally, the quality of M&S is asswedd/d

steps in the American Society of Mechanical Engineers (ASME) i.e., verification and valifg&jon
Verification concernsthe accuracy of the computational model in representing the conceptual and
mathematical modeand validation iselated tothe accuracy of the model in representing re§sigy.

Some open issues related to the evaluation ofdisertorthiness of riskssessment outcomes:are

0] most of the aforementioned works treat the factamstributingto trustworthinesswithout
integrating them in a comprehensive framework;

(i) the evaluation of the SoK and model trustworthiness is done by directly scoring some
intangible contributing factorsvithout breaking them into more tangitd#ributes easier to
evaluatan practice

(iii) trustworthiness is not integrated in the resoftrisk assessment.

1.2.2. MHRA

Few works in the literaturiocus onMHRA and a relatively recemeport byEPRI[19] indicates that
current practice might not be appropriate for some @ivitexts,due to he differerce in thedegrees of
confidenceon the risk contributors. The report also highlights some of the fundamental differences in the
risk estimates from differertazardsources (e.g., maturity of the used tool and analysis, uncertainty level
for eat contributor). Then, it proposes a practical guidance for an integrated understanding of the risk to
support DM within the context 0RG1.174[33]; the USNRC regulatory guide arsing PRAin RIDM
(i.e., meetthe current regulations, meet the defense in depth requiremeseet€igure 2 if33] for more
information). This is dond&y developing the relevant insights for each of the contributions to risk. Five
PDLQ WDVNV DUH 3L W Bicddpdilg- t6tHI© §lid&nided (iR whBers@nd the role of PRA in
supporting the decision; (ii) identify the main risk contributimgassesthe baseline risk anevaluatethe
confidence in the assessment; (iii) evaluate relevant risk metrics and refine the PRA if needed; (iv) identify
and characterize key sources of uncertainty; (v) document conclusions for integrateNoDdVear
guidancehowever, is providedn how toevaluae the level of trustworthineda risk assessment.

An iterative method is proposedisoin [34] for assessing different aspects of riaggregated from

highly heterogeneous hazard groups, focusing on relasither than absolute risk metrics. The method
uses response surfaces that are based on arbitrary polynomial chaos expansion in combination with radar

chartsto visualize the overall risk and associated uncertainties. The response surface allowsniglentifyi



major contributors to the overall risk, individually or on aggregatsisfor a very large number of input
parameters. On the other hand, radar charts are used to visualize risk contributors of differeahdature
compare theno safety guidelines. Heever,the methodloes not addregactors likemodel conservatism,
biases, incompleteness, hidden model uncertainty (e.g., strucatcalAlso, radar charts do not really
allow the aggregation of risk from different contributors. Instead, they omw dhie relative comparison
of the risk contributors (hazard groups) to a given threshold.

1.3. Technical issues and motivation of the thesis

The main objective of a risk assessment is to provide informative sspp®@M [35], [36], [5], [3],
[34]. Also, the current practice of MHRA ithat ofa simple arithmetic summatiasf the individual risk
indexes,without consideng the level of trustworthiness of tlssessment different risk contributors.
With respect to theeissuesthe work presented in this thefigusson:

(1) the development ofan integrated framework to evaluate the level of trustworthinessrisk

assessmentonsidering all contributing factors;
(2) thedevelopment od MHRA framework thagllows the integration of the levelf trustworthiness
of therisk assessmemf the individual hazard groups in the aggregation process.

1.4. Structure of the thesis

Risk assessment is performed using medahd performing analysesthat are supported by
background knowledge, including data, phenomenological understaodirige involved systems and
processetc The quality of the assessment depeaildson other factalike the quality otheassumptions
made, the maturity of the analysis, the t@olsed, etcln this thesis, Hese factors arencludedin an
integrated framework for assessing the trustworthiness of thes&dssmenfTrustworthiness is, then,
integraed in the MHRA to support safetglated DM

The researctincludedin this thesis can be divided into three main parts, as shown in Figure 1.1. In
the first part (Chapter 2) anintegratedframework is developed for assessing the trustworthiness of risk
assessment. Then, in tlsecond part(Chapters &), maturity of analysis, assumptions a8dK that
support the riskassessmenareconsideredFinally, in thethird part (Chapter §, thetwo previousparts are
integratedn a complete framework for evaluating the trustworthiness of risk assessment, and a technique

is developed based on the weighted posterior method for MHRA considering the level of trustworthiness.



Figure 11 Conceptual schenwf the thesis work
In chapter Zandthe appendeg@aper | we discusstrustworthiness in risk assessment and propose a

four-levels, topdown, hierarchical tree to identify the main attributes and criteria that affetvidleof
trustworthiness of the models used in probabilistic risk assessment. The level of trustworthiness is
decomposethto two attributes (Level 2), three saltributes (Level 3 RQH 3OHDI” DWWULEXWH
VHYHQ EDYV LAattdktddD(LeeMaX On the basis of this hierarchical decompositionotiomup,
guantitative approach is employed for the assessment of model trustworthiness, using tangible information
DQG GDWD DYDLO D E O H-attRduted/(Kentel2 D Xriakytiédietdddhical RracesgAHP) [37]

is adopted for evaluating and aggregating theattributes.

In chapter 3andthe appendegaper || we elaborate on some of the main contributing factors to the
trustworthiness related to the maturities of risk assessment. In particular, we propose a hierarchical
framework to evaluate the level of maturity of risk cdnitors in the light of DM. The framework consists
of four attributes that are believed to affect the level of maturity of risk analysis, i.e., uncertainty,
conservatism, knowledge and sensitivity. The knowledge attribute is, in daoomposednto five
sub-attributes i.e., availability of data, consistency of data, data reliability, experienceglaethdenness.

AHP isagainadopted for the application of the framework to assess the level of maturity. A rextdeed

model technique is used to enalile aipplication of the framework @veal problem. Then, the maturity

/' H



level is integrated in MHRAfor a twodimensional risk aggregation method. Scoring protocols for
evaluating the attributeave beemrepared to simplify the application of the framewarld to reduce the
subjectivity of the assessors. Finally, a numerical case study for the MH&feafNPP is carried out to
show applicability.

In chapter 4andthe appendegaper Il we elaborate on the factarentributingto trustworthiness
that arerelated to the assumptions in risk assessment models, to understand their implication on the
trustworthiness in risk assessment models. In particular, we develop areeftamkwork for evaluating
the risks that deviations from the assumptions madetéeadeduction of the safety margins. We extend
the framework in[26] to cover also the risk of deviations from conservative assumptions and other
contexs of DM and, then, introduce decision flow diagrams for the quantitative evaluation of the
assumption deviation risks. Finally, we apply tfeanework to aealcase study from the nuclear industry.

In chapter fJandthe appendegaper IV we focus on the importance and thBuenceof background
knowledge on the trustworthiness of risk analysis and zoom in on this particular attribute ioorder
provide a comprehensive evaluation approach. In particular, we develop a new quantitative method to
assess the SoK of a risk assessment. A hierarchical framework is first developed to conceptually represent
the SoK in terms of three attributes (assuom#, data, phenomenological understanding), which are
further decomposedn sus DWWULEXWHY DQG 3OHDI” DWWULEXWHYVY WR IDFLOL
hierarchical framework is, then, quantified in a-thgwn bottoraup fashion for assessing tBeK. In the
top-down phase, a reducedder risk model is constructed to limit the complexity and number of basic
elements considered in the SoK assessment. In the botigghase, the SoK of each basic element in the
reduceedorder risk model is assessedsbd on predefined scoring guidelines,ahén, aggregated to
obtain the SoK for the whole risk assessment model. The aggregation is done using a weighted average of
WKH EDVLF HYHQWVY 6R. ZKHUbyAMK Rih&dtieldpél hethadsl a® Bipplieddd?d. Q H G
realworld case study, where the SoK of the PRA models of a NPP is assessed for two hazard groups, i.e.
external flooding and internal events.

Finally, in chapter Gandthe appendegaper V we integrate the pveus efforts to develop a more
complete and comprehensive framework for evaluating the trustworthiness of risk assessment, and, then,
develop a new method for MHRA considering the level of trustworthiness. In particular, a hierarchical
framework is firstdeveloped for evaluating the trustworthiness of risk assessment. The framework is based

on two main attributes (criteria) i.e., tlB®K and modeling fidelity, which are furthelecomposednto

10



subattributes and leaf attributes on different levels. Thetivarthiness is calculated using a weighted

average of the leaf attributes, where the weights are calculated using the Dempster Shafer

TheoryAnalytical Hierarchy Process (DSYHP). A technique isthen, developed to update the model

output risk estimatesonsidering the level of trustworthiness afigally, aggregate the risks from different

hazard groups. The developed frameworkhisn, applied to aeal case study of two hazard groupsain

NPP.

1.5. Contributions

The scientific contributions of this thesiss

0] Factors contributing to the trustworthiness of risk assessment outcomes are identified and their
criticalities are analyzed under different framewortks understand their influence on the risk
results (Chapter-8, papers-V);

(i) An integrated hiarchical framework is developed for assessing the trustworthiness of risk
analysis, based on the identified factors and related attributes (Chapter 6, paper V);

(iii) A reduced order moddlased method is proposed to efficiently evaluate the trustworthindsk of r
assessment in practice. Through the reciarddr model, the proposed method can limit the
number of elements considered in the original risk assessment (Chapters 3 and 5, Papers Il and
IV);

(iv) A technique that combines Dempster Shafer Theory and theti&nidierarchy Process (namely,
DST-AHP) is applied to the developed framework to assess the trustworthiness by a weighted
average of the attributes in the framework: the AHP method is used to derive the weights of the
attributes and the DST is used to &K QW IRU WKH VXEMHFWLYH XQFHUWDLQW
for the evaluation of the weights (Chapter 6, Paper V);

(V) A MHRA technique is developed based on Bayesian model averagiogercome the limitations
of the current practice of risk aggregatitvatt neglects the trustworthiness of the risk assessment
of individual hazard groups (Chapter 6, Paper V);

(vi) The developed framework is applied to real case studies from the Nuclear Power Plants (NPP)
industry (Chapter 6, Paper V).

The contents in the thesis are based on a series of submitted papérsl.1 shows how does each

chapter correspond to the appended pageashe contributions
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Table 11 Structure of the thesis

Chapters

Associated papers

Contributions

Chapter 2 Assessing the trustworthiness of risk assessr

models

Chapter 3 Risk analysis model maturity indexor

Multi-Hazards Risk Aggregation purposes

Chapter 4 Assumptions in risk assessmenbdelsand the

criticality of their deviations within the context of decisii

making

Chapter 5 Strength of knowledge supporting risk analys v i
assessment framework

Chapter 6 Framework for multihazards risk aggregatio \Y i, iv, v

considering trustworthiness
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Chapter 2 Assessing the
trustworthiness of risk assessment

models

Risk assessments rely on the use of complex models to represent systems and processes, and provide
predictions of safety performance metr[@$. Since the fundamental value of a risk assessment lies in
providing informative support to (higtonsequence) decision makijiiige importance placed on Meling
and Simulation (M&S) is vgrhigh withinarisk assesment context. Accordingly, the confidence tban
be put on theesultsof a risk assessmerig fundamental for DM. Therefore, quantitative meastat
relateto the credibility and trustworthiness ik assessment outcomesist be providedo be usedor
DM purposes.

Within this context, the objective of this chapter is to survey the factors that affect the credibility and
trustworthiness of risk assessment modeled organize thenwithin D 3SUHOLPLQDU\" DVVHV
framework. A review of he approaches proposed in the literature to assess the trustworthiness and
credibility of a model is presented Bect.2.1. In Sect.2.2, a hierarchical trebasedframework for
assessing model trustworthiness is preserite@ect 23, we review and expin the Analytic Hierarchy
Process (AHPjor assessing trustworthiness withire developed frameworka Sect.2.4, the framework
is applied to aealcase study concerning the RHR system of a NPP. Fisaht.2.5 discusseshe results
anddraws conclgions

2.1. State of the art

Few methods have been proposed to assess the credibility and trustworthiness associated with
engineering model predictions. In the literature, the trustworthiness of a method or a process is often
measured in terms of its maturity. The model maturity wasipusly used to assess the maturity of a
function of an information systef81],[38],[9]. Later, the SEI developed a framework known as the CMM
to assesgshe maturity of a software development process, in the light of its quality, reliability and
trustworthiness[39]. Recently, the CMM model has been extendedwhat secalled a Prediction
Capability Maturity Model (PCMM) evaluate and assess the maturity of modeling and simulation efforts

[31]. Other examples of maturity assessment approaches have been developed in different domains, such
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as data maturity assessment, enterprise risk management and hofspitation systen9]. In [40] and
[9] a hierarbical framework based on ti#eHP has been developed to assess the maturity and prediction
capability of a prognostic method for maintenance DM purposes. Finally, a framework for assessing the
credibility of M&S is proposed bj12]. In this framework, three main groups of criteria are used to assess
the credibility of M&S (i) M&S development including; (i) M&S operations (iii) supporting evidence.
These are in turn cover verification, validation, input pedigree, results uncertainty, results robustness, use
history, M&S management, and people qualificatidfmwever,most d the aforementioned works are not
complete in the sense of evaluating the trustworthiness of risk assessment modéteAdo not present
a rigorous evaluation protocols for the attributes and criteria. Instead, the evaluation of criteria is done by
directly scoring the some intangible contributing factors, which is hard to apply in practice

2.2. Hierarchical tree for model trustworthiness characterization: abstraction and

decomposition

Many factors (attributes) affect the trustworthiness and credibility of analyses and models (for risk
assessment in particular), and several studies and literature reviews have been made in order to identify
them. Some of these are summarized as folloWi$:phenomenological understanding of the problem; (ii)
availability of reliable data; (iii) reasonability of the assumptions; (iv) agreement among the experts; (v)
level of detail in the description of the phenomena and processes of interest; (vi)yaaodracecision in
WKH HVWLPDWLRQ RI WKH YDOXHV RI WKH PRGHOYV SDUDPHWHU\
uncertainty and others (see el@], [11], [8], [41]; [1], [3], [9], [31], [36], [19], [7]). However,these
attributes (criteria) are not tangible and cannot be measured directly: as a consequence ;- atthieused
must be identified, which can be measudagctly or subjectivelyscored To this aim, we propose a
method for model trustworthiness characterization and decomposition, which is based on the hierarchy tree
shown inFigure 21. Seetheappended papéirfor the detailedliscussions

As mentioned atwve, many factors can be found in the literature that characterize the level of
WUXVWZRUWKLQHVY 7KRVH IDFWRUV FDQ EH FDWHJRUL]JHG LQWR \
SPRGHOLQJ ILGHOLW\" ZKLFK HPERG\ WhgHheredlit® bl theRdeddeePARGHO R
LPSOHPHQWLQJ FRUUHFWO\ WKH PRGHO ,Q WK Heléivantt/pidpasddK R1 NQI
in [6], two were found to be more relevant to the context of interest data and assumptions. In the
modeling fidelity it is argued that including more details about a problem is nemesentative and

realistic, and hence more trustworthy. On the other hand, implementing the model correctly from a pure
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trustworthiness point of view, without considering a ctssefits reasoning, requires avoiding
approximation the less the approximans, the better the trustworthinesslis accordance, a hierarchical

WUHH IRU PRGHOVY WUXVHMHABRRAIWKLQHVY LV SURSRVHG LQ

Figure 21 A hierarchical tredbased framework for the trustworthiness of mathematical models

The model trustworthiness, represented by T (Level 1), is characterized by two attributes: modeling
fidelity, represented by( L & and strength of knowledge, represented by 6 (Level 2). The
modeling fidelity (( L &), measures the adequacy of thedelaepresentation of the phenomenon and the
level of detail adopted in the model description (referred to as modeling validity in some litgA2{)r&n
the other hand, the strength of knowledge I( &) measures how solid the assumptions, data and
information (which the model relies on) afé]. These two attributes are in turn decomposed into
subattributes (Level 3). In particular, the modeling fidelify L 6is defined by the level of detail,
represented by& L 65 (Level 3) and by the number of approximations, representedt bl 6
Concerning the strength of knowledge L 6, among the four suhttributes proposed if#3], i.e., the
solidity of assumptions, the availability of reliabdata, understanding of phenomena, and agreement
among expertstwo are found to be more relevant to the context indeed, i.e. data and assumptions. Thus,
attribute - L 6 is here defined by the quality of assumptions represente8#y. 6 sand by thequality

of data represented iy & L 65 ¢ Note that the number of approximatiotsL L 6;gis considered as a basic
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attribute, since it can be measured directly: thus, it is not further broken down into othéribubes. The
other three attributes of HY HO DUH LQVWHDG EURNHQ GRZQ LQWR PRUH ED
measured directly. In particulahet level of detail L ggis characterized in terms of the number of
equations and correlations, namelyL 55 5the number of model parameteramely * L 55gand the
number of dependency relations included, naméiL. 57 The overall quality of the assumptions
L &5is measured by the number of assumptions made 456 and by their impact L ¢56
(which can be assessed, e.g., by sensitivityaisy. Finally, the quality of the data L ggis
described in terms of the amount of data available, namely ¢¢5and by the consistency of the data
itself, namely L 4g¢Precise definitions of the attributes are giveable 21 for the sake of clarity.

Table 21 Definition of the attributes used to characterize the model trustworthiness

Attribute Definition

Modeling fidelity ( L & Measures how close the model is to reality, i.e., the adequacy o
representation of the phenomena and processes of interest: the higt
modeling fidelity, the higher the trustworthiness of the model.

Strength of knowledge Represents the level of understanding of the phenomena and the solidity
- L6 assumptions, data and information, which the model relies on: the hight
strength of knowledge, the higher the trustworthiness of the model.

Level of detail & L 65 Measures the level of sophistication of the analysis by quantifying to which
the *HOHPHQWV" DQG DVSHFWV RI WKH SKHQRF
taken into account in the model: the higher the level of detail, the highe
trustworthiness of the model.

Number of Measures the number of approxiinas that the analyst introduces in order
approximations# LL 6¢ facilitate the analysis: it affects the modeling fidelity. The lower the numbt
model approximations the higher the modeling fidelity.

Quality of assumptions In some studies, experts are obligedféomulate some assumptions, whi

3#L 65 might be due to the lack of data and information, to the complexity of
problem or to lack of phenomenological understanding. The quality of t
assumptions is an indication of the strength of knowledge: the higheuality
of the assumptions, the higher the trustworthiness of the model.

Quality of data Represents the availability of sufficient, accurate and consistent backgroun
3 &L G4 with respect to the purposes of the analysis: the higher the qoiality data, the
higher the trustworthiness of the model.

Number of equations an The number of equations and correlations used in modeling is an indicat
correlations 3 L G55 the level of detail, hence of the modeling fidelity: the higher the muna
equations and correlations, the higher the trustworthiness of the model.

Number of model The number of parameters introduced in the model is a measure of the le

parameters /L L 65¢  detail (e.g., the number of components transition rates represents the le
discretization adopted to describe the failure process of a component
system): the higher thenumber of model parameters, the higher
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trustworthiness of the model.

Number of dependenc
relations & NL 655

The larger the number of dependency relations that are taken into accou
more detailed and trustworthy the model.

Number of assumption the number

#A Gss

The larger
trustworthiness of the model.

ofhigh-quality assumptions, the higher ti

Impact of assumption:
+L G556

It quantifies how much assumptions can affect the model results (and it ¢
assessed byeasitivity analysis). The higher the impact of the assumptions
lower the trustworthiness of the model.

Consistency of dat: It is an indication of how suitable and representative the data are for a sj
%L 6555 process or system. The consistentylata relies on the sources of the data.
HI[DPSOH LI ZH DUH FROOHFWLQJ GDWD DER
from different power plants, we should first understand whether the power |
are of the same type, whether the plants workhatsame power level an

whether the pumps have the same work function and capacity.
Amount of data The higher the amount of data available, the stronger the knowledge
#@ 656 example, the number of years of experience of a particular compioremiant

can be sometimes considered an indication of the amount of data availa
DQ\ GRPDLQ D KLJKHU QXPEHU RI \HDUVY H
scenarios covered and hence a larger amount of data. The higher the am
data, the highethe trustworthiness of the model.

It should be notethat the approach proposetight not becomprehensive and complete. For example,
an increase in the number of parameters of a model, on one side, increases the level of details that the
model is capable to capture but, on the other side, may leave room for additional errors and uncertainties in
its estimated parameters (which are not included in the present formulation). As specified before, the
constituting attributes have been selected on the basis of an accurate and critical literature review of works
treating the subject. Also, guidelines kabeen developed to providescoring protocd thatfacilitate the
evaluation processThese guidelinedelp in overconing the problemof evaluating some attribute that
have contrasting effect on model trustworthiness, e.g., number of approximatione(adove is given
for a higher number of approximations)hese guidelines have been developed on the basis of the
experience and knowledge Bfectricité De FranceHDF) experts (see Appendix i the appended paper
). So, the contributiohere isconsiceredasa first attempt of a systematic framework to address the
evaluation of model trustworthiness and to give a structumdanizedexpert judgmerton this The

framework is refined in Chapter 6 for a complete description and assessimastvadrthiness.
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2.3. Analytical hierarchical process (AHP) for model trustworthiness quantification

Given the hierarchical tree Figure 21, the assessment of model trustworthiness is carried out within a
Multi-Criteria Decision Analysi$MCDA) framework[44]; [45]. In this setting, we suppose that a system,
process or phenomenon of interest for a risk assessment can be represifiezdiymathematical models
of possibly different complexity and level of detail,s& t &8 &84 4 The task (i.e., the MCDA problem
at hand) is to rank these alternative models with respect to their trustworthiness, in relation to the particular
risk assessment problem of interest to support MCDA. In the prebapter the Analytical Hierarchy
Process (AHP) proposed H#6] is adopted to this aim.

2.3.1Introduction to analytical hierarchical pro cess

AHP is a MCDM method that is known for its capability of considering both quantitative and
gualitative evaluations of attributes and fact@®] and it can be helpful in groegecisionmaking[48].

This method is usually used for decreasing the complexity of comparison process for dealditn
SXUSRVHV DV LW DOORZV FRPSDULQJ RQO\ WZR FULWHULD RU DOW
relative importance of a critien in a group of criteria. In addition, it allows gauging and enhancing the
UDWLRQDOLW\ DQG FRQVLVWHQF\ RI WKH H[SHUWYV HYDOXDWLRQ |
pairwise comparison matriceRairwise comparison matrices are firshstructedn AHP for assessing the

relative importance of criteria. Then, the local relative importance of different alternatives are compared

with respect tahecriteriahierarchically. 2cisiors aremade based on the overall all relative importance of

each alternativ@t9].

In this approach, the top goal, i.e., the decision problem considertds(icaserankingthe model
trustworthiness), is placed at the first level of the hierarchy and, then, decomposed into seetirébsids
distributed over different levels according to their degree of tangibility. Finally, the bottom level in the
hierarchal treebased AHP model contains the different alternatives that need to be evaluated with respect to
the top goal (i.e., in this case the level of trustworthirfd83)[9]. Through pairwise comparisons among the
elements and the attributes of the same level, the alternativiioss, i.e., models, can be ranked with
respect to the decision problem in the top level (i.e., the model trustwortH#is§30].

The AHP model formodel trustworthiness assessment is representédyime 21. The first step
required to assess the model trustworthiness by AHP is the determination ofdhiéeddnterevel
priorities (in practice, weights that represent the importance of attributes in the same level relative to their

parent attribute) for eachttribute, sSubDWWULEXWH EbBrltéE ard at@nativé Xdution i.e.,
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9:635 9:67%9 :6yypand 9 :/ &y v respectively. Notice that in practice, each weight represents
the relative contribution of an attribute ofa gge OHYHO WR WKH FRUUHVSRQGLQJ 3SDUH
level: for example, weight W6;v@ TXDQWLILHV WKH FRQWUafEikuwel®RJoRéeévEiIDVLF 3OH
4) in the representation and definition of sattyibute 6;(of Level 3); insead, weight 9 :/ p&f; vipiS the
weight ofthe HH D PRGHO ZLWK UHVSHFW-atRute/ g, EDVLF SOHDI" VXE

The weights 9 : 63 9 kG;eand 9 k§;y@are calculated using pairwise comparison matrices: in
particular, one pairwise comparisoratrix is constructed for the attributes at the second Iével t, one
LV FRQVWUXFWHG I-BRttdbiidd BtHeveVbHHW "WRKIDWXED OO XQGHU WKH VDPH 3SD
the upper level5Lt DQG RQH LV FRQVWUXFWHG afRibutéstHdvePSMHWhatR| EDVLF
IDOO XQGHU WKH -¥tbisukd id $he Upp€) WvebBM XUEThe comparison matrix is al(H J;
square matrix, to be filled by expertgheren is the number of elements being compawttributes in
each level are compUHG WR HDFK RWKHU ZLWK UHVSHFW WR WKHLU FRQWL
in the upper level. For example, a H u; matrix is constructed to compare the basic-atitibutes3 L
655 /L L &sgand & NL 657 /HYHO ZLWK UHVSHF\WattiildiRe W KB L UeveE DUHQ W’
3). Typically, experts use a scale from 1 to 9 to evaluate the strength (i.e., the contribution) of each criteria
with respect to the other; for example, the scale suggest&ahdty[48] used to carry out a qualitative
comparison between two attributes A and B, is the following:

1: A and B are equally important,

N

: Ais slightly more important than B,
3: Ais moderately more important than B,

4: A'is moderatehplus more impoent than B,

o1

: Alis strongly more importartihanB,

[e2)

: Alis stronglyplus more importarthanB,

7: Alisvery strongly more important than B,

9: Ais extremely more important than B.

Another possibility is tause the3JHQHUDOL]HG E DMbiEhQd-rddd@miviénDedue toits
ability to overcome the problem of unevdispersion ofthe local weights thatould lead to inaccurate
estimates. Please reterappended paper 1 for more details about the balanced scale.

A pairwise comparison matrix is made for each group of attributes in the same lev8) ¢beying the

same parent attributen ithe upper level§1). Each expert is asked to fill individually the pairwise
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comparison matrices as illustrated above. Fahematrix, the weight of each attribute can, then, be
determined by solving the eigenvector problem and normalizing the principal eigenvectors (for details, see
[48], [46], [49]). A good approximation for calculating simply the eigenvector is by multiplying the elements
in each ow and then to take thé&th root of the product Jis the matrix size). The output of the row is
HYHQWXDOO\ QRUPDOL]HG ZLWK WKH RWKHU URZYV RXWSXWYV

It should be noted that the consistency of the pairwise comparison matrix should be checked by

calculating the consistency ratio (CR):
Ya A
0, —_
%A =5 (2.1
where RI represents the consistency index of a randomly generated matrix and its value can be taken from

Table 1in [51], and Cl is the consistency index which is calculated by Eqg. (2.2):

%422 24 2.2)
where §;sis the maximum eigenvalue and is the order of the matrix and resents the number of
attributes being compardd8], [24] 6 D Daceptance criteria of consistenis adopted48]: when
% 40 r & the comparison matrix is consistent, otherwise it is not and the experts are demanded to revise
their evaluation$24] [52], [51]. After checking the consistency of the matrices and obtaining the weights
of the attribties from each expert. The final weight of each attribute is calculated by averaging the weights
obtained from the expert®lotice that the weights obtained should be normalized to sum teedch
hierarchy.

An illustration example on how to apply the At determining the weights of is given belond WV WD NH
again the level of detail& L 6 zat Level 3as an example. The level of details has three daughter attributes
at Level 4: the number of equations and correlatiédhé 655 the number of model parameters
/L L 65gand the number of dependency relatioAN. 65, (Level 4). A uH u pairwise comparison
matrix is constructed to compare the basic-atifibutes. The experts are then asked to fill the pairwise
comparison matries in Table 22, in order to evaluate the importance of each attribute (criteria). The
attributes relative importances with respect to the parent attribute (level of detail) have been evaluated
using the 19 scaling.

The first step is to evaluate the catsncy of the matrix. By solving the eigenvector problem, the
maximum eigenvalue is found to b& 5sL u From Egs. (2.1) and (2.2), the consistency ratio for this

matrix is % 4L r, since the order of the matrix equals to maximum eigenva@lygs L J L u This
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means that the matrix is consistetRZ IRU GHWHUPLQLQJ WKH ZHLJKWYVY OHWYV
illustrated previously. The™3root of the multiplication of the elements in each row is found and then the
results are normalized to obtain the gds. For example, the relative importance of the first row is
calculated as the following:
'YsHUHS L s v
Then it is normalized t6.449 as illustrated in Table 2[8ote that the weights of the three attributes in

the example sum to oneAl g 955 L s

Table 22 Pairwise comparison matrix for level of detail daughter attributes

Q Mp Dr Relative importance Normalized
weight
Q 1 3 1 s& v 0.449
Mp 1/3 1 1/3 rau 0.102
Dr 1 3 1 s& v 0.449

2.3.2Model trustworthiness quantification using AHP
For the tangible basic leaf salttributes §; y & quantitative evaluatiorbg 4 , . gan be givewirectly if
they are quantitative in naturd the basic leaf suhttributesare not quantitative in natyrghe scaling
system explained above (i.e., scores from 1 to 9) can be adopted to provide-guésgtitative) relative
evaluation of the leaf attribute®; v with respect to the risk models zavailable (guidelines are provided
in Appendix Ain the gpended paperfbr relatively evaluating the basic leaf satbributes).Also, if the
attributeis notthe larger the bettewith respect tdhe trustworthiness, the scaling system provided in the
guidelines needs to be adopted. For example, the largenumber of approximatiorthe worst the
trustworthiness is. Therefore, this attributeed to be evaluated given the guidelines provided in the
Appendicesn the appended paper |
I9do 00

The corresponding intdéevel weights 9 k/ & y@can, then, be obtained S T— Theweights

8- ldo 6o

9 K r& y@are normalizedo that A}@ 9 K r&yeL s wherenis the number of models.
Finally, the normalized trustworthiness:/ ; of a model / is evaluated using a weighted average

of the leaf attributes, as indicated in Eq. (2.3):

~ A ~ApA ~AAA & I'%xés\A~N
6:/ 5 L Al Avm Avg O 165 @ 16y @ :6”;”%2 (23

where 6g4,,LV WKH QXPHULFDO Y D O X&itriueDBVY,, JkisHvit B2SpEet t6 @bt | (for X E
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example, for attributes L 6 ssvariable 64 equals the number of equations and correlations contained in
/g, Jis the number of models to be comparel, Ji,and J;j 4 are defined above.

After obtaining the weight for each criterion with respect to the correspongperlevel criteia, a
3JOREDO” ZHLJKWLQJ IRU HDFK FULW ¢thd &l$0@e DlibtdnEd biyHndigpyiaghitsW R W K H
ZHLIJKW E\ WKH ZHLJKWV RI LWV XSSHU SDUHQW HOHPHQWY LQ HDF
3O HD I|attibite 6;ywiWK UHVSHFW WR WKH T §en W VikkEX\EK® JRDO
9:65 L 9yrae®svipoFor example, in the hierandal tree Figure 2. WKH 3JOREDO ZHLJKWLAQ.
SFRQVLVWHQF\ RI G&ith re§pddDtB ikl GFuBtivorthinesss obtained by multiplying
its weight by the weight of quality of data (denoted &y by the weight of strength of knowledge
(denoted by6y): 9ypacéesl 9 (Ges ® 656 ® :6;. The trustworthiess 6:/ ¢; can then be

H[SUHVVHG GLUHFWO\ DV D IXQFWLRQ RI WKH 3JOREDO" ZHLJKWYV RI

~A ~agA ~AAA ~ i%)é‘ -
6:/ 5 L Aigs Avem AD&OQUBQO@YW~ ) (2.9
- A0 00

In addition, the enumeration of some model leaf attributes (e.g., approximations, assumptions,
IRUPXODV« PD\ EH DQ 3DUWLIDFW" RI SUHVHQWDWLRQ RU LQWHU!
constructed to this aim. On the other hand, the followsspects should be considered. First, such a type of
evaluation has been already used for evaluating some attributes in some relevant models e.g., evaluation of
phenomenological understanding, availability of reliable data, reasonability of assumpti@useardent
among peers, demonstrating the feasib[ily Second, the issue of enumerating model assumptions and
evaluating their quality have already been treated in several papers: sefl7¢.¢53]. Then, most
LPSRUWDQWO\ QRWLFH WKDW WKH 3GloLp)ﬁd\Hdelnﬂth%R|HawBswb&_RaQ' LV QR
IRU WKH EDVLF 3 QfHaWiih’ réspeaivtt) th& ndolieH yYAs mentioned above, if the analyst does
not feel confident inevaluating theassumptions, formulas and correlatiansantitatively he/she may
resot to semiquantitative scale (e.g., scores from 1 to 9), in order to provide a relative evaluation of a
SOHDI’ D\A&YV;MthI:TéSWd:i to the different risk models;RfV DYDLODEOH VHH IRU HJ
enumerating protocols in Appendix & the appeneld paper | EDVHG RQ WHFKQLFDO UHSRU
feedback).

2.4. Application

In this section, the hierarchical trbased framework is applied to a case study concerning the

modeling of theResidual Heat Remové@RHR) system of &PP In Sect.2.4.1, the system is described; in
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Sect.24.2, the characteristics of the two models used to represent the system (i.e. the F&titairde
the Multi-States PhysieBased ModeMSPM) are presented; finally, Bect.2.4.3, the proposed approach
is appliedto evaluate the trustworthiness of the two models.
2.4.1The system

The RHR system of a typical PWR reactor is taken as reference. The RHR is mainly used to remove
the decay heat (residual power) from the reactor cooling system and fuel during and aftedtvenstas
well as supplementing spent fuel pool cooling in the shutdown cooling mode for some types of [lactors
As illustrated inFigure 22, the main components of the RHR system are: pumge, éxchangers,
diaphragms, and valves. According to previous studies, it was found that 23% of RHR system failures are
due to pumps failures, 58% are due to valves failures, while the rest of RHR system failures are due to

RWKHU FRPSRQHQWVY IDLOXUHYV

Figure 22 Schematic diagram of the RHR
2.4.2 Models considered

Two models have beeronsidered for evaluating the reliability (resp., the failure probability) of the
RHR system: a Fault Tree (FT) mod&e¢t.2.4.2.1) and a MuliState Physickased Model (MSPM)
(Sect.24.2.2).

2.4.2.1Fault Tree (FT) Model

Andromedasoftware has beensed for KH DQDO\WLV RI WKH 5+5fV FRPSRQHQW\
criticalities (importance analysis). The analysis is based on a logical framework for understanding the
different possible ways in which the components and the system can fail. The failure probabilitees

basic eventsised in the FT analysis are based on field experience feedtheckesult of the FT analysis is
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given in Table 2.3.
2.4.2.2Multi -State Physicsbased Model (MSPM)

The MSPM has beenXVHG IRU WKH DQDO\VL\hRIPW thédsthte Bngitidrat® X U H
estimates are based &mysical Based Models (PBMather than operational daj85], andthe whole
process of transition and degradatigrthen,described byulti-States Models (MSMB6].

In the present analysis of tlvase study, the main critical components were taken into account (i.e.
pump, diaphragm, breaker, motor, contactor and valve). The MSM was used to model the pump, breaker,
motor and contactor, while the PBM model was used to model the valve and diaptakigo,irito
account the degradation dependency of the valve on the pump.

More specifically, hiree states were considered for the pump, including the fully functioning state, a
degradation state corresponding to external leakage and the failure stateedies tmas modeled by a
continuoustime homogeneous Markov model, taking into account the perfectly functioning and the failed
states, and four types of failures were taken into account. Similarly a contihmeufomogeneous
Markov model was developed ftite analysis of the contactor and the motor, and four and two types of
failures were taken into account for each, respectigatythe other hand, the valve is subject to thermal
fatigue that causes cracks or propagation of manufacturing defects, whiaesuribed by physical
models and the related physical variables.

The results of MSPM and FT are givenTable 23. The analysis shows similarities results in the first
eight years. A difference between the two results starts to appear in the ten#hgedrg a more rapid

decline in the reliability values obtained by MSPM.
Table 23 Values of reliability

Time (years) 0 1 2 3 4 5 6 7 8 9 10

Reliability/FT 1 0.779 0.607 0.473 0.369 0.288 0.224 0.175 0.143 0.107 0.083

ReliabilityMSPM 1 0.775 0.603 0.469 0.366 0.285 0.222 0.173 0.135 0.105 0.060

2.4.3 Evaluation of model trustworthiness
7KH DQDO\WLY LV FDUULHG RXW WKURdowkwardZ Rl YACDOXOD WWRIS VR | W
weight of each element in the hierardnge with respect to the top goal of model trustworthiness; the
VHFRQ Gpka¥d DD¥VHVVPHQW RI WKH PRGHO WUXVWZRUWKLQHVYV E\ Pl

EDVLF SOHDI” HOHPHQWYV IRU ERWKnNHFgr&23.0630 PRGHOV DV VKRZQ
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Figure 23 Hierarchical treebhased AHP model for the assessment of the trustworthiness of risk assessment
models

With respect to the weights evaluatidhree experts were asked to fill the pairwise comparison
matrices, in order to evaluate the importance of each attribute (criteria). As the experts were considered
equally qualified, the weighfsom differentexperts, were averaged. The results are preseniebia 2.4.
,Q SDUWLFXODU WKH ZHLJKWY RI HDFK DWWULEXWH ZLWK UHVS
(.e.,9 :6580 :63y=J@ :65yp DV ZHOO DV WKH9}JERWIth ri2spécl 0 Wép goal T
are givenFor more information on how to apply AHP method and solve the [E@r@omparison matrices,
pleasesee Seci2.3.1 and the case stuitythe appended papker

7KH VHFRQG VWHS FRQVLVWY LQ DQ 3XSZDUG’  FDerlbX&3BDWLRQ IR
each model. Actually, based on the data, information and knowledge available and used in the risk
assessment analysis, two types of trustworthiness analysis have been implemethiedirst type, the
analysigs performed through a direquantitative evaluation of the leaf attributes (e.g.Mor ( 65}, the
number of model parameters are counted, for each rfiquiedsiblg or quantified semguantitatively if the
attribute isqualitativein natureRU GRHVQIW FRUUHVSRQG ZLWK WKH SULQFLSOH F
type, the analysiss based on a semuantitative evaluation of the leaf attributes carried out through
comparing the two models to each other and to the state of thechtihes, assigning a relative scoredjl

for each leaf attribute.
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In order to do that, scaling guidelines have been defiretl! W KH 2 O H Balsedbms@lerdl EDRY H V
technical reportd57] and the feedback of experts, and scores®have been defined (see AppendirfA
the appended paperfor details). Actually, we do not claim that those guidelines are complete and
comprehensive, but they are sufficient for the context of the \Ralking on the guidelines of Appendix A
of the appended papetthe data and technical reports used to perform the risk assessment, the relative score
evaluation was performed for both FT and MSPM models: the results are repoftepeimdicesof the
appendedpaperl UHVSHFWLYHO\ ,Q SDVVLQJ QRWLFH WKDW WKH HYDC
DVV XPSWILRQMS made as follows: a scale is given for each assumption and the scores are, then,
averaged over all the assumptions.

On the basis of the relative scores selected, the trustworthiness evaluation was performed for both
models, as illustrated ifable 24: the 3 Q R U P D IeMel| ¢ @istworthiness was found to be 0.44 for/F)(
and 0.56 for MSPM [ ¢ by relativesemiquantitative evaluation of the attributes. Whereas they were found
to be 0.34 for/ 5 and 0.66 for/ g by thequantitativeevaluation.

We have applied the same method also to evaluate the models trustworthimgsg the direct
guantification of the leaf attributes. The results are reportédlite 24.

Table 24 Comparison between FT and MSPM trustworthiness (relative/direct quantification)

Attribute  Weight  Global Relative scores guantitative evaluation
weight Fault Tree MSPM Fault Tree MSPM
S WS S WS S WS S WS
T 1.00 1.00 . 4.65 . 5.85 - 58.45 - 113.59
F(6) 0.35 0.35 - 151 - 237 - 1.67 - 2.66
Ap( 54 054 0.19 6 1.13 7 132 7 1.32 7 1.32
D( 59 0.46 0.16 - 0.38 - 1.04 - 0.35 - 1.34
Q (65} 0.46 0.07 3 0.22 8 060 1 0.07 9 0.67
Mp 0.21 0.03 3 0.10 7 8 0.27 18 0.61
(65) 0.24
Dr(6&s5)y 0.32 0.05 1 0.05 4 021 O 0.00 1 0.05
K(6&) 0.65 0.65 - 3.14 - 3.49 - 56.78 - 110.93
QD (659 0.51 0.33 - 2.06 - 225 - 55.76 - 109.89
Ad (66} 0.60 0.20 5 0.99 8 159 275 5470 549.15 109.23
C (656) 0.40 0.13 8 1.06 5 0.66 8 1.06 5 0.66
QA (639 0.49 0.32 - 1.08 - 123 - 1.02 - 1.04
As (65} 0.20 0.06 5 0.32 6 038 4 0.25 3 0.19
I (655) 0.80 0.25 3 0.76 3.33 0.85 3 0.76 3.33 0.85
*S: score *WS: weighted score
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2.5. Conclusion

In this work, we have developed a hierarchical-brageddecisionmaking framework to assess the
relative trustworthiness of risk models. The approach is based on the identificasipecdic attributes
that are believed to affect the trustworthiness of the model. This is obtained through a hieftaeehical
EDVHG 3GHFRPSRVLWLRQ  RI WK H-aRridb@ds.h®VAHR MgthadRHANbEeEn Qded/ty L QW R
perform a weighted aggratjon of the attributes to evaluate the model trustworthiness. The method has
been applied to a case study involving the RiyBem of &NPP. Two models of different complexity (i.e.,
FT and MSPM) have been considered to evaluate the system reliabilitheatrdistworthiness of such
models has been compared.

FT trustworthiness has been found to score 4.65 out of 9, whereas MSPM has scovet &.8by
the relative semiquantitative evaluation of leaf attributesr (0.34 and 0.66, respectively, hgrmdizing
the resul). Pleasenotethat 9 the maximum score in the scaling systEne quantitative evaluatioof the
two modes resulted in 58.45 for FT, whereas 113.59 for MSPM or 0.56 and 0.66 when normalized. The
two results confirm the expectation thdEPM provides more trustworthy risk estimates than FT, due to
the fact that it takes into account components failure dependency relations and time dependency of the
degradation affecting the component.

Clearly, there is no claim that the trustworthinesseasment approach proposed is comprehensive
and complete, as there exist other factors that affect the level of trustworthiness, which were not considered
KHUH 7KH PHWKRG ZDV UDWKHU D ILUVW DWWHP S WoliiResg.\VWHPDW
Obviously, it impossible to remove completely subjectivity and expert judgment is still present, the method
provided is an attempt to cast such expert judgment in a systematic and structured framework. Also, further
studies should be performed tlefine the scaling guidelines for attributes evaluation and study how to

integrate the level of trustworthiness in RIDM.
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Chapter 3Risk analysis model
maturity index for MultiHazards Risk

Aggregation

In risk assessmentve measure riskjuantitatively or qualitativelyto inform designsolutionsand
maintenancastrategies so that the rigkmaintainedelowthe acceptedimit. The evaluation othe overall
risk impliesaggregating the risikndexes from different contributarise., MHRA.

MHRA must be capable of combining the outcomeghefrisk assessment modetslaive to the
different contributorswhich are heterogeneous in nataed based on differediegrees omaturity[19].
The current practice of MHRAdops a simple arithmetic summation of the r@mkcomegelative tothe
different contributorswithout considering thalifferent levels ofknowledge base andhaturity of the
models used to obtain thdiiO]. The current practice of MHRAhould beextendedo reflectthe level of
maturity of the different risk analysismodels whose outcomes are involved in the aggregdtiothis
chaptera new indexnamely the level of maturitys introduced toeflectfactorsof heterogeneity in the
assessment dhe different risk contributorénvolved inthe MHRA A review of approachefor MHRA
proposed in the literature is presentedect.3.1. In Sect.3.2 wepropose a hierarchical trée structure
the level of matrity of arisk assessment modele discuss theffectof the factordnfluencing thelevel
of maturity on the risk assessment and DM and propose some evaluation guideliGext.lB.3, we
illustrate how to evaluate the level of maturity for a given hazard group and intribdueslucedorder
modelto allow application ottarge scale’RA modes. In Sect.3.4, we apply the developed methods on a
numerical case study. Finally, in S8%, we give conclusiamanddiscuss potential future work.

3.1. State of the art

Few works in the literature focus on MHR#A risk assessmenEPRI repor{19] indicates that the
current practice of MHRA might ndite appropriate for some contexts of DM due to the difference in the
means employed for evaluating risk and the degrees of confidence in the risk contributors. The report also
highlights some of the fundamental differences in the nature of the risk estifmaate different sources
(e.g., maturity of the used tool and analysis, uncertainty level for each contrfi@forfhen, it proposes

a practical guidance for an integrated understanding of the risk to support DM within the context of
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RG1.174 (i.e., meets the current regulations, meet the defense in depth requirementear&aen[33]
for more information)This is done by developing the relevant insights for each of the contributions to risk.
J)LYH PDLQ WDVNV DUH UHTXLUHG DQG 3LWHUDWLYHO\" SHUIRUPHG |
supporting the decision; (ii) identify the main risk cdmitors and evaluate the baseline risk and assessing
the credibility or confidence in the assessment; (iii) evaluate relevant risk metrics and refine the PRA if
needed; (iv) identify and characterize key sources of uncertainty; (v) document conclusiotegfated
'0 ,W VKRXOG EH QRWHG WKDW WKLV ZRUN GRHVQYW SURYLGH D F
and trustworthiness in risk assessment.

An iterative method is also proposed|[84] for assessing the different aspects of agjgregated
from highly heterogeneous hazard groups and provide useful insights for RIDM, focusing on relative
rather than absolute risk metrics. The method uses response surfaces that are based on arbitrary polynomial
chaos expansion in combination witldaa charts to visualize the overall risk and associated uncertainties.
The response surface allows identifying major contributors to the overall risk, individually or on aggregate
bases for a very large number of input parameters. On the other hanghetiaare used to visualize risk
contributors of different natures and compare them to safety guidelines. The method allows the comparison
of risk contributors. However, it does not address factors like model conservatism, biases, incompleteness,
hidden nodel uncertainty (e.g., structural), etc. Also, radar charts do not really allow the aggregation of
risk from different contributors. Instead, they only allow the relative comparison of the risk contributors
(hazard groups) to a given threshold.

3.2. A hierarchical framework for PRA maturity assessment

In risk assessment, many factors are believed to affect the suitability of risk definition and risk
aggregation. Emphasis is paid in the literature on importance of communicating these factor for better
informing DM [6], [36], [17], [19], [41]. In particular, MHRA includes aggregating risk indexes from
different contributor that have different degrees of rea]Edh Different aspects leading to heterogeneity
in the realism of risk analysis are identified in the literature. Some of these aspects are: (i) background
knowledge; (ii) level of uncertainty; (iii) level ofoaservatism; (iv) importance measures; (v) level of
details and sophistication of the analysis; (vi) accuracy and precision in the estimation of the values of the
PRGHOfV SDUDPHWHUYV YLL OHY HLD[6R [36],HSD MTIWAL YIOWAL], [38,LL DQG
[11].

In this secton we propose a conceptual hierarchical tree tduata the maturity index based some
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attributesthat are believed to affect the level of maturity of the risk analysis and that have huge implication
of DM (Sect.3.2.1).In Sect 3.2.2ve demonstrate gimplication of these attributesn the maturity and
propose scoring protocols for the evaluation of the attributes.

3.2.1.The developed framework

In thiswork, we focus on communicating the factors flead to heterogeneity in the estimation of the
different risk indexesand accordinglhgffect ther degrees of realism,tR X JK D PHWULF UHIHUUHG V
R1 PDW X UL W \Matutriky tof ©FRA ldXPresses the degree to which PRA is correctly implemented in

a way that makes best use of the available knowledge to best represealitihe

Figure 31 Level of maturity framework

In this work, four elements i.e., uncertainty, conservatism, knowledge and sengitivi{$], [36],
[19], [58], [11] relevant to the level of maturity and RIDM are reviewed and discubsduis discussion
we argue the importance of these attributes in determining the level of realism of probabilistic risk analysis
and we propose evaluation protocols that are based on solid argument presented in the same sections. The
overall hierarchiclrepresentation of the framework is illustrated in Figdife

3.2.2 Attributes evaluation

In this section, we review the elements presented in Figure 3.1 and discuss their implication on the

maturity of risk assessment and accordingly propose evaluatiordprese
3.2.2.1Uncertainty

Uncertainty is defined as the imperfection of knowledge on the real value of a variable or its

variability [59]. Uncertainty is an important source of differences between the reality and the model

predictions[3]. Hence, uncertainty affects greatly the credibility of P[g8], [61]. This means that it
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reflects directly the level of maturity of the PRA and it should be addressed in its evaluation.
Uncertainty classification

Uncertainty can be classified relatively into different levels, depending on the degree of knowledge
imperfection[62]. For example[63] distinguishes four types of uncertainties depending on the level of
knowledge: 3 5 L Viwhere the system behavior is well known apdntifiable; 3 X Q F H U WvBekeQttW \
system parameters are known but the probability distributions are unknblwd;Q R U vigeeHthe
unknowns are unknown and finally2 L Q G H W H UnRiclQ unéerlies the indeterminacy in scientific
knowledge. Walker et al., (2003) suggests thregimensions for uncertainty classification for
uncertaintybased decision support purposes: #® R F D Wheie @é uncertainty manifests itself within
the model complexity, the® O H Y& @Qncertainty, which is, demonstrated by a spectrum between
deterministic knowledge and absolute ignorance and finally? Q@eD W &f Whtértainty which illustrates
the type of uncertainty (epistemic or aleatdfg]. The levé of uncertainty is, further, classified into five
progressive levelsdeterminism, statistical uncertainty, scenario uncertainty, recognized ignorance and
total ignorancg62]. Spiegelhalter and Riesch (2011) identify, withie #pirit of [62], five progressive

levels of uncertaintjor modetbased risk analys[§4]. The levels are presentedTiable3.1.

Table 31 Uncertainty levels descriptions and scores with respect to the level of maturity

Level Description Score

Level 1 (uncertainty This level of uncertainty manifests itself when the model and 5

about the outcome) parameters are known, and the analysis predicts a certain outcome
probability 2 (e.g., the uncertainty about the outcome in most traditit
mathematical and philosophical problenfigpmbability theory)

Level 2 (uncertainty The model is known but its parameters are not. If the parameters are | 4
about the parameters  then the model would predict an outcome with probabil&yand exhibit
an uncertainty of level one. This type of uncertainty arises due to la
empirical information on the model parameters (e.g. input param
related to Large Break in Primary Circuit of a Nuclear Power Plant tha
never occurred

Level 3 (uncertainty It reflects thdikelihood of the competing modefgbilities to reflect reality. 3
about the model) This type of uncertainty is due to the model structure itself and
computer implementation of the modé?2]

Level 4 (uncertainty This level covers anknown limitations in understanding and modeli 2
about the acknowledge abilities, which arises from the inevitable assumptions and diogtions
limitations and implicit made such as: data extrapolations, limitation in the computations, an
assumptionsinmodeled aspects that we are aware that they have been omitted.
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uncertainty)

Level 5 (Uncertainty It is the unrecognized uncertainty or as it was referred to by Dc 1

about unknown 5XPVIHOG WKH 3XQNQRZQ XQNQRZQV’™ ZKl

inadequacies) events, unmodeled and unmodlable uncertainty. This type of uncertain
usually acknowledged by brainstorming bétpossible scenarios, or by tl
introduction of whasoo FDOOHG pIXGJH IDFWRUVY

:KLOVW WKLV FODVVLILFDWLRQ VHHPVY FUXGH DQG VLPSOH LW V
perspectives, the three dimensions definef6ly, i.e., *ORFDWOR@HO ~ D Q Gf arigéptaheyU H ~
For example, the definition of uncertaintgvel 1 refers to the aleatoric nature of uncertaintiiereas
Levels 25 cover the epistemic nature of uncertainty. Also, where the five leagjsprogressively from
the known to the unknowanknown, they simultaneously refer to its location i.e., parameter, model and
context of uncertaintyPlease notice that classification can be applied on the level of the hazard group as
well as on the levebf the basic events in the PRA model since the probabilities of basic events are
determined using data and physical or statistical models.

3.2.2.2Conservatism of analysis

Conservatism in PRA refers to desire of overestimating theprigosely out of cautiousnesEhe
conservatism in PRA arises from different considerations and perspgstichsas the concerns regarding
the lack of knowledge about the nature and magnitude of the Hasqrd@his leads to the implementation
RI WKH FRQFHSW RI 3% HWWHU VDIH WKDQ VRUU \df ovetesdtimitingV 1 XU WK
the risk rather than underestimating it. For example, selecting risk estimate al’ther@ntile, which,
means that there is a 95%obpability that the risk is ovestimated and 5% is underestimajies.

Although the conservatism is usually anticipated to increase safety, some -@vgateents still exist
on its influence on safety mardié6]. It has been argued that conservatism cannot be advised onlg from
risk-aversion point of view, and that the cumulative effects of conservatism on deugamgy, regulations
and risk management are unacceptfdbd, [65]. In particular, the effect of conservatism is not taken into
account fron a firm empirical seng®5], which might be, in some contexts, perceptive for the analysts by
giving a false assurance of safety, leading to worst consequences[67fidk fact, the overall effect of
conservatism osafety (whether that conservatism is protective or not), depends greatly on the assumptions
made, and the context DM [67].

Viscusiet al. (1997) argue that though conservative risk estimates increases the risk magmétude,
implications of this increase on the safety is still a matter of the deciorN H U V {[65]F WdyR&ry/

showed through a cebenefitbased study (hnumber of lives saved per unit cbst) uinlike conservative
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assessmenthe mean parameter approach would result in enhanced judgment policies that would enhance
the safety. This can be explained by the shift of prioritization of decision m\d&egover, recent studies
conclude and explidit recommend that conservatism should be avoided in the light of Bdneontexts
like: comparing options and studying the effects of poterisklredudion measure$58]. The degree of
conservatism shoulde complied with the decision contexts and requirements of the PRA. Otherwise, it
might reduce the maturity level and sometimes mislead the decision maker.
Conservatism classification

All of the arguments mentioned in the previous section lead to guiegtiwow to classify of levels of
conservatism in the light of the maturity and its consequences on safety. At a first glance, classifying the
levels of conservatism depending on the level of knowledge seems plausible, especially that conservatism
represets a practical act performed to deal with uncertainties and lack of knowledge. However, this is not
valid considering its implication on safety, where other aspects should be taken into account aside from
strength of knowledge.g., the context dM. Aven (2016) highlights the conservatism in risk analysis as a
multi-dimensional concept, reinforcing the former arguments of exgleoist the real effect on saf¢88].
This is done by firstly addressing the meaning of conservatism, secondly relating it to the strength of
knowledge and thirdly evaluating its usefulness in the context of decig&ing. In this vision, he
compares conservative risk indexes (i.e., basetbaservative assumptions) to three caspssk indexes
based on best estimate assumptiainstigk indexes based on true value parameigjgiék indexes based
on true value parameters with a defined confidence statement. Then, for these-itjshe efines the
possible states of knowledge on which the assumptions or risk parameters are based and finally, the possible
contexts of decision, and tries to relate it to the consequences orfS2ifdtiereafter, we extend the wark
[58] and define three main types of risk index estimates: (i) best judgment estimates (based on best judgment
of assumptions and parameters); (ii) true value withla¢agfidence (based on strong knowledge); (iii) true
value with a low confidence (based on weak knowledge). Then, for two contBl of.e., comparing
alternatives and comparing the risk indexes to acceptance limit, we compare the three definedygsttnate
(i-iii) to the conservative estimates (based on conservative assumptions) and give scores for each possible
scenario with respect to level of maturity and safety. In other words, we are comparing the estimates that are
based on assumptions chosebdaconservative (for cautiousness reasons) to those estimates that are based
on the best judgment or true values of assumptions and parameterss Bigi¥d illustrate the different

score for each corresponding scendfiom Figures 3-3.4, five levels of conservatis@re definedn light
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of their influence on the safetyherelLeve | represents th&vorst influence ofconservatisnin terms of
reducing the safefylLevel 3 representsan acceptablenfluence of conservatism on safetyevel 5
represents the best influence of conservatisninoreasing thesafety Levels 2 and 4 are intermediate

levels.

Figure 32 Evaluation of the conservatism in the light of level of maturity (conservatism VS Best estimate)

True value (low
confidence, 2 Q{r" ;
based on weak

knowledge

Figure 33 Evaluation of the conservatism in the light of level of maturity (conservatism VS True value/weak
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knowledge)

True value (high
confidence, 2 R {r" ;
based on strong

knowledge

Figure 34 Evaluation of the conservatism in the light of level of maturity (conservatism VS True value/strong
knowledge)

3.2.2.3Knowledge

Knowledge is the second top tier of the four levels knowlddgerchy (DIKW hierarchy). It is the
yield of a combination of data, information, experience and judgment to be used in deakiog[8].
Knowledge manifests itself in three main forragplicit, implicit, and tacif68].

W LV VDLG WKDW 3<RX FDQ W P DabBsi Emgléyxivewldrige, BeGhduldPdde D V X U H
able to state its level. his led expertsn safety and risk assessment to emphasize the importance of
considering the background knowledge on which risk assessment is based, espeRildiylfpurpose$8],

[17], [18], [11], (Askeland et al., 2017]16], [26]. This argument is visibly manifested in the new risk
perspectives, which considers strength of knowledge in addition teatfiganal elements i.e., scenarios,

likelihood and consequencgkr], [18], [69], [70]. For these reasons, evaluating strength of knowledge
VKRXOG EH FRQVLGHUHG LQ HYDOXDWLQJ WKH PRGHOVY FUHGLELOI
Knowledge evaluation

Differentattributes can be considered to evaluate the strength of knowdedeas the amount of data
and information, its suitability and usefulness, the human cognition regarding a specific phenomenon, the
experience on the technology and of the anglg&tsThere arehowevertwo main methods on which most

of the strength of knowledgessessment approaches are hasasgmiquantitative approach for evaluating
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the strength of knowledgé43] and the assumption deviation risk [iy7]. In thefirst method four main

criteria are identifiedfor evaluating the strength of knowledge: the mmeeanological understanding, the
reasonability and realism of assumptions, the availability of reliable and relevant data and the agreement
among peer$43]. Based on the degree of fulfilling the criteria, the strength of knowledge is classified
crudely to mingrmoderateand significah Thesecondnethod is based mainly on evaluating the criticality

of the main assumptions on which probabilistic risk assessment is Béseds done bevaluating thee

criteria: deviation from assumption, the uncertainty of this deviation and the strength of knowledge
supporting the assumptiansccordingly, the number of assumptioasd the criticality of deviation from
assumption, indicates the strength of knowledge on whilpithbabilistic risk assessment is baged.

However, one should not forget that in addition to the explicit properties of knowledge, it has also implicit
and tacit propertie68]. Althoughit cannot be directly stated or documented, it contributes to the individual
and organizational performan¢gél]. Obviously, in[6], the reasonability of assumptions and agreement
among peers are partially related to the iniphnd tacit knowledge. However, this framework does not
cover convincingly the assessment of tacit knowledge (e.g., agreeing on an assumption or assessment does
not necessarily make it goodjence, the carriers of implicit and tacit knowledge (assessoosid rather

be themselves evaluated.

In fact, several researches have emphasized on the importance of evaluatadgetalenness and
FRQILGHQFH LQ H[SHUWYV 2¥ XSGRIFAHQOW W R W KIHHDIDFOWH WKDW H[SHUWT
inevitable bias that lead experts that have the same backgroandekige to make different judgmetit
definesa IHZ DWWULEXWHYV WKDW DUH EHO L$idhta§ thw Per&phbHifakestVthkeH H[S H |
personal knowledge, the degree of independence, the expegtnc®ther aspects such thieuational
limitations, choice space, agreement among peers and stakeholders are included as well to assess the quality
and robustness of assumptions on whiskanalysiss based53], [21], [10]. Above all, one can argue that
there are many other attributes that could be used to better represent the level of knowledge.

The methoddiscussed earlier, which relies on four criteria dgaluating the strength of knowledge
(i.e., the phenomenological understanding, the reasonability and realism of assumptions, the availability of
reliable and relevant data and the agreement among[g8B)sseems very plausible andlevant to the
FROQWH[W RI WKLY SUREOHP H[FHSW WKDW LW GRHVQTW WDNH LQWI
assumptions and the reasoning of the analysis, neither the availability ofleystadicting models. In

this work we adjust anéxpancdthis method in Tabl8.2, and add a new main attribute ivalueladenness

36



of the assessor to the framework, to be adapt to the context of this chapter.

Table 32 Level of knowledges' attributes evaluation guidelines

Score 1 3 5
Data Amount of No data or the data are sc The data are available The data arevailable in
availability — data/field data limited and (can extracted and can be extracted abundancécan be extracted
(A) ( .78 only from the same type o from any other NPP  easily from so many sources at
NPPs) places worldwide)
Data Source of data The data are extracted frol Other NPPs othe Field data from the same powe

consistency
(Co)

( .78 other sources that is not

same type and
related directly to the technology
technology (not the exact

same type of component)

plant, and related to the same

type of components

Quality and Quiality of cata Based on Data are Data areboth assumed Data are The data are
reliability ( .70 experts calculated and calculated using  extracted measured
of data(Q) elicitation  using computer physical and using precisely and
statistical mathematical models computer accurately, and
models mathematical then modeled
and physical
models
Quality of Representstrong Represents moderate Represents reasonable
assumptions simplifications simplifications simplifications
(78
Experience Phenomenologica The phenomena The phenomena The phenomena involved are
(E) understanding involved are not involved are very well understood
( .78 well  understood understood but not
completely
Experience and  No experience at all Experienced such an  This event is quite common an
knowledge event in other we have a wide experience in
regarding the industries
hazard group
( -7a)
Availability of Models are norexistent or The models used are The models used are known tc
models( .74) known to give poor believed to give give predictions with the
predictions. predictions with required accuracy
moderate accuracy
Value Agreement amonc There is strong There is slight There is broad agreement
ladenness peers( .74 disagreement among agreement among among experts
of the experts experts
analysts Expert years in has quiteshort experience Itis his specialty and  Expert in this domain (long
(VL) experience in the in risk assessment of NPF he practiced through  experience)
field and training courses
performance regarding the same

measuré .7&)

type of NPPs
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3.2.2.4Sensitivity

A mathematical model might embrace errors due to the lack of the knowledge regarding the input
parameters or due the numerical methods used to solve the [F@jddlhe effects held by such errors are
very important and need to be evaluated as it reflects the range of the trustworthiness and validity of the
model. This is, done bsensitivity analysi§72].

Sensitivity analysis is generally used to detaenhow a dependent variable can be changed and
affected by the change of the input independent varf@Ble This is usually used to determine the critical
control points and to prioritize additional data collectié8]. Moreover, it is implemented to provide the
comprehensive understanding needed for a reliable use of the model, through highlighting and quantifying
its most important featurg®2], as well as verifying and validating[#3].

In safety and risk assessment, sensitivity analysis can be useful in many ways. In particular,
sensitivity analysis complements the risk analysis to inform deemgking [74], where it helps to
identify the uncertain inputs that contributes to the unceytainthe outputs and consequently, affect the
DM procesq75]. For example, in PRA of NPPs, sensitivity analysis is required to study the impact of
GLIIHUHQW PRGHO EDVLF HYHQ \W¥|JASd) ReEiDditaDdeWflakl ¥5sBnaptivv kil G H F LV
risk prediction model can be evaluated through altering the input parameters or the background knowledge
related to the given assption, which helps in identifying the critical assumptions and the risk of their
deviations[43]. Furthermore, sensitivity analysis is recommended in the practice of risk assessment to
reduce-in some caseghe unnecessary conservatif38]. From these perspectives, sensitivity analysis is
considered aimdispensabléool for evaluating model credibility and maturity.

Sensitivity evaluation

Flage and Aven (20099uggested integrating the sensitivity concept as a main component of the
uncertainty in order to have a holistic picture of the uncertainty beyorzbtieept of the probabilit6].

A rough semiquantitative evaluationfesensitivity has been introduced with three levels of classification:
significant sensitivity, moderate sensitivity and minor sensitilile simplicity of this method makes it

very helpful in the context oDM, as it gives an indication on the assodat®nsequences and
LPSOLFDWLRQV RI SDUDPHWHUVY GHYLDWLRQV 2Q WKH RWKHU KD
analysis, neither how to translate it into a sensitivity level. For this reasons, we suggest to contiplement
proposalby using a aeatatime index and then, converting it into a relative scores that represents the

sensitivitylevels

38



In oneat-atime method the sensitivity index5 measures the relative change in the dependent (output)
variable ; : Ty by altering one input T;:

6. >62008.;
e ;

5L Z (3.2)

where Tyis the input parameterg, is an estimated suitable valbig which the input parameter is alerted
e.g.,£20%of the original value£SD 6tandard deviatiofy 7] or +4SD[78]. However, we are considering
a +50% altering parameter in this study to represent more clearly the sensitivity of parameters, as we are
more concerned with PSA meld that have a linear relation with the basic eveahtsach basic event is
unique and appears only one time in a given minimal cutset).

In this knd of analysis converging @ indicates the insensitivity ofi¢ model, while diverging from
0 indicates snsitivity. After applying these analysis, the results need to be converted into discrete scores
(e.g., 1. minor, 2: moderate, 3: significgdB]) that indicate their levelsA sensitivity score (B) is
assigned for the sensitivity index relying on the degree that the index comredjeerge from 0 as
illustrated inTable 3.3 Please note that mapping the sensitivity indexes into scores is based on subjective
elicitation and can be adapted given the context.

Table 33 Scores representation of the sen#itimeasure

Interval S:” S:0.100.25 S0.25045 S0450.70 S -
Level of sensitivity 1 2 3 4 5
Score 5 4 3 2 1

Please notice that if we are applying the sensitivity analysis on the level of the basic events of the
PRA model, then, itneans that we are studying the dependency of the PRA model on this given basic
event.

3.3. PRA maturity assessment

In this section we implement the developed framework through Analytical Hierarchy Process (AHP)
methodin Sect. 3.3.1. Then, waevelop a method for evaluating thedematurity on the basis of small
constituting elements of the PRA modal Sect. 3.3.23.3.4. In Sect. 3.3.5levelop a technique for
aggregating the maturity of the overall risk analysis.

3.3.1.Evaluation of the levelof maturity

For each criterion and swdriterion defined in Figur8.1, a semiguantitative evaluation is carried out

by assigning a relative score from 1 to 5, basetheset of predefined scoring criteripresented earlién

Sect.3.2.2 The next step is to aggregate the scores of different attributes (criteria) to assess the overall
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maturity of a risk contributor. In thigork, the maturity level is calculated as a weighted average of the
scores of the attributes.
| oL Aje Al Sy@w @ B (3.2)
where | gis the level of maturity for thelEh hazard group that need to be evaluat&lyg 5 ¥ and Sy
are respectively the weight and the saarthe Rh subattribute in the Bh attributeand the weight of the
Bh attribute. Oj is the total number of attributes antj is the number of suhttributes related to théth
evaluation criterion. The relative weight of each attrib@gand sukattribute Syy is determmed by
Analytical heretical Process (AHR)etailed description of AHP method was introduced in Chapter 2.
3.3.2.The concept of educed order model

After determining the relative weight of the attributes, Eq. (3.2) can be applied to determine the level
of maturity. Evaluating the level of maturity on the level of hazard group, however, is not realistic., Further
PRAs of complex systems are very complex aftenembrace multiple PRA elements, which need to be
evaluated separately. In this light, we devedotechniqueo limit the number of elements that need to be
analyzed®RA modelsnamely, the reducedrder model.

For the purpose of illustration, we consider the Probabilistic Risk Assessment (PRA) models used in
the nuclear industry. Specifically, wefeeto the widely applied event tree models. The events probabilities
in the event tree model are calculated by fault tree models. The risk index considered is the probability of
occurrence of a given consequence (e.g. the probability of core damagPR).eFNr each combination of
operation state and scenario, a dedicated risk assessment model (in this case, an event tree) is developed
and the total risk index is calculated by summing the values of the risk indexes calculated for each

individual risk moetl:
4L R Koo 4y (33)

where Jg is the number of operation states (Q),5;is the number of accident sequences (scenarios, S)
that are considered in operation stéfand can lead to the given consequence of interest. Baglin Eq.
(3.3) quantifies the risk contribution specific to scenafide.g., medium flood level) in operation state
(e.g., emergency shutdown).

The risk models for calculating the speciffisk index contribution4yy are characterized by
initiating events (IEs), basic events (BEs) and their combinations in minimal cut sets (MCSs). Please note

that the initiating events in the PRA model are basic events that trigger the abnormg| aotivitvill be
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treated hereafter as a basic event. Taking theeraaet approximation,4y can be calculated Hy9]:

~8Ay, AGD A
4 L Ap/@g,AmAéiDﬁE vid 2 Va (34)
where Jz 1.4y iSs the number of minimal cut sets in the risk model for operation dated scenariok
/% 5 is the Gth minimal cutset and2, 4 is the occurrence probability of th&th basic event in

/%5,

Figure3.5 Atomic elements of a PRA model

For the following illustration of thenaturity assessment procedure, it can be considered that the four
elementO, S, MCS and BE fully define the PRA model, as shown in FiguseV@e refer 6 thesefour
HOH P HQ WeendiitMting KOG H3PHQ WV "™ RIh Rigkéi3® RGGHHWVWOTY LPDJLQH WKDW WKH 3
box (cuboid). The box is divided into several cuboids each represents aogigeationstate. Each
operation state cuboid is furtheroken down into smaller cuboids that represent the scenarios. The
scenario cuboids are in turn broken into smaller cuboids each represents a MCS. Finally, the MCS cuboids
are broken into the smallest constituting cuboids (known as the basic atomic elehasnespresent the
basic events. The idea behind this technique is to facilitate the proaassueity evaluation by dividing
the PRA model into the smallest constituting elements known as the atomic elements. As illustrated in
Figure 35, the atomielements of the PRA model are the basic events.

To assess thmaturityof the PRA model, all the four atomic elements must be considered. In practice,

however,PRA models are very complex: they contain many scenarios and operation states, combined in
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largeand complex fault trees and event trees, that consist of thousands of BEs an{BRCRBs such
complex risk assessment models, it is not practical to consider all atomic elements for evaluating the
maturity To address this problem, we develop adown bottorrup method fomaturity assessment. A
reduceeorder model for Eq. (8) is develogd first, in order to limit the number of atomic elements that
need to be analyzed. The model allows the assessmeattarfity for most basic atomic elements and then
calculating it for the other constituting elemenss. detailed discussion on how to ctmst the
reducedorder model is given irsect.3.3.3. Then, thematurity supporting each atomic element in the
reduceeorder model is assessed dyeighted average of the scores for the attributes in Fijurdhe
weights are evaluated using pairwisemparison matrices ofHP. In Sect. 3.3.4the maturity of each
element is aggregated to evaluate rieurity of the entire PRA modeFinally, an approach is presented
in Sect.3.3.5for risk aggregation considering the level of trustworthiness.
3.3.3.Reducedorder PRA model construction

In PRA models, most of the contribution to the total risk is provided by a small number of basic
HOHPHQWYV PH@&®REiridkeV[81]. The rest of the basic elements might be in large number but
contribute little to the total risk. To make feasible thaturity assessment, the PRA model is transformed
into a reducedRUGHU PRGHO WKDW FRQV Latowideldrerts K H QP RWU\G HWP S\RRU W B G X1
number of elements that need to be analyzed.

The procedure for constructing theducedorder models made of three steps. Firstly, the number of
operation states)i is reduced to theg4 & Jnost relevant; to do this

X Calculate the risk4g, for each operation state:
e L Ao 4iwd s QEQ g (35)
where 4y is calculated by Eq. (3).

X Rank 4g, s Q EQ Jg in descending order.

X Find the minimal Jg & & &so that:

~UAG DI
AUA& DI

Ea ~ <
&R U4 (3.6)
where Uis the fraction of total risk that is represented by the operation states kept in the ‘@dieced
model (in the case study 8ect.3.4, we chooseU L r &).

x Keep only the first, most contributing operation states, i.e., those Rlitts &® &l 4 5 Aopaation

states with EP Jg4 4 .are eliminated.
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The second step is to define the reduced number of sceniigss for each operating stat&in the
reducedorder model, whereEL s&® &g £ o'«

x Calculate the risk4ig s Q FQ J;j gsby Eq. (34).

X Rank 4y in descending orders Q FQ J; 4

X Find the minimal J; £ & 5 SO that:
~UAZ D -
%E—/ij&ﬁ R Ua (3.7)
where 4 is calculated b§g. (3.5) and Uis the fraction of total risk provided by the scenarios in the
reducedorder model (in the case studySect.3.4, we chooseUL r &).
X Keep only scenarios folFL s&® &J; £ g 4 Scenarios with FP J; £ 4 5 are eliminated.
X Repeat the procedures fEL sd & &gz gx
Finally, the number of minimal cut setdz.. iy is tailored t0 Jgz 4 g4x EL S8R &gz g oL
S& &)j g g A

X Calculate 4y by:

;
Ao L ASpr e 2 vai 3},;’ g L;A;“;; (38)
X Rank 4y in descending order.
X Find the minimal J £ & g 45 SO that:
AV ADWDe
ca- a0 R 0 (3.9)

where 44 is calculated byEq. (3.8) and Uis the fraction of total risk given by the minimal cutsets
contained in the reducaatder model (in the case studySect.34, we chooseUL r ).

x Keep only minimal ctsets for GL s&® &z .4 g 55 Minimal cut sets WithGP Jz .4 ¢ 4 are

eliminated.

Taking the rareevent approximation, the total risk of the reduceder PRA model can be calculated

by:
4e gl A?éém N?gifm/&iyﬁ@mam%% e 2 Yéi & (3.10)

Only the events that are contained in the redurddr model (3.8) are considered when assessing the
maturity. Note that fronEgs. (3.6), (3.7) and (39), the reduced order riskg 4 ,accounts for a portiot) H
UHU of the total risk4. Please note that a value of 0.8 is usually chosenUdt) and U(Pareto

Principle). However, the assessor is free to adjeste valuegiven the context of the problem.

43



FromEq. (3.10), the risk index of the reducemder PRA model can be viewed as the sumlgt
A?-ég“'\]];g@@risk index values4g g gL s&® &z where 4z ggis NQRZQ D dlenverkaryrisk
P R G H Odaltu@teéd by the correspondiimglividual risk model, composed of MCSs and BEs at a given
operation state and a given scenario, as shown in Hd) &.

A ga L At oo A oy 2,58 (3.11)

In Eq. (311), 4z gglis the risk index of theWWK 3HOHPHQWRDUGBHWHGBGXK¥NGPRGHO ™ Z
Jev.& ggiS the number of MCSs in théth individual reduceebrder risk model. In other words, the
3SLQGLYLGXMRWEHIG XENG PRGHO ™ UH S Ulkt\aHiQewdpeka sStaté andkalgiveiL VN PR G
scenario.

Assuming that the risk on reducedder model is expressed by elementary recuacddr models,
which represent the risk for each scenario at a given operation state, the weight of each elementary risk

modd can be expressed by:

EX
where 4is the risk of elementary reducedder model andJzis the number of elementary reduesder

models and expressed kg L Jg H J;.

x Calculate the weigh® g of each basic event in a given elementary rechacddr model by:

Aéj
Y L oo~ e (313

8.
where Jpg is the number of basic events in thdh elementary reduceastder model, 44 is the
FusseHlVesely importance measures of tivh basic event in theth elementary reducearder model.
3.3.4 Evaluation of the level of maturity of a single hazard group
Given the reducedrder model technique introduced in the previous section, Wleé d& maturity can
simply be evaluated by two steps:

x Evaluate the maturity on each basic event by:

| L A A% Sy@iy @ B (3.14)
where | gz is the level of maturity for theMth basic event in thekh elementary reducearder model
Suy and 5 Zygs are respectively the weight atitk score of theRh subcriterion in the Bh evaluation

criteria for the Mh basic event in thekh elementary reduceatder model

x Evaluate the matity |  for the total hazard group by:
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oL Ao A 0 @ @ g (3.15)
3.3.5.Risk aggregation considering maturity levels

In this work, we adopt the perspectives[@f7] that when characterizing risk, not only the probability
index estimated by PRA, but also the knowledge that supports the PRA should be taken into account. Hence,
in thiswork, we use a tuple 4¢d ¢ to quantify the risk associated with hazard grdtyhere 4gand |
are respectively the risk index and is the maturity level ofEehazard grouPRA model, evaluated based
on the method presented$ect.3.3.1-3.3.4

A two-stage aggregation method is, then, developed for MHRA considering meatafihazard groups.
Suppose we havdg hazard groups with the risk tupledgd ; &L sd &® algarhe overall risk can, then,
be represented as a risk tupldd ;and computed in two steps:

Step 1: Aggregation of risk indexes. Risk indexes are aggrefgditasing the summation rule:

4L AL 4g (3.16)

where 4 is the risk index after considering all the hazard groups.

Step 2: Determine the maturity of the aggregated risk assessment:

In thiswork, the maturity can be represenfedthe overall framework by applying a weighted average

the maturities from each hazard group, considering the risk contribution for each hazard group:

/L AR 90p@ oL Al Ab AYY 9@ @ s @ (3.17)

where 9 g4is weight of the hazard group Dand calculated as the following Jg is the number of

hazard groupsin the risk assessment model
9 oy L~ (3.18)
3 -

3.4. Application
In this section, we apply the developed framework on a case study of two hazard groups iFhPPs.
level of maturity assessment framework is, then, applied on the BEs and the total level of maturity for the
overall hazard group is calculated by aggregatitV KH % (V § Phe Wexded dath &hd information that
supports the model development were found in the technical reports provided by EDF, which are not
mentioned here for confidentiality reasons.
3.4.1 Description of the hazard groupsPRAs

In this sectionwe consider a case study extracted from PRA models of two hazard groups, i.e.,
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external flooding and internal events provided by EDF. Both PRA models were developed using the Risk
Spectrum Professional software.

In all generality,3H[W H U Q D Orefeixd Dridi€&swed events originating from sources outside the
NPP, such as external flooding, external fires, seismic hazard8&tcln thiscase studywe consider a
particular external hazard, i.e., external flooding, that is caused by the overflow of water due to naturally
induced external causes, e.g., tides, tsunamis, dam failures, snow melts, storm surf#3]. dtce
3SH[WHU Q D OPR2 rRPBdel lcndidered in this applicatitna combination of event trees and fault
trees that are constructed éwaluate the risk of external flooding in different water level conditions
(scenarios). The total risk index of external flooding is, then, calculated by summing the risk indexes at
each water level. The PRA model of external flooding is complex and laageascale, includinghree
operation states, thousands of BEs and several thousands of MCSs.

internal event§ UHIHU WR XQGHVLUHG HYHQWYV WKDW RULJLQDWH ZLW
events that might lead to loss of important systenas eventually, a core meltdowh9]. Major internal
events include components, systems or structural failures, safety systems operation, and maintenance
errors, etc[84]. Internal events might also lead to other initiating events like turbine trip and Loss of
Coolant Accidents (LOCAS). In nuclear PRA, internal events are considered -astablished and
understood hazard gro(i®6], and highly mature PRA models are available for their characterization. The
internal events PRA model considered in ttdase studys based on aombination of event trees and fault
trees that are constructed fraluating the risk over different internal events (e.g., loss of offsite power,
loss of auxiliary systems). The risk index of the entire internal events hazard group is, then, calculated by
summing the risk indexes (i.e., minimal cut sets at a giveratiperstate and scenario) of the individual
internal eventsSimilarly to the PRA model of external flooding, the PRA model of internal events is
complexand has a large scale, also containing three operation states, few thousands of BEs and several
thousads of MCSs.

3.4.2 Reducedorder model construction

The first step in the developddr evaluating the level of maturity is to construct teducedorder
model. Here, we only show in details how to construct the redurckst risk assessment model for the
extenal flooding PRA model. For the internal events PRA model, the reduded model can be
constructed in a similar way.

In this case study, we set the fractions of the risk tolbe UL UL r& From Eq. (35), we found
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that only one out of six operation states (NSf®@Bmal shutdown with cooling using steam
generatoiNS/SG) is needed for the reduesier model, which contributes ta@ x ~ of the total risk index.
Therefore, we haveJ; L s Similarly, based on Eq3(7), only one out of ten scenarios (water levels) is
needed for the reducemtder model, whose risk contribution §z& ~ @&Hence, we have J; L s Based
on Eq. 8.9), given the operation states and scenarios of interest, 5 out of 3102 MCSs already contribute to
zr& " of the risk at the given operation state and scenario. Thus, we BayelL w Then, a
reducedorder model can be constructed using the atomic elements in3[dblhe definitions of BEs in
the MCSs of Table.4 can be found in Tabl8.5. An illustration example on the pathway of the first
minimal cut sets is given in FiguBe6. Assuming the rarevent approximation, the risk index of interest,
i.e., the probability of core meltdown, can be calculated using the MCSs and the BEs ir8.4able
following Egs. (36), (3.7), (39) and (310). The constructed reducedder risk model can reconstruct
zx"H{z& Hzr&" L xyd{~ ofthe total risk 4.

Table 34 Reducedbrder model constituents

Operating state Scenarios MCS
MCS1={BE1, BE2, BE3}
MCS2={BE2, BE3, BE4}
055) Water level A MCS3={BE3, BES5, BE6, BE7, BE8}
MCS4={BE2, BE3, BE7, BE9}
MCS5={ BE2, BE3, BE6, BE10}

Table 35 Basic events included in the redueadier model

Symbol Basic event
BE1 External flooding with water level A inducing a loss of offsite power
BE2 Loss of auxiliary feedwater system due to the failure to close the isolating
BE3 Loss of component cooling system because of clogging
BE4 Failure of all pumps of the Auxiliary feedwater (AFW) system
BE5 Failure of the turbine of the AFW system
BE6 Failure of the Diesel Generator A
BE7 Failure of the Diesel Generator B
BES Failure of the common diesel generator
BE9 Failure of pumps 1 an? of AFW system
BE10 Failure of pumps 2 and 3 of AFW system
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Figure 36 lllustration of a MCS in an individual reducedder model

3.4.3 Evaluation of the level of maturity for external flooding hazard group

The levels of maturity for the basic events in TaBlg need to be evaluated using the developed
method inSect.3.3. In the following, we illustrate in detail how to apply the developed framework on a
EDVLF HYHQW QDPHO\ 3([WHUQD® LOQBRGLQJ PLWKYBERMFRIHG HWH SR 2
other basic events, we directly give the results in Tafle

As shown in Eq.3.14), the level of maturity of a basic event is evaluated as a weighted average over
the maturity attributes and swalttributes illustrated in Figur8.1 Hence, the weights of the maturity
attributes and subttributes need to be determined. AHP method is adopted iwahisfor this purpose
[48]. As illustrated in Chapter 2wb pairwise matrixeseed to beonstructed and filled by experts. The
firstis a v Hv comparison matrix, constructed for evaluating the weightérelative importance) of the
attributes under level of maturity defining ther3SDUHQW"~ DWWULEXWH L H OHYHO RI
wH wcomparison matrix constructed for comparing the weighgg (relative importanceof the strength
RI NQRZOHGJH 3GD XJKW H 4attribDteg Wirdier EteWstrievigth LofHknowleXgedr nore
illustration on AHP method and pairwise comparison matrisesChapter 2 The results are presented in
Table 3.6. Notice that, the weights are evaluated only once and used for the evaluation of all the basic
events.

The next step for evaluatinthe level of maturity is to assess the attributes andagitibutes

presented in Figurd.l for $'s in the light of the guidelines presenteddact.3.2.2. In this basic event,
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the probability was calculated by extrapolating the probability distributions based on observed data to the
extreme water flowrate (i.e., flowrates that have never occurred). In more details, the following steps were
performed:
X Water leighsthat lead tdailure ofspecific equipment werdefined.
x The water flowrate was predicted for the given heights at the NPP platform ensuring to cover
each flowrate that can lead to the given water height at the platform.
X The flowrate was multiplied by safety factors.
X 7KH 3SUHWXUQ SHULRG® ZHUH REWDLQHG E\ WKH VDPH ODZ V
flooding flowrate of the river of interest.
X The return periods for flowrates of interest were then, calculated by extrapolating the
flooding data curves toward extne values (at low probabilities) of flow at the platform of
the power plant.
X The frequencies (frequency =fdturn periodl were thenrounded andnean valuesvere
obtained by the law for the flowrates of the Millennial Flood.
x The frequency of each intervial chosen to be the maximum frequency at the whole height
interval.
x No uncertainty analysis was taken into account for estimation the frequencies of the critical

heights.

x

'XH WKH EDVLQ VSHFLDO FKDUDFWHULVWLFVwaMhgddy DQDO\VW

(combining two statistical models of occurrence of events and their magnitude together).

Comments:

x Experts have confidence in the calculation used to convert the heights into flowrates because
they are based on solid deterministic models.

x Expets have doubts on extrapolating the frequency to the extreme flowrates.

X This result is also to be considered with caution since they are based on the current limited
models and knowledge.

x Multiplying the flowrates by safety and augmentation factors isidered conservative.

X The characteristics of the river basin are special in view of the evolution of the distributions

of extreme floods, which opens more room for uncertainty.

x Usingrenewaltheorybasedapproach is considered conservative.
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X High uncertaing is presented in the analysis.

From the previous arguments, one can notice that there is uncertainty about the acknowledged
limitations and implicit assumptions (unmodeled uncertainty). This meets Level 4 of uncertainty, which
leads the analysts to assigiscore of (2) From Tabi1.

For the conservatism attribute, it is not possible in this case to consider the conventional acceptance
criteria (e.g., acceptable core meltdown sof’ 8 since we are considering only one hazard group.
Accordingly, expertswere asked to assign an artificial value for the acceptable external flooding
probability, in order to compare it to the estimated external flooding risk value of our model of interest.
Now, since the analysis of the external flooding probability is basedydrodynamic modeglit is
considered to be realistic but with low level of confidence. Frogure 3.3, since we are comparing the
risk metric to an acceptance criteria, it was found that the conservative estimates are misinforming. A score
of 2 was asgned for the conservatism.

The sensitivity of this basic event is calculated by(Bd.). The basic events probability is altered by
50%. Which leads to the total change in the model output by 50% (since this basic event appears in each
minimal cutset ath has a Fusselfesely importance measure of 1). From Tah &is corresponds ta
level 4 of sensitivity, which in turn, corresponds to a score of 2 in the light of maturity.

The same way of reasoning was adopted for evaluating the scores of knaattadgtes. The results
are shown in Tabl&.6. The maturity attributes scores are then, aggregated by3HEd). The level of

maturity for BE is found to be 2.15.

Table 36AVVHVVPHQW RI 2OHPI” DWWULEXWH"

Attribute U C S K
Subattribute - - - A Co QD QA Ph Ex AM P PM
%u 030 015 015 0.40
9w _ _ _ 0.25 0.06 0.17 0.17 0.10 0.05 0.10 0.05 0.05
Score 2 2 1 1 5 3 2 3 5 3 5 5

The same steps are repeated for all the basic events and presented iB.7Tdle final step before
evaluating tie overall level of maturity for external flooding hazard groug:zuzaaiS to determine the
weights of each basic event, igien elementary model and the corresponding elementary model by Eq.

(3.12)and Eq(3.13)
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From Eq.(3.12) the weight of the elementary model i9:5 L A_EXE Ls
g - Ex

From Eq.(3.13) the weight of the basic event in the given elementary moded ig L?%—A L
Ug- )

ratr

The same procedure are repeated for each basic event and the results are present&d/irFiralg, the
overall level of maturityfor the hazard groujs evaluated by E®.15 The level of maturity is found to be
| gezogaak L& W

Table 37 Knowledge assessment and aggregation over the basic events
BE BE1 BE2 BE3 BE4 BES BE6 BE7 BE8 BE9 BE10

2.150 1488 2.690 3.948 4.002 4.002 4.038 3.962 3.908 3.908

1.000 0.9020 0.553 0.182 0.141 0.127 0.121 0.045 0.028 0.028
) 0.320 0.289 0.177 0.058 0.045 0.041 0.039 0.014 0.009 0.009

The same steps are repeated for the internal events hazard groups and the maturity was found to
be | yacoadoHay

Finally, for riskmatuity aggregation, we adopt thechnique presented 8ect.3.3.5where the risk is
represented as a ritihple :4& ;& lease note that the risk presented here after are artificial and the real
number that provided by EDF are not presented for smmfidentiality reasons.

External flooding risk tuple:kd, ms k@ o mre kR SV & & w

External flooding risk tuple:4_ . A _pacoaabe s aay,
First, by Eq.(3.16)the total risk is calculatedrithmetically 4 L sav st® Then the level of maturity is
calculated by Eq(3.17) Two variables need to be considered, the level of maturityof a given hazard
group, and its corresponding weight (relative importance). The hazard group weight lated!dy
Eq(3.18)and found to be9 gsrupaak rd{t and 9y,.zade d@r z Finally, the overall maturity is found
to be 2.462 and the risk tuple issav st°& & w,

3.4.4Results and discussion

As expected, the level of maturity for intereaents ( ¢ 4 ¢ g5 doHa Yis higher than that for external
flooding :1 gs2uraak t & w This measthat the analysis and the results of the internal events are more
realistic than these for external flooding. This can be explained by thedaanlike external flooding, risk
analysis for internal events hazard group in NPP has been performed for all power plants all over the world,
which in turn, created the opportunity to develop solidly the appropriate models, level of details and base

knowledge required for realistic evaluatidi9]. This lead to a relatively well established highly mature
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PRASs[36]. On the other hand, as seen in the example above: most of the risk is contributedexyeBial
flooding with water level A inducing a loss of offsite pow@lE; (loss of auxiliary feedwater systh due to
the failure to close the isolating valvaynd BE (loss of component cooling system becauselafging)
The three basic events probabilities are obtained based on relatively, low level of knowledge, high
conservatism and high uncertainty. Fotample, the probability obccurrence of BEis calculated by
extrapolating the distributions based on observed data to the extreme water flowrate (i.e., flowrates that have
never occurred)Besidesthe probabilities of floods were taken as mean validsout considering the
uncertainty analysis. In addition, the characteristics of the river basin are special in view of the evolution of
the distributions of extreme floods, which opens more room for uncertainty.

The overall risk is represented by4d ; L :sé&w st°& & w Most of the risk and level of maturity
in this tuple is on account of external flooding hazard group, which in turn, explains the low level of
maturity on the overall risk.

3.5. Conclusion

In this chapter we have proposed a method for evaluatipmlitatively the different degrees of
UHDOLVP DQG PDWXULW\ LQ ULVN FRQWULEXWRUfYVY DQDO\VLY ,Q \
that are believed and emphasized in the literature to affect the level of realism and maturity of andlysis,
most importantly, the process @M. The framework is based on four main attributes: uncertainty,
conservatism, strength of knowledge and sensitivity. The strength of knowledge attribute, was further
broken into five sutattributes (data availabilitgata consistency, source of data, quality and reliability of
data, experience andhlueladenness of the analysts. Analytical Hierarchy Process (AHP) is adopted to
apply the framework, where pairwise comparison matrixes were built to estimate the redgjkies of
the attributes. An assessment protocols were developed to facilitate the process of attributes evaluation for
a given problemA techniquecalled thereducedorder model was also developed to allow the application
of the developed framework dhe level of constituting elements (basic events), which in turn, leads to a
more relevant and accurassessment Finally, the developed framework was applied on two hazard
groups inNPP, namely, external flooding and internal eveftse application othe framework to a case
study stressesghe importance of accounting for the level of maturity of a given hazard doouyetter
informing DM. For examplethe level of maturitycan bevery important ininforming the decision maker
in contexts where an dph needs to be chosen,torassess if the analysis are sufficiently maturaeed

to be enhancefibr making adecision

52



A potential limitation of the developed approach is that it was developed to be applied only on the
OHYHO RI 3DWRPLFt tHOleV8® idf@hey ModdD r@&tufERerefore the framework need to be
enhanced in the future to consider two levels of analysis: the leagbmic elements and the level of the
model structureln addition, we do not pretend that the framework itself is complete in terms of the
attributes and factors that affect the level of maturity. However, it still stands a good starting point for
overcoming the heterogeneity in the maturity level of the fagzgroup that in turn lead to mathematical
inconsistent and physically neneaningful results. Finally, please note that it is out of the context of this

work to show in details the process@i given this maturity index.
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Chapter 4 Assumptions In risk
assessmemhodelsand the criticality of
their deviations within the context of

decision making

The trustworthinessf risk assessment models dependgially on thevalidity and solidity of the
assumptions madén PRA, assumptions are typically made, based on best, conservative, or (sometimes)
optimistic judgments. Best judgment and optimistic assumptions may result in failing to meet the
guantitative safety objectives, whereas conservative assumptions may increaséethmargins but
result in costly design or operation. In the present chapter, we develop an extended framework for
evaluating the criticality (riskdf the deviations from the assumptions made in the risk assessnigci
might lead to a reduction dhe safety margindn particular,a review of the approaches proposed in the
literature to assess the assumpiand assumptiadeviation risk is presented Bect.4.1. InSect.4.2,
we present the extended method. Thergent 4.3,the implementatio procedures are illustrated, and an
application of the framework toraal case study oNPPis presented isect.4.4. Finally, inSect.4.5,we
offer a discussioandsome conclusions.

4.1. State of the art

In risk analyses, assumptions are inevitabide by experts because of incomplete knowledge, data,
information and understanding of the phenomena invoNdd, for simplifying the analysis when
necessary10]. The recognition of the importance of assumption on the results of risk assessment led
experts in the field to formulate some methods to evaluate the quality of assumptions and to treat the
uncertain ones

As seen from Chapter the NUSAP is appliedin [21], [22], [10], [23] to assesshe quality of
assumptionsthrough a pedigree diagramilso, some method are proposedfor treating uncertain
assumptiongl11]: (i) law of total expectation; (ii) interval probability; (iigrudestrength of knowledge
and sensitivity categorization; (iv) assumption deviation rigk. UVW LQ WKH 30DZ RI WRWDO

probability distribution expressing the belief on different assumptions is introdttgdThis kind of
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techniques is appropriate when the beliefs on the assumptidrased on strong knowledge and historical
data[ll]] 6HFRQG LQ WKH 3WKH LQWHUYDO SUREDELOLW\" WKH DVVEF
maximum values of assumptions and their corresponding believed probdhiityhis technique is more
appropriate for cases of weak knowledd&]. Third, in the crude SoK and sensitivity categorization, the
criticality of assumption is assessed by assgsthe strength of knowledge on which the assumptions are
made, as well as the dependency of risk assessment on this assybigti&imally, for the assumption
deviation methodthe risk of deviation is evaluated considering three elements: the degree of expected
deviation of assumption from realitihe likelihood of the deviation, and the knowledge on which the
assumptions are basfd], [26]. This method was later extendedid], where some setting wedefined
given the belief in the deviation from the assumption, the sensitivity of the risk index and its dependency
on the assumptigrand the SoK on which the assumptions are nfadle Guidance for treatment of
uncertainty related to the deviation of assumptiomsre given for each setting.However, the
aforementionedmethods eitherdo not complywith evaluating the level of trustworthiness risk
assessment modeldthin the context of hierarchical framewotlack ofa rigorous evaluation protocols
or do notcomprehensively consider different typg#sassumptions, e.g., conservative assumptonkdM,
e.g., comparing alternatives

4.2. The proposed framework

In this sectionthe original workof Khorsandi andAven (2017)[26] is extended Compaed to
previous works on the subject, we consider also conservative assumptions, other coridditsaofl
introduce decision flow diagrams to support the classification of the criticality of the assumptions made.

In this work,we assume that each assumptig Qaffects the numerical values of some parameters
in the Probabilistic Risk Assessment (PRA) model. The factor that links the assumptions to the numerical
SDUDPHWHUV LV FD O O H @hektiKoalig\W: ¥;Lbfen asSuniption ¢ aSde<hiitigd on the
six criteria: (i) the type of assumption; (ii) the context of decision making; (iii) the belief (likelihood) in
deviation from reality; (iv) the amount of deviation from reality; ttw likelihood of thedeviation; (vi) the
margin of deviatin; (vii) the strength of the knowledge supporting the assumption. mbadee levels of
criticality are definedwith their corresponding settings:

1. Very critical (%L s; The assumption is based on weak knowledge and the confidence on
the assigned value of the model parameters is low. Besides, the assumption deviation has

severe influence on the decision making and might lead to exceedance of the safety limit.
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Further analgis and justification of the assumption is required.

2. Not very critical : %L t ;; The assumption is made based on a moderate level of knowledge. The
assumption deviation is likely to happen, but the risk metric remains within the safety limits
even after condering such assumption deviation. The assumption can be trusted to figport
if the risks of the deviation from other assumptions are all not critidl J. Further analysis
and justification of the assumption is needed only when multiple other agsusnate also in

this state.

3. Not critical (%L u; The assumption made is based on strong knowledge. An assumption
deviation is unlikely to happen or, if it happens, it does not affeddMeThe assumption can

be trusted and decisions can be made bas#teaurrent assumption.

To evaluate the criticality of the assumptions deviations, six criteria are considered, as dfigwreid.2.

Figure 41 Criteria for evaluating the criticality of assumption deviation
1. Type of assumjain :#; Assumptions made ifPRA can be classified into different typesor
example,[19] distinguishes three types of assumptions: conservative assumptions, best judgment
assurptions and approximations. Conservative assumptions are made out of cautiousness and tend to
overestimate the risk rather than underestimate it; best judgment assumptions are believed to
represent expected scenarios, given the available knowledge; apgiorsrare assumptions that are

made for reducing the complexity of the mod@8]. Deviations in different types of assumptions
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might lead to different influences on the PRA. In our framework, three types of assumptions are
considered:
i. Optimistic assumption: #5 ;: the assumption is judged by peers to underestimate the risk when
compared to reality
ii. Best judgment #4;: the assumption is judged by peers as representative of reality (realistic)
iii. Conservative assumption#;; the assumption igjudged by peers to overestimate the risk

when compared to reality (pessimistic).

2. Context of the decision making& / ; Risk metrics are used to suppbi¥ in different context$19].
In this work, we distinguish between two context®M. First, the comparison with safety objectives,
whereby the risk metrics are compared to quantitative safety goals and {i®érim this case, the
decision maker would accept performing the task (project, task, work, etc.) if the risk metric is lower
than the safety objective; otherwise, some safety reduction resa@ig., safety barriers, safety
systems, etc.) need to be implemented in order to reduce the risk. Second, the comparison of
alternatives, whereby risk metrics of different alternatives are compared. In this case, the decision
maker would choose the athative that leads to a lower risk, or choose the risk reduction measure
that leads to a higher reduction of the risk metric given the cost of the appliddtewmriticality of
assumptions deviations varies from one context to another, vihe@@npanng risk metric to a safety
goal, only the deviation toward critical scenarios need to be considered. On the other hand, for
comparing alternatives in terms of their risks, all the deviation scenarios need to be considered, since a
conservative assumptionight lead to a higher risk metric and hence, lead the decision maker to make
a wrong decision by choosing another alternative that has a higher risk in reality but appears lower due

to the different levels of conservatism in the analysis.

3. Belief in deviaton :$; measures the realism of an assumption and is expressed by the likelihood of
assumption deviation. The likelihood is assigned by the experts following the criteria defigéj in
i.e., what could cause the assumption to deviate in reality; what are the key drivers of those causes;

etc.

4. Amount of deviation from reality &; refers to the amount of deviation between the assumed

parameter value and the true value. It is assigned by experts and expressed in percentage.
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5. Strength of knowledge:- ; refers to the strength of the backgroundwsalge that supports the

evaluation of the belief in deviation and the amount of deviation.

6. Margin of deviation :4&; refers to the degree to which an assumption may deviate before the
deviation changes the decisions made based on the results of riskresges.g., the violation of the
acceptance criteria or the change of the prioritization of different options. This margin is calculated

analytically (se&sect.4.3.8) and expressed in percentage.

Context of decision » Type of assumption
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Figure 42 A comparison between the original (Khorsandi & Aven, 2[26]) and the extended frameworks for
assumption deviation risk assessment



The logical combination of the six criteria yields different levels of criticality. Decision flow diagrams
are introducedh this work to capture the logical relationship between the six criteria and the criticality of
assumptions deviations. Only one example on decision flow diagram is preseSext.th3.9, the rest of

the decision flow diagrams are presenteth@éappaded papelll (Sect. 2.2.9)

A comparison between the original assessment framework in Khorsandi and Aven (2017) and the
extended framework is made in Figure 4.2. It can be seen that the originainwa} is adjusted and
extended to include an additional ¢text of DM (comparing alternatives) and also a new type of
assumption (conservative assumptions). Accordingly, new criteria are added or adjusted to integrate the
new decision context and type of assumption in the assessment of the assumption dekiafisnaithe
presentation of the assumption deviation risk, the radar p|a6]nwhich presents the contributing factors
to the assumption deviation risk individually, is replaced with an overall integrated metric for assumption
deviation risk, i.e., the criticality: %. These extensions makepossible for the extended framework to

provide a more comprehensive description of the risk from assumptions deviations.

4.3. Implementation of the framework
As shown in Figure 4.3, nine main steps are needed for applying the developed framework to assess

the criticality of assumptions deviations. The réteps are discussed in details in Selst.4.3.1-4.39.

Figure 43 Procedure for applying the developed framework for assumption deviation criticality (risk)
assessment.

4.3.1 ldentify critical assumptions

In the first step, the assumptions made in the PRA are identified. The assumptions might be made due
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to lack of understanding and knowledge about a phenomenon or as an attempt to reduce the modeling
details and complexity20], [19]. The type of each assumptior¥; is determined by eert judgment,
making reference to the definitions in Sé&.1.
4.3.2 ldentify the model parameters affected by the assumption of interest

As mentioned in Seet.2, in this work, we assume that there is a juncture that connects numerically
an assumption to om@ more parameters in the PRA model. Without losing generality, let us assume that
the PRA model is represented by:

4L Blsdg@a L, &Ly a4 (4.

where 4is the risk metric andL; 44 Ly & Ly are the model parameters (e.g., failure probabilitiBs),
is the function that depends on the structure of the madiere # Qrepresents a set of assumptiolms
the framework, we only consider the assumptions that can be altered numerically antbhharge the
numerical values of the model parameters. We do not consider the assumptions that are related to the
model structure or that cannot be measured numerically. The second step, then, involves identifying the

model parameters affected by eachuagstion, as shown iRigure 4.4.

Figure 44 Representation of connections between assumptions and model parameters

4.3.3 Assess the belief in assumption deviation
The belief in deviation is evaluated as the subjective probability assigned by experts that the
assumption deviates from the actual conditions. The assigned value is conditional on the available
EDFNJURXQG NQRZOHGJH LQFOXGLQI shofl e nore thad Bé ¥WimGoK DO H[S

evaluating the belief in deviation is not to assign a precise value for the probability of deviation. Rather, it
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DLPV DW H[SUHVVLQJ WKH H[SHUWVY EHOLHIV EDVHG RQ WKH DYI
might be deviating from realitj26]. SUFK D VWHS FDQ EH UHJDUGHG DV D WRRO IRU
individual expertise by reflecting their implicit knowledge that cannot be directly stated or documented.

To determine the value oféthe likelihood( H needs to be evaluated by expditst, following the
considerations recommended by Khorsandi and Aven (2[26]) What could cause the assumption to
deviate? What aréhe key drivers of those causes? Has a similar deviation occurred in the past? What
evidence is available for supporting the potential for a deviation?

Then, the value of $ is determined based on the likelihodet (

a. $LsEBQHQtr”

b. $Lt&EBr” OHQur"

c. $LuUEBTIr OHQsrr”

4.3.4 Evaluate the amount of believed deviation from the true value

The amount of believed deviation is evaluated as the relative distwtaeen the assumed
parameter value and the true value believed by experts, as expressed by ER). Similar to the belief
in deviation, the believed deviatiod& LV HYDOXDWHG E\ H[SHUWYV DQG UHSUHVHQW
severe the deviation clilibe. The value assigned t& takes a positive sign E; if the assumption is
believed to deviate towards dangerous scenarios and a negativeFsighit is deviating towards safe

scenarios:

ERE
a

&L

4.2)

where & is the amount of believed deviatior, is the parameter value believed true by the experts, and
L is the parameter value as assumed in the analysis.
4.3.5 Evaluate the strength of knowledge

The assigned belief (likelihood) and amount of deviation are d¢ondit on the background
knowledge available, and on the individual expertise and points of view of the experts who made the
assessment. Therefore, the strength of knowledge on which the assessment is based is highly relevant and
is explicitly considered irboth the original and extended framework. In this work, we use the method
proposedn [6] for evaluating the strength of knowledge. This approach is mainly based on thei@valuat
of four criteria (i) reasonability and realism of assumptions; (ii) phenomenological understanding; (iii)

availability of reliable data and information; (iv) agreements among peers. In addition, we take into account
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a fifth criteria, suggested lghorsandi and Aven (2017}v) the level of expertise and competence of the
experts. A score of-3 is given for each criterion, corresponding to three levels, i.e., weak, moderate and
strong, respectively.

A weighted average of the five criteria sr&#EL sd & wéis used to calculate the overall
knowledge scores -

5- L Algs Su. Gy (4.3)
where Syis the weight of criterionGy Obviously, the five criteria are not equally important in defining the
strength of knowledge. To handle this, the AHB] is used to determine the weights of the strength of
knowledge criteria. More illustration on AHP method and how to appypresented in chapt@ The
strength of knowledge denoted by; is, then, calculated based on the valuesof

X - L saif sQ5- Qs&
X - Ltéaif s« O5-Qtéa

x - L uéf 5 Pt3

4.3.6.Determine the context of decision

In the original workin [26], only one context dDM was considered,e., comparing a risk metric to a
specific safety objective. In this sense, only assumptions deviations toward dangerous Jogtianiesc
assumptionsiieed to be considergdowever, i the practice of risk management, we often need to compare
alternatives in terms of their riskg.g., two options leading to riska choosing among two options
implemented to reduce the riskh this case, all the deviation scenarios need to be consideredasince
conservative assumptiamight lead to a 3 X Q @H B W higH2IOriGk metric, whichin turn, leads the
decision maker to pref¢healternatveZLWK WKH 3XQUHDOLVW Inhéd WkdsOtRivdd&d) ULV N P
3IDOVH DODUP” RI KLJK ULVN )RU P RBigure @%idhis/exampe Lirk@ecisiob NH WK H
maker is comparing two alternativeg, Hand # kl and he/she prefers to choose the alternative with the
lower risk. At a first glancand using conservative assumptiathe decision maker would choogeklas it
hasalower risk metric value (the blue solid line). However, a second look shows that the valiyiofthe
meshed filling) is lower than that &fs, when the true conditiois used in the calculation rather than a
conservative assumptiohlence, it is importat to identify the context oDM when implementing the
extended framework. In this work, tM@M contexts are distinguished, namely, comparing a risk metric to a

safety objective & / 5 and comparing two alternativeg:.( ¢).
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Figure 45 Comparing the riskelated to two alternatives taking into account the risk metric value bast
the assumption made and the true condition

4.3.7 Define the safety objective
The safety objective needs to be identified considering the given decision context, as shown in Figure
4.3. The safety objective represents a numerical value whose excedyathme risk metric would lead to
changes in the results of the rskormed decision making. The safety objective is dependent on the
context of theDM. For the decision contex& / 5, the safety objective is identified as the threshold that the
risk metric should not exceed. On the other hand, if the decision contekt/ is the assessor needs to
choose the alternative with the lowest risk metric value. Therefore, the (higher) risk metric value of another
alternative is defined as the safety objextimder thiDM context.
4.3.8Identify the margin of deviation
Next, the margin of deviation &; needs to be calculated. This margin represents the maximum
tolerable assumption deviation before the -fifhrmed decision is changeéds shown in Figure 4.4,
different assumptions might affect one or more model parameters, or, the other way around, a model
parameter might be affected by one or more assumptions. In this work, we calculate the margin of
deviation one assumption at a time, to reduce the complaiitye analysis. Assume that the assumption
of interest =yaffects model parameterssalgé Ly. Then,we assume that the assumption deviation
DIIHFWV 3VLPLODUO\" WK L{#EHLO Dbk tBeDeld iR ¥dikabiBhe assumption

deviationcan be modeled by

LbL:sE&Ls
AL L :sE&Ls (4.4)

Ly L :sE&L

where L'4 EL s& & | &are the deviated model parameters a@depresents the amount of deviation in
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the model parametefand assumed to be the same for all parameters affected by an assumption) due to the
deviation in the assumption. It should be noted that in theory, the basic event probabilities can also change
by different amounts, resulting in different values @ffor different basic eventdhen, the deviated risk
metric 4 is calculated by

4L Blsded Lydassaly; (4.5)

The value of & can be calculated by solving the following equation:

NC
4 B@SE& @saSE& @ SE& @, Aly>58 LAL 4gg (4.6)

In Eq. @.6), 4 is the safety objective defined 8ect.4.37, i.e.:

4y (E BDA@ A? E QR KR AETRH -

40 L\ 4 £ BDA@ A2 E ORXRATRH 4

4.7
where 4g5:and 4¢ represent the safety limit objective and the risk metric value of the alternative being
compared, respectively.
4.3.9.Evaluate the overall criticality based on the decision flow diagrams

The criticality of an assumption deviation measures its influence on thénfiaskned decision
making and, hence, on the safety of the system. As defin8ddn4.2, the criticality of the assumption
deviation depends on both the severity of the infbeesind the likelihood of the deviatidfour scenarios
are distinguished to quantifii¢ severity of the influence of the assumption deviation:

a. failures in meeting the established objectives, i.e., the magnitude of deviation is larger the deviation
margin,leading to the exceedance of the safety limit;

b. success in meeting the established objectives i.e., the magnitude of deviation is lower than the
deviation margin, or the deviation is occurring towards lower amounts of risk due to conservatism in
the assunon;

c. Altering the different prioritization when comparing two or more alternatives, i.e., the risk metric
based on unrealistic assumptions is higher or lower than what it would be based on the true
conditions, leading to the mischoice among the diffeattatnatives.

d. Unchanging the prioritization when comparing two or more alternatives, i.e., the risk metric based on
unrealistic assumptions is higher or lower than what it would be based on the true conditions, leading

to misranking the different alternagis.

Considering the scenarios defined above and the likelihood of deviation, decision flow diagrams are

built for evaluating the criticality of assumption deviation risk. We present only one example on the
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decision flaw diagram In Figure 4.6, the restnesentedn the appended papBt (Sect. 2.2.9)It should
be noted that in these figures, the difference between the margin of devéatiod the amount of
deviation & denoted by¢§ is calculated and used to measure the safety margin for aagsamption
deviation:
caLl aF & (4.8)
Following the steps in Sect§.3.1-4.3.8, the criticality %can be evaluated using the decision flow

diagramgresented ifrigure 46 andappended papéil (Figure 6-8).
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Figure 47 Criticality assessment decision flow diagram for decision coni&xt and assumptions of typi
#sand #¢
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4.4. Application

In this section, w apply the developed framework ogal PRA models for the external floadi
hazard group®f the same case stuglyesentedn Chapter 3.The PRA model for external flooding is
chosen because it is less mature compared to the PRA model of other hazard groups and involves many
assumptions.

4.4.1 Evaluation of assumption deviation risk
4.4.1.1Identifying critical assumptions

The critical assumptions in the PRA model of external floodthg basic events of the external
flooding listed in Table 3.4)re identified following the procedures $ect.4.3.1and listed in Table 4.
The assumptiodeviation risks for the assumptions in Tablé deed to be evaluated using the developed
method in Sect.3. In the following, we illustrate in detail how to apply the developed framework on one
FRQVHUYDWLYH DVVXPSWLRQ QDPHOdme Wodds i$ Qripdedictgble &nBEFR P SD C
XQILOWHUDEOH" ))RU WKH RWKHU DVVXPSWLRQV 42R8GLUHFWO\ JLY|

Table 41 List of the assumptions related to the reduceder model of the external flooditgizard group.

Affected
#¢ Description Type basic
event

It is assumed that failure to close the isolating valves for volum
# G protection sealingvater proofing causes the total lossErhergency Conservative BE2
Feed Water System (EFWS)

# ¢ If the floods occur, the clogging is certair? L s; Best judgment BE3
If the river flooding is accompanied with clogging, then, it . BE3,
G . ) Conservative
unpredictable and unfilterable BE4
Clogging leads to failure of Essential Services Wagystem BE3
# @ (component cooling system) and therefore, the reactor contain Best judgment BE4’
spray system
It is assumed that probabilities of a given level of flood can
calculated by extrapolating the distributions based on observed d ) BE1
#G ) Best judgment
the extreme water flowrate (i.e., flowrates that have never occu
and that the probabilities of floods can be taken as mean values
It is assumed that once the water reaches the bottom of an equif _ BE2-BE
#C . . Conservative
" the equipment fails 10
It is assumed that once the water level exceeds the height c ) BE2-BE
#C . . ) o Best judgment
" barriers, the water will enter and fill the building 10
It is assumed that unit 1 cannot get help from unit 2 and vice vers _
Conservative BES8

C .
from the safeguard system shared between the two units
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It is assumed that the river flood can be predicted using stati

#C Optimistic BE1
models
It assumed that once the river flood is predicted, the probabilit
failingto WUDQVLW LQWRPW K BHWQW D W KX R GR BEL

# ¢ shutdown and cooling with steam generator, normal shutdown Bestjudgmat
cooling with residual heat removal system etc.) is the intrinsic fai
probability that is considered in normal cases

4.4.1.2ldentification of model parameters affected by the assumption of interest
The model parameters in the PRA model are the probabilities of the basic events in the event tree. As
the clogging can lead to the loss of component cooling system (CCS) or the loss of the pumps in the
auxiliary feedwater system, the assumptib®is related to the two basic events BE3 and BE4, as
presented in Table 4.
4.4.1.3Assessment of the belief in deviation
Experts from EDF are invited to assess the belief in deviation. In this assumption, the probability that
the clogging is not detected and filtetied. (2 L 9, while in reality, the clogging is usually detectable and
can be filtered, which means that the true value of this probability is less ((#Za®@ ¥, leading to a lower
risk than the value calculated using the assumed model parameters. rEhdrefexperts think that this
assumption is very conservative, indicating that the assumption deviation might reduce the value of the
risk metric.
Some observations can also help the expert to better understand the assumption and evaluate the
belief indeviation, as shown in TableZ.

Table 42 Assessment of the belief in deviatiégh®

Aspects Assessment

What could cause the assumption to deviate? The amount of precipitation can usually be predicted. Hence, if the
flooding is caused by precipitation, then, it can be predicted.
Unless it is due to barrier rupture, the river level usually incre
gradually and can be seen and noticed easily.
If there is heavy precipitation, the operators would pay more attentic
the water filters on the river and clean the filters to make sure that the

intake is not clogged.

What are the key drivers of those causes? The fact that the river level increases is a gradual process.

The fact that the operators are able to cléarctogging if it occurs.

Has a similar deviation occurred in the past? Yes.

What evidence is available for supporting t The feedback reports show that a clogging has occurred before an

potential for a deviation? operators were able to see it andnage it.

Based on the analysis illustrated in Tabl@, 4he belief in deviation was assigned to be 70%.
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Therefore, we have$ L u

4.4.1.4Evaluate the amount of believed deviation from the true value
Experts in EDF are asked to evaluate, based onlibk@fs, the amount of assumption deviation from
the true values. The experts have assigned the amount of deviation in percentage ltoFler ",
meaning that the experts believe that the assumption is conservative and deviating towards a higher risk.
4.4.1 . 5Evaluate the strength of knowledge
The strength of knowledge has been evaluated as indicated it Seg&tThe strength of knowledge

attributes are evaluated separately, as shown in Tabhle 4.

Table 43 Strength of knowledgeriteria and weights.

Attribute Weight Score
Reasonability and realism of assumptioi) ( 0.13 1
Availability of reliable data and informationQ) 0.13 2
Phenomenological understandinG) 0.42 1
Agreement among peersg) 0.16 1
Level ofexpertise and competence of the expe@ ( 0.16 2

The overall knowledge score is calculated using Eg4Q):
- L Algs Su®GL sd{

Then, based on the criteria defined in S&85, we have- L sa

4.4.1.6Determine the context of decision making andefine the safety objective
The context of th®M in this case study is to compare a risk metric to a safety limit. The risk limit
for core meltdown varies betweea Hs?° f«tsHs 78 [85]. As the flooding events are usually
site-specific[86], the contribution of the external flooding hazard group to core meltdown also varies from
one NPP to another. Moreover, we consider only a part of the external flooding PRA model in this case
study (through the reducestder model). Accordingly, for illusttn purposes, we artificially set the
safety limit of the considered PRA model to ldg gL saksr’s
4.4.1.71dentify the margin of deviation
As the assumption# @ affects the basic even®';4$'s WKH YHFWRU RI EDVLF HYHQW
related to te assumption arey L :L, 8,3 Accordingly, the deviated risk function can be expressed
using Eq. 4.5):
4L 4L 4gud Brlsded, 44, 5% dod Ls 0

L BlsdgadsEJ; ®B,4SE J; Rgldga Lsy;
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The solver in Microsoft Excel is used to solve. E6), with 455l X ruH s r’<&The resulted margin
of deviation is & 5 L tx&r". The margins of deviation for the remaining assumptions are calculated in
a similar way, as presentedTiable 44 next in Sect4.4.2.8.
4.4.1.8Evaluate the overallcriticality based on the decision flow diagram

As illustrated inSect.4.3, the overall criticality of assumptions deviation is assigned based on the
decision flow diagramépresented in Figures& appended papéil ). For the assumption of inter€stQ ;,
the belief (likelihood) in the deviation is assigned to be 70% (level 3). The difference between the
deviation margin and the amount of believed deviation is 76.40%strength of knowledge is assessed to
be - L s For an acceptanemiteria decisiorcontext, this means that we believe that we are under the
safety limit, and the deviation is not considered critical and can be accepted. On the other hand, our belief
is based on weak knowledge, which makes it less credible. Following the decisionawandin Figure
4.6, the criticality of this assumption i%L t. Accordingly, the assumption is not very critical and listed
LQ WKH 3ZDLWLQJ OLVW"™ ZKLFK PHDQV WKDW LW LV DFFHSWHG XQUC
assumptions devi@ans that change the evaluation.

The same steps are repeated for each assumption. The scores and the evaluation corresponding to each
criterion for each assystion are presented in Tablel4ogether with their final criticality scores.

Table 44 Assumptiondeviation criticality and criticality criteria assessment

#y Type $'s W+ $u &y &y &8y -0 %
1 Conservative BE2 95%:3 -90% » » 1 2
2 Best judgment BE3 30%:2 90% 35.11% -54.89% 2 1
3 Conservative BE3, BE4 70%:3 -90% 26.40% 116.40% 1 2
4 Best judgment BE3, BE4 5%:1 5% 26.40% 21.40% 3 3
5 Best judgment BE1 50%:3 50% 24.22% -25.78% 3 1
6 Conservative BE2-BE10 90%:3 -70% 20.38% 90.38% 1 2
7 Best judgment BE2-BE10 40%:3 30% 20.38% -9.62% 2 1
8 Conservative BES8 20%:1 -30% 869.95% 899.95% 1 2
9 Optimistic BE1 40%:3 30% 24.22% -5.78% 2 1
10 Best judgment BE1 5%:1 5% 24.22% 19.22% 3 3

As shown in Table 4, the different assumptions have three levels of criticality i,62, B (very
critical; not very critical; not critical). The corresponding actions that need to be takkatisionmakers
and analysts are respectively:

® %L uaThe deviation is very likely to happen. Besides, the assumption deviation has severe
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influence onhe decision making and might lead to exceedance of the safety limit. Further analysis
and justification of the assumption is required. This kind of assumptions decreases greatly the
safety margin of the NPP. Therefore, it should be treated carefully.

(i) %L t aThe assumption can be trusted to support decision making if the risks of the deviation
from other assumptions are all not critic8L u;. Further analysis and justification of the
assumption is needed only when other assumptions are also in this litatend of assumptions
does not decrease the safety margin of the NPP if the other assumptions are of the same type or
less critical.

(i) %L sdn assumption deviation is unlikely to happen or, if it happens, it does not affect the
decision making nor the s of the NPP. The assumption can be trusted and decisions can be
made based on the current assumption. This assumption does not impact the safety margin of the
NPP.

As shown from the example above, the assumptions deviations might be inevitable. Simoetit
significantly affect the results of QRA, the decision makers and analysts should pay attention to their
criticality. In the NPP industry in particular, some deviations might be very critical and lead to catastrophic
consequences.

4.5. Conclusion

In this work, we have extended the approachKbbrsandi and Aven (2017jor evaluating
assumptions deviations @RAs. The extended framework covers a new conteXiMfvery relevant in
practice, namely, that of comparing alternatives (rather than comparing a single alternative against a safety
objective) and an additional type of assumptions, namely, conservative assumptions (rather than just the
best judgment type ofsaumptions). An integrated metric, the criticality of assumption deviation, is
defined and evaluated based on the extended framework through the use of decision flow diagrams. The
developed framework is applied to a case study of a PRA model of the eftevdang hazard group of
an NPP. The implementation of the framework has shown its feasibility and its ability to cover different
types of assumptions and to provide a more complete evaluation of the assumption deviation.

The use of decision flow diagranmas both pros and cons. The pros are that these diagrams facilitate a
standardized assumption deviation risk assessment, increasing both the transparency and efficiency of the
assessment. These are desirable attributes in case of peer review of tmmergsasd considering the

large number of assumptions typically involved in PRAs. A con of such diagrams are that they give a
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SPHFKDQLFDO" DVVHVVPHQW SURFHGXUH ZKHUH WKH DVVHVVPHQW
overall judgments. Anothgpossible limitation of the current research that need to be addressed in the
future is that it analyzes the deviation risk for one assumption at a time and, thus, fails to take into account

the deviation risk for several assumptions simultaneously
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Chapter 5Strengh of knowledge
supporting risk analysis: assessment

framework

In PRA, models are developed to calculate probabilistic indexes for risk characterjgatidine
outcomes are inevitablgonditioned onthe knowledgeof the problem. Thentiis wellaccepted that
epistemic uncertaintynustbe quantified for a comprehensigbaracterizatiorof risk. This relates tdhe
Strength of Knowledge (SoKhat supportsherisk modeing and assessmeis], [16]. The SoK has bee
identifiedalsoin Chapter 2 as a crucial part of the trustworthinesbenfisk assessmeotutcomes.

The aim of this chapter is to develop a framework for assessing the SoK of PRA amutileéd can be
applied on the constituting elementsadfRA mocel. A hierarchical framework is developtxtonceptually
describehe SoK and relate it to its major contributogect.5.1 briefly presend some common methods for
evaluating the SoK ddirisk assessment model. 8ect.5.2, a SoK assessment hierarchical framework is
developed. IrSect.5.3, the framework ismplemented ira topdown and bottorup fashionfor practical
SoK assessmenbased on the reduced order model presented in ChapberS&ct.5.4, a case study
concerningwo hazaregroup PRA models of MPPis presented. Finally, a discussion and conclusion on the
method are presented.

5.1. State of the art

Few methods are found in the literature for assessing the SoK supporting risk assesq@ierda. In
SFUXGH” TXDOLWDWLYH GLUHFW JUDGLQJ RI WKH 6R. WKDW VXSSRU
SoK is classified to minor, moderate, and significant with respect to four criteria: the phenomenological
understanding of the problem andadability of precise and wellinderstood predicting models for the
physical phenomena of interest, the availability of reliable data, the reasonability of assumptions made, and
the agreement among expef&§, [11], [17], [41], [7]. In [17] a semiquantitative approach known as
assumption deviation risk has been introduced. The core idea of this method that poor assumptions are main
sources of weak knowledge and, thus, the solidity of assumptiombkioln risk analysis is based should be
evaluated17], [11]. This approach is based on converting the main assumptions into uncertainty factors and

identifying the criticality of assumptionBy assigning crude risk scores for the main assumptions of the
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risk assessment model based on: (i) the possible deviatiom thie assumptions and the associated
consequences; (ii) the uncertainty of this deviation; (iii) the background knowledge that supports the
assumptions. Similarly11] defines guidelines to treat the uncertainty associated siihtypical settings
that correspond to different levels of assumptionsatiems However,most of the aforementiondack of
an integrated framework that covers the different contributing factors to SoK.thdsoevaluatéhe SoK
by directly scoring of some intangible contributing factors, which is hard to apply in practice.

5.2. A hierarchical framework for SoK assessment

In this section, we construct a conceptual framework to describe the SoK that supportsTh@®RA
framework developed, based on the rev@esentedn the appended papéy. The main attributes that
contribute to the SoK are identified from the literature and organized hierarchically based on the
framework proposed if6], but adjusted and expanded to include more contributors and facilitate the

practical implementations.

Figure 51 A hierarchical conceptual framework for knowledge assessment

As shown in Figure 3, the SoK, denoted by (Level 1), represents the solidity of background
knowledge that supports a risk model. A high value- ahdicates that the model is well supported and,
therefore, its results are trustable. The SoK is chaiaeterby three leve? attributes: solidity of
assumptions #;, availability and reliability of data&, and understanding of the phenome®, The
attribute #measures the plausibility, objectivity and sensitivity of the assumptions upon whicbdekisn

based; &measures the amount and reliability of data that support the model evaluatiodPaméasures
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the degree of comprehension of the phenomena involved in the risk assessment.

The three attributes of lev@lare further decomposed intdosattributes (Levels 3 and 4) to assist their
evaluation in practice. Please note that the breadkiwen is designed in such a way that the-atibibutes in
the same hierarchy are independent and mutually exclusive. Detailed definitions of the adir#ogite=n in
Table 51 and Table 2 Detailed guidelines for the evaluation of the attributes at the bottom levels of the
framework are defined in Appendic&sC of appended paper IV

Table 51 Definition of SoK attributes (Level 3)

Attribute Definition

Value ladenness of the analy The degree to which the presumed values and beliefs that are taken as facts,

:8.L -54; assumptions made by experts are affected by the personal pointewf bias,
subjectivity, and external or personal limitations

The sensitivity of assumptioor 7KH GHJUHH WR ZKLFK WKH PRGHOVY RXWSXW YD

5L -57

Amount of available date The quantity of data that supports the modetind analysis
H#H&L -45;

Reliability of data :4 &L -g4;  The degree to which the available data is complete, accurate andregraronsistent,
valid and representative of reality

Years of experience:;' L -75 The amount of experience (measured in yeagarding a specific phenomenon

Number of experts involvec The number of experts who are explicitly or implicitly involved in understanding
0' L -76 phenomena and the risk analysis

Academic studies on th The number of academresources, i.e., articles, books, etc., available in relation tc

phenomena:#' L -7 phenomena of interest

Industrial evidence anc The number of industrial applications and reports related to the specific phenom

applications on the phenomer events binterest

'L -7g;
Table 52 Definition of SoK attributes (Level 4)
Attribute Definition
Personal knowledge 2 - L -5¢¢ 7KH OHYHO RI DQDO\WVWVY NQRZOHGJH DQG UHO'l
Source of information5 L -5¢¢ The degree oW ROLGLW\ UHOHYDQFH DQG FRQILGHQF

and knowledge

Unbiasednesand plausibility :7 L -5¢7 7KH H[SHUWVY GHJUHH RI R E tbWard4 perdodl inBe(@ss, oX ¢

intentional or norintentional tendency towards a specific subject in the analysis

Relative independence4 +L -5¢4g The degree of independence of the analysts from limitations or external pressure

Past experience 2' L -5 7KH H[SHUWVY GHJUHH RI H[SHULHQFH LQ WKH 1

specific problem under analysis

Performance measures2/ L -5¢; 7KH H[SHUWVY GHJUHH RI SURIHVVLRQDOLVP V

assignednissions and level of achievement

Agreement among peers2 L -5 ; The degree to which the assumptions made by different experts are consistent
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Completeness: %L -g65 The degree to which the collected data contains the needed information for t

modeling and assessment

Consistency: % K -g66 The degree of homogeneity of data from different data sources

Validity :8 L -g¢67 The degree to which the data are collected from a standard collection proce
satisfy the syntax of its definitiofloaumentation related)

Accuracy and conformity:# ?L -ggs The degree to which data correctly reflects the reality about an object or event
Timeliness :6 L -g¢6g The degree to which data are-tapdateand represent reality for the required point
time

5.3. Atop-down bottom-up method for SoK assessment

In this section, we present a tdpwn bottoraup method to facilitate the practical implementation of
the framework proposed in FigurelSor the evaluation of the SoK supporting risk assessment models. In
Sect.5.3.1, we give an overview of the SoK assessment methdtow to evaluate the SoK on the level
of basic elements of a PRA modét Sect. 5.3.2, we shoand howto aggregate the SoK of the basic
elements to evaluate the SoK of the total risk assessmodel.

5.3.1.S0K assessment for the basic events

Similar to the assessment of maturity presented in Chaptde3assessment of SoK starts from
determining the SoK for each basic event. The total SoKh®reduced®RA modelis evaluated as a
weighted avd) DJH RI WKH % (VY 6R. DV ZL%A.5BH ThoOfsKstay Idlizit¢tes ODWHU
construct theeducedorder PRA model using the same procedural steps illustrated in Chapter 3.

After constructing the reduced order model and identifyingbtisic events that need to be asses$éed, t
SoK isthen,evaluatedor a single basic evemis a weighted average of the attributes scores presented in Figure
5.1, where the attribute scores are evaluated based on the scoring guidelines preg@ypeddoes AC of the
appended paper VZKLFK LQ WXUQ DUH GHULYHG EDVHG RQ WHFKQLFDO UHSF

SoK is, then, assessed as follows

- LR KGR0 u® 0 0y 8- 0 v (5.)
In Eq. 6.1), 9@ yand 9 v are respectively the weights of th& 2 and 4" level attributes in the
hierarchicaltree of Figure 4, -yvdV WKH VFRUH RI WKH 3QHI)EndDMWWIE LEXWHYV
respectively the number of attributes in tH& 2 and 4" levels. Letting - ; 4 gdenote the knowledge
score for the Bh leaf attribute in the bottom level, E§.1) can be simplified as:

L A.ix(g;]RQUBa(ﬁ@@rm@:@ (5.2)

where Jg g oly S {is the number of leaf attributes in the assessment framework of Fidure By guis
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evaluated based on the guidelinesAippendices AC of appended paper IV 9rsamis the global

weight ofthe GWK 3OHDI" DWWULEXWH ZLWK UHVSHFW WR WKH WRS OHYH
9012k \90@0\? EBigaus <2t 0z
DEAGRE 9@ @ yvAE g <021 HZ

Note that the global weights9;sasfel sdd& &gz go@f the leaf attributessums to one:

(5.3)

~8x iR
Ae Qurack S

As shownin Appendices AC of appended paper IV- ; g giiS between 1 and 5, with a high value
indicating strong knowledga~rom Egs. §.1) and 6.2), and since the scores of leaf attributes are on
between land 5t is obvious thatlso -3, D >s&”and a large value indicates strong knowledge on the
correspoding BE.

Given the assessment framework developed in Figdreltte AHP[48] is adoptedor evaluating the
relative importance (weightsP; 9pvand 9y in Eq. 6.3). Please note thasince there are no
alternatives to be comparéad this work, pairwise comparison matrices are only needed for deriving the
criteria (attributes) weights. More illustration on AHP method and evaluating the weights of criteria is
presented in Chapter 2.

As illustrated inChapter 3the PRA model is decstructed to its constituting elements and then, the
number of constituting elements is reduced. In this reduced order PRA model, the most basic element is the
SEDVLF HYHQW" ZKHUH D PLQLPDO FXWVHW FRQVLVWVg®h D JURXS
scenario mathematically consists of a group of minimal cutsets. Finally, a given operation states consist of
a group of scenarios. Accordingly, the assessment of the SoK starts with the evaluatioBEx thehe
reduceeorder modelThe SoK of tie BEs is denoted by ,, 3,and evaluated as in Ecp.4) by a weighted
average of the leaf attributes scorde take the generitth BE as an example to illustrate step by step
the evaluation of SoK assessment method. For the sake of simplicity, we droppktubscripts in the

symbols
'>>3/4LA.?,X¢@-2]R9033®®®3@@>U (54)
5.3.2 Aggregation of the SoK
Once the SoKs of the basic events in the rediacddr models are evaluated, they can be aggregated
to evaluate the total SoK for the PRA model. Let, ;5 represent the SoK of thésth BE in the Hh
reducedorder model.The aggregadin of -,35s VKRXOG FRQVLGHU WKH GLIIHUHQFH LC

(i.e., BEs, MCs, Scenarios, etc.) contribution to the total risk. Different importance measures can be used to
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evaluate the contribution of the basic events. For example, as tlrededder risk model is constructed by
the BEs in the MCSs, the weights of the BEs can be calculated based onVessglimportance measures
[79]:
Ay &b
9 » YRE L W, (55)
Aug- Afad
where + 553 iS the FusselVesely importance measure value of the corresponddig BE in the
elementary risk modeHRemember that HOHPHQWDBUGHG XFILHMON PRGHO™ UHSUHVHQW
at a given operation state and a given scenario and composed of MCSs at this operation state and scenario,
as illustrated irChapter 3Eqg. (3.11).

The SoK for the Hh elementary reducedrder risk model, denoted bygas calculatedy a weighted

averge of knowledge scores on its basic events by:
R L ij@ﬂﬁa( 9 » YRR ® » Yitdy (56)
The importance of the reducedder model is evaluated by its contribution to the total risk:

9oL —ohRE 5.7)

Ae Eipi
where 4g g gis the risk index value of thedW K 3HOHP H QWG HWHBRGEHG™ DQG LV FDOFX
(3.11) in Chapter 3
To calculate the total Sok ¢ 4 ,0f the reducegrder risk model, the knowledge indexeg of the
individual reduceebrder risk models are further aggregated by considering their contributions:
ol Agp 9@ (58)
The index - ¢ g 4S, then, used to represent the SoK of the entire PRA of a specific hazard group: its
value isbetween s and wawith a high value indicating that there is strong knowledge in support of the
PRA model and its risk outcomes.
5.4. Application
In this section, weapply the developed framework to a case study of real PRA models for two hazard
groups in NPPgpreviously illustrated in Chapter.3yhe reducearder moded that wereconstructed for
each hazard grouip Chapter 3 are adoptetihe SoK assessment frametlws, then, applied on the BEs
DQRG WKH WRWDO 6R. LV REWDLQHG E\ DJJUHJDWLQJ WKH % (VY 6R.V
the two PRA modelto provide some conclusions to relevant RIDM.
5.4.1 Reducedorder model

As illustrated inSect 5.3, the assessment needs to be carried out at the level of small risk contributors.
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Hence,we adopt the developed reduaadler modelof the case studpresentedn Chapter 3(detailed
description of constructing the reduced order model for the same cagésgtoesented in th&ect.3.4.2)
5.4.2 Knowledge assessment of basic events

In this section, we show how to assess the SoK for the BEs in Tabld$b3As shown in Eq. (5.4),
the SoK of the basic event is evaluated as a weighted average over the SoK ®igakattributes in
Figure 5.1. Hence, the first step of applying the SoK assessment framework is to determine the global
ZHLIJKWV RI WKH 3OHDI" DWWULEXWHY 7KH ZHLJKWYVY DUH HYDOXD
Chapter 3. Thenthe SoK fod WKH 3OHDI ™ D-WMbbn EgX @4HiY deterrdined following the
assessment guidelinesimAppendices AC of appended paper .I¥ere, we give an illustrating example
on how to evaluate the SoK of the basic event BE2. The first leaf attribute, i.e., quality of assumptons
is evaluated based on the guidelines in Appendixofdppended paper IVh this basic event, the los$
equipment is calculated by assuming that as long as the water reaches the bottom of each equipment, a
failure is caused. This assumption is based on extrapolating some data to extreme values, and it is
conservative. Therefore, this assumption was jddgethe experts to lie between two cases with score 1
and score 3 in Table A.1: an iMerel score of 2 was given by the experts. Take the amount of -daia
as another example: the number of years of experience on BE2 is 10 years; therefore, frooix/Apfpe
of appended paper JMhe SoK score of-¢g5is assessed by the experts to be 1. The rest of the leaf
attributes are assessed similarly and the results are given in Tahled5Table 3. Then, from Eq.%.4)

we found -, 5, L udvw rfor BE2. The pocedures are repeated for each BE; the resultipgs are given

in Table 55.
Table 53 Assessment oflevel NQRZOHGJH 2OHDJ)Y DWWULEXWHYVY % (
Attribute QA AD YE NE AE IN
9wravo 0.3234 0.0587 0.1190 0.0630 0.1190 0.1190
Score 2 1 5 5 5 5
Table 54 Assessment oflevel NQRZOHGJH 3OHDJ) DWWULEXWHYV
Attribute PK Sl U RI PE PM P C Co \% Cu Ac

9ypac®s 0.0203 0.0134 0.0177 0.0144 0.0179 0.0186 0.0221 0.0148 0.0110 0.0147 0.0139 0.0190

Score 5 5 4 4 5 5 4 5 5 3 4 3

5.4.3Knowledge Aggregation
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Finally, the -, 35 in Table 5 are aggregated for the SoK of the entire model. For tiesSoK of the
individual reduceebrder risk models-zneed to be calculated first by Eq&.5) and 6.6), with the
FusseHlVesely (FV) importance measures for the BEs also given in TahlénSthis case study, we have
HL s for the external events. The resulteg¢ from Egs. 5.5) and 6.6) is -z L tdr. Then, the total SoK
for external flooding, denoted by g 4 4, & IS calculated based on the reduceder model using Eqs5.7)
and 6.8). In this case study, since we have only one individual risk model, usingsEfjsar(d 6.8) leads
t0 -g@aal -ps L AT

Table 55 Knowledge assessment and aggregation over the basic events

BE BE1 BE2 BE3 BE4 BES BE6 BE7 BES BE9 BE10

FV 0.9020 1.0000 0.5530 0.1820 0.1410 0.1270 0.1210 0.0450 0.0277 0.0277

9,9 L O(8 0.2885 0.3199 0.1769 0.0582  0.0451  0.0406  0.0387 0.0144  0.0089 0.0089

"> Y 16582 3.6595 2.9006 3.2178 37778 37778 3.0102 37778 3.2178 3.2178

9, vam H-»vasn 04784 11705 0.5131 0.1873 01704  0.1535 01165 0.05437 0.0285 0.0285

*(FV): FusselVesely
*(NFV): Normalized FusseNesely

5.5. Results and discussion

The same steps were repeated on the internal events PRA model. We directly present the final SoK for
the internal events PRA modek ¢ 4 sL vd v The SoK for both hazamgkoups are graphically illustrated
in Figure 52. In Figure 52, we also illustrate the risk indexes (probability of core meltdown) evaluated for
the two hazard groups (note that the values of the risk indexes are scaled due to confidentiality teasons). |
can be seen from the Figure 5hat the SoK on the internal events is higher than that on external flooding:
this means that we are surer of the risk index value calculated with the PRA model of internal events, than
of that for the external flooding hard group.

In fact, these results confirm expectations, as the internal events hazard group has been well studied in
nuclear PRAs and mature models are available, whose parameters have relatively low ur{@SitaDry
the other hand, the PRAs for external flooding is generally considered less fid&usnd several
limitations have been pointed out in the current external flooding PRA models. For example, the flood
frequencies are obtained by extrapolating the fitted historical data (usually limited) to the design basis
flood levels, which results in Higuncertainty{36]. In particular, the probability of extreme floods is very

low [83] and flooding eventsare very sitespecific [86]. Hence, very few data amvailable for risk
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modeling, which limits the SoK for external flooding. The low occurrence probability of external flooding
and the lack of operating experience and data related to them makes it very difficult also to predict and
estimate their consequees, which adds to the uncertainties in the risk analysis as it limits the SoK of the
PRA model usedi83]. Specifically, in the case study considered, a large fraction of the risk contribution
(69% of the reducedrder risk for external flooding) is due to three basic events i.q,, B and BE.

As shown in Table 5, two of them (BE, BEg) have quite lowSoK, which limits the SoK of the entire

PRA model.

Figure 52 5 HSUHVHQWDWLRQ RI KD]DUG JURXSVY OHYHOV RI UL

5.6. Conclusion

In this chapter we have proposed a new method for implementing a quantitative evaluation of the
SoK of risk assessment models. The underlying conceptual framework has been developed based on a
thorough literature review. The framework is based on three main attributes (assumptions, data, and
phenomenological understanding), which are further decsethinto more tangible stditributes and
S30OHDI” DWWULEXWHYV IRU TXDQWLILFDWLRQ 'HWDLOHG VFRULQJ JX
attributes. In order to facilitate the application of the knowledge evaluation framework in practice, a
top-down bottoraup approach is proposed, where a redwarelér model is constructed the topdown
phase to reduce the complexity of the analysis, and the SoKs are evaluated and aggregated hierarchically in
the bottoraup phaseThe application of the frameork on a real case study of PRA models for two hazard
groups, i.e., external flooding and internal events in NPP, has shown its operability. The results of the case
study are consistent with the expectations of industrial practice, where the SoK oélefttering is
lower than that of internal events, for which more data and information (i.e., strong knowledge) are
available.

A potential limitation of the developed method is that we are assuming that the risk assessment model
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itself is complete in coving all the possible scenarios. The SoK on model structure and model uncertainty
[27], [87] is not considered in thigork. For a more comprehensive knowledge assessment, further studies
are needed to extend the developed method to consider completenessnpnehensiveness, including
model uncertainty in the PRA model7], [87]. Also, as the weights of the attributes in the framework are
subjectively evaluated, formal expert judgment elicitation methods should be used for evaluating the
weights. Finally, tb evaluation framework and method do not pretend to be complete but they stand as a

starting point for a practical assessment of the SoK of risk assessment models.
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Chapter 6 Framework for
multi-hazards risk aggregation

considering thérustworthiness

A criticism d the current practice of MHRA is that the aggregation is conducted by a simple
arithmetic summation of the risk metrics from different hazard growpthout considering the
heterogeneity in the degrees of maturity and realism of the risk analysis fioha&zard groufl9]. The
risk aggregation should also consider thi#ferent realism and trustworthiness in the argdydn this
chapter, weextend the framework developed in Chapter 2 to a more comprehensive and complete
framework for trustworthiness assessment. Thengdevelopa new method foMHRA considering the
level of trustworthiness. In particula, review of the approaches proposed in the literature for a broader
characterizatiorof risk is presented i®ect.6.1. In Sect.6.2, ahierarchical framework is developéor
assessing the trustworthiness of PRA medéh Sect. 6.3, the procedural stedor implementing the
framework are presentedsect. 6.4 illustrates how to evaluate the risk considering the level of
trustworthiness. Iisect 6.5, the developed framework is applied to a case study from the nuleatry
and finally, Sect6.6 concludeghis chapter

6.1. State of the art

It was realized among experts in the domain that a comprehensive representation of the risk is needed
to better informDM. As has been illustrated in Chapter dme proposals are found in the literature as an
attempt of a broader representation of risk through b DOOHG 3QHZ ULVN SHUVSHFWLYH
uncertainty instead of probability for representing the Mé&.summarize these proposal in thedwiing.

In [8], astructure is presentdd help understand the suitability of risk representation thréingimg
the elements of DatimformationKnowledgeWisdom hierarchy tathe general risk perspectivé®.,
events, consequences, uncertaintyé4r ;. In [6], amethod isalsoproposed in accord with the new risk
perspectivethat requiresa comprehensivedescription of risk that covers: the events, consequences,
predictions, uncertainty, probability, sensitivity and knowledgeillustrated in Chapter 4pme attempts
are found in the literature for treating uncertain assumptions as an imoplichtnew risk perspectives

such asthe law of total expectatigninterval probability crude strength of knowledgand sensitivity
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categorization assumption deviation rjsk], [17], [26].

For assessindirectly the trustworthinessve list some of themethods illustrated in Chapter Qther
methodsand detailed descriptioran be also found in ChapterA hierarchicaframeworkis proposed in
[29] for evaluating the trustworthiness of risk assessment models through evaluating attributes and
subattributes of themodelingfidelity and theSoK. In [31], the CMM is proposed tassesssthe maturity
of a software development process in the light of its quality, reliability, and trustworthdnbmsarchical
frameworkis proposed iff9] for assesnsg the maturity and prediction capability of a prognostic method
for maintenanc®M purposesA framework for assessing the credibility of M&Sproposed if9] given
eight criteria: (i) verification; (i) validation; (iii) input pedigree; (iv) results uncertainty (v) results
robustness; (vi) use history; (vii) M&S management; (viii) people qualificgfidh The quality of M&S
is assessedn ASME by two steps,.e., verfication and validation32]. Neverthelessas illustrated
previously in Chapter Inost of the aforementioned works treat the contributing factors to trustworthiness
in risk analysis separately, without integrating them in a comprehensivewaaknéhat covers all the
contributing factors to trustworthiness and they the evaluation of their attributes is carried out by directly
scoring the some intangible contributing factors, which is hard to apply in practice. Above all, none of the
aforementioed methods integrate the trustworthiness in the result of risk assessment, igeither
considered in MHRA.

6.2. A hierarchical framework for trustworthiness assessment

As illustrated previouslyyariousfactors might affect the trustworthiness of risk assessment. We are
listing some of the most relevant factors that are believed to greatly affect the trustworthiness of risk
assessment. For example, the level of strength of knowl&jigks], [17], [7], conservatisni58], [30],
uncertainty, level of sophistication and details in the anaf@d$ [19], [13], experience, number of
approximations and assumptions made in the analysis are identifiegl,ifil9], [22], [10], [11], [23] as
fundamental factors that influence the realism and trustworthiness of andlgsiommunication of the
sensitivity is stressed for a comprehensive description ofG]sk30]. Also, other factors are identified as
FROWULEXWLQJ IDFWRUV RI WKH FUHGLELOLW\ RI 06 LQFOXGLQJ
XQFHUWDLQW\ UHVXOWTTV UREXVWQ HI¥ yualifcatibnK2]VWRU\ 0 6 PDQDJHF

The trustworthiness of risk assessment fndd in this chapter as the degree of confidence that the
background knowledge is strong enough to support the PRA and that PRA model is suitable and correctly

made in a robust and thorough way to make the best use of the available knowledge in efiget,ttor
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the best possible reality. In this work, a hierarchical tree is developed based on four main factors: (i) the

SoK that supports a risk assessméii [8], [17], [7]; (i) the technical adeaecy, maturity, quality, and

ability of the used tool to represent rea[®t], [12], [9]; (iii) the quality of the modeling procefl], [31],

[32], [12], [9]; (iv) the sensitivity of the model given the input paramedeids assumptions i.e., namely the
robustness of the resu[@]. The fou main factor are categorized into two main groups: the SoK and the
modeling fidelity, and in turn broken down more tangible-atiibutes based on adtough literature

review and the attempts presented in the previous chapters. The developed hielfaachéaork is

presented in Figure 6.1, and detailed definitions of the attributesDIMW ULEXWHY DQG 2OHDI" D
given in Table 6.6.4. More information on the attributes elicitation and framework construction are

presented in thappended pagrV.

Figure 61 A Hierarchical tree for trustworthiness evaluation

Table 61 Definition of trustworthiness attributes (Level 1)

Attribute Definition

Modeling fidelity :/( L 6; The degree otonfidence that the selected PRA model is technically adequat
describing the problem of interest and that the model is implemented in a tru
way so that the results of the developed model can reasonably of represe

reality

The strength of knowledge The amount of higlguality explicit knowledge that is available to support the PR/
:5K-L 6;
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Table 62 Definition of trustworthiness attributes (Level 2)

Attribute

Definition

Robustness of the resul
AKA Gg;

The capability of the PRA results to remain unaffected by small variations in r
parameters or model assumptions

Suitability of the model :5K/L
&5,

The technical adequacy of the tool, maturity and ability to model the proble
interest

Quality of application :3#LL
Ga;

The degree to which the analysis is implemented with the minimum required lev
details and modeling adequacy that have the degree of quality, suitable for sup

the application of interest

Knowledge of potetial hazards anc
accidents evolutior

process:2 K*L Gs;

The availability of documentation and knowledge of abnormal events, acciden

their evolutions, from similar systems

Phenomenological  understandir
:2DL Gg;

The knowledge that supports themprehension of the system functionality and
related phenomena

Data :& L 6y4; Amount and quality of data needed that supports estimating the model paramet
Table 63 Definition of trustworthiness attributes (Level 3)
Attribute Definition

Model sensitivity :/5 L G5s;

The degree to which the model output varies when one or several parameters c

Impact of assumptions :+K#

The degree to which the model output varies when one or several assurcipsings

G558,
Robustness  of  the mod« The capability of the model to keep its performance when applied to a diff
AK/IL G55, problem settings

Suitability of the tool for the
problem :5L G45;

The ability to capture all the important details ahdracterizations of the problem

interest

Historical use :* 7 L 644

The degree of confidence gained in this method by the long historical usage

Conservatism:% R Gg5;

The intentional acts for overestimating the risk by making conservatsemptions

out of cautiousness

The accuracy of calculation
#?2% Gas;

The degree of the voluntarily accepted error in the calculation, e.g., signi

figures, simulation errors, and cutoff errors

Quality of assumptions:3 K#
Gaa;

The dgree to which the assumption is valid, representing reality and supportir
model

Verification :8 NL 6554

The degree of assurance that the analysis maintains the requirements of

control standards and obtains the acceptance from diffenaffsts

Level of sophistication :. K5L

The degree of treatment of the problem, and amount of effort and details inve:

Gaa; the problem given its requirement (requirement and complexity)
Number of known hazard The documented @erience on known hazards that might affect the system of int
0% L Gss;

Availability of accident analysis
reports :0* L Gs55;

The availability of technical reports that cover thoroughly the different sequenc
any abnormal activity, incident or accidentthe time frame and the progressions
each phase

Experts knowledge about th
hazard :0* L Gs4;

The undocumented experience possessed by experts on known hazards
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Years of experience;;"' L 6gs5; The amount of experience (measured in yeagarding a specific phenomenon
Number of experts involvec The number of experts who are explicitly or implicitly involved in understanding
0" L Gss; phenomena and the risk analysis

Academic studies on th The number ofacademic resources, i.e., articles, books, etc., available aboi

phenomena:#' L Gg4;

phenomena of interest

Industrial evidence and applicatior
on the phenomena+'L 6555;

The number of industrial applications and reports related to the specific phent
or eventf interest

Amount of available date

#&L Goas,

The amount of data that are needed to evaluate the model parameters

Reliability of data : 4 &L 6555

The degree to which the properties of data satisfy the requirements of risk analy

Table 64 Definition of trustworthinessittributes (Level 4)

Attribute

Definition

The plausibility of assumptions:2 H

The degree of realism of the statements made in the analysis, in cases of

G&aas; knowledge or tdacilitate the problem solution
Value ladenness of assessor8.L 7KH H[SHUWVY GHJUHH RI REMHFWLYLW\ SURIF
Gra5, fulfillment of assigned missions and level of achievement

Agreement among peers# CL 6555,

The degree of resemblance between the peers on the analysis and assumptions
they were asked to perform the analysis separately

Quality assurance:3# L 6585;

The degree of following the standards in the process of implementing the analysic

Level of granularity : . K) L 6485;

The depth of analysis and subdivision of the problem constituting elements

Number of approximations :0 K#L

Gaa8s;

The intentional simplifications made to facilitate the modeling

Level of details :. K&L Gg94;

The degree with which the important contributing factors are captured in the mo:
compared to the requirement of the analysis (e.g., the dependency among compc

Completeness:. K&L G555;

The degree to which the collected datmtain the needed information for the ri

modeling and assessment

Consistency:. K &L Gg55;

The degree of homogeneity of data from different data sources

Validity :. K &L 6554

The degree to which the data are collected from a starmtdlettion process ant
satisfy the syntax of its definition (documentation related)

Timeliness :. K &L G555

The degree to which data correctly reflect the reality of an object or event

Accuracy :.K&L Ggs9;

The degree to which data are-tgpdate and represent reality for the required poin

time

6.3. Evaluation of the level of trustworthiness

In this section, a bottomp method for evaluating the level of trustworthiness is developed where a

combination of Dempster Shafer Theory (DST) and yedl Hierarchy Process (AHP) is used to

determine the weights of the attributes/sttibutes in the framework proposiedrigure 6.1.

6.3.1 Evaluation of the trustworthiness

In this framework, five levels of trustworthiness are defined with their corresmprditings:
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1. Strongly untrustworthy 6 L s; represents the minimum level of trustworthiness and, therefore,
the decision maker has the lowest confidence in the result of the PRA. The analysis is made based
on weak knowledge and/or nonrealistic analysis, leading to an estimated value that nféight be
from the real one. Further analysis and justifications need to be implemented on the risk analysis
to enhance its trustworthiness. Otherwise, the risk assessment is not considered representative and

one should not rely on its results to support ang kifDM.

2. Untrustworthy:6 L t; represents a low level of trustworthiness and, therefore, the decision
maker has low confidence in the results of the PRA. At this level, the analysis is made based on
relatively weak knowledge and/or nonrealistic analysiading to unrealistically estimated risk
values. Further analysis and justifications need to be implemented on the risk analysis to enhance
its trustworthiness. The decision maker can use the results with caution and only as a support for

DM.

3. Moderately tustworthy (6 L u;: represents a moderate level of trustworthiness and, therefore, the
decision maker has an acceptable level of confidence in the results of the PRA. The analysis is
made based on relatively moderate knowledge and/or relatively realislysian@he decision

maker can rely cautiously on the model output to make the decision.

4. Trustworthy (6 L v; represents a high level of trustworthiness and, therefore, the decision maker
has quite high confidence in the results of the PRA. The analysedis am a relatively high level
of knowledge and realistic analysis. The decision maker can rely confidently on the models output

to make decisions.

5. Highly trustworthy (6 L w; represents the maximum level of trustworthiness. At this level, the
PRA model oytuts accurately predict the risk index with a proper characterization of parametric
uncertainty. The decision maker can rely on the models output to suponivolving severe

consequences, e.g., loss of human lives.

In practice, the trustworthiness ofki assessment might be between two of the five levels defined
above: for example,6 L t & means that the level of trustworthiness is between untrustworthy and
moderately trustworthy.

In this work, the level of trustworthiness is calculated using a weigitedHUDJH RI WKH 3OHDI™ DWYV
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Figure 6.1.

6 L A3 9@, (6.1)
where 9 yis the weight of the leaf attribute that measures its relative contribution to the trustworthiness of
risk assessmentiis the trustworthiness score for thth leaf attribute, evaluated based on the scoring
guidelines presented in tigpendiceof the appended paper, VJ is the number of the leaf attributés
Figure 6.1,we have J L ty). The scores should be assignesing the scorig guidelines presented in
AppendicesA-B of the appended paper. ©n the other hand, the weights are determined based on
Dempsthe Shafeinalytical Hierarchy Proces®ET-AHP) as discussed fBect.6.3.2[88].

6.3.2Dempster Shafer Theory - Analytical Hierarchy Process (DSTAHP) for
trustworthiness attributes weight evaluation

The weights of the different attributées Figure 6.1can be determined by using the AHP method to
compare their relative importance with respect to the trustworthiness of risk asselg3heAHP is
usually used because it can decrease the complexity of the comparison process, as it allows comparing
only two criteria at a time, rather than comparing all the criteria simultaneously, which could be very
difficult in complex problemslt should be note that since there are no alternatives to be compared,
pairwise comparison matrixes of AHP are only used for deriving the attributes (criteria) weights.

To consider the fact that experts are subjective, not fully reliable and might have conflicting
viewpants caused by the multidisciplinary nature of the problenthar incomplete knowledge of the
experts, DempsteéBhaferAnalytical Hierarchy ProcessDET-AHP) is used. This allows combining
multiple sources of uncertain, fuzzy and highly conflicting pieakegvidence with different levels of
reliability [88], [89]. In this method, the assessors are asked to identify the focal sets that comprise of a
single or group of the criteria. The experts determine the criteria contained in the focal sets in such a way
that they are able to compare them (the focal sets) givan khowledge.then, pairwise comparison
matrices are constructed for the focal sets. Using focal sets instead of single criteria allows taking into
account the partial uncertainty between possible criteria. Besic Belief Assignment$BBA) of the
correponding focal sets are derived from the pairwise comparison matrices. The BBAs from different
experts are combined using the DST fusion rule. The weights for each criterion are assumed to be BBA of
the corresponding focal element (single criterion), areddarived based on maximum belpausibility
principle in DempsteBhafer theory, or on the maximum subjective probability obtained by probabilistic

transformations using the transferable belief m§g&], [90], [89]. It should be noted that in this work, we
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only apply this method to derive the relative weights of the criteria, rather than using it to rank alternatives.
Similar ideas have been used9id], [92]. Procedure for calculating the weights of the leaf attributes based
on DST-AHP is presented below.
l. Constructing pairwise comparison matrices

First, the experts are asked to construct pairwise comparison matrices (also known as knowledge
matrices) to compare the relative importance of theasibbutes in the same level of the hierarchy with
respect to their parent attributeFor example, th@airwise comparison matrix for the attribute modeling
fidelity (&) is a uHu matrix that compares the relative importance of the three modeling fidelity

daughter attributes:

&s G5 6
65 S I(s56 /(57
&s (65 S /(67
Gy /(75 /(76 S

where the mtries correspond to the pairwise comparisons of the daughter attributes robustness of the
results (65; suitability of the selected model6s5; and quality of the application 65 ;, respectively.
The generic element (;vis assigned by assesgithe relative importance of attribut&to attribute F
following the scoring protocols ifd8]. For example, the element( 5¢is assigned by comparing the
relative importance of65 — ‘G5

Compared to conventional AHP comparison matrices, the expert is free to choose, based on his/her
belief, the elements of the pairwise comparison matrix. These elements can be focal elements that
represent a single criteria, e.g#=or a distinct group otriteria, e.g., <#&=that are comparable
favorably (to the best of expert's knowledge) to the universal set that contains all the criteria, which allows
accounting for the uncertainty in the judgmfa8], [92], [89]. For example, the expert can choose a focal
set of GK/@B#I=if he/she believes that it can be cargd favorably to the universal
set SK/B#1MAK4E ie., the set of SK/@B#I=can be compared tob K/&# 1A K & (the
subattributesSoM, QAp, RoRvere defined in Tablé.1-6.4). Thenthe expert is asked to fill the pairwise
comparison matrices to represent his/her belief in the relative importance of a given set (of one or multiple
attributes) compared to the othdfavoring the universal setb K /&3 # &4 K #over <6 K /&8 # I means
that the universal set contains an element that is not contained in the other set, and at the same time it is
more important than the elements of the other set, 4é&,4s more important than5 K/and 3 #L

Finally, as in the conventionalH method, the consistencies of the matrixes need to be tested, and the
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assessors are asked to update their results if the consistency is lower than the requir].value
Il. Computing the pairwise comparison matrix

In this step, the weights are derived using the conventional AHP technique, according to which the
normalized principal eigenvectof the matrix represents the weights. A good approximation for solving
the eigenvector problem in case of high consistency is to normalize the columns of the matrix and, then,
average the rows for obtaining the weights. For more details on AHP and deheingeights from
pairwise comparison matrices, the reader might ref¢@4h Please note that, as mentioned earlier, the
weights derived from the pairwise comparison matrices are assumed to be the BBA of the associated focal
sets
[l Reliability discounting

Usually, multiple experts are involved in evaluating the weights. Each expert is regarded as an
evidence source. Reliability of an evidence source represents its ability to provide correct measures of the
considered problerf89]. ShafeffV UHOLDELOLW\ GLVFRXQWLQJ LV RIWHQ XVHG

source information in DSAHP [95]:

| :#;LJ:U;®..:#; ) E#C#,a M #
sFUE:U® #,a L#

alb>x &? (6.2)
where # represents the complete set of critertajs the focal elements in the power set, | :#; is
the BBA for # | :#; is the discounted BBA,Uis the reliability factor. A value ofUL s means that
the source is fully reliable and a value &fL r means that the source is fully unreliable. The reliability
factor of the experts is determined by the decision makeedbas their previous knowledge and
experience

V. Combination of experts opinions

Next '"HPSVWHUTfV UXO [95Ri$ uBerl FoEcoQine/tlv® iRdependent pieces of evidence

assigned by different experts. The discounted BBAs from different experts are combjéef by

r %L 04
l g5 % LKls R140%LJ5 (6.3)

m @‘C’é»@/a %l 5:#; ® 6:$; %M Oé.
where | 55:% is the new BBA resulting from the combination of the two discounted BBA #;and
| §:%; of the two experts.- is the conflict factor in the opinions of experts and given by

- LA, el 5i# @ g$; (6.4)

V.  Pignistic probability transformation
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The belief functions resulted from the discounting and combination are defined for focal sets (might
contain one or multiple leaf attributes). To obtain the weights of each leaf attribute, the nagseXi)(
assigned to the focal sets need to be transformed into masses for the basic elements. In this paper, the
transferable belief model proposed [96] is used for the transformation. In this method, the masses
| 55:% on the credal level are converted to the pignistic level using shdfizient reason principl6],
[97]:
5

;/j“ &ETDA (6.5)

ST L A ss ol %

where S:T;denotes the belief assignment of a single eleménton the pignistic level,s,, is the
indicator function of % s, L s&EB D %=J @K PANS E GfAs the length of A (the number of
elements in the focal setl.he massfunctions obtained from the pignistic probability transformation
UHSUHVHQW WKH UHODWLYH *EHOLHYHG ZHLJKWV® RI WKH DWWULE:

After obtaining the local weights of the leaf attributes with respect to their parent attribute, the global
weights with respecbtthe toplevel attribute, i.e., the trustworthiness, need to be determined. This can be
done by multiplying the weight of the daughter attribute by the weights of the upper parent attributes in
HDFK OHYHO )RU H[DPSOH WKH 3 @GR &ih CsgadtLtd khe/ frusworthimesss, KL VW R
denoted by 9y r s 5:dd » is calculated by:

90pandd: L S:*7, HS:5K/ HS:/( ;

where S:*7,;8:5K/; =3 @:/( ;are the local weights of the historical use, the suitability of model,
and the modling fidelity. For simplicity reasons, hereafter the global weights for leaf attributes are
denoted by 9 yand in the framework of Figul, we have EL sd&® 4.

6.4. Evaluation of the risk considering trustworthiness levels

In this section WKH 3ZHLRYKWHGBLBU PHWKRG LV XVHG IRU LQWHJUDW
trustworthiness of the PRA for a single hazard grand a structured methodology is developed for
eliciting these weights. Finally, an illustration is presented on MHRA considering the dével
trustworthiness.

6.4.1 Evaluation of the risk of a single hazard group

After evaluating the level of trustworthiness for the PRA of a given hazard group, the next question is

how to integrate the estimated risk from the PRA with the level of trustworthiness. In this paper, we

develop a Bayesian averaging model for integrattimgtrustworthiness based MWKH 3ZHLIJKWHG SRV W]
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method[98]. Let us consider two soarios: the risk assessment is trustable, denoted jhyand its
complement, i.e., the risk assessment is not trustdhle;(The risk after the integration can, then, be
calculated as
AECOQA 2:'j; ®cee'f EISF 2" [, ®coe' ¢ (6.6)
where 4 E O60s the estimation of risk after considering the trustworthiness of the PRA; ; is the
subjective probability that' ; will occur and is dependent on the trustworthiness of the risk assessment;
<o ' is the estimated risk from the PRA. Due to the presence of epistemic (parametric) uncertainty in
the analysis, <<+’ is often expressed as a subjective probability distribution of the risk index.
<ee' ¢ is an alternate distribution of the risk @ihthe decision maker thinks the PRA is not trustable.
In this paper, we assumec< e ' - is a uniform distribution in [0,1], indicating no preference on the value
of the risk index. Similar models have been used in literature to consider unexpectednensk analysis
[99]. For example[100] developed a similar model to calculate the default risk in similar scenarios
considering the unexpected events.
The following steps summarize how to Usg. (66) to evaluate the risk given the trustworthiness of
the risk assessment:
i.  The risk distribution <ee«'; is evaluated for each hazard group using conventional PRA
considering the parametric uncertainty propagation
ii. The level of trustworthiness d&®RA of the corresponding hazard group is assessed, using the
procedures in Section 6.3.
iii. The subjective probability of trusting the PRA is determined by the detailed procedures described
in Section6.4.2.
iv.  The level of trustworthiness is integrated in tis& usingEq. (6.6).
6.4.2 Determining the probability of trusting the PRA
The probability 2:';; LQ (T ZKLFK UHSUHVHQWY WKH GHFLVLRQ F
assessment results are correct and accurate, needs to be elicited from the rde&isienThe elicitation
process needs to be organized and structured to ensure the quality of the elicitation
Different methods can be found in the literature for the assessment of a single probability using
experts elicitation such as probability whedtsteries betting, etd101]. In this work, we choose the
SFHUWDLQW\ HTXLYDOHQW JDPEOHV™ IRU WKH HOLFLWDWLRQ :H VX

WKH SUREDELOLW\ RI WUXVW XVLQJ WKH 3F HUré¢ann@nlatidid a¢e YD O HQ \
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presented ithe appended pap¥rfor ensuring the quality of the elicitation process:

i. The elicitor informs the decision maker about the definition of the different levels of
trustworthiness and its physical meaning, based on tlvataefs in Sect6.3.1.

il. The decision maker is asked to compare two scenarios: (1) he/she participates in a gamble
where he/she will win $1,000 if an accident occurs and $0 if the accident does not occur; (2)
he/she wins $x for sure.

iii. The experts exchangeformation between them and discuss.

iv. Suppose that a PRA was conducted and predicts that the consequences will occur for sure,
and the trustworthiness of the PRA is one of the five levels defined in6S&dt Then, for
each level of trustworthiness, tkécitor varies the value of x until the decision maker feels
indifferent between the two scenarios.

V. The probability of trust at the current level of trustworthiness is, then, calculated by:

&

LL 5444

(6.7)

wherel000 here represents the $1000 that the expert gains if the accident does not occur (the model

prediction is correct).

Vi. The elicitor fits a suitable function to the five data points, in order to determine the
probability of trust for trustworthiness levdietween the defined levels. The shape of the
ILWWHG IXQFWLRQ VKRXOG EH GHWHUPLQHG EDVHG RQ WKF
trusting a low fidelity PRA:

X A convex function should be chosen if the assessor isviskse, meaning that the
deciion maker trusts only the PRA with high levels of trustworthiness.

x Alinear function is chosen if the assessor is risk neutral.

x A concave function is chosen if the assessor ispiske, meaning that although a PRA
might not have a very high level of stworthiness, the decision maker is willing to
assign a high probability of trust to it.

The risk assessor can eventually use this function to estimate the probabilities of trust for each hazard

group.
6.4.3 MHRA considering trustworthiness levels

Main steps for MHRA considering the level of trustworthiness are presentdeigure 6.2.
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Trustworthiness of each single group PRA is evaluated and integrated into the risk estimate for each hazard
group first. After the integration, the risk is expresasd subjective distribution on the probability that a
given consequence will occur. Then, the estimated risk from different hazard groups is aggregated. This
step can be simply done by adding the risk distributions from different hazard groups, asrsBawn i

(6.8), where 4 E Q,Geig the total risk considering the level of trustworthinesd;; ; is the risk from

the hazard groupEgiven the level of trustworthinessjis the number of hazard groups. Moetarlo

simulations are often useddo the summation.

4E QGole Al 4EQG (6.8)

Single hazard group risk assessment considering trustworthiness

Evaluate the
trustworthiness of Assess the degreg
the PRA of the of belief (weight) Risk assesmnet
corresponding in the model considering the

Aggergate the risk

from the different
hazard groups

hazard group following the trustworthiness
following the procedure in Sect based on Eq. (7)
procedures in 4,

Sect. 3.

Figure 62 Main steps for MHRA considering the trustworthiness of the PRA

6.5. Application

In this section, we apply the developed framework to a case study for two hazard groups in the
nuclear industry: The external flooding and internal events hazard groups. The d&Refs of the two
hazard group were developed and provided by EDF. The level of trustworthiness was then, assessed for
each hazard group. The risk distributions from each hazard group were then recalculated considering the
level of trustworthiness, and filyg the risk was aggregated from the two hazard groups.

6.5.1.Description of the PRA model

The two hazard groups considered in this framework are external flooding and internal events. The
external flooding refers to the overflow of water that is caused lyailgtinduced hazards such as river
overflows, tsunamis, dam failures and snow mi@8, [102]. The internal events refer to any undesired
event that originatewithin the NPP and can cause initiating events that might lead to abnormal state and
eventially, a core meltdowifil9]. Examples of internal events include struatdailures, safety systems
operation and maintenance errors, §d]. In this case study, boties models are used to assess the
probability of Core Damage Frequen¢gDF). In this case study, the risk analysis was provided by EDF

[7]. In the original work of EDF, the uncertainty propagation was implemented, but only the mean values
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of the probability distributions of the risk were considered in MHRA and used for comparison to the safety
criteria. However, due to confidentiality reasmreal values cannot be presented. Instead, we artificialize
the risk distribution for illustration purposes. The risk distributions with parametric uncertainty

propagation are presentedrigure 6.3

Figure 63 Probabilitydistribution of the risk considering the parametric uncertainty: (a) external flooding risk,
(b) internal events
6.5.2 Evaluation of level of trustworthiness
6.5.2.1Evaluation of the attributes weights

As illustrated inSect.6.3, the first step foevaluating the level of trustworthiness is to determine the
relative importance (weights) of the trustworthiness attributes. The weights of the attribute are evaluated
using DSTAHP technique. Here, for illustration reasons, the 8ul/ W UnoBeXny fitklity * : 65 ;is taken
as an example to illustrate how to obtain local weights through pairwise comparison a#diBTS

l. Constructing pairwise comparison matrices

As shown in Sect6.3, the first step in DSARHP technique is to construct the pairwise conguari
matrix. Take the daughter attributes of modeling fidelity as an exaimpthis example, av H v pairwise
comparison matrix is constructedTiable 6.5.

Table 65 Pairwise comparison matixNQRZOHGJH PDWUL[ IRU FRPSDULQJ PRGHOLQJ IL

Modeling fidelity G5= G5= Gg= #L Gs6565=
6,5= 1 0 0 12
6,5= 0 1 0 5/2
G,5= 0 0 1 4
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<655 && @55 = 2 2/5 1/4 1

Please note that the zeros that appear in the matrix indicate that there is no need to compare the individt

directly: they are compared indirectly through comparing the individual criteria to the universal[88}.
65 represents the&uality of application 65 represents theSuitability of the model, 65 represents the

robustness of the results

In this matrix, the expert has considered four groups of focal sets: three for individual criteria and one
containing all the criteria in order to consider the uncertainty in the evaluation. Choosing fotigke sets
this means that to the best of their knowledge, the experts believe that the aforementioned focal sets can be
IDYRUDEO\ FRPSDUHG WR WKH XQLYHUVDO VHW ,

Il. Computing the pairwise comparison matrix

In the previous example, the expert was asked to fillpdiewise comparison matrix to express
his/her preference of a criterion over another. In this step, the weights of the focal sets are derived using
conventional AHP technique, where the normalized principal eigenvector of the matrix represents the
weights This can be directly done by normalizing each column in the matrix individually and, then,

averaging the elements in each row to obtain that weight.

Table 66 Normalized pairwise comparison matrix (knowledge matrix) of modelihL GHOLW\ 3GDXJKWHU D\

Modeling fidelity G 5= Gz= Gg= #HL G5865865= Weight (BBA)
Gg= 0.33 0 0 0.06 0.10
65= 0 0.71 0 0.31 0.26
Gz= 0 0 0.8 0.5 0.32

G585 B55 = 0.67 0.29 0.2 0.13 0.32

[l Reliability discounting
$IWHU FRPSXWLQJ WKH %%$ IRU HDFK H[SHUWYV PDWUL[ WKH\ Q
of each expertFor illustration purposes, the reliability) of the expert who made the assessment is
assumed to be 0.60. From E§2], thediscounted weights are found as the following:
| 454k650L r&Hr&rL rax
Similarly for | 454Kk650L r& xX& | 454k650L rd& {
Finally, 1 454:#; is found as the following:
| gsa:#; L :sFr&r Er&HratL rav{

Please note that the BBAs (weights) sum to one beforaftardhe discounting
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V. Combination of experts opinions

In This case study, three experts are invited for evaluating the weights. Their assigned BBAs are

summarized in Tabl6.7 (the BBAs are calculated following the steps in $&P, step IlI).

Table 67 discounted basic belief assignment from two experts
Focal sets of the Expert 1 Expert 2 Expert 3

criteria | #: | # | #
G55= 0.06 0.16 0.02
G5= 0.16 0.24 0.38
G5= 0.19 0.24 0.46
G5 865555 = 0.59 0.36 0.14

The combination of the experts' judgments is conducted sequentially.6laisleows the procedures
for combining the judgments of the first two experts.

Table 68 Dempster's rule of combination matrix

Expert2 | ‘G | iGsr | iGs; | Gshsda;
Expert 1
| 65, | 6555 05 06 | 656
| 65, 67 | 6455 Og | 656
I 654, Og 0. | 645 | 6g6
| 656505, | Gsi7 | Gg7 | Ggi7 | G5By,

*Please note that the elemefit b the table represent the multiplication of t
elementssFHE e.g., | k&so0H| k&golL | G55

FromEq.64), - Lr&y

FromEqg. (6.3):

The same steps are repeated for the other mass functions and presented in Table 6.9. Finally, the new
results obtained from the combination of the two experts are used to be combined with the BBAs from the
third expert matrix. The redslare presented in Table 6.9.

Table 69 Mass function combinations from the experts

Combined mass from Combined mass from

Focal sets of the criteria experts 1 and 2 experts 1, 2 and 3
| #;
| 58635 0.31 0.49
| 56655 0.29 0.40
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| 55:654; 0.15 0.05
| 556558655 &5 ; 0.25 0.06

V.  Pignistic probability transformation

Then, the pignistic mass function is found by Ep)

sea K655 55 855 0 L
u

Scsak6g0L | 555k65€50E| raWELﬁXL ray
The stepare repeated for the other mass functions and found to be:
Scsa kGg0L rat
Scs7K670L révs
Note that the three mass functions on the pignistic level sum to one. These pignistic mass functions
UHSUHVHQW WKH UHODWLYH ZHteri@ uhtiyr HnGdeling Lfidaditw after Bhe raligbiityW K U H H
discounting and transformation. The same steps are repeated for all the criteria. Then, the weights need to
be evaluated with respect to the depel goal: the trustworthiness. As illustrated previguthis can be
done easily by multiplying the weight of the daughter attribute by the weight of the upper parent attributes
LQ HDFK OHYHO )RU VLPSOLFLW\ UHDVRQV RQO\ WKH ZHLJKWYV RI
attribute i.e., trustorthiness, are presentéd Table 6.10 and 6.11. Note that the weights of the 27 leaf
attributes with respect to the top goal, sum to o 9L s
6.5.2.2Evaluation of the attributes scores
The next step for evaluating the level of trustworthiness is to &eathe attributes score for the
hazard group, given the scoring guidelinesppendicesA-B of the appended paper 8ome information
regarding the risk assessment process is extracted from the PRA report to support the trustworthiness
assessment
x The KHLJKWYV ZDWHU OHYHOV DW WKH SODQWYfV SODWIRUP D
specific element were defined.
x The water flowrate that would result in a given water height at the NPP platform in a defined
interval of time was predicted.
x The flow-rate was multiplied by a safety factor of 130%.
X 7KH 3SUHWXUQ SHULRG”® IRU HDFK IORZUDWH ZDV REWDLQHG
flowrate of the river of interest, and the data were extrapolated to assess the frequencies of

extreme flowrates.

x The river flooding is considered as a predictable phenomenon and the probability of failure of
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transition into the emergency state (i.e., normal shutdown and cooling with steam generator,
residual heat removal system, etc.) is assumed to be the ingnabability of failure.

It is assumed that river overflow is the only source of external flooding.

A combined hydraulic/hydrologic method is adopted, given the special hydrological and
physical characteristics of the basin.

It is assumed that once the emteaches the bottom of the equipment, the equipment fails.

It is assumed that failing to close the valves (ensuring the volumetric protection-sestkmg
proofing) causes the total loss of Emergency Feedwater System (EFWS).

It is assumed that cloggy inevitably occurs if the flooding occurs.

The analysis and model calculation for this hazard group is taken with a specific cutoff error

of sr?58

Based orthe excerptions from the report, it can be seen that:

X

X

In this example, the risk analysis agsessment steps follow the IAEA recommendations.

The calculation of flowrates and flow frequencies are calculated using solid deterministic
models. However, extrapolation of the data to obtain the frequencies of floods with extreme
flowrates is still doutul.

The river overflow is a predictable phenomenon and does not happen suddenly. However, the
river overflow is not the only source of flooding. For example, a rupture in the river dikes
might also lead to sudden, unpredictable flooding.

The applicationof a combined hydraulic/hydrologic method on the flooding studies of
nuclear sites allows a more realistic evaluation of the flooding level and to estimate more
precisely the return periods.

The assumption that the water will fail the equipment direcilytduches its bottom level is
conservative.

Feedback data show that clogging due to river flooding has occurred before in the nuclear
industry (see, for example, USNRC General Electric Advanced Technology Manual for more
information[103]). However, claiming that each flooding would surely lead to clogging is
still questionable and needs to be studied in details, taking into account the different
influencing parameters (hydraulic, geometrical and topographical properties) of the area (see

[104]).
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X In case of failing to close the valves ensuring the volumetric protection, the probability that
water will go back through the drainage system is not identified and assumed to be one
(2 L 9, though there are no relevant calculations. Moreover, once the water enters the
physical protection locations, the safetyated equipment is assumed to be lost. Both
assumptions are conservative to increase the safety margin.

Based on the above sdrvations, the leaf attributes in Figugd can be evaluated. For example,
quality assurance attribute esaluated to be five: 6585 L W, since the PRA is conducted following the
IAEA recommendations. The accuracy of the calculation is evaluated to be @iyg L w, since the
cutoff error is apparently very low. The combined hydraulic/hydrologic models used for the flooding
studies arable to capture the special hydrological and physical characteristics of the basin, which makes
them suitable for the study. Hence, a score of foél;; L Vv;is given for the suitability of the model. The
assumptions presented above are mostly consesvatid unrealistic. Therefore, a score of orég, s L
s; is given for the plausibility of the assumptions. The other attributes are scored in the same way. The
results are represented in Tab&$0 and6.11. The level of trustworthiness for the extérfi@oding is,

then, calculated by EgBQ): 6yl Alés 9 u®y L udxr

Table 610level3 leaf attributes weights9 and scores5 for external flooding hazard group

#PP MS I0A RM S HU Cv. AoC NH AR EK YE NE Ac In AD

9 0.01 002 0.02 015 007 002 0.01 0.02 003 005 0.03 0.01 010 0.10 0.06
2 6 5 8 0 5 2 2 2 4 4 7 5 5 5

5?KI 2 2 3 4 3 4 5 2 2 3 3 4 3 3 3

Table 611 level4 leaf attributes weights9 and scores5 for external flooding hazard group

#PP Pl VL Ag QA LoG NoA LoD C Co \Y T Ac
9 0.037 0.029 0.025 0.066 0.006 0.005 0.004 0.017 0.011 0.009 0.011 0.017
5?2KN 1 4 4 5 4 4 4 3 3 3 3 3

The trustworthiness for internal events hazard groéig 5 was calculated in the same way and, the
result is 6y4d v& svThese results confirm the expectations, where the PRA for internal events is
considered relatively mature and well establisii€] in contrast to the PRA of external hazards which, is
considered less mature with several limitatif8&j.

6.5.2.3Determining the probability of trust in the PRA results
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In this step, the decision maker is asked to assign a probability that represents their belief that the risk
assessment model output is correct, based on the certainty equivalent approach presente@l4t? Sect
The results given by the experts are given in Table 6.12. The data in Table 6.12 are extrapolated and fitted

to a function, as shown in Figuéet. As illustrated in Figuré 4, the expert exerts a risk neutral behavior.

Table 612 Probability of trust given the level of trustworthiness

Trustworthiness Probability of trust

0.05

0.50
0.75
0.90
1.00

AW |N|PF

Figure 64 Fitted probability of trusting the PRA given the trustworthiness

Then, the probability that the decision maker trusts each hazard group PRA given their
trustworthiness is calculated from the fitted model in Figidle The probability of trust for the external
flooding Lg s ds found to be Ly s r& z uThe probability of trust for the internal events 4 is found
tobe Lysl rdwy

6.5.2.4Multi -Hazards risk aggregation the level of trustworthiness

The level of trustworthiness is integrated with the PRA results for both hazard groups folaying
(6.6). The results are presented in Figure@e; respectivelyAs can be seen from Figure 6.5 (@jich
represents the risk analysis results considering only the parametric uncertainty in the analysis, most of the

mass of the risk distribution comatrates in the narrow interval ol t xH s r’55&& u 2H s r?* ? After
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integrating the level of trustworthiness, however, the interval increasesis {Hs ' & & x {Hsr’5?
(Figure 6.5 (b)). The mean risk value for external flooding considering the trustvesghis sé z zH
Sr’5 :NA=?RKAN=: N, compared tosavzHsr’ :NA=?RKANs N without considering it. For
internal events, a similar effect is seen in Figure 6.6 (the mean risk valu@is{Hs ' :NA=? RKN
U A =N considering the trustworthiness compared t@uttHsr’<:NA="?RKAN: N without
considering it). It is, then, seen that considering the level of trustworthiness leads to a largesgpréad

the probability distribution of the risk.

Figure6.5 Updated risk estimates after considering the level of trustworthiness for external flooding (a) original

risk estimate from the PRA, (b) Risk estimates after integrating the level of trustworthiness

Figure 66 Updated risk estimates after considering the level of trustworthiness for internal events (a) original
risk estimate from the PRA, (b) Risk estimates after integrating the level of trustworthiness

6.5.2.5Multi -Hazards risk aggregation
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Finally, the overall risk given the level of trustworthiness can be calculated using BY. The
results are presented in Figud&/. The empirical probability density function of the risk is obtained
through a MonteCarlo simulation of s r° samplesThe mean vaie of the total risk from the two hazard
groups considering the level of trustworthiness is found to séeruHsr’® :N A =? RKA= R
compared to s&ttHsr’ :NA=?RKAN:N without consideringit. Considering the level of
trustworthness in the analysis means that we are accounting for the disbelief, shortcoming, and lack of
knowledge in the analysis, which leads to a broader sjafadf the distributions. The increase of the
spreadout of probability distribution of risk leads tohégher mean value of risk. The aggregation of the
risks from the two hazard groups considering the level of trustworthiness results in a more meaningful
result as it takes into account the fact that the PRA model of the two hazard groups is basetknh diffe

levels of trustworthiness

Figure 67 Results of the MHRA, (a) conventional aggregation, (b) considering the level of trustworthiness

6.6. Conclusion

In this chapterwe have presented a framework FHRA considering trustworthiness. A framework
for evaluating the level of trustworthiness is first developed. The framework consists of two main attributes,
i.e., the strength of knowledge and modeling fidelity. The strength of knowledge attribute covers the
explicit knowledge that can be documented, transferred or explained. The modeling fidelity attribute
covers the suitability of the tool and the model construction process. The two attributes are broken down
into subattributes and, finally, leaf attribute¥he total trustworthiness is calculated using a weighted

average of the attributes, where the weights are calculated using\BSMethod in which the AHP
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PHWKRG LV XVHG WR FDOFXODWH WKH UHODWLYH ZHredXthéV Rl WK
DST method is used to account for the uncertainty in the elicitation.

A MHRA method is, then, developed to aggregate the risk from different hazard groups with different
OHYHOV RI WUXVWZRUWKLQHVY EDVHG R QioD t§ Z ebse stiuthtbGa SFPV WH UL R
shows that the developed method allows aggregating risk estimates with different degrees of maturity and

realism from different risk contributars
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Chapter 7 Conclusion and future work

7.1. Conclusion

The objective of risk assessment is to provide informative support t(8BM[36], [5], [3], [34]. In
risk assessment, we perform quantitative and qualitative measures of risk to ensure thatnitaised
under the allowed safety limit. The quantitative evaluation of risk is done by MHRA, which includes
aggregating the risk indexes from different contributors to arrive at a risk metric that can be compared to
the safety criteria to support DM.nQone handin MHRA, the risk indexes from different contributors
might have different degrees of realism, which, in turn, results from differences in characterizations, e.g.,
of uncertainty, background knowledge, conservatism,[£83. On the other hand, the current practice of
MHRA consists of a simple arithmetic mmation of the risk indexes from the different contributors
without considering the aspects that leadht® difference in thelegrees of realisrfl9]. MHRA must
therefore consider their different uncertaintigkd] and the confidence on the outcomes that is relevant to
support DM[3].

In this thesiswe focus on enhancing the description and evaluation of risk for a nsunedgractice
of RIDM. In particulay we have provided a methodological framework for MHRA and the assessment of
the level of trustworthiness, which a risk assessment is based upon. The following specific contributions
have been attained:

1. Important factos contributingto the trustworthiness of risk assessment have been identified;
2. An integrated hierarchical framework has been developesly&tematically organizing these factor

for theasseswent ofthe trustworthiness of risk outcomes;

3. A technique basedn DSTAHP has been apted to consider the assessors subjectivity in the
assessment process;

4. A MHRA technique based on Bayesian model averaging has been developed to integrate the
trustworthiness oL Q GLY LG XD O K D ]dotdoBes thRfdBnvell disiol’ iaking.

The developed framework provides a systematic wayevaluate the trustworthinessn risk
assessment outcomes and integrate the results of risk aggregati@a overcome the shortcomings of
conventional MHRA From a practical point of wie the framework also provides systematic and practical
procedures that facilitate the application to real cd&36§3G RYHUFRPHY WKH SUREOHP RI VXE

judgments. The application of the developed franwk to real life case studiedemonstries the
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feasibility and reasonableness of the approach, paving the way for its potential applicability to inform
risk-based decision making

7.2. Discussion

The frameworkin Chapter 6 was developdxy consideringdifferent models to evaluate the factors
relevant to trustworthiness(Chapters 5). Detailed definitions of the attributeim the hierarchical
frameworkhave been introduced atiteir assessment have belrstrated (see for example Table 2.1 and
Tables 6.36.4)to check feasibility in practice

The attributes have been elicited in two waysan effortto ensure completeness: deductive and
inductive reasoning. The deductive reasoning was based on literature survey, expert elicitation and deep
reasoning: a large number of candidate attributesalitected andhen, screesd based on their relevance
to trustworthiness. The inductive reasoning was based on deducting the elements needed to construct the
risk assessment modeThe most important and representative attributes haken, been studie
individually to understand their effect drustworthiness antb study the possibility of a more granular
and comprehensive evaluation that cewdrpossible suattributes (Chaptsd-5).

The relative importance (weights) and scores of the attsluthe frameworlare assessed based on
HI[SHUWVY HOLFLWDMLRBW 6WMKH UR® VDV WRIQWV\ DQG TXDOLW\ RI H[S
prior knowledge on the problem, subjectivity of judgments and delicacy of the subjetheafaatt that
expers makegudgmens not only on the criteria of their specialty, but also about all other cr{ied&. To
ensure the qualty andcRQVLVWHQF\ RI Hy SHigbvgus fevdudtivnd prdoediieas been
introduced along with predefideevaluation protocols. Thprocedural steps introduced allamproving
the quality of the information provided to select the experts needed toth@mkelgments, as well as the
quality of information required to assess the attributes. In addigidmehavioral and a mathematical
DJJUHIJDWLRQ WHFKQLTXH KDV EHHQ LQWURGXFHG WR FRQVLGHU W
the quality anadtonsistency in their judgment€hapter 6). Tie evaluation protocols were established based
on technical reports (Chapsep- OLWHUDWXUH D Q GsoHh& Hhe \bb¥systamncy RZtBeH G J H
evaluation can be ensured to the maximal degree. Althcugbubjectivity in the evaluation cannot be
eliminated, the developed methodology is an attempt to enhance its consistency and quality through a
systematically organized evaluation process.

7.3. Future work

The framework presented in the thesis baen showndasible through the application to real case
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studies. However, there are still issdleat needo be worked out. For example, the assessment of some

factors was conducted seguantitatively using evaluation guidelines, but remaining subjective at large.

Efforts should be devoted in enhancing the assessment guidelines and developing rigorous enumerating
DVVHVVPHQW SURWRFROV WR IXUWKHU UHGXFH WKH DVVHVVRUVT

Also, the evaluation process is carried out in a spmntitative way, where thettabutes are
evaluated qualitately and the verbal expressioase then mapped into scores based predefined
guidelines [48]. Mapping these verbal descriptions into numeric humbers must be treated with more
cautions.

Another issughat needto be addressed in the futussthat the reduced ordenodelis based othe
fundamental assumption thtne risk assessment modelcisrrect (no model structural uncertainty). The
reduced order model should be enhanced to consider the fadhéhamportance of the basic events
depends on the structure of the risk assessment model itself. Finally, the output of the overall framework of
risk aggregation is a risk distribution that accounts for the subjectivity in the analysis. Theaesatbe
used directly for comparison to the conventional single vbased safety criteria adopted in the current
practice. Therefore, future work is needed for developing new safety criteria that correspond to risk
estimates that consider trustworthinessyel as developing guidelines for decision making support in the

light of the outcomes of theeveloped framework.
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Appendix | 3 s

KLHUDUFKEPNBIGVGHHLVLRQ
DSSURDFK IRU DVVHVVLQJ
WUXVWZRUWKLQHVV RI ULVN



$ KLHUDUFKEBFDKMGWAHIFH.VLRQ PDNLQJ DSSURDFK IRU DVVHVVLQJ WKI|
DVVHVVPHQW PRGHOV
7DVQHHAXWDMDLIRLFROD 3HBURQQULFRRPLRLTXH 9D WYMHXRRLYV
%HDXGRXLQ
&KDLU RQ 6\VWHP 6FLHQFH DQG WKH (QHUJHWLF &KDOO
IDERUDWRLUH *HQLH ,QGXVWULHO - &MHFRONDV D 056K S RO H R V8 QRIXYUH.UH!
*L-V XY HWWH[WO D OCHHHPH EPXYMD ID#FFHOQW]JUDOHVXSHOHF U
BROLWHFQLFR GL 7TRULQR &RUVR 7TRED@HJIJMDERU X]]L
(QHUJ\ '"HSDUWPHQW 3ROLWHFQLFRLGDQLODQR WD O\3RQ]L
(') 5" 3(5,&/(6 3HUIRUPDQFH HW SUpYHQWLRQ GHV 5LVTXHYV
VLPXODWLRQ HW OHV (WXGHV
(') /DE 3DULV 6 FE0DDVSDUG ORQJH 3DODLVHDX )UDQ
(') 5" 35,60( 3HUIRUPDQFH LSHIOVTEX YHEROWVWQFH SRXU OD 0D
OT([SORLWDWLRQ
(') /IDE &KPWARXDL :DWLHU &KDWRX

$EVWUDFW

5LVN DVVHVVPHQW SURYLGHV LQIRUPDWLRQ WR VXSSRUW 'HFLV
FDQ EH SXW LQ LWV RXWFRWPKVV LG HIXQEGOW HROWW®H DIFGEXUDF\  UH
FRPSOHWHQHVV RI WKH PRGHOV XVHG LQ WKH ULVN DVVHVVPHQW
SURYLGHG WR DVVHVV WKH FUHGLELOLW)\ DQ GVMWHRKX PR ZROW Kl [RQH \0\
SXSRVHV

7KH SUHVHQW SDSHUHSHR&R HER/IC. HROWFKLFDO WUHH WR LGHQV
DQG FULWHULD WKDW DIIHFW WKH OHYHO RI WUXVWZRUWKLQHVV |
OHYHO Rl WUXVWZRUWKL@WMK VWIZ\AR EDUNRW B IQE BB BAW UHEXOH V  WHKYUHHH
SOHDI” DWWULEXWH /HYHO -DOVQ\GUVEXWEBVEDWYHOOHD2QWXEH EDVL
GHFRPSRVLWLRQ D ERWWRP XS TXDQWLWDWLFYHIQ WS RURMDEGHQV
WUXVWZRUWKLQHVV XVLQJ WDQJLEOH LQIRUPDMWLWQ LEQ®/ K\D W B YIHY
7KH DQDO\WLFDO KLHUDUFKLFDO SURFHVV $+3 LVDIVG\RBLMEN® HRU H

7KH DSSURDFK LV IDESYMWXGWRRRFHUQLQJ WKH PRGHOLQJ RI W
545 V\VWHP RI D QXFOHDU SRZHU SODQW 133 WR FRPSXWH
WUXVWZRUWKLQHVV RI WZR PDWKHPDWLFDO PRGHOV RID®IGIBUHQW
0X OMNDWHV-EIKKMGFWRGHO 0630 7KH IHDVLELOLW\ DQG UHDVRQLE
GHPRQVWUDWHG SDYLQJ WKH ZD\ IRU LWV SRMUHQGW.EDO DS\SWHPDEL
H\ZRUGYV

5LVN DVVHVVPR@WP HG VNODIMLARIQ 5,'0 6WUHQJWK RI .QRZOHC
7UXVWZRUWKLQHVYV DQG &UHGW BIWHMAYBKYBIXGOWR @/HIGI H 0 60300 WEQ D O\
+LHUDUFKLFDO 3URFHVV $+3 B5HVLGXDO +HDW 5HPRYDO 5+5 6\VW



1. ,QWURGXFWLRQ

5LVN DPWOW LV EDVHG RQ PRGHOV WKDW UHSUHVHQW WKH IXQF
FULWLFDO V\WWHPV DQG SURFHVVHV RI LQWHUHVW 7KHVH PRG}
PDWKHPDWLFDO IRUPV EXLOW RQ D RBIGH RR QD WK E\W VR Q VR | KNKR
NQRZOHGJH ,Q WKLV VHQVH WKH ULVN DVVHVVPHQW RXWFRPHV D
WKH TXDOLWDWLYH ULVN LQVLJKWY DQG TXDQWLWDWLYH ULVN LQG
RU OMROLG IRXQGDWLRQ GHSHQGLQJ RQ WKH YDOLGLW\ RI WKH K\¢
VXSSRUWLQJ NQRZOHGJH

,Q JHQHUDO WHUPV UL ¥R QHVIEUHNBEBIY O K\HH BXQV KQ HQHIJDWLYH  XC
ZLWK UHVSHFW WR WK SOPWOOWLRPMNMAWLYLQJ IURP WKH RSHL
DFWLYLWLHV D QX® FWKHN DE/RFRELBWMIE VKRXOG WKHQ EH TXDOLWDYV
TXDQWLWDWLYHO\ DVVHVVHG LQ R DGHW\WR LARPSD HIRW IXWMKK 8B U H
LQIRUPHG GHFLVLRQ H|DNQQ HW DBE (LVHU HW DO

5LVN DVVHVVPHQWY UHO PR Q MR/H KYBHR HBDRW SOHYHPV DQG SURF
SUHGLFWLRQV RI VDIHW)\ $YHQIRUPDR FHK WAV PIRFG/HOV DUH LQWHU
VLPSOLILHG FRQFHSWXDO FRQVWUXFWV WUDQVODWHG LQWR PD
K\SRWKHVHV

,Q UHFPHYW WKHUH KDYH EHHQ D YLYLG GLVFXVVLRQ RQ WKH IXQ
IRXQGDWLRQDO LVVXHV RQ$YWQ DVEMMQPH@W[ /REHBHLHH J)URP
D JHQHUDO SHUVSHFWLYH LW LV XQGHUVWRRG WKDW WKH RXWI
HYHQWV VFHQDULRYV FRQVHTXHQFHV DQG WKH GHVFULSWLRQ RI >
EDF N JURXRZTOBIQ@AHFROUW DRQLODEOH RQ WKH V\VWHP DQGVMRUJDURWH V
DO =HQJ HW DOLQFOXGLQJ DVVXPSWLRQV DQG SUHVXSSRV
XQGHUVWDQGLQJ KLVWRULFDO V\VWHP SHURURD QFHHGIWD DQG H

E 9HODQG $YH®WHUQHU )ODWEPXVWDID HW DIOHQ WKH ULVN LQ
PD\ KDYH D PRUH RU OHVV VROLG IRXQGDWLRQ GHSHQGLQJ RQ WK
ODFN RI GPSVDLRWL¥F DVVXPSWLRQV DUH H[DPSOHV RI SRWHQWLDO
WKH EDFNJURXQG NQRZOHGJ®HW]RYHU ULVONDTRH RPRGAHHOQWJ RI D V\VW
SURFHVV QHHGV WR EDODQFH EHWDWFRRUW IR FLARGSIOW ¥ WOQSKBI\BR® iU
DQG PHFKDQLVPV LQ WKH V\VWHP RU S U RFHMWAO DIRIIGGHMAD G B VIEQIL\S WR
Rl WKH SKHQRPHQD DQG PHFKDQLVPV VR DV WR DOORZ WKH WLPH
EHWZHHQ WKHXDHDMLWRHO® QG WKH PRGHO RXWSXWV LQHYLWDEO
FRQFHIDMWRUQHOO%MHUJD HW 'DQLHOMYFR® 6LQFH L WKH LPSRU\
SODFHG RQ PRGHOLQJ DQG VLPXODWL-FQ LWL EQPUWNWHR G\QK LIKH H L
DQG LL WKH IXQGDPHQWDO YDOXH RI RQURWYVRDMMLWHY WKISCGWU /L M
FRQVHTXHQFH GHFLVL6R®RRMDNL@XONKNLGS5,Q (LVHU HW DO
=ZHLEDXP 6XUVRFRRQILOGMIQIFW FDQ EH SXW LQ WKH DFFXUDF\ L
FRPSOHWHQHVV RI WKH PRGHOV LV IXQGDPHQWDO DQG D VDWLVIDF



UHVX®OWEHREWRP VX FK P GICREHX D WIRRIUWKN- BBIRLQUIRXUSRVHV IRU Z
WKH\ DUH HPSORLKGVRRI HFRYQHMH[WV ZKHUH WKH V\VWHP RI LQWHU'
HJ D 1XFOHDU 3RZHU 30DQW DIG@G HDE&RAKH G DR MDIRRYGIVY 51DV K X O
$JJUHIJDWLRQ 0+5$% SURFHVV LV UHTXLUHG WR REWDLQ D ILQDO L
+RZHYHU ULVN HVWLPDWHV IRU GLIIHUHQW ULVN FRQWULEXWRUYV
LQ SUDFWLFH GLIIHUHQW 35%$V HDFK RQH KDYLQJ LWV RZQ OHY}
NQRZOHGJH 7KLV LQFRQVLVWHQF\ PLJKW EH SUREOHPDWLF DV 0+¢
VXPPDWLRQ RI WKH ULVN HRRAQLVPDMEXW RWR/P IGILQ RHULHQIWW KH SRV VL
NQRZOHGJH ZKLFK WKH ULVN3HYVWL PIQRANWK BUH EWXBWLR@ ZKHUH
PRGHOV ZLWKHGLEHUHQWPEUKW EH SUREOHPDWLF LV WKDW RI FKR
WZR GLIIHUHQW VHWV Rl ULVN UHGXFWLRQ PHDVXUHV )RU H[DPSC
DOZD\V FKRRVH WKH RSWLRQ OHDGLQJ WRKRHWKBHFRYHEQOHARKOGRF!
KH VKH FRQVLGHUHG WKH OHYHO RI WUXVWZRUWKLQHVWRUZEKQPK WK
WKHVH UHBR R QL\GHWHRGLE QB UWV W Z R U W\RIRGHOVF HUWWKQW\LV DVVRFLE
ZLWK HFRGUHGLFWLRQV DDPGR XOCRVBE VWA BHHRDH WAKQAR WOGHGD HODEOH RQ W
SUREOHP RI LQWHUHVW PXVW EH DFFX$YBQHM® D Q% MHUI@WH W CD/OL
)ODJH $YHQ

LWKLQ WWIHMWRWKH REMHFWLYH RI WKH SUGINHQWE RSARSBU LV
KL HUD U F-+ELDADHG WP V QR @ SSURDFK WR DVVHVV WKH UHODWLYH WL
XVHG LQ D JLYHQ ULVN DVVHVVPHQW \2RR B/H HR IRWKH S KIDVDHQ W W5 D S+
JHQHUDO IUDPHZRUN WR LQWHJUDWH WKH OHYHO RI WUXVWZRUWHk
SURFHVV ,Q WKLV IUDPHZRUN WKH OHYHO RI WUXVWZRUWKLQHV\
DVWVEWWIHY OHYHO DQG VHXYWW®UEEXWHVOHMHYHOXE 7KH DOWHU:C
WUXVWZRUWKLQHVV DQG FUHGLELOLW\ LV WR EH DVVHVVHG DOO
KLHUDUFKLFDO GHFRPSRVLWLRQLW K¥WKB8Y HFO CRFIXW D WHEXBWU WHKY R Y
TXDQWLWDWLYH DSSURDFK 7KH EDVLF 3OHDI” DWWULEXWHV UHSU
TXDQWLWDWLYHO\ HYDOXDWHG XVLQJ GDWD DQG LQIRUHRDMMRQ D)
KLVWRULFDO UHFRUGVY HWF ,Q WKH SUHVHQW VWXG\ WKH $QDO
HYDOXDWLQJ DQG DJJUHJDWLQ-DWW WHIXWWWG IDVKLRQ WKH VXE

7KH SURSRVHG DSSURDFK KDV EHHQ DSSORHBRWROD/NVVRIVELWHKH
FRPSOH[LW\ DQG OHYHO Rl GHWDLO RI D 5HVLIIG¥D® W BWRZ5HP BR®D
133WKH WZR PRGHOV DUH XVHG WR HVWLPDWH WKH IDLOXUH SURE
PRGHO LV EDVHG RQ D FEDVMGFPIX %\R RFQUMBMQ JJRIZKLY DSSURDFK F
IDLOXUH UDWHV WKDW DUHDWQ® RO\ HE[SWHEY RUX GLIPE G W5 DK PR G H (
SRVVLEOH GHSHQGHQFLHV H[LVWLQJ EHWZHHQ WKH VWDWHYV RI GH.
D SXPS QRU WKH LQWHUDFWLRQ EHWZHHQ SK\VLFDO DQG HQYLU
FRPSRQHQWVY GIUD @RWARB RWKHU KDQG WKH VHFR@® D8SVRDF
3K\V-EDWHG ORGHO 0630 ZKLFK WDNHV L@MWSRH OFFRWQ WR PXROWH



GHJUDGDWLRH) HIWHFMHVY RWBK\VLFDO DQG HQYLURQPHQWDO SDUL
GHJUDGDWLRQ DQG WKH GHSHQGHQFLHV EHWHIH @ WKH GWJIUDGD YV
DO /LQ HW DOL®W DO

$ UHYLHZ Rl WKH DSSURDFKHV SURSRVHG LQ WKH OLWHUDWXUH
PRGHOUHWHQWHG LQ 6HFWLRQ ,Q -EHDRWIGR Q H F LDV LKR.®I PIDUINFALIQLIF DLOD |
DVVHVVLQJ PRGHO WUXVWZRUWKLQHVV LV SUHVHQWHG ,Q 6HFWLF
VWXG\ FRQFHUQLQJ WKH 5+5 VIVWR® RI|ZH 1BV FXY D O/OK HLQHEHKROW V
FRQFOXVLRQV
2. $VVHVVLQJ WKH WUXVWZRUWKLQHVV DQG FUHGLELOLW\ RI ULVN

OLWHUDWXUH

,Q WKLV VHFWLRQ ZH VXUYH\ VRPH DSSURDFKHV SURSRVHG
WKWWZRUWKLQHVY DQG FUHGLELOLW\ RI PDWKHPDWLFDO PRGHOV

)HZ PHWKRGV KDYH EHHQ SURSRVHG WR DVVHVV WKH FRQILGHQ
WKDW LV DVVRFLDWHG ZLWK HQJLQHHULQJ PRGHO SUHGLFWLRQV L
NQRZOHGJH DYDLODEOH RQ WVJRIQHQWMH WVKYWH P Q RUKSIUREWHUDW XU
PHWKRG RU D SURFHVV LV RIWHQ PHDVXUHG LQ WHUPV RI LWV PDW
WR WKH V DW WKH WLPH LW ZDV XVHG WR DV\WRWQY WAKWMHPDW .
2EHUNBWSDO 3DXOW DO =HQJ HW DODWHU WKH 6RIWZDUH (QJLQH
6(, GHYHORSHG D [{\FIDPHOZARA € DWBEELORW\ ODWXULW\ ORGHO &00 V
VRIWZDUH GHYHORSPHQW SURFHVV LQ WKH OLJKWHREWG/BDOXDOLYV

SHFHQWO\ WKH &00 PRGHO KDV EHHQ H[WHQGHG D&0® D 3UHGL

KDV EHHQ GHYHORSHG WR HYDOXDWH DQG DVVHVV2W®KH NPV X BV \
DO 2WKHU H[DPSOHV RI PDWXULW\ DVVHVVPHQW DSSURDFKHV K
VXFK DV PDVWHU G D ®RHQ D WHQUA MUY SDALWHVULVN PDQDJHPHQW DQG
=HQJ HW DOJL ODHRV DO DQGHQJ HW DOKDHBKLFDO IUDPHZRUN EDV#
DQDO\WLFDO KLHUDUFKLFDO SURFHVV $+3 KDV EHHQ GHYHORSHG
RI D SURJQRVWLF PHWKRG IRU PDLQWHQDQFH '0 SXUSRVHV )LQDOC
PRGHOWMPXQEDWLRQ 06 LVIBURSRMHBUENWHEZRUN HLJKW IDFWRUV |
DVVHVV WKH FUHGLELOLW\ RI ORGHOV 6LPXODWLRQ 06 DQG D
GHYHORSPHQW LQFOXGLQJ YHULILFDWLRQ DQG YDOLGDWLRQ LL
XQFHUWDHEWOWQ ®REXVWQHVY LLL VXSSRUWLQJ HYLGHQFH LOQF
DQG SHRSOH TXDOLILFDWLRQV 7KLV IUDPHZRUN VHHPV SODXVLEOF
PDLQ LVVXHV VKRXOG EH FRQVLGHUW®)\ ISUNWHQMKIGC DOSSDRDBK A
LPSRUWDQW HOHPHQWYV WKDW IDOO XQGHU WKH PDLQ DWWULEXW}
IRFXVHV RQ WKH 3LQSXW SHGLJUHH UHSUHVHQWHG E\ WKH LQSXW
PRGHO ®WURPV WKDW FDQ EH DOVR D SDUW RI 0 6 GHYHORSPHQW
WKHUH LV QR QHHG IRU ZHLJKWLQJ WKH HOHPHQWY DV WKHUH LV
WR D PLVFRQFHSWLRQ VLQFH WKW BQWPH® \8 VY DIFWH. BHR W) RHUN XD DS Q.|



RQH ZRXOG FRQVLGHU 3XVH KLVWRU\” DV LPSRUWDQW DV 3YDOLGDYV
WKH DFFXUDF\ Rl WKH PRGHOYfV UHSUHVHQWDWLRQ RIKW&HXMDO V)
KLVWRU\” DV XVLQJ D PRGHO IRU D ORQJ WLPH GRHV QRW QHFHVVD
EHWWHU LQIRUPHG GHFLVLRQV HJ D PRGHO FRXOG EH DGRSWHC
PRWLYDWHG E\ DD GLWW IRE)O LMKMIGL® D JLYHQ FRPPXQLW\

,Q WKH PRUH VSHFLILF ILHOG RI 3VWUHQJWK Rl NQRZOHGJH D\
TXDOLWDWLYKDDOQG WBHBWLYH DSSURDFKHM BDHY H EHH@D SSERSBWH G
TXDOLWDWLYH GLUHFW JUDGLQJ RIVWSSRVWUHQUWK RVVNQREZOG
PDWKHPDWLFDO PRGHOV LV LQWURGXFHG 7KH DXWKRUV WU\ WR
PRGHUDWH VLJQLILFDQW ' ZLWK UHMNTHFHW WRHO%HUGBOR ZYMIJIH C

$YHQ EHODQG $YH®WDBPXVWDID HW DO

1. SKHQRPHQRORJLFDO XQGHUVWDQGLQJ Rl WKH -XQFGEHAHN/PRVBRRG I
SUHGLFWLQJ PRGHOV IRU WKH SK\VLFDO SKHQRPHQD RI LQWHUHVW

2. DYDLODELOLW\ Rl UHOLDEOH GDWD

3. UHDVRQ\DEILOVVXPSWLRQV PDGH L H WKH DVVXPSWLRQV GR Q

4. DJUHHPHQW FRQVHQVXV DPRQJ H[SHUWV L H ORZ YDOXH OD

7KH VWUHQJWK RI NQRZOHGJH LV WKHQ FODVWODIHG ®FHQUGL

%HUQHU )ODBMHQ FHODQG $YH®WDPXVWDID HW DO

1. LI QRQH Rl WKH SUHYLRXVO\ PHQWLRQHG FRPSRQHQWYV LV PHW

2. LI WKH 3UHTXLUHPHQWYV  DUH SDUWLDOO\ PHW QW.IGHQ H\GK H
SLQWHUPHGLDWH’

3. LI DOO *UHTXLUHPHQWY  DUH PHW WKHQ WKH NQRZOHGJH LV

,Q$YHQ DEPRUH GHWDKOB®WLWBMLYH DSSURDFK QDPHO\ WKH
ULVN" KDV EHHQ LQWURGXFHG 7KLV DSSURDFK LV BMHMHR®DWRE@QVKF
ZKLFK WKH DQDO\VLV LV EDVHG 7KHQ WKH DVVXPSWLRQV DUH FI
HYDOXDWLRQ RI WKH GHYLDWLRQ IURP WKH FRQGLWLRQV GHILQHG
DVVLJQHG WR HDFKIOGHFUWD/WWKG WKWDW UHODWHG WR WKH GHYLDV
RFFXUUHQFH RI JLYHQ HYHQWY DQG WKHLU FRQVHTXHQFHV 1RWLFI
ULVN FRQFHSW L H WKH GHYLDWLRQ IURP WKMHRQVNTKRISQERDV W
XQFHUWDLQW\ RI WKLY GHYLDWLRQ DQG FRQVHTXHQFHV DQG WKE
$YHQ ®HUQHU )ODJH

,Q%HUQHU )OMHKH DXWKRUV HPEUDFH DSSO\ WHYGWDDHG DGM)
$YHQ DQG®YHQ VR GHYHORS D JHQHUDO DQG V\WVWHPDWLF IUDP
DVVXPSWLRQV LQ ULVN DVVHVVPHQW PRGHOV $OVR WKLV PHW
DVVXPSWLRQV LV EDVHG RQ HYDOXDWLIJGCWKFHUE®WLRQH@HPMQW Y
SUHYLRXVO\ GHYHORSS$NHDQ QG BIGR $W B G XDMQ DY \SXEBARIERD R1 VL]
SVHWWLQJV" HDFK SURYLGLQJ JXLGHOLQHV IRU FKDUDFWHUL]JLQJ
JXLGHOLQHV DQG VWUDWHFHSW WHKD VEDWKIHG HRIOR W HWKWDW VKRXOG E



WKH XQFHUWDLQW\ DVVRFLDWHG WR DQ DVVXPSWLRQ DQG WKH HIII
ZLWK WKH LPSRUWDQFH DQG WKH FULWLFDOLW\ RI WKH DVVXPSWLR
$OVRWMHUJID HWIOK HIIHFW DQG LPSRUWDQFH RI 3VWUXFWXUDO’
VLPSOLILFDWLRQV RQ ULVN BYNBVVEHRW RIFAGEGE\RXHMDSXWRI GLIIH!
DSSURDFKHV LQFOXGLQJ VXEMHFWLY H TX®® WP S/DMALWH \GARREBDE LD
GHJUHH Rl XQFHUWDLQW\ DVVRFLDWHG WR DQ DVVXPSWLRQ DQG
DVVXPSWLRQ VHHYBIDIMVRY LQSXW WR WKH GHFLVLRQ PDNHUV W

XQDFFHSWDEOH DQG QHHG 3UHPRGHOLQJ’

JLODORBHPYRIXHWW DQG ORVOHK GLVFEVUMWGLEMHIRWYY LD WL VILQ JP R
SDUDPHWHUV DQG WKH PRAKOWWUNFHWKQMW AXHGBQBKHL.Q HYDOXDW
EH FRQVLGHUHG VXFK DV FRPSDULQJ WKH UHVXOWV RI WKH PR
TXDOLWDWLYH RU VXEMHFWLYH HYDOXDW LRI@® R HMWWH PREOHEIHKUH G L
SDUWLFXODU IRU FIMHWI[LY WK LWR REGRE/V WKH SDUWLFXODU SUR
UHO\ PDLQO\ RQ WKH VXEMHFWLYH DVVXPSWLRQV WKDW WKH PRGH
DWWULEXWHV GHILQH PRGH®LE QG HRNEHH WD RERIGWORIXHWW ORVO|

ORGHO FUHGLELOLW\ UHIHUV WR WKH TXDOLW\ RI WKH PRGHO
GRPDLQ RI DSSOLFDWLRQ DQG LV GHILQHG E\ERLOQIBWQR | SDMRWHV E X
XWLOL]DWLRPRYFRBMGOWH ]DWLRQ DQG LPSOHPHQWDWLRQ ZKLFK
VXEBEWW U LEXYMHVR WXa-RG KDQIES SOLFD BN IO VEB\HUH BEHHWR QWNVNFK WKH PR
IRU WKH VSHFLILF VLW XDMIQROH G DESQ BHKRE X B@EQBMIBIOREH G XVH IXQF
DWWUURSWHWRJIXHWW ORVOHK
3. +LHUDUFKLEDWH® IGHFLVLRQ PDNLQJ DSSURDFK IRU DVVHVVLQJ

DVVHVVPHQW PRGHOV

,Q VHFWLRQ E W0 /K HZ FR X UGIB/EHEHDOVHMW RS HG WR FKDUDFWHUL]F
RI D ULVN DVVHVVPHQW PRGHODWWGHERWSIRVIHQJ LWXPEWMR RXPRG
TXDQWLW\ RI UHOHYDQW GDWD DYDLODEBOWVHWGE 6 WMFRDLVR D Q EZHH ToX
ERWWRPSURFHGXUH EDVHG RQ WKH DQDO\WLFDO KLHUDUFKDO
WUXVWZRUWKLQHVV E\ HYDOXDWWQ L DXQYEHY J LGHIQWLLIQ H & PN YEHED |’

31. +LHUDUFKLFDO WUHWXVRMZREPWEHQHW FKDUDFWHUL]DWLRQ

GHFRPSRVLWLRQ

0DQ\ IDFWRUV DWWULEXWHY DIIHFW WKH WUXVWZRUWKLQHVYV
DVVHVVPHQW LQ SDUWLFXODU DQG VHYHUDO VWXGLHV DQG OLW}
WKHP 6RPH Rl WKHVH DUH MXPRCHQRRE @RORIQEBDVXQGHUVWDQG L
DYDLODELOLW\ Rl UHOLDEOH GDWD LLL UHDVRQDELOLW\ RI WKH
OHYHO RI GHWDLO LQ WKH GHVFULSWLRQ RI WKH SKHQRP H B/ DR L
WKH HVWLPDWLRQ RI WKH YDOXHV RI WKH PRGHOYV SDUDPHWHU\
XQFHUWDLQW)\ DQG)®RMWHKHUSY WOWHH QPHU  )ODI¥H Q PHODQG
$YHQ  ,$($ %MHUJD HW=BQJ HW DPEHUNDPSI HW3I50



(35, %DPRXVWDID HW ®PH Rl WKHVH DWWULEXWHY FULWHULD
PHDVXUHG GLUHFWO\ DV-DWWQVEXWHYFPX\RWEHU8KBWLILHG ZKLI
VXEMHHWDOK®WHG 7R WKLV DLP RQ WKH EDVLV RI WKH FULWLFDC
SURSRVH D PHWKRG IRU PRGHO WUXVWZRUWKLQHVV FKDUDFWHUL]
KLHUDUFK\ WUHH VKRZQ LQ )LJXUH

$V PHQWLRQHG\ DERWRUWDRDQ EH IRXQG LQ WKH OLWHUDWXUH
WUXVWZRUWKLQHVV 7KRVH IDFWRUV FDQ EH FDWHJRUL]JHG LQWR \
SPRGHOLQJ ILGHOLW\" ZKLFK HPERG\ WKH DHDOLW\ RIQDB RKGHGHR
LPSOHPHQWLQJ FRUUHFWO\ WKH PRGHO ,Q WK HH®MRHDW W IS RR N
LQ)ODJH $YHQWZR ZHUH IRXQG WR EH PRUH UHOHYDQW WR WKH
DVVXPSWLRQV ,Q WKH ODWWHU LVOW\DDRXWHD SUKRRO H P AWXBRQH
DQG UHDOLVWLF DQG KHQFH PRUH WUXVWZRUWK\ )RU H[DPSOH W
FKRVHQ UHO\LQJ RQ D ®MEHRQDH/OLOZH) GV \RWVRIOWU KDQG LPSOHPHQ
FRUUHEWO\ IURP D SXUBWWRXWWHRUWIKW R R X W- ERQNILGHU LUGD DR 6 F
UHTXLUHY DYRLGLQJ DSSUR[LPDWLRQ ,Q DFFRUGDQFH D KLHUDUF]I
LQ )LIJXUH

JLIXWHKLHUDUFEDWBIG WWHFRPSRVLWLRQ™ RI WKH OHYHO RI WUXVW
PDWKHPDWLFDO PRGHO

7KH PRGHO WUXVWZRUWKLQHVY UHSUHVHQWHG E\ 7 /HYHO L
ILGHOLW\ UHSUHKVBDQG® BAWEN RI NQRZOHGJH- WG SUHYHQ WH G7 KN
PRGHOLQJ(ILGH WMV XUHV WKH DGHTXDF\ RI WKH PRGHO UHSUHVHC



OHYHO RI GHWDLO DGRSWHG LQ WKH PRGHO GHVFULBWSEEBQUHIHU!L
+HLGH 2Q WKH RWKHU KDQG WKH - \LViU HRGHIDAVKK URH V N IQRZ OHREILHG
DVVXPSWLRQV GDWD DQG LQIRUPDWLRXDDZKLF $YWKRHKPRGH®ZRHO |
DWWULEXWHY DUH LQ WRWW GHPRPISRYVHEY HQWR VMXEBDUWLFXODU |
6LV GHILQHG E\ WKH OHYH@® R6 & HAYBIADQ G HES UMK/HH QW PBHEA R1 DSSUT
UHSUHVHQWEG ERQFHUQLQJ WKH VWUHG®JIWR RRYJNW R EIDVRE DHE X B H V
SURSRYBDBJHQ $YHQVHH 6HFWLRQRXQ® ZRRDEM RRUH UHOHYDQW WR \
LH GDWD DQG DVVXPSWLERIQW KHKXVGBWQHGEXWWKH TXDOLW\ RI DV
E\3#L 66;DQG E\ WKH TXDOLW)\ R3 &G B D1 KW S UWMK BYWWHCHEQXRENU RI D
#LL 6LV FRQVLGHUHG DV D EDVLF DWWULEXWH VLQFH LW FDQ EH F
GRZQ LQWRIRWKBILEXWEHY 7KH RWKHU WKUHH DWWULEXWHYV RI /HY
EDVLF 2OHDI"° DWW WPHIDXWKXHW GV IGR WHFDV® EB\ LQVSHFWLRQ " Rl WKH
ZH ZDQW WR DVVHXWH O} SHO \RLEXDWMBKOWDFWHUL]JHG LQ WHUPV R
HTXDWLRQV DQG FRUU EQDVKIR QXPBB®HRI\PRGH O’ SID b3 PIHWGH WK HQ D F
QXPEHU Rl GHSHQGHQF\ UHODWLRQYKHQR¥NKNGBEHGO QDXPHAW\ Rl WK
L gsLV PHDVXUHG E\ WKH QXPEHUW R4sDVYE FES WILRKLM 2 PG DKV
FDQ EH DVVHVVHG H J EY\)NHIOQW MWKMW\TRDQOOWILY I GMR/HF IGEWDG L (¢
WHUPV RI WKH DPRXQW RI 6D W3 DMD EODEOH FRRFRHOWHQF\ RI Wi
QDPHO\ges ®HFLVH GHILQLWLRQV Rl WKHIRW\WKLHE X NN B UFAODLY HY\ L
7JDEOMILQLWLRQ RI WKH DWWULEXWHV XVHG WR FKDUDFWHUL]

/ $SWWULEX "HVFULSWLRQ
HYH

ORGHOLQJ | OHDVXUHV KRZ FORVH WKH PRGHO
(L6 RI WK SUHVHQWDWLRQ RI WKH SKHQR
WKH KLJKHU WKH PRGHOLQJ ILGHOLW
WKH PRGHO
6WUHQJIW SHSUHVHQWY WKH OHYHO RI XQGHU
NQRZO-HIGGH WKH VROLGLW\RRQW/ IGHD W B VIXPSW R IRU |
PRGHO UHOLHV RQ WKH KLIJKHU WKH
WKH WUXVWZRUWKLQHVV RI WKH PRG

/HYHO 6

/JHYHO RI G OHDVXUHV WKH OHYHO RI VRSKLVW
&L 65 TXDQWLINLQJ WWRKZK LH & HPHIYQHOV ~ D QG
SKHQRPHQRQ SURFHVV RU V\VWHP RI
WKH PRGHO WKH KLJKHU WKH OHYHO
WUXVWZRUWKLQHVV RI WKH PRGHO

1IXPEHU R OHDVXUHV WKBISGXREHRDRILRQV WK
DSSUR[LRRWEGR| LOWURGXFHY LQ RUGHU WR IDFLOLWD
ILGHOLW\ 7KH ORZHU WKH QXPEHU RI
WKH PRGHOLQJ ILGHOLW\

4XDOLW\ 'Q VRPH VWXGIHHRE G [SHGWWRDIR UP X
DVVXPSWLRQV| DVVXPSWLRQV ZKLFK PLJKW EH GXH
LQIRUPDWLRQ WR WKH FRPSOH[LW\ R
SKHQRPHQRORJLFDO XQGHUVWDQGLQ
LV DQ LQGLFDWLRQ RI W KMHKWWKUHE R BW
RI WKH DVVXPSWLRQV WKH KLJKHU W

/IHYHO 6




4XDOLW\ R
3&L 6

S5HSUHVHQWY WKH DYDLODELOLW\ §
FRQVLVWHQW EDFNJURXQG GDWD ZLW
DQDO\WLV WKH KXDOHW\ RI WKH GDWI
WUXVWZRUWKLQHVYVY RI WKH PRGHO

/IHYHO 6

IXPEHU RI H
DQG FRU WBHOCERW

7KH QXPEHU RI HTXDWLRQV DQG FR
DQ LQGLFDWLRQ RI WKH OHYHOIRGBSE
WKH KLIKHU WKH QXPEHU RI HTXDWLKR
WUXVWZRUWKLQHVV RI WKH PRGHO

1XPEHU RI H
S D U D P HIWLHELY

7KH QXPEHU RI SDUDPHWHUYV LQWU
PHDVXUH RI WKH OHYHO RI RIPERQE QN
WUDQVLWLRQ UDWHYVY UHSUHVHQWYV W
GHVFULEH WKH IDLOXUH SURFHVV RI |
WKH QXPEHU RI PRGHO SDUDPHWHUYV
WKH PRGHO

1XPEHU R 7KH ODUJHU WKH QXPEHU RI GHSH(
GHSHQGHQF\ LOQOWR DFFRXQW WKH PRUH GHWDLOH(

&N 657

1XPEHU R 7KH ODUJHU WKH QXPEHU RI KLJK T

DV V X P SO RQa/

WKH WUXVWZRRRAH@QHVYV RI WKH

,PSDFW RI| D\
+L G556

W TXDQWLILHY KRZ PXFK DVVXPSW
UHVXOWY DQG LW FDQ EH DVVHVVHG
WKH LPSDFW RI WKH DVVXPSWLRQV W
PRGHO

&RQVLVWHQ
%L 6565

W LV DQ LOQGLFDWLRQ RI KRZ VXLW
DUH IRU D VSHFLILF SURFHVV RU V\VW
RQ WKH VRXUFHV RI WKH GDWD )RU H
DERXW WKHMVDLHOXWUW\RWBPTV SXPS IU
SODQWYV ZH VKRXOG ILUVW XQGHUVW
WKH VDPH W\SH ZKHWKHU WKH SODQ
ZKHWKHU WKH SXPSV KDYH WKH VDPH

7KH FRQVLKWHIIFWRIXWHG LV DQ L(
Rl GDWD KHQFH RI WKH VWUHQJWK R
FRQVLVWHQF\ WKH KLJKHU WKH VWUH
WUXVWZRUWKLQHVV RI WKH PRGHO

$PRXQW RI
#@Q 666

7KH KLIKHU WKH DRKRODOEDM RWKIBD W B/
NQRZOHGJH )RU H[DPSOH WKH QXPEH}
SDUWLFXODU FRPSRQHQW LQ D SODQ
LOGLFDWLRQ RI WKH DPRXQW RI GDWI
QXPEHU RI \HDUVY H[SHWHLIHQKREHHD RN
FRYHUHG DQG KHQFH D ODUJHU DPRX
Rl GDWD WKH KLIJIKHU WKH WUXVWZR|

6RPH FRQVLGHUDWLRQV DUH LQ RUGHU ZLWK UHVSHFW WR WKt}
7KHUH 1OD QMR WKDW WKH DSSURDFK SURSRVHG LV FRPSUHKHQVLYH
DIIHFW PRGHO FUHGLELOLW\ DQG KHQFH WUXVWZRUWKLQHVV )RU
RI D PRGHO RQ RQH VLGH LQFWHW®NH W RGHOOIHY IF D SFOlE@HVWDR GA\D SWH
VLGH LW PD\ OHDYH URRP IRU DGGLWLRQDO HUURUV DQG XQFHUW
LQFOXGHG LQ WKH SUHVHQW IRUPXODWLRQ $V VS HFH OLHHRGON ISl RQH
WKH EDVLV RI DQ DFFXUDWH DQG FULWLFDO OLWHUDWXUH UHYLHZ
JXLGHOLQHV KDYH EHHQ GHYHORSHG WRDRWRYVLGW LB HT XHDYD/OLXD D\
HOHPHQWY 7KHVH JXGEMBDORISY K ROHWKH @DVLY Rl WKH H[SHULHG



H[SHUWV VHH $SSHQGL[ $ 6R WKH FRQWULEXWLRQ KDV WR EH
IUDPHZRUN WR DGGUHVV WKH HYDOXDWLRQ RI PRGWOMWX G XRM@R LR/DH
WKLV ZKLFK LV DEVROXWHO\ LQHYLWDEOH LQ WKLV W\SH RI DQDO\'
32. $QDO\VWLFDO KLHUDUFKLFDO SURFHVV $+3 IRU PRGHO WUXVW
*LYHQ WKH KLHUDUFKLFDO WUHH LQ )LIJXUH WKH DVNVOI\DVPHQW
PXORMULWHULD GHFLVLRQ DQDOXVL¥DQ&'$ 7WLDRHEBSK\OORXQ 6KX
WKLV VHWWLQJ ZH VXSSRVH LQ DOO JHQHUDOLW\ WKDW D V\VW
DVVHVVPHQW FDQ EH UHSUHV®DQ@WHRGS BO & LR I HSRMVQM EFCD WEKLH IRDUM IQRW  F
RI GHMWsEL@YH ;&4 , 7KH WDVN L H WKH 0&'$ SUREOHP DW KDQG L
PRGHOV ZLWK UHVSHFW WR WKHLU WUXVWZRUWKLEAHYN RLQ QW B DM\
WR VXSSRUW 0&'$S ,Q WKH SUHVHQW SDSHU WKH $QDED\BWFDO +LH
9DUJDV LV DGRSWHG WR WKLV DLP +RZHYHU RWKHU 0&'$ DSSURDFk
,Q WKLV DSSURDFK WKH WRS JRDO L H WKH GHFLVLRQ SUR
WUXVWZRUWKLQHVV LV SODFHG DW WKH ILRVWGOHYWA@ -R H Y\HKUD ®
DWWULEXWHV GLVWULEXWHG RYHU GLIIHUHQW OHYHOV DFFRUGLQJ
LQ WKH KLHEDVRKD® WPRGHO FRQWDLQV WKH GLIIHUHQW DOWHUQ
UHVSHFWRWR JRR® L H LQ WKLV FDVH 6DHHMVOHYHQJRHW DBROVWZRU
7KURXJK SDLUZLVH FRPSDULVRQV DPRQJ WKH HOHPHQWYV DQG WKt
VROXWLRQV L H PRGHONVFDOWEWR WEMHGHELWKRQ SUREOHP LQ W
WUXVWZRBWBWOH¥VYRW DO $ JRRG IHDWXUH RI WKH PHWKRG LV WK
JURBSF:FDRQ@DDW\ DQG LQ VLWXDWLRQV WKDW LQYROYH PL[HG
IDFWRON[DQGHU
7KH $+3 PRGAHRIGHRUWUXVWZRUWKUB SV M VBI\QWH/E RHQNNLINW HV W H7S
UHTXLUHG WR DVVHVV WKH PRGHO WUXVWZRUWRDQ B W® HEXGHIBHBU L V
SULRULWLHV LQ SUDFWLFH ZHLJKWV WKDW UHSUHVHQW WKH LPSF
SDUHQW DWWULEXWH - DWW BIDERXW Bl W WDW B E KWK EB RE DOWHUQDW
9:65 96379 6yyip DOG ¢byyp UHVSHFWLYHO\ 1RWLFH WKDW LQ SUDFWLF
UHODWLYHQFROQWQLEWWUREXWH RI D JLYHQ OHYHO WR WKH FRUUH
OHYHO IRU H[DFK&QIT XDIQMWKIWHY WKH FRQWULEWWIRERWHPMDF 30+
LQ WKH UHSUHVHQWDWD RGQMBQEN G H MHXQ. W L R.Q \BW/NEB G, LAH WKHWV
ZHLIKWHRPRERBHO ZLWK UHVSHFW-D\RWIBJHE EWMLF SOHDI" VXE
7TKHHLIKV8Y 9 kéyo DQ&BKe;vg DUH FDOFXODWHG XVLQJ SDLUZLVH FRI
SDUWLFXODU RQH SDLUZLVH FRPSDULVRQ PDWUL[ BY tF RREMNVILK FW H
FRQVWUXFWHG IR UDMWMFKL EKHBVIH YV RIKD MEEH BB O X Q G H UD W MVHU IVEDYP\M He $ U\
XSSHUSRHYBQG RQH LV FRQVWUXFWHG IRU HDFK 33/ HMV KRIWE DD/QA6 2
XQGHU WKH VDPBWW®DWHRWH \LXEWK H Kt § R B SORY.NGIH P YWXDUHV D
PDWUL[ WR ESHUAXHGVEWKH QXPEHU RI HOHPHWOMUL EXWEY ARPED B
DUH FRPSDUHG WR HDFK RWKHU ZLWK UHVSHFW WR WKHLU FRQW!L



XSSHU OHYHO )RHuHPDMSIQH LP FRQVWUKHRWEDG DWRWRE ESIYHV W
/ILL6sgDQ&N 65; /HYHO ZLWK UHVSHFW DWRN WKBHMWHISBOHQW ™ VX
7\SLFDOO\ H[SHUWV XVH D VFDOH IURP WR WR HYDOXDWH WKH
ZLWK DWWBR WKH RWKHU |RU H[DPIDDHIW\WXWHGF OWWARHFD XIO\HR XWA ® H\X
FRPSDULVRQ EHWZHHQ WZR DWWULEXWHYV $ DQG % LV WKH IROORZ

$ DQG % DUH HTXDOO\ LPSRUWDQW

LV VOLIKWO\ PRUH LPSRUWDQW WKDQ %

$LVPRGHUDWHO\ PRUH LPSRUWDQW WKDQ %

$ LV PRGHUDOWHARUH LPSRUWDQW WKDQ %

$LV VWURQJIO\ WKBIY LPSRUWDQW

$ LV VWSODXYIPRUH WRBRUWD QW

$ YHWU\ VWURQJO\ PRUH LPSRUWDQW WKDQ %

$LV HIWUHPHO\ PRUH LPSRUWDQW WKDQ %

$QRWKHU SRVVLELOLW\ LV WR GHILQH D VFDOH RI RQO\ WKH RC
QXPEHUV WR IDFLOLWDWH WKH MXGURHQMHRODWOWRGRPRRGLDWH VLV
IRU PRUH GHWDLOV
A pairwise comparison matrix is made for each group of attributes in the same levs) {say/falls

under the same upper attribute in the upper levg).(sThe weight of each attribute is, then, determined by
solving an eigenvector problem, where the normalized principal eigenvector provides the weights vector.
For more details on how talculate the weights of attributes, §Saaty 2008)(Saaty & Vargas 2012)

(Alexander 2012) Notice that the weights obtained should be normalized to sum to 1 as follows:

A%Q:G[J;LséZKHLM-ILV WKH QXPEHU RI DWWULEXWHV LXK GHRR G\ HKOH 3
WUXVWZR@%@L:QJHNVE&ZKHU% LV WKH QXPEBWWRILBXAVEHY &OQGHU DW

Ai"@‘fg:aw;pL S&ZKHYH V WKH QXPEHU R{DE\DW UE BXOW B W WEEEEXIWHX E

)RU WKH BMD\QLIR BONY W& EXOVHXD QW L W D 8y Y H BIY DEHX DMYIHRQ E\ G LU
LQVSHFWLRQ DQG DQDO\VLV RI WKH PR®MOM E)XQVIRWH BB Q QR W KEH EI
QXPHULFDO HYDOXDWLRQ IRHQ FREH ®QQW\VQ FEIRHML@RWR XW WKLV
H[SODLQHG DERYH L H VFRUHV IURP WR -TXTDXWVN EW DIVAR $IW HIG
HYDOXDWLRQ RI WeKHZ IOWID [UBIW SHUAE XWR] BWKDH. O DLESHO RGHWY\DUH SUR'Y
LQ $SSHQGL[ $ Rl WKLV SDSHU IRU UHODWWYHE X W O XTKML. DR WKV S

13, £a ~
OHYHO BHLIKWNEDQ WKHQ EH HEWDIRWE WK D WO W Kb @D U BIKW/K/X V

Rs-Tvdoo6
QRUPDOLFe0 ki p#yyol s ZKHUM WKH QXPEHU RI PRGHOV

Finally, the normalized trustworthines6:/ z; of a model/ gis evaluated using a weighted average
of the leaf attributes, as indicated in eq. (4):

gL KB K80 KM0Q L6 (0 < B 0 - 6o (17000
6/ 5 L A A ogs 165 U9 607 09 160 vl

ZKHBf oV WKH QXPHULFDO YD O XH DWKADUBL EMATHN B D VALFWIO BB N SWHX



PRGHO IRU H[DPSOH IRUGH{WIMULBERKOWHYXDOV WKH QXPEHU RI HTXI
FRUUHODWLRQ\, BRYWDKID X REHU RI PRG BOY, WRYGHHD FIR RGSHDIUB B G
DERYH
After obtaining the weight for each criterion with respect to the corresponding upper level criteria, a
3JOREDO” ZHLJKWLQJ IRU HDFK FULWHT Ltd Qlsd b&VébtaetiViyHFW W F
multiplying its weight by the weights of its upper parel@ngents in each level: for example, the
3JOREDO" ZHLJKW R-attEbDt¥ 6 ZOWRIUNXEHFW WR WKHsYWeRS ™ DWWU
by 9 :634p 9 63y 9:635 L 9uraadaveFor example, in the hierarchy tregglire 1, the
3JOREDO ZHLJKWLQJ" RI WKH 3FRQV I YWWit) Fespéet taGlewalbf GHQRYV
WU XV W Z R dbrdikdd@yHriviiltiplying its weight by the weight of quality of data (denote6; gy
by the weight of strength of knowledge (destbby 6: 9 6659 (66 9 :6; L Yuraodres
7KH WUXVW&RHMDKQL QMHVMAWQ EH H[SUHVVHG GLUHFWO\ DV D IXQFWL
OHDI DWWULEXWHYV ZLWK UHVSHFW WR WKH WRS JRDO

o &le P Rl X g
I LA@Ar@EAi@ ejm* Kgn AL X p -,

6HYHUDO FRQVLGHUDWLRQV QHHG WR EH PDGH RQ WKH SURSRVI
WUXVWZRUWKLQHVY DVVHVVPHQW PHWKRG LV FRPSUHKH@VLYH DQ(
KHUH KDYH EHHQ DOUHDG\ SURSRVHG DQG DGRSWGIBIHQ BHOM® YDC
$YHQ EKHUH WKH VWUHQJWK RI NQRZOHGJH LV DVVHVVH(
XQGHUVWDQGLQJ” DYDLODELOLW\ RI UHOLDEOH GDWD’ SDJUHH
DVVXPSWLRQV" EXW WKHUH DUH RWKHU DWWULEXWHY WKDW DIIHF)
,Q DGGLWLRQ WKH HQXPHUDWLRQ RIDSKSRIR[PROWQRQND ID B WX\P
IRUPXODV« PD\ EH DQ :DUWLIDFW" RI SUHVHQWDWLRQ RU LQWHU:
FROVWUXFWHG WR WKLY DLP 2Q WKH RWKHU KDQG WKH IROORZLQ
HYDOXDWHRQ RDWHDG\ XVHG IRU HYDOXDWLQJ VRPH DWWULEXWHYV
SKHQRPHQRORJLFDO XQGHUVWDQGLQJ DYDLODELOLW\ RI UHOLDEO
DPRQJ SHHUV GHPRQVWUDWLQJ WKH BHHDFRICEG. OWWMH NUDIH R$EVHIXPI
DVVXPSWLRQV DQG HYDOXDWLQJ WKHLU TXDOLW\ KDYBYDHQUHDG\ |
E %RRHOW DO 7KHQ PRVW LPSRUWDQWO\ QRWLFH WKDW WKH 3¢
ZD\ WR SURYLGH Q % B H,UR B DVOK ¥ DEODX\HLM 3Q7l-aZ]_IWPDWWM$FEI¥®\ﬂ-WR WKH

$V PHQWLRQHG DERYH LI WKH DQDO\WW GRHV QRW IHHO FRQILGI
FRUUHODWLRQV KH MVKMDRDN LUVHDMRUYWH WRDWQHPLH J VFRUHV IURP
UHODWLYH HYDOXDWXRE IRV K BEMBHFBWWR W KHTE L DIHJIHIDE QH VM HH

HIDPSOH WKH HQXPHUDWLQJ SURWRFROV LQ $SSHQGL[ $ EDVHG RQ
4. &DVH VWXG\

,Q WKLV VHFWLRQ WEOVHKGEHUDPHKIRADND LWUMHSHSOLHG WR D FDVH
PRGHOLQJ RI WKH UHVLGXDO KHDW UHPRYDO 5+5 V\WWHP RI D QX
VI\VWHP LV GHVFULEHG LQ VHRWWK® WZRVRRGHOOW XFW 8 UK RWILHS/UH



WKH )DX)WD QGHW Ka- W DXV B BVHGFF-OBBEH DO UH SUHVHQWHG LQ VRPH G
LQ VHFWLRQ WKH SURSRVHG DSSURDFK LV DSSOLHG WR HYDOXD

41. 7TKH VA\VWHP

7KH 5HVLGXDO +HDW 5HPRYDO 5+5 VA\WWHP RI D WASLFDO 3:5 UF
LV PDLQO\ XVHG WR UHPRYH WKH GHFD\ KHDW UHVLGXDO SRZHU |
DQG DIWHU WKH VKXWGRAQL @IV VASHDI)AV DX /X SRRWOPHRROLQJ LQ WKH
VRPH W\SHV RISBHDFWRUWOXVWUDWHG LQ )LIJXUH WKH PDLQ FRF
DUH SXPSV KHDW H[FKDQJHUV GLDSKUDJPV DQG YDOYHV $FFRUC
RI 5+5 VA\VWHP IDLOXUHV DUH GXH WR SXPSV IIDKUIAOH MAKH UHHDWUW BIX
VI\IVWHP IDLOXUHY DUH GXH WRARWRHU FIRWSRIQHQWV Y IDLOXUHV

JLIXUHFKHPDWLF GLDJUDP RI WKH 5+5

42. ORGHOV FRQVLGHUHG

7ZR PRGHOV KDYH EHHQ FRQVLGHUHG IRU HYDOXDWLQJ WKH UH
5+5 VIVWHP D )DXOW 7UHH )7 PQGH®BWHPEWNERWYWHEGVORGHO 0630
BHFWLRQ

4.2.1. )DXOW 7UHH )7 ORGHO

7KHEQGURRNREGWZD U H XX\DHGEIRWQWKH DQDO\VLYV RI WKH 5+57V FRPSF
FULWLFDOLWLHY LPSRUWDQFH DQDO\VLVY 7KH DQDO\VLV LV EDVFE
GLIIHUHQW SRVVLEOH ZD\V LQ ZKLFK WKH FRPSRREDEWN T LMQE WV K W H\
WKH )7 DQDO\VLY DUH EDVHG RQ ILHOG H[SHULHQFH IHHGEDFN

4.2.2. OXOMWNDWH-BERWHGEWRGHO 0630

3K\V-EDVHG PRGHO 39%W D/VQKs PRR®MA. 060 DUH RIWHQ XVHG WR G
SURFHVVHV Rl FRPSRQH @YD \DH)&G PRGWBPYJ IK\RY. WR GHYHORS DQ
GHVFULSWLRQ Rl WKH FRPSRQHQW V\VWHP OLIH FRQVLVWHQW ZL
ZHDU VWUHVV FRUURVLRQ VKRFNV FUDFNLQJ IDWLJX3 HWEF



PDWKHPDWLFDO H/WWKDWH RPQRRVG HOXIGQW LLY EXLOW RQ PDWHULDO VFLHC
IDLOXUH GDWD IURP KLVWRULFDO FROOHFWLRQ RU GHJUDGDWLRC
GLVFUHWRIUERW @O 'L ODHR/ DO

,Q JHOQOHUD@E@30 WR GHVFULEH WKH HYROXWLRQ RI GHJUDGDWLR
I[URP 3SHUIHFW IXQFWLRQLQJILQWR ¥WIRH SBCHHW B GIDWQRQHBDAFHVYV LV
IDFWRUV WKHUH DUH GLIILFXOWLHY LQ HVWLPDWLQJ WKH WUDQVL
SURFHVVHVY HVSHFLDOO\ IRU KLIKOVVWWEDHEHREDB FRASRDEQRVG DO
WR GHILQH SUHFLVHO\ WKH VWDWHV DQG WKH WUDQVLWLRQV E
GLVFUHWL]DWLRQ RI WKH GHJUHGDWLRQ@BV RFH V\$ FF-RE G R JG D WD
FRPELQDWLRQ RI WKH WZR-BRGWGOVEEONHEWR GHE DGEBWHQ SURSRVH
LQ ZKLFK WKH VWDWH WUDQEDWHRB QR QDIKNVH V¥ I/Q POR\GHHVO D UHD WER MR
8QZLKW DO 7TKH@KH ZKROH SURFHVV RI WUDQVLWLRQ DQG GH
FRPSUHKHQVLYH'Q\OB\H®S 300

JLIXUH 0630 DQDO\WLV PRGH

,Q WKH SUHVHQW DQDO\VLV Rl WKH FDVH VWXG\ WKH PDLQ FUL
SXPS GLDEKWDNHU PRWRU FRQWDFWRU DQG YDOYH 7KH 060 ZD\
PRWRU DQG FRQWDFWRU ZKLOH WKH 3%0 PRGHO ZDV XVHG WR P
DFFRXQW WKH GHJUDGDWLRQ GHSHQGHQF\ Rl WKH YDOYH RQ WKH S

JLIXUHOOXVWUDWHY WKLV VHWWLQJ 7KUHH VWDWHVY ZHUH FRC
IXQFWLRQLQJ VWDWH D GHJUDGDWLRQ VWDWH FRUUHVSRQGLQJ W
ZDV PRGHOHG E\-WLPRQMREOXFRMIHRXV WDNNRY IPRWRIODFFRXQW WK
IXQFWLRQLQJ DQG WKH IDLOHG VWDWHVY DQG IRXU W\SHV RI ID
FROQWEWXRXVKRPRJHQHRXV ODUNRY PRGHO ZDV GHYHORSHG IRU W
PRWRU DQG IRXHWDRJADADXKWHY ZHUH WDNHQ LQWR DFFRXQW IRU HI

2Q WKH RWKHU KDQG WKH YDOYH LV VXEMHFW WR WKHUPDO
PDQXIDFWXULQJ GHIHFWV ZKLFK DUH GHVFULEHG E\ SK\WHK DY PRG



WKH FRHIILFLHQW Rl WKHUPDO H[SDQVLRQ RI WKH PDWHULDO WK
PDWHULDO WKH HODVWRSODVWLF VWUDLQ FRQFHQWUDWLRQ IDFW
LQLWLDWLRQ WWKPSYDSWXEH RAHQD ULDWLRQ R YK HHFEH MWEFRBO 2WH O
WKH IDLOXUH GXH WR SURSDJDWLRQ RI GHIHFWV WDNHV SODFH ZKt
LV H[FHHGHG ,W VKRXOG EH QRWHG WHIGD RIYW K HD VBRIW DRGQKIP BVHLB HR L
FRQVLGHULQJ WKH GHJUDGDWLRQ GHSHQGHQF\ RI WKH YDOYHV R
ZKHQ FDOFXODWLQJ WKH QXPEHU Rl F\FOHV H[HFXWHG E\ WKH YDO\
GHJDWGRQ GHSHQGHQF\ RQ WKH RWKHU FRPSRQHQWY )XUWKHUPF
LQWR DFFRXQW IRU DQDO\]LQJ WKH GHJUDGDWLRQ DQG IDLOXUH R
FRQVLGHUHG VXFK DV SUHVVWHKH UVREBDAAYE BLPHRNWRQ LVQG R/ $
DW ZKLFK WKH IDLOXUH WDNHM 8B DEFHWLIDL ®A\D D Q X\ WK HD VRRWEOIW D
PRGHOV FDQQRW EH UHSRUWHG KHUH GXH WR FRQILGHQWLDOLW\ U

7KH UHVXOWYV RI 060 BPQGURPKED VRIWZDUH DUH JLYHQ LQ 7DE
VLPLODULWLHV UHVXOWYV LQ WKH ILUVW HLJKW \HDUV $ GLIIHUHQF
\HDU VKRZLQJ D PRUH UDSLG GHFOLQH LQ WKH UHOLDELOLW\ YDOX

7DEOH 9DOXHV RI UHOLDELOLW\

7TLPH \HC

5HOLDEL!

" BHOLDEL
N630

43. (YDOXDWLRQ RI PRGHO WUXVWZRUWKLQHVV



7KH DQDO\VLV LV FDUULHG RXW WKURXJK WZR PDLQ VWHSV WKI
RI HDFK HOHPHQW LQ WKH KLHUDUFK\ WUHH ZLWK UHVSHFW WR WK

SGRZQZDOM/HVVPHQW RI WKH PRGHO WUXVWZRUWKLQHVY E\ PHDQ\
SOHDI” HOHPHQWYV IRU ERWK )7 DQG)IOBBOHRGHOV DV VKRZQ

JLIXUH +LHUBEDRKH G 3@ 3WRRHGIHO IRU WKH DVVHVVPIBDQWHR/
PRGHOV

With respect to the weights evaluation, experts were asked to fill the pairwise comparison matrices, in
order to evaluate the importance of each attribute (critedis)the experts wereonsidered equally
qualified, the weights obtainday solving the eigenvector problem of the pairwise comparison matrixes
filled by the experts, were averaged. By way of example and only for illustration purposes, Table 4 shows
D SDLUZLVH FRPSDULVRQ -&tbbmeésL [L Rk AV'K H 62 Qand I L\eXBf level s=

4. The attributes relative importances with respect to the parent attribute (level of detail) have been
evaluated using the 4 scaling.



7TDEOH 3DLUZLVH FRPSDUL\DRMWRIDWXWHNR U4:@QIBDDQEXED H@QW UHV SFH
OHYHO RI GHWDLO

4 0S U

4

0S

U

%\ VROYLQJ WKH HLJHQYHFWRU SUREKH POIRAL QK ZY LIBRWYV L[ ZH
9556l rds 9sssLrait 1RWH WKDW WKH ZHLJKWV RI WKH WWBHRIQBWW UL
Algs 955 L §7TDEJOMKRZY WKH ZHLJKWLQJ IDFWRUV REWDLQHG LQ SDUV
ZLWK UHVSHFW WR WKH FRUUHVSB G&ER Q=X @S 6 Y, MIMIDO B\D MHKHW
SJOREDO 9ZHEEKMZLWK UHVSHFMD WHR WRISQRDO

7DEOH $WWULEXWHY ZHLJKWLQJ IDFWRUV FDOFXODWHG

ORGHO WUXVWZRUWKL]| 7
ORGHOL@HOLW\ ) 6
1IXPEHU RI DSSUR[LPDY $S 44
/HYHO RI GHWDLO .
IXPEHU RI HTXDWLRQV 4 .6
IXPEHU RI PRGHO SDU| 0S 64,
IXPEHU RI GHSHQGHQE 'U 65,
BWUHQJWK RI NQRZOH| . 6
4XDOLW\ RI GDWD 4 G
$PRXQW RI GDWD $G 655
&RQVLVWHQF\ Rl GDWI & 6yg¢
4XDOLW\ DVVXPSWLRQ| 4% 65
IXPEHU RI DVVXPSWLR $VG&as
PSDFW RI WKH DVVXP! , Geg

| O O O O O O O O O O O O O




7KH VHFRQG VWHS FRQVLVWY LQ BYDA3Z2WUEQ FDIOWK 8 DBMMVR.G 30
for- HDFK PRGHO $FWXDOO\ EDVHG RQ WKH GDWD LQIRUPDWLRQ D!
DVVHVVPHQW DQDO\VLV WZR W\SHV Rl WUXVWZRUWKLQHVV DQD
SHUIRUPHG WKURXJK D GLUHFW T >OMQAWMULVE DX WISV Jil WIXGDRRMARHU RR T W
PRGHO SDUDPHWHUY DUH FRXQWHG IRU HDFKDPRWIHWODWAKH MMBR
WKH OHDI DWWULEXWHYV FDUULHG RXW WKURXJK FRPSDUU®J WKH V
DQG WKHQ DVVLJIQLQJ IR WHODPW LOHHDY BRAMAUL EXWH

,Q RUGHU WR GR WKDW VFDOLQJ JXLGHOLQHV KDYH EHHQ GHIL
(Burns 1980)DQG WKH IHHGEDFN RI H[SHODYWY EBRGQG B8ARWIHGRIVHH $SSH
GHWDLOV $FWXDOO\ ZH GR QRW FODLP WKDW WKRVH JXLGHOLQ'!}
VXIILFLHQW IRU WKH RaRiQa\oH [ gRidelinek df ApRdadix A, the data and technical
reports usedo perform the risk assessment, the relative score evaluation was performed for both FT and
MSPM models: the results are reported in Appendixes B and C, respectively. In passing, notice that the
HYDOXDWLRQ RI WKH DWWULEXWHg2sPIS\D PWGEH DNKHRODWOWRXZP/SVWLR RO |
HDFK DVVXPSWLRQ DQG WKH VFRUHVY DUH WKHQ DYHUDJHG RYHU LC

On the basis of the relative scores selected, the trustworthiness evaluation was performed for both
models, as illustrated in Tabk the level of trustworthiness was found to be 0.4427 for Ft (M1) and
0.5573 for MSPM (M2).



We have applied the same method also to evaluate the models trustworthimgsg the direct

guantification of the leaf attributes. The results are repontd@ldle 7. Table 8 shows all results.
7TDEOH

&RPSDULVRQ EHWZHHQ )7 DQG 0630 WUXVWZRUWKLQH

ORGHO WUXV]| 7 6 - -
ORGHOLQJ IL{) 6 6 - -
1XPEHU $S 5 | 6
DSSUR[LPDW
/HYHO RI GHV ' .. 6 - -
1XPEHU RI H 4 .55 | 6
DQG FRUUHO
1XPEHU RI [0S 6
SDUDPHWHU\ 6.4
1XPEHU ‘U6, | 6
GHSHQGHQF)\
6WUHQJWK [ 6
NQRZOHGJH ) )
4XDOLW\ RI G 4' G4 | 6 - -
$PRXQW RI G| $G 6
6665
&RQVLVWHQF & 6,45 | 6
4XDOLW\ DVV| 4% 6 | 6 - -
1XPEHU $V6ss| 6
DVVXPSWLRQ
,PSDFW RI ) 6
DVVXPSWLRQ| 6sg




7DEOH &RPSDULVRQ EHWZHHQ )7 DQG 0630 WUXVWZRUWKLQHYV

ORGHO 7 6
WUXVWZRUW : :
ORGHOLQ.\ ) 6
ILGHOLW\ 6 i i
1XPEHU $S 6
DSSUR[LPDW &g
/HYHO RI ' 6 ] ]
55
1XPEHU 4 6

HTXDWLRQV| 655
FRUUHODWL

1XPEHU R 0S 6
UDWHV DQG | G54
1XPEHU ‘U 6
GHSHQGHQF| 657
6WUHQJIW . 6
NQRZOHGJH| 6 i i
4XDOLW\ 4 6 ] ]
656
$PRXQW R $G 6
6665
&RQVLVW & 6
GDWD G566
4XDOLW\ 4% 6
DVVXPSWLR( 6&s ] ]
1XPEHU $V 6
DVVXPSWLR( 6&ss
,PSDFW 6

6HQVLOVADO| 65c¢

7DEOH ©6XPPDU\ RI PRGHOV WUXVWZRUWKLQHVY XVLQJ UHODWL
)DXOW 7U 0630

1RUPDOL]HG 7UXVWZ|
VFRUHV PHDVXUHV
IRUPDOL]HBUBR®HE® L
GLUHFW PHDVXU

5. 'LVFXVVLRQ DQG &RQFOXVLRQ

,Q WKLV ZRUN ZH KDYH GH Y-HEOR SI6GGBH AULMLURIQU P R NEDO WUDHPHH Z R
UHODWLYH WUXVWZRUWKLQHVV RI ULVN PRGHGRV V/HF DIS S UIRW WHJ LLE
WKDW DUH EHOLHYHG WR DIIHFW WKH WUXVWZRUWKLQHVWVHRI WKH
EDVHG *GHFRPSRVLWLRQ  RI WKH-PW®HQ BXUWEW Z R BWSK 3 OFHHW KIRBWIR
SHUIRUP D ZBUBKWWGRRQIJRI WKH DWWULEXWHV WR HYDOXDWH WKH
EHHQ DSSOLHG WR D FDVH VWXG\ LQYROYLQJ WKH 5HVLGXDO +HDW
133 7ZR PRGHOV Rl GLIIHUHQW FRPSOH[LWRQV IHGHYH G Q/ER0IE 3 D OK
VI\VWHP UHOLDELOLW\ DQG WKH WUXVWZRUWKLQHVV RI VXFK PRGHC

)7 WUXVWZRUWKLQHVV KDVRHM R Il R XZXH WHRDWF®REB® KDV VFRUHG



UHVSHFWLYHO\ E\ QRUPDOIQHDB| G DWNFW BPHDNXUHYKR WZR Ut
H[SHFWDWLRQ WKDW 0630 SURYLGHY PRUH WUXVWZRUWK\ ULVN HV\
DFFRXQW FRPSRQHQWY IDLOXUH GHSHQGHQF\ UHODWLRQN DQG WL
FRPSRQHQW

&OHDUO\ WKHUH LV QR FODLP WKDW WKH WUXVWZRUWKLQHVV
DQG FRPSOHWH DV WKHUH H[LVW RWKHU IDFWRUV WKDW DIIHFW W}
KHUH 7KH PHWKR GUAANY DWDWMHPHEW VR VA\VWHPDWLFDOO\ HYDOXDWH
2EYLRXVO\ LW LPSRVVLEOH WR UHPRYH FRPSOHWHO\ VXEMHFWLYL\
SURYLGHG LV DQ DWWHPSW WR FDVW GXVFW UHY 5 WX W H\GX GUPRHHQAR WK
VWXGLHV VKRXOG EH SHUIRUPHG WR GHILQH WKH VFDOLQJ JXLGH ¢
LQWHJUDWH WKH OHYHO RI WUXVWZRUWKLQHVV LQ 5,'0



SHIHUHQFHYV

1.

10.

11.

12.

13.

14.

15.

16.

17.

18.

19.

20.

$OH[DQGHU 0 -ODNHLELVXKRQQJ WKH $QDO\WLF +LHUDUFK\ 3URFH
7KH 8QLWHG 6WDWHY 6RFLDO 6HF$®L W\ $GPLQLVWUDWLRQ %DOWL
$YHQ 7 D $ FRQFHSWXDO IUDPHZRUN IRU OLDRMIRWPRQVN DQC
NQRZQGHIGIGRP ',.: KLEMOUFELOLW\ (QJLQHHULQJ PG 6\VWHP 6DI}
$YHQ 7 E 3UDFWLFDO LPSOLFDWLRBNORD BN IOH WO HEQ ULLYHIH B H
6\WWHP 6DIHS\S+

$YHQ 7 5L N WVIVGI® VALVN PDQDJHPHQW 5HYLHZ RI UHFHQW |
(XURSHDQ -RXUQDO Rl 2SHUDWLRQDS 5HY¥HDWFBEOH DW
KWWS ZZZ VFLHQFHGLUHFW FRP VFLHQFH DUWLFOH SLL 6

$YHQ 7 +HLGH % Y BIOQ GD BV ORIWS HDENIEDEI A WL YQJILQHHULQJ
6D1HW\ SS+

$YHQ 7 =LR ( ORGHO RXWSXW X QRNUHNIIDIMARR® QU L= RN UL

3HUIRUPDELOLW)\ (QJS&HHULQJ
%DOXVWDID 7 HWWOHQJWK RI .QRZOHGJH $VVHVVPHQW IRU 5LVN
,QVUHMRQGKHLP

%HUQHU & )ODJH 5 BWUHQJIJWKHQLQJ TXDQWLWDWLYH UL\
XQFHUWDLQ BMOXPEWQRWYV (QJLQEHMUBMAI DWG 6\VWHP
%MHUJD 7 $YHQ 7 =LR ( $Q LOOXVWUDWLRQ RI WKH X\
XQFHUWDLQWLHYV EBOLIDEN. OVWH VY PIHHHULQJ WG 6\VWHP 6DIHW\
%RRQH , HW DO W PIHWKIR @ XD HWDRXDVVXPSWLRQV LQ TXE
DVVHVVPHRW QDO RI 5LVN 5HV HD BBK $YDLODEOH DW
KWWS ZZZ VFRSXV FRP LQYDUG UHFRUG XUO"HLG

SDUWQHU," PG D FDDH Il | IDH EHFE E |
%XUQV 5 ' :DVK25HDFWRU VDBIBRIWUHWWXYAE\Q 1XFQGHDBS(QHUJ\
&RXGUD\ 5 ODWWHL -0 6\WWHP UHOLDELOLW\ $Q H[DPSO

SHOLDELOLW)\ (QJLRS$IHULQJ
&R[ 7 /RZULH 6SHFLDO ,VVXH )RXQGDWLRQV RI 5LVN $QDO\VLV

'DQLHOVVRQ - HW DO 0 RREHQ DDVRI BLQD QPR LEMGHONELO LW\
'H]IXOL + HW DO -, QIRBB$HGLWNLVLRQ ODNLQJ +DQGERRN
'"URJIJXHWW  ( / ORVOMUD\VLDQ PHWKRGRORJ\ IRU PRGHO XQFH
SHUIRUPD GEMNG®OWIDO\V LYS +

(LVHU - HW DO 5LVN LQWHUSUHWDWLRQ DQG DFWLRQ $ FR
KD]DUGWHUQDWLRQ IO VRXWQILY R I5HGRSFW LR Q

(35, $Q $SSURDFK WR 5LVN $JJURUPMIGR BPFRUQBDOR $OWR
&DOLIRUQLD

(35, BUDFWLFDO *XLGDQFH RQ WKH 8VH RI 3URBDDEUPHGBWLF !

$SSOLFDWLRQV RQWKKB VREKDW P HIDW MR 5 6 Q/RH LA DQ LRVUQ L D
)ODJH 5 $YHQ 7 + FRHQUFHL W XDONGHILQLWLRQ DQG D UHODWI



21.

22.

23.

24,

25.

26.

27.

28.

29.

30.

31.

32.

33.

34.

35.

HYHQSMHOLDELOLW\ (QJLQHHULQJ $BUKW WP+ (S8 YWLODEOH DW
KWWS& VFAHQFHGLUHFW FRP VFLHQFH DUWLFOH SLL 6

)ODJH 5 $YHQ 7 ([SUHVVLQJ DQG FRPPXQLFDWLQJ XQFHUYV

DQDOSMOLDELOLW\ 7KHRU\W+ $SSOLFDWLRQV

*RHUODQGRWQWHZND - ([SUHVVLQJ DQG FRPPXQLFDWLQJ XQFI

AXDQWLWDWLYH6DUVMMW\$OQRG\BIHNOLDELOLW\ OHWKRGRSOR#\ DQG $S
$YDLODEOH DW KWWS ZZZ FUFQHWEDVH FRP GRL DEV E

*RUMLDQ 1 HW DO $ UHYLHZ RQ GHJUDGDWLRQ PRGHOV LQ LU

(QJLQHHULQJ $VVHW /LIHF\FOH ODQDJHPHQW 3URFHHGLQJV RI W
$VVHW ODQDJHPHQW -&(8BISWHPEWRQGRQ 6SULQJHU #RQGRQ SS
$YDLODEOH DW KWWS -6[ GRL-RUJ

+HUEVOHE - HW DO 6RIWZDUH TXDOL&RPIPX® LW BM IFRDGD ERL OV
$&0 S§
,$($ '"HWHUPLQLQIWNKRI 8XREDELOLVWLF 6DIHW\ $VVHVVPHQW

1XFOHDU 3RZHOULHMQQOQWM7(51%$7,21%/ $720,& (1(5*< $*(1&< $YDLOI
KWWS-SXEZLDHD RUJ ERRNV ,$($% R RN D OR-TBYWR-EDFEG@ILMM L F
$VVHVVISIRWS SOLFD-WXRQMMIMBODQWV

,16%* $ JUDPHZRUN IRU DQ ,QWHJUDWHG 5LVN ,Q9RHEBRG 'HFL)\
,17(51%$7,21%/ $720,& (1(5*< $*(1&< $YDLODEOH - DW K\
SXE LDHD RUJ ERRNV ;3P RRERWPQ WH IJUDMWHEBUPHG VLRQ
ODNERURFHVYV

/LQ -« /L-)< =LR ( )X]]\ UHOLDELOLW\ DVVHVGREB@GRIQWYV W
FRPSHWLQJ GHJUDGOHWLRMQYDRMH\ROHVRQ )X]]S BAVWHPV
/ILQ < $ KRODRNIRWN RI GHJUDGDWLRQ PRGHOLQJ IRU UHOLDE

RSWLPL]DWLRQ RI QXFOHDU VDIHW\ VA\VWHPYV

ILQ <+ HW DO-6WDWGBIX®NYLFYVY ORGHO IRU WKH 5HOLDELOLW\ $VV|
'"HIJUDGDWLRQ 3URFHVVHYYXIAWE DWW SKRVEKRFNR/GHO IRU WKH 5HOL
RI D &4RPSRQHQW XQGHU 'HJUDGDWLRQ 3URFHVVHV DQG 5DQGRP 61

JRSH] '"URJXHWW ( ORVOHK $ %D\HVLDQ 7UHDWPHQW RI
$SSOLFDEOH ORG/MOV $QDO\VLV Sst $YDLODEOH DW
KWWS GRL ZLOH\ FRP ULVD >$FFHVVHG -XQH @

'L ODLR ) &ROOL ' HW-\DMDWH SKAVRXOUWRRGHOLQJ DSSURDFK
DVVHVVPHQW RI QXFOHDU S RSZHLD 5 DRYVQK QS DIBH V\VWHP V

'L ODLR ) 7XUDWL 3 =LR ( 3UHGLFWGRQYFDSBEROQWRV D

PHWKRGV IRU UDLOZBU DESHGEQWWL ROWK I WKLUG (XURSHDQ FRQI
DQG KHDOWK PDQDJHPHQW VRFLHW\

1DVD 67$1'$5' )25 02'(/6 $1' 6,08/15¥634B" , 85

1LFRODV =ZHLEBXPUUHHBRUVKRGEE®UHVVLQJ PXOWL KD]DUGV ULVN

QXFOHDU SRZHU SODQWVWKURXJK UHVSRQR H ORURDIDEBIORQG ULV N Y
158& 5HDFWRU &RRODQW 6\VWHP DY &LRYRDFVIEEL& 6\VWHPV
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43.

44,

45.

46.

47.

48.

2EHUNDPSI :/ 3LOFK O TUXFDQR 7 * BUHGLFWLYH FC
FRPSXWDWLRQDO PRGHOLQJ FIZ®ESURG RO@OBW DRIRDE OH DW
KWWEAHESURG VDQGLD JRY FIGRFGLEEFRXGEBRR 2EEHUNDPS|

SGI &QILOH 8VHUV PDUNFKLOHQVNL 'RFXPHQWY 3DSHUV f
PSI FIZHESURG VDQGLD JRY $ 2EHUNDPRSIDSBI &®SDSHUV D
3D-RMPQHOO 0 ( 8QFHUWDLQWLHY LQ ULVN DBDRODDELWYLWL]
(QJLQHHULQJ 6\VWHPS&DIHW\
3DXON O & HW DO &DSDELOLW\ ODWXULBRIWRGHB IRU( 6RI

JHEUXDU4 $B¥ODREOH DW KWWS Z7ZzZZ VHL FPX HGX OLEUDU\ DEVW
6DDW\ 7/ '"HFLVLRQ PDNLQJ ZLWK WRM HDWQPIWWRBDKLHBRU I

BHUYLFHV 6FLHRFHV

6DDW\ 7/ O9DUJDWRGHOV PHWEWREV FRIVFHFDWLRQV Rl WKH DQTC
SURFHBWLQJHU 6FLHQFH %XVLQHVV OHGLD

6LPROD . 3XONNLBGHWON 8QIRUPHG 'HFLVERWXGLIQIODIQE 3URUGL VT
.HUQHVLNNHUKHGVIRUVNQLQJ

7ULDQWDSK\OORX ( 6RMUWIH GHFLYXRBW®LPDNLQJ DQ RSHUDWLRQ
(QF\FORSHGLD Rl (OHFWULFDO DQG (O$i$WURGYPV ODPEDH HBWL
KWWS XQLY QDJHRWLWRBGP '0FQWLRQ ODNLQJ SGI

8QZLQ 6' 33 /RZU\ 5) /D\WRQ -UXOGMNDWH 3K\VLFV ORGHOV RI $JL
&RPSRQHQWYV LQ 3UREDELOLNQWLFWHWNDIWNRHYD/® HHRWLERO OHHWLC
6DIHW\ $VVHVVPHQW ORL® IQPRQ\VIRUWK &DUROLQD $PHUFLDQ 1XF
3DUN ,/ SSSBRO

9HODQG + $YHQ 7 ,PSURYLQJ WKH ULVN DVVHVVPHQWYV F
XQFHUWDLQWLHY DQG 6WMKMN\ XQFRHAVISSH $YDLODEOH DW
KWWS ZZZ VFLHQFHGLUHFW FRP VFLHQFH DUWLFOH SLL 6

‘X | <DO® - ,QWURGXFWERQWWR PXGWMELVLRQ PDNLQJ DQG WKH
DSSURDBRFKHVWHU 6FKRRO RI ODQDJHPHQW

=HQJ = HW DO $L K LROMNDIUFXK LEDPHEZREN IRU WKH DVVHVVPHQ
FDSDELOLW\ RI SURIQRAHMIGLOHWRRGWKH ,QVWLWXWLRQ RI OHFKE
-RXUQDO RI 5LVN DQG 5HOLDBISOLW\ $YDLODEOH DW
KWWS G[ GRL RUJ;

=LR ( 2Q WKH XVH Rl WKH DQDO\WLF KLHUDUFK\ SURFHVV |
5SHOLDELOLW)\ (QJLQHHULQJ DS 6\VWHP 6DIHW\

=LR ( &DQWDUHOOD 0O &DPPL $ 7KH BI® D Q\WL B SKSLUHRIDAKF k
WKH LGHQWLILFDWLRQ RI LPSRUWDQW SDUDPHWHUVLXROHBKH UH
(QJLQHHULQJ DQG 'HS/3JQ



$SSHQGL[ $ OHWKRG XVHG WR WUDQVODWH WFKXXDQWILLNDLW K Y HD\OF /@
7KH IROORZLQJ WDEOH SUHVHQWY WKH JXLGHOLQHYV DGRSWHG
KLHUDUFKLFDO WHEBDR WIOWRNVIKYMNREBOHQEBXFDUH GHILQHG EDVHG
VXJIJHVWLRQV SURYLGHG E\ (') DQDO\WVWYV ZLWK UHOHYDQW H[SHUL
7TDEOH $ -TSXDQRLLWDWLYH VFDOH IRU WKH KLHUDUFKLFD

I1XPEHU /IRZ QXPEHU RI DSSUR[LPDWLRQ DQG ORZ E
DSSUR[LPDWLH WKH RXWSXWYV
IHZ DSSUR[LPDWLRQV ZLWK ORZ HIIHFW RI V\
PRGHUDWH QXPEHU RI DSSUR[LPDWLRQNIIA
WKH RXWSXWYV

KLIJK QXPEHU RI DSSUR[LPDWLRQV ZLWK K
RXWSXWV

+LJK QXPEHU RI DSSUR[LPDWLRQV ZLWK VH
RXWSXWV
7KH HYHQ QXPEHU DUH OHIW IRU WKH LQWH

IXPEHRI HTXL - HTXDWLRQV
DQG FRUUHOD HTXDWLRQV
HTXDWLRQV RU %RROHDQ ORJLF HTXDW
HTXDWLRQV
HTXDWLRQV
HTXDWLRQV
HTXDWLRQV
HTXDWLRQV
! HTXDWLRQV

IXPEHU RI VYV -
DQG PRGHO SI[ -

IXPEHU RI GH GHSHQGHQF\ UHODWLRQV FRQVLGHUHG
UHODWLRQV F| - RI WKH IDLOXUHV UDWHV DUH FRQVL(
FRPSRQHQWYV




! $00 FRPSRQHQWYV IDLOXUHV DUH GHSH

&RQVLVWHQF\

7KH H[SHUW VKRXOG JLYH DDOXKPWH GEHWR Z KV
GDWDNLQJ LOQWR DFFRXQW WKH VRXUFH RI
WKH FRPSRQHQWY WKDW QHHG WR EH DQDGC
$V LQ WKH FDVH VWXG\ WKH GDWD LV FROC(
0ZH LW LV KLJKO\ FRQVLVWHQW RNKH FRQV,
+RZHYHU ZH FDQQRW JXDUDQWHH D SHUIH
D VSHFLILF FRPSRQHQW PLJKW EH FROOH
VLPLODU EXW VOLJKWO\ GLIITHUHQW H J W
WDNLQJ LOMMR MFAFRKRWDOO SXPSV LQ WKH

$PRXQW R
IXPEHU DPRX
VRXUFHYV

7KH IROORZLQJ FODVVLILFDWLRQ LV DGRSV
H[SHUWYV
| UHDFWRU \HDUV RI H[SHULHQFH

2YHU

I1XPEHU RI DVV\

‘LUHFWO\ UHODWHG WR WKH DFWXDO QXPEH

_PSDFW 6 H
DQDO\VLV DQG

7KH LPSDFW LV UHODWHG WR WKH DVVXPSW
IDLOXUH UDWH ZLWK DQG ZLWKRXW WKH L[
EHWZHHY JLYHQ IRU HDFK DVVXPSWLRQ D¢
RYHU DOO DVVXPSWLRQV

1, 1R UHSDLUV DVVXPLQJ QR FRPSRQHQV
SUREDELOLW)\ RI IDLOXUH ZKLFK LV WLPH
WKH UHSDLU LV FRQYRGHUHG )LJV

2. 2QH GLUHFWLRQDO GHSHQGH QAF WLRX
Rl WKH YDOYH GHJUDGDWLRQ IURP WKH G




GHFUHDVHV WKH YDOYH UHOLDENL®@LW\ RI DE
3. +¥DQ HUURU ,Q FDVH RI KXPDQ HUUR
YDOYH ZH REWDLQ D SUREDELOLW\ RI IDL(
IHYHUWKHOHVV WKH KXPDQ HUURU SURED

4. 1R UDQGRP VKRFENV DVVXPLQJ QR UB(
GLIIHUHQFH LQ WKH IDLOXUH UDWH RI WK
UHGXFWLRQ RI ZLWK UHVSHFW WR WK

VKRFNDEOHLQ




$SSHQGL[ WRUWKVYHEVYV DWWULEXWHY HYDOXDWLRQ IRU )DXOW 7UHI

7TDEOH TUXVWZRUWKLQHVYV DWWULEXWHY HYDOXDWIL

I1XPEHU
DSSUR[LPDWLR

%

PLQLPDO FXW VHWYV

IXPEHU RI HTX
IXPEHBRRUUHOEL

HTXDWLRQ %RROHDQ ORJLF
RQ 3UDUH HYHQW  DSSURI[LPD

I1XPEHU PIR G
SDUDPHWHUYV

IDLOXUH UDWHYV IRU EDVLH

1XPEHU RI GH
UHODWLRQV

1R GHSHQGHQF\ UHODWLRQV

$PRXQW R
I1XPEHU DPRXGQ
VRXUFHV

(') LQWHUQDO UHSRUWYV RQ G
DQG RU \HDUV UHDFWR

&RQVLVWHQF\ |

7KHD®D DUH RRRPOBBWBGFDW
20)UH O LIFEH.GCDARAMHGN H BB GE B
FRPSXWHU DVVLVWHG&BR U DW
UHSRUW RQ GDWD

$V WKLV GDWD LV FROOHFW,
UHDFWRUYV 0:H LW LV KLJK
2Q WKH RWKHU KDQG ZH FD(
FRQVLVWHQF\ DV WKH LOQLRI
FRPSRQHQW PLJKW EH FROO
EXW SRVVLEO\ GLIIHUHQW F
UDWH RI 5+5 PRWRU RSHUD)
WDNLQJ LQWR DFFRXQW IDL(
YDOYHV LQ WKH UHDFWRU

1XPEHU RI DVV

1, 1R UHSDLUV

2. 1R GHSHQGHQF\ UHO
FRPSRQHQWYV DQG IDLOXUH P
3. +XPDQ HUURU

4. 1R UDQGRP VKRFNYV

,PSDFW RI WKH
DYHUDJH RI W
WKH GLIITHUHQY
FRQVLGHUHG

$YJ

%DVHG RQ WKH VHQVLWLY LW
DQG WKH DQDO\VLV SH

6SHFWUXP 6RIWZDUH E\ (')

1. 1R UHSDLUV DVVXPLQJ (¢

DW WLPH ZH REWDLQ DKIU




LV WLPHV KLJKHU DV FRP]
WKH UHSDLU LV FRQMIGHUHG
2. 1R GLUHFWLRQDO UHODMW
3. +XPDQ HUURU ,Q FDVH
RPLVVLRQ LQ FORVLQZ4HWKHEW
SUREDELOLW\ RI IDLOXUH RI
KLIKHU 1HYHUWKHOHVV WK
YHU\ VPDOO

4. 1R UDQGRP VKRFNV DV
VKRENV UHVXOWY LQ D UHOD
UDWH RI WKH FRPSROQH@MWW!
UHGXFWLRQ@ RI ZLWK UHV,
FDVH ZLWK WKH UDEGHIQV KR |




$SSHQGL[ & 7UXVWZRUWKLQHVYV DBGWWDUN I XBRDMNHW G YWORGXDW DR @31R U 0 X

7TDEOH & 7UXVWZRUWKLQHVYV DGWWDUN E-BBNMEGWBRGKDWIRGQ3 IRU

g

| 1XPEHU RI DSSUR[LA 1R UHOHYDQW DSSUR[LPDWLR

1IXPEHU RI HTXDWLR PXOWIDWH PRGHOV

RI FRUUHODWLRQYV SK\VLFDO HTXDWLRQV IRU
EHKDYLRU

WKUHVKROG H&XDQY&RQWH @
UHVSHFWKMPEHU RI F\FOHV |
WKH YDOYH RYHU WLPH DQG \
RYHU WLPH
1XPEHU RO FSROGWHD P H W - WUDQVLWLRQV-UWWWW P® G\H
- SDUDPHWHUV IRU SK\VLFD
DQG GLDSKUDJP
- SDUDPHWHUV IRU WKH PRG
DQG WKLEFNQHVV ORVYV

SDUDPHWHUV LQ WRWDO

1XPEHU RI GHSHQGH GHSHQGHQF\ UHODWLRQ FR(
DQG WKH SXPS
$PRXQW RI GDWD -3XPS \HDUV UHDFWRU
-%UHDNHU <HDUV UHDFWRL
-&ERQWDFWRU \HDUV UHL
-ORWRU \HDUV UHDFWR
&RQVLVWHQF\ RI GD 7KH GDWD DUH FROOHFWHG 1L
-3XPS \HDUV UHDFWRU 3
O:H 3:51
3:5
3:5 1
-%UHDNHU <HDUV UHDFWRU
&3<
3:5
-&RQWDFWRWUV UHBFWRU
3:51
&3<
3:5

3:5 1-




-ORWRU \HDUV UHDFWRU
3DOLHU 3:5 1

&3<

3:5

3:5 1-

(YHQ WKRXJK WKH GDWD FR
UHSRUWYV FRPHV VIRRPFA&VWVI ALY
W\SHVY RI UHDFWRUV LW LV V
FRPSRQHQWY DUH YHU\ VLPLC

I1XPEHU RI DVVXPSW

1. 1R UHSDLUV

2. GLUHFWLRQDO GHSHQG
WKH YDOYH GHJUDGDWLRQ R
YLEUDWLRQ

3. 1R UDQGRP VKRFNV

PSDFW RI WKH DVV
RI WKH LPSDFW R
DVVXPSWLRQV FRQV

$YJ

%DVHG RQ WKH VHQVLWLY L/WQ

1. 1R UHSDLUV DVVXPLQJ (
DW WLPH ZH REWDLQ D SU
LV WLPHV KLJKHU DV FRPS
UHSDLU LV FROQVLGBUHG ILJV,
2. 2QH GLUHFWLRQDO GHSH
RQH GLUHFWLRQ GHSHQGHQF
WKH GHJUDGDWLRQ DQG YLEU
WKH YDOYH UHOLDELOLW)\ RIQ

3. 1R UDQGRP VKRFNV DV
VKRFEFNVY UHVXOWYVY LQ D UHOD
UDWH RI WKH FRPSRQHQWYV
UHGXFWLRQ RI ZLWK UHV
FDVH ZLWK WKH UDQGRR)VKRF




Appendix Il 3 5

O0XOWR]DUGYV 5LVN $JJUHJ
&RQVLGHULQJ ODWXULW\ /
$QDO\VLV



A Multi -Hazards Risk Aggregation Considering Maturity Levels of Risk Analysis

7DVQHHP XWDOMRIBKLIXR =HQULFR =LRPLQLTXH 9DVVHXU
&KDLU RQ 6\WWHP 6FLHQFH DQG WKH (QHUJHWLF &KDOOH
/IDERUDWRLUH *H&HGW QB & M @XUS (HIH £6 DERIOLDNH UV LW p 3DULV
5XH -ROLRW &XUKHYHWWHLI)UDQFH
/IDERUDWRLUH 0,1(6XHD &O\DHHFK 'DX GREKHD $ Q)W DRFGIL V
(QHUJ\ '"HSDUWPHQW 3ROLWHFQLFR GL OLODQR ,®LDOALXVHSSH
('y 5' 3(5,&/(6 3HUIRUPDQFH HW SUpYHQWLRQ GHV 5LVTXHV ,QGX
OHV (WXGHV (') /DE 3G L*\D6SBPOBG\0RQJH 3DODLVHDX )UL
$EVWUDEW
OXOMWDUGV 5LVN $JJUHIJDWLRQ 0+5$ DJJUHJDWHV ULVN RYHU G|
D ILQDO ULVN LQGH[ WKDW SHUPLWV WKH FRPSDULVRQ ZLWK VDIH
7KH ULVN FRQWULEXWRUV DVVHDQRHI@WWRUN FRDGLEDIFNIDAXRG
FRQVHUYDWLVP VHQVLWLYLW\ WKDW DUH EHOLHYHG WR GHWHUPLC
RI ULVN FRQWULEXWRUV LQGH[HV $JJUHJDWLRQ RI ULVNHRQWULE.
PDWXULW\ DQG UHDOLVP ZRXOG OHDG WR PDWKHPDWLFDOO\ LQFR
PLVLQIRUP WKH GHFLVLRQ PDNLQJ +HQFH WKH GLIIHUHQFH LQ PC
FDXVH VXFK GLIIHUHQFHWFVRRRWGI EH WOSSHRY WQ@®RD UHOLDEOH D
RI ULVN LQ UHVSHFW RI '0
,Q WKLV SDSHU ZH SURSRVH D KLHUDUFKLFDO IUDPHZRUN WR HY
LQ WKH OLJKW RI '0 7KH IUDPHZRWNK PR @WLH \E M CRLIHNRKG \I R/ \B U HEEXWY
PDWXULW\ RI ULVN DQDO\VLVY L H XQFHUWDLQW\ FRQVHUYDWLVP
DIIHFW WKH OHYHO RI UHDOLVP LQ WKH DVVHVVPHQW @I BURNH®QV
GRZQ LQWR ILYHDWXUMEKWHWXE H DYDLODELOLW\ RI GDWD FRQ
H[SHULHQFH DQG YDOXH ODGHQQHVV $QDO\WLFDO +LHUDUEFEK\ 3U
DSSOLFDWLRQ RI WKH LIQD RHKZR 0N YOHIG RIVADMBVHKW I0W G H6OH GUWHFHKG) L T X H
WR HQDEOH WKH DSSOLFDWLRQ RI WKH IUDPHZRUN RQ UHDO ZRUO
LQWHJUDWHG LQ 0+5$%$ EGGMYQ\IRRSQAMOI DLWERDJJUHJDRFIRROY RRWKR
HYDOXDWLQJ WKH DWWULEXWH ZHUH SUHSDUHG WR VLPSOLI\ WKH
VXEMHFWLYLW\ RI WKH DVVHVVRUV )LQDOO\ D QXPHULFDO FDVH
133 LV FDUULHG RXW WW\VK®RE WKH BOS®VEEEQOOW\ RI WKH PHWKR
RI WKH FRQWH[W RI WKLV SDSHU WR VKRZ LQ GHWDLOV KRZ WR HPS
_H\ZRUGYV
B3UREDELOLVWLF 5LVN $VVHVVPHQW 35$% 5LVNXO@DRDPGEG SHFNVLI
$JJUHJDWLRQ 0+5% 6WUHQJWK Rl .QRZOHGJH 6R. /HYHO RI &R
$QDO\VLY 1XFOHDU 3RZHU 30DQW 133 5HGXFHG 2UGHU ORGHOV

1. ,QWURGXFWLRQ



5LVN FDQ EH GHILQHG DV WKH SRVVLEOHMH QP UPRQRBIWW LDIQWE R WF 5
FRQVLGHUHG LQ WHUPV RI ERWK PDJQLWX»GH RI GH WU HDQYW HVY® H
ZH SHUIRUP TXDQWLWDWLYH DQG TXDOLWDWLYH PHDVRORZHG ULV
VDIHW\5QVRLBNVHVVPHQW LV EDVHG PDLQO\ RQ FRQFHSWXDO IUDPF
WKDW UHSUHVHQWYV GLIIHUHQW V\WWHPV DQG SURFHVVHV 7KH FR(
DVVXPSWLRQV WKDW OLGWKWD@MY BIWHG/ HQWPRH QWY WKURXJK UHSU
IRUPV WR SURYLGH PHDVXUHV DQG S Y%H/GHR¥DDRQVIR& VDIHW\ SHU
(LVHW DO

5HFHQWO\ WKHUH KDV EHHQ D JUHDW IRFXV RQ ULVN DQG WKH Gt
EHOLHYHG WKDW ULVN LQWHUSUHWDWLRQ SOD\ D YLWDO @ROH LQ
(LVHU HW BPWXDOO\ LWNKYVEH®LRYKEHU WR ¥R QW URRP DUHK HIGNGLX
XQGHUVWDQGLQJ RI ULVN DQG WKH R WK WD ERIZHY HY WKHDTYYLLQUH ¢
FRPSUHKHQVLYH XQGHUVWDQGLQJ RI ULVN UHTXLUHV NQRZLQJ WKI
DFNQRZOHGJH LW WR KHOS WKH GHFALPRE®D P BXE N NWDRBRRPYSHIH K H (
H[SHUWV HPSKDVL]H WKDW UHO\LQJ VROHO\ RQ WKH QXPHULFDO YL
'0 DV LW GRHV QRW FDSWXUH RU WKEBAPSRUWDQW DVSHFWYV UHOD)

$V DQ H[DPSOH RI KRZ ULVN DWK/H VDR HWWRL V) SHQYFRUPXROHDU UHI
EDVHG RQ D GHWHUPLQLVWLF DSSURDFK VXSSOHPHQWHKGDE\ WKH :
EHHQ ZLGHO\ DSSOLHG LQ YDULRXV LQGXVWULHV LHQJ DXEOHDU I
UHFRPPHQGHG LQ LWV ILQDO SROLF\ VWDWHPHQW WR LQFUHDVH W
H[WHQW VXSSRUWHG EA5®KH V$VB&SHL RVBNRIWDEWRQFHSWXDO DQG |
WRRO WKDW HYDOXDWH ULVNV DVVRFLDWHG ZXRMOGHDUFBRRBIOW [3DQ
133 WR VESSRWMOWLDO DQG HYHQ PRUH WKH UREXVWQHVV RI WKL
RI WKH TXDO/SW$ RI 36$%

36$ SURYLGHYV DQ RYHUDOO TXDQWLWDWLYH DQG TXDOLWDWLYH
RSHUDWRUV ENKPYLRU B\GHQWLI\LQJ DFFLGHQWDO VFHQDULRYV OH|
DVVHVVLQJ WKH SUREDELOLW)\ RIXRPBXUR HHWFSH/®RD Q&\H \GH. IVIFH B Q WL R
JURXSV ILFODWMRLQ RI KD]JDUG E\ LWV QDWXUH DUH LQYROYHG LQ D
XVXDOO\ LQYROYHV KD]DUG JURXS VW RZN ¥RIPDW HL Q VRIIP & B OG AR/ G R
EDVHG RQ WKH UHVXDWWY QR 5 BY§RUNOWIH WLV UHIX IWHIEHYDQW LQIRL
RQ ULVN IURP GLIIHUHQW FRQWULEXWRUV LV F@BELQHSV XDWOWLYLQJ
ULVU®IRUPHG GHFLVLRQV DUH PDGH E\ FRPSDULQJ WKH LQWHJUDW!|
ODUJH HDUO\ UHOHDVH IUHTXH@R\JRDLUN DQBURDI/GW HWEFWLWR DB FH

&XUUHRRWAM 0+5$V DUH FRQGXFWHG E\ D VLPSOH DULWKPHWLF
LQGH[HV IRU GLIIHUH®3 KD]DRIG H[DRSOW3AKVREXUNAQWDU 3RZHU 30
133V LQ )DQGRHHUDOQWERR BXQEHGPLQJ RYNMN WEKGH[HV Rl KD]DUG
OLNH LBWHQWYOILUH H[WHUQMUGRWE LRIP SDWH Q Z KKK RYHUDO O
JRDOV DQG DFFHSWDQFHQURUBH® L'GIFVVLRY 5003E,LQJ 5 '®DLQ



FULWLFLVP IR U-BKH @ XPHBBWLHROKRG LV W KD WWIVAH Y JLQOR WHW \@ B MV X bi A
KD]DUG JURXSV WKH GHJUHH Rl UHDOLVP DQG WKH WUXVW ZH KD
7DNH DJDLQ WKH 36$% RI QXFOHDU SRZHU SODQWYV I6GPIRG HODRBOH ¢
EHHQ GH YRIOROMWEHH@WDY IRU PDQ\ \HDUV ZKLOH UHODWLYHO\ UHFHQ
HIWHUQDOKDWRREBDQWHG WR3EH LQYKMWHIPWHGH KDYH PRUH WUX\
IRU LQWHUQDO HYHQWYV LV PRUH UHDOLVWLF WKDQ IRU H[WHUQDO
KDV EHHQ FRQVLGHUHG DV D JUHDW FRQWULEXWRU WRNWHKHLWRWD C
ULVN RU DQG GXH WR WKH IDFW WKDW LW LV FKDUDFWHUL]HG DV
LQLWLDWLQJ HYHQWV V XELKX DHWWIKAHK HQ@VLH LHQUDHAD W Y G QYENO ¥ HRAXIOMD C
IURP WKH GLIIHUHQFH LQ NQRZOHGJH WKDW VXSSRUWV WKH ULVN
DIIHFW W& HRUPWI GHFLVLRQV EDVHG R®YWRH UBEVXOWV RI ULVN DQ|
2WKHU VRXUFHV RI KONMRHEGRQ M B Y /WERMPWEW ZRNVHG BRY WKH RULJ
RI WIQHWLDWL@S5,HYH@BVUW L FXQW H U QROUD GXCH DVORS FAVE RWIH VW L Q J
SK\WLFDO PRVEFFRQV H ULYDWWKPYSHNV L R Q V HD D KVBXIAGHMRS DEMH KDWKIGV RQ
LQVWDQ®DWLRQLPLODUO\ IRU WKH HYDOXDWLRQ RI WKH IUHTXHQF
OHYHOV RI LQWH Q VILFX\OWWNRVHRMWIHED IGMK D UHVXOW LQ ZKLEK ZF
$GGLWLRQDOO\ PDQ\ RWKHU NH\ DVSHFWV DUH EHOLHYHG WR LQIC
VXEK DV WKH LQWHUSUHWDWLRQ RI XQFHUWD Q®W \WKGGDQBDQVYVW Y
GHFLVLRQ PONHWWHQW QDWXUHV RI H[SOLFLW DQG LPSOLFLW NQRZ
RI ULVN D@BQ3¥LV H=ZHLEDXP 6XUVRBFWXDOO\ WKH DJJUHJDWLR
KD]DUGV JURXSV ZLWKRXW FRQVLGHULQJ WKH VRXUFHV RI KHWHUR
ZH SRVVHVV IRU HDFK KD]DUG JURXS OHDGY WR D PDWKHPDWLFDO
(35, IHYHUWKHOHVV WKHVH F&DDDHDRU PQRU B VCEW W\W @ WIHRTQX LRI ¢
36V XSSRUWLQJ WRRO WKDW DOORZV SUDJPDW L EQ ORI PHGGE HFMLIOR
PDNLQJ 5,0 HVSHFLDOO\ WKDW WKH ULVN DQDO\VLY FDQQRW OF
MXGUI@PW WKDW UHIOHFWV KLV GRBMRHEWDOLW\ DQG SUHIHUHQFHYV



JLIXUBHLVN LQIRUPHG GHFLVLRQ PDNLQJ SURFHVV IDFWRUV LQIOXHQFLQJ

,Q WKLV SDSHU ZH GHYHORS D 0+5% VXSSRUWLQJ WRRO WKDW FR
FROWULEXWRUV OHDGLQJ WR GLIITHUHQW GHJUHHV RI UHDOLVP 7KH L
FRQFHSW RI PDWXULW\ ODWSUL®/\WKILY SPSHY BWHIWEH GHIJUHH WR Zk
LPSOHPHQWHG LQ D ZD\ WR UHIOHFW WKH DYDLODEOH NQRZOHGJH 7Kt}
ZH SUHVHQW D KLHUDUFKLFDO IUDPHZRUN IR U OR/Y HHW\DLAXXID W K R QP DWAF>
SURWRFROV WR IDFLOLWDWH WKH SURFHVV RI DVVHVVPHQW 7KHQ LQ
WKH PDWXULW\ RI WKH 36%V IRU GLIIHUHQW KD]DUG JURXSV 6HFWLRQ
FDVH VIMXEBOO\ LQ 6HFW ZH JLYH D FRQFOXVLRQ RQ WKH SDSHU DQG

2. $ KLHUDUFKLFDO IUDPHZRUN IRU 35%$ PDWXULW\ DVVHVVPHQW
,Q WKLV VHFWLRQ ZH GLVFXVV EWMWMIOH HFIHGH WHRQ VI | HDFRAW RMK WV KODHW H

SUREDELOLVWLF ULVN DQDO\WVLYVY ,Q VHFW ZH GLVFXVV WKH LPS
OHYHO RI PDWXULW\ DQG ZH PHQWLRQ VRPH WKH IDFWRUH¥KWDW DU
WKH OHYHO RI PDWXULW\ RI ULVN DQDO\WLV ,Q 6HFW ZH SURS|

PDWXULW\ DQG ZH GHPRQVWUDWH WKHLU HIIHFW RQ WKH PDWXULW
RI WKH DWWULEXWHYV

21.)UDPHZRUN GHHQYWORSP

$V LOOXVUWDWHG SUHYLRXVO\ PDQ\ IDFWRUV DUH EHOLHYHG W
ULVN DJJHUJDWLRQ (PSKDVLV LV SDLG LQ WKH OLWHUDWXUH RQ LI
LQIRUPLQJ GHFL\LRIH PBYIH®(35, $YHQ E35, 9HODQG
$YHQ 6RPH RI WKHVH IDFWRUV DUH L EDFQBHBWOQGQWQR ZIOHG JO-
FRQVHUYDWLVP LY LPSRUWDQFH PHDVXUHV Y OHYHO RI GHW
DFFXUDF\ DQG SUHFLVLRQ LQ WKH HVWLPDWLRQ RI WKH YDOXHV RI
YLLL DUMSEWKH )ODJH $YHQ35, $YHQ HYHQ ®MHUJID
HW DO (35, 9HODQG $YHEYHQ %HUQHU )ODJH



,Q SDUWLFXODU 0+5%$ LQFOXGHV DJJUHJDWKDQW KD YN GURIMGH QW |
Rl UHDOLVP ZKLFK LQ WXUQ UHVXOW IURP GLIITHUHQFHV LQ FKDL
NQRZOHGJH FRQVYBYYDWHEVWRFHWE+5% QHHGYV WR DFFRXQW IRU WKH
DQG WKH GLIITHUHQW GHJUHHV RI SUHDOLVP $(® WKHIBQDO\VLV RI H
(35, 2ZWKHUZLVH WKH DJJUHIJDWLRQ SURFHVV ZRXOG EH PDWK
PHDQLQJOHVYVY UHVXOWMBYKDW PLVLQIRUP '0

,Q WKLV SDSHU ZH IRFXV RQ FRPPXQLFDWLQJ WKH IDFWRUV W
FRQWULEXWRUV WKRXJK D PHWULF UHIHDWX® WR BY BO3HHHO/ RHI[ PO
WKLV SDSHU WKH GHJUHHLWBOHKRARRWHES LMQFIRUDH WMMKOW PDNHV EH
NQRZOHGJH WR EHVW UH ®/UKHVYHOHAWFWKRQUHABOLAMMLHZ WKH PRVW UH
ULVN DVVHVVPHQW RI 36% IURP OLWHUDWXUH DQG G/HWNEeGRW KL
EDVHG RQ WKHVH HOHPHQWYV

2.2.Attributes elicitation and evaluation

,Q WKLV RXEWHREBPHQWY L H XQFHUWDLQW\ FRQWKH®YDWLVP NOQ
JODJH $YHQ(35, (35, $YHQ  %HUQHU )ODBOHYDQW WR W
OHYHO RI PDW-XQ LRV PHGG GENKQRQ5,'0 DUH UHYLHZHG DQG GLVEXV)
ZH DUJXH WKH LPSRUWDQFH RI WKHVH DWWULEXWHY LQ GHWHUPLQ
DQG ZH SURSR\SURWBBGRDWLVRKDW DUH EDVHG RQ VROLG DUJXPHQW
RYHUDOO KLHUDUFKLFDO UHSUHVHQWDWLRQ RI WKH IUDPHZRUN LV

JLIXUHYHO RI PDWXULW\ IUDPHZRUN

2.2.1 Uncertainty

8QFHUWDLQW\ LV GHILQHG DV WKH LPSHUIHFWLRQ RI NQRZOHC
YDULDBLOIVWK 8QFHUWDLQW)\ LVUFE RP SRUWLDGWFHRVXEHWZHHQ WK
PRGHO SUHGGIMHDWDRIQW HIH@Q FH XQFHUWDLQW\ DIIHFWYV JYHIHDRXE\ WK
HW DO $EGR HW DDOKLV PHDQV WKDW KM QHHY 8 B8 FRMV VP B WXHUAWVO \RW W K
VKRXOG EH DGGUHVVHG LQ LWV HYDOXDWLRQ



Uncertainty classification
8QFHUWDLQW\ FDQ EH FODVVLILHG UHODWLYHO\ LQWR GLIIHUHQ
LPSHUIHDWOINNHQY HW DRU H[DPGQH GLVWLQJXLVKHRI IREEHWWMHL QW
GHSHQGLQJ RQ WKH OHYWHIK RUH WMXZOMG/IMWHP EHKDYLRU LV ZHOO N
3XQFHUWIDKIHUW\ " WKH V\VWHP SDUDPHWHUYV DUH NQRZQ EXW WKH S
3LJQRUDZXAHUH WKH XQNQRYRAQ DIUHG XQ@BWBUPKOMKF\XQGHUOLHV \
LQGHWHUPLQDF\ LQ VFLHQWLILF NQRZOHGJH FRQVVDWOX\HW. RQ ZL WK
VXIJIJHVVGL PHIQWHRQV IRU XQFHUWDLQWYEBYBGV IGIHFDWLR® MRS
SXUSRVHVRADKEKRQH WKH XQFHUWDLQW\ PDQLIHVWY BW/HNYRDO ZLWKL
XQFHUWDLQW\ ZKLFK LV GHPRQVWUDWWG/LEF\ NMDQRZ3ER®UXPD 8 WX
LIQRUDQFH DQX® DMODRUHIQ FWKMWDLQW\ ZKLFK LOOXVWUDWHY WKH W
DOHDWRHUOHYHO RI XQFHUWDLQW\ LV IXUWKHEHWEBDPVYQILWHG VW R
X QFHLQW\ VFHQDULR XQFHUWDLQW\ UHFRJQIDDGKBHUJGRW D@FH DQ
6SLHIJHOKDOWHU DQG 5LHVFK : D DGIHH@WOLO\ AIWHKE QRWH B W/RIYUHL @ H

XQFHUWDLRE®NO G ULVN DQDO\WLYV HDFKHFRUMWNQGWOGVLY RIE®HRU
7TDECBHQFHUWDLQW\ OHYHOV GHVFULSWLRQV DQG VFRUHV ZLWK UHVS|

/IHYHO '"HVFULSWLRQ 6 FRUH

/HYHO 7KLV OHYHO RI XQFHUWDLQW\ PDQLIHV

XQFHUWI
DERXW
RXWFRPH

SDUDPHWHUVY DUH NQRZQ DQG WKH DQI
D SUREREMDIW\WKH XQFHUWDLQW\ DE
WUDGLW LR QLF® OP IVDICH BSIKWO RVR SKLFDO
WKHRU\

/HYHO
XQFHUWI

DERXW

SDUDPHW

7KH PRGHO LV NQRZQ EXW LWV SDUDPH
NQRZQ WKHQ WKH PRGHO ZRXOG SUR®L]
HIKLELW DQ XQFHUWDLQW\ RI OHYHO RQ
ODFN RI HPSLULFDO LQIRUPDWLRQ RQ
SDUDPHWHUV UHODWHG WR /DUJH %UHD
30DQW WKDW KDV QHYHU RFFXUUHG

/HMO

XQFHUWI
DERXW
PRGHO

W UHIOKOEWMOWKRRG RI WK Hj DFERFOE MWL IHQ
UHDOLW\ 7KLV W\SH RI XQFHUWDLQW\ |
WKH FRPSXWHU LPSOHPHDRWNDHUL R/ RIOW

JHYHO
XQFHUWI
DERXW
DEFNQRZO
OLPLWDW

7KLY OHYHONRRR'ZAQUWDRQWDWLRQV LQ XQ
DELBVW ZKRBKVHV IURP WKH LQHYLW

VLPSOLILFDWLRQV PDGH VXFK DV GDW
FRPSXWDWLRQV DQG DQ\ DVSHFWV WK
RPLWWHG




LPSOLFLV
DVVXPSW
XQPRGHO
XQFHUWD

/HYHO W LV WKRIXIQHB XQFHUWDLQW\ RU DV
B8QFHUWI 5XPVIHOG WKH 3XQNQRZQ XQNQRZQV’
DERXW X| XQIRUHVHHQ HYHQWVY XQPRGHOHG DQG
LOQDGHTX| XQFHUWDLQW\ DUH XVXDOO\ DFNQRZOH
VAQDULRV RU E\ WKH LQWURGXFWLRQ R

'"KLOVW WKLV FODVVLILFDWLRQ VHHPV WR EH WRR FUXGH DQG \
OHDVW IURP WKLV SUREOHPVY SHUVSHFWLYHVHW®H WKUMH GLPI
SORFDWDRIQHO  DQGREQMMFXUM/DLQW\ )RU H[DPSOH WKH GHILQLWL
UHIHUV WR WKH DOHDWRULF QDWXBRYRIUXWQKH U/SD VM P LEK QO M XK Y
$OVR ZKHUH WKMDWYIBURHIYHBVLYHO\ [URP WK+ QWIRRZAD WK KWK
VLPXOWDQHRXVO\ UHIHU WR LWV ORFDWLRQ LH SDUDPHWHU P]
DSSOLFDEDDQ®QHHIMELOLW\ Rl WKLV PHWKRG P DN KW RIWWIK LEVH WRAUHNU  F |

2.2.2 Conservatism of analysis

&RQVHUYDWLVP LQ 35%$ UHIHUV WR GHVLUH RI FDXWLRXVQHVV E\
35%$ DULVHV IURP GLIIHUHQW FRQVLGHUDWLRQV DQG SHUVSHFWLY
NQRZ&®IH DERXW WKH QDWXUH DQ®@LNFXYLWHKWHDRLW RH DIGD/|DWE W
LPSOHPHQWDW HB® RI WKHWWRAB VDIH WKDQ VRUU\" 6DPXHO /RYHU
SUHIHRHQRFfHHUHVWLPDWLQJ WKH ULVN UDWKHU WKDQ XQGHUHVWLP
WKDW H[FHHGV WKH PHDQ RI YDOXHR I"®HWF S QREDDEH OAKN\F& L VWD QFE
LV D SUREDELOLW\ WKDW WKH ULVN LV BHUKMHAVWLPDWHG DQG

$OWKRXIK WKH FRQVHUYDWLVP LV XVXDOO\-DQWXI{FH&MHONWROL
RQ LWV LQIOWH @PPHBRM@MKR/DOUH ,W KDV EHHQ DUJXHG WKDW FRQVHUYD
RQO\ IURPDDPHUMLRQ SRLQW RI YLHZ DQG WKDW WKH FXPXODWLYF
PDNLQJ UHJIJXODWLRQV DQG ULVN FPDLKXIDIHPHRQW FEWHDXOQDRFHSWDE
SDUWLFXODU WKH HIIHFW RI FRQVHUYDWLVP LV QRWRDWIDQ LQWR

ZKLFK PLJKW EH LQ VRPH FRQWH[WYV SHUFHSWLYH IRU WKH D

OHDGLRUWR ZRQVHTXHKQBEBOHRI,QLWMNW WKH RYHUDOO HIIHFW RI FF
ZKHWKHU WKDW FRQVHUYDWLVP LV SURWHFWLYH RU QRW GHSHQ
RI GHFLVLRXPH®IQBJ

9LVFHWLDO DUJERW WKRXJK FRQVHUYDWLYH ULVN HVWWIKRDWHYV L
LPSOLFDWLRQV RI WKLY LQFUHDVH RQ WKPDWBIWHW\ DLMVVYRQY O 7K H
VKRZHG WKUEXIXHODWRBEMDWHG VWXG\ QXPEHUWXKDOW KO VNDH HF& GB\HHUL
DVVHVVPHQW WKH PHDQ SDUDPHWHU DSSURDFK ZRXOG UHVXOW LQ



WKH VDIHW\ 7KLV FDQ EH H[SODLQHG E\ WKH R/KHRYN HRU SUUHRUQW L\ ¢
FRQFOXGH DQG H[SOLFLWO\ UHFRPPHQG WKDW FRQVHUYDWLVP VK
PDNLQJ FRQWH[WV OLNH FRPSDULQJ RSWLRQV DQG VWXG\LQJ WK
$YHQ 7KH GHJUHH RI FRQVHUYDWLVP VKRXOG EH FRPSOLHG ZLWt
RI WKH 35% 2WKHUZLVH LW PLJKW UHGXFH WKH PDWXULW\ OHYHO |
2.2.2.1 Conservatisrolassification

$00 Rl WKH DUJXPHQWY PHQWLRQHG LQ WKH SUHYLRXV VHFWLR
FRQVHUYDWLVP LQ WKH OLJKW RI WKH PDWXULW\ DQG LWV FRQVHT
OHYHOV RI FRQWHWYIDMMY VWKE HGBHYHO RI NQRZOHGJH VHHPVY SODXVL
UHSUHVHQWYV D SUDFWLFDO DFW SHUIRUPHG WR GHDO ZLWK XQFHU
YDOLG FRQVLGHULQJ LWV LPSOLFDWLREHR QDLNVDHQWLQXKH DH FRW | WU
VWUHQJWK RI NQRZOHGJH HJ WKH FRQWH[W RI GHFLVLRQ PDNLQ
ULVN DQDO\WMIGVL MDHQULRAQMWLFRQFHSW UHLQIRUFLQJ WKH IRUPHU D
HITHFWHW) VDHQWLRQHG LQ 6HFW 7KLV LV GRQH E\ ILUVWO\ D(
VHFRQGO\ UHODWLQJ LW WR WKH VWUHQJWK RI NQRZOHGJH DQG \
GHFLFDRQQJ ,Q WKLV YLVLRQ HKH UWRMNSDOQBW[ARQ\WLHK YDBWDWHG RC
DVVXPSWLRQV WR WKUHH FDVHYV , ULVN LQGH[HVY EDVHG RQ EHV\
WUXH YDOXH SDUDPHWHUV ,,, ULVN LQGH[HV EDVHG RQ WUXH
VWBPHNHY 7KHQ ITIRU-WKHYXH EHVHYHY WKH SRVVLEOH VWDWHV RI
DVVXPSWLRQV RU ULVN SDUDPHWHUV DUH EDVHG DQG ILQDOO\ WKI
WR WKH FRQVHTX$NHMHV RBUWHDHWAU ZH H[WHQG WKH ZRUN RI $YHQ
PDLQ W\SHV RI ULVN LQGH[ HVYWLPDWHYV L EHVW MXGJPHQW HVWL]I
SDUDPHWHUYV WK WUKAHK PRRIHGHQFH EDVHG RQ VWURQJ NQRZOl
FRQILGHQFH EDVHG RQ ZHDN NQRZOHGJH 7TKHQ IRU WZR FRQW
DOWHUQDWLYHV DQG FRPSDULQJ WKH ULVN L Q©GHH HZHW.R) DG FHH\SWLLF
WA\SHWVWLLL WR WKH FRQVHUYDWLYH HVWLPDWHY EDVHG RQ FRQVHU
SRVVLEOH VFHQDULR ZLWK UHVSHFW WR OHYHO RI PDWXULW\ DQ!
HVWLPDWHYV WKDWXRBWERYWG RRVIPQ WR EH FRQVHUYDWLYH IRU
HVWLPDWHYV WKDW DUH EDVHG RQ WKH EHVW MXGJPHQW RU WUXH
LOOXVWUDWH WKH GLITHUHQW VFRUH IRU HDFK FRUUHVSRQGLQJ VF



JLIXUNDOXDWLRQ RI WKH FRQVHUYDWLVP LQ WKH OLJKW RI OHYHO

7UXH Y D®RZH
FRQILGRQEH ;
EDVHGZRDN

NQRZOHGJH

JLIXUNDOXDWLRQ RI WKH FRQVHUYDWLVP LQ WKH OLJKW Rl OHYHO
NQRZOHGJH



7UXH YDOXH
FRQILGEREH ;
EDVHG RQ VWURQJ
NQRZOHGJH

JLIXUNDOXDWLRQ RI WKH FRRNVEHY B® LRMPP DV WKIHVO LERWVHU Y D W
YDOXH VWURQJ NQRZOHGJH

.QRZOHGJIH

.QRZOHGJH LV WKH VHFRQG WRS WKHMURIUWKH TRXKLOIMWDHEK\NQI
\LHOG RI D FRPELQDWLRQ RI GDWD L QI|RK X)W GRIQQPBISEHEMHRIDF H D Q

D .QRZOHGJH PDQLIHVWY LWVHOI LQ WKUHH PDYQHRUPV H[SOLF

W LV VDLG WKDW 2<RX FDQ W PDQDJH ZKRWE HR/XN FIDRS & RR H\DQVRZH
RQH VKRXOG EH DEOH WR VWDWHV DWW O DO U 7KK VD BWIGV M PSHU \
LPSRUWDQFH RI FOFWUGRYOEI MOMIZOHGIH RQ ZKLFK ULVN DVVHVV
5LV,QIRUPHG ‘BIFNVQRQ5,'0 SXWYHRVHVHYHQ §YHQ .URKQ
%HUQHU )ODBMNHODQG HWYHI®D .KRUVDQGL $YHQV DUJXPHQW L
YLZVLEO\ PDQLIHVWHG LQ WKH QHZ ULVN SHUVSHFWLYHV ZKLFK FRQ
WUDGLWLRQDO HOHPHQWYV L H VFHGYHOQRYV BLHWAOLKRK® DQG FR
%MHUJD $YHMYHQ <O|QHQRU WKHVH UHDVRQV HYDOXDWLQJ VWUFL
EH FRQVLGHUHG LQ HYDOXDWLQJ WKH PRGHOVY FUHGLELOLW)\ DQG

.QRZM®IXDWLRQ

'LIIHUHQW DWWULEXWHY FDQ EH FRQVLGHUHG WR HYDOXDWH W
GDWD DQG LQIRUPDWLRQ LWV VXLWDELOLW\ DQG XVHIXOQHVV WK
WKH H[SHULHQFH RQ W KWK KV BRIH®ROW Y\ DB RKHUH DUH KRZHYHU W
PRVW RI WKH VWUHQJWK RI NQRZOHGJH DVVHVVPHQW DSSURDFKHV
TXDQWLWDWLYH DSSURDFK IRU HYDORBWQQ@RYWWHI ZNMDUBIQGWKKRI N ¢
DVVXPSWLRQ GHYSDPMQRQ EQLWRKE\HDUOLHU WKH DXWKRUV LGHQW
HYDOXDWLQJ WKH VWUHQJWK RI NQRZOHGJH WKH SKHQRPHQRORJI
RI DVVXPSWLRQV WKH DYDLORELGDWM\DRD QG MLIOHE O H*RHGIEOHIGENE MIYP R Q



ORQWHZND %DVHG RQ WKH GHJUHH RI IXOILOOLQJ WKH FULWHULD
FUXGHO\ WR PLQRU PRGHUDWH DQG VLJQLILFIXQW L QK HVEBIWHIU \R Hi
RI WKH PDLQ DVVXPSWLRQV RQ ZKLFK SUREDELOLVWLF ULVN DVVH\
DVVXPSWLRQ WKH XQFHUWDLQW\ RI WKLY GHYLDWLRQ DQG WKH VW
$FFRUGLQJOEHWKRH QXFRX®SWULROWVULWLFDOLW\ RI GHYLDWLRQ IURI
VWUHQJWK RI NQRZOHGJH RQ ZKLFK WKH SYRBDELE®RYWY.IF UU LR/AQNHD \
VKRXOG QRW IRUJHW WKDW LQ DGGLWLRQ WR WKH H[SOLFLW SUR
SURSHUDMILHW DQG DOAWIORXURW EH GLUHFWO\ VWDWHG RU GREXPF
LQGLYLGXDO DQG RUJD QPO NVROP@ ESH.RRWP\D QBH)ODJH BRI $YHC
UHDVRQDELOLW\ Rl DVVXPSWLRQV DQG DJUHHPHQW DPRQJ SHHUV
NQRZOHGJH +RZHYHU WKLV IUDPHZRUN GRHV QRW FRYHU FRQYLQF
DJUHHLQJ RQ DQ DVVK@WWALRMYRURDNYHFMRVDULO\ PDNH LW JRRG
DQG WDFLW NQRZOHGJH DVVHVVRUV VKRXOG UDWKHU EH WKHPVH(¢
,Q IDFW VHYHUDO UHVHDUFKHV KDYH HPSKDVL]HG RQ WKH LPSR
FRQILGHQFH LQ H[SHUWVY MRGIJPERMQWR UWR[MPKSHOHDFW WKDW H[S
VXEMHEFW WR LQHYLWDEOH ELDV WKDW OHDG H[SHUWV WKDW KDY*t
MXGJPHQRMH GBIEQHYV IHZ DWWULEXWHY WKDW DUH EHOLHYHG WR
SHUVRQDO LQWHUHVW WKH SHUVRQDO NQRZOHGJH WKH GHJUHH |
VXFK WLIMMXDWLRQDO OLPLWDWLRQWJIFKRHBN DYBFMWDNBHKRE GWUD F
ZHOO WR DVVHVV WKH TXDOLW\ DQG UREXVWQHVV RI DVVXPSWLRC
DQDO\VLV DARRBEBVHE DOQ 'HU 60XLMV.BRSD®JIJH HWBHRXYH DOO
RQH FDQ DUJXH WKDW WKHUH DUH PDQ\ RWKHU DWWULEXWHV WK
NQRZOHGJH )ORIGIGBSYHQ PHWKRG LQ HYDOXDWLQJ WKH VWUHQJWK
SODXVLEOH DQG UHOHYDQW WR WKH FRQWH[W RI WKLV SUREOHP H|
RI WKH H[SHUWV ZKR PDNH WKH DVVXPSWLRQ D HLQWGK MK N K i CDNRDQL
WUXVWDEOH SUHGLFWLQJ PRGHOV ) @D WK VVDSIGS BHPH @ WRGS M@ VAL EDOQ-
DQG DGG D QHZ PDLQ DWW WRIEWWHI DV HW\DFOX MV R DAGKHQ QUDWPH Z R U |

FROQWH[W RI WKLV SDSHU
7TDEQHYHO RI NQRZOHGJHVY DWWULEXWHY HYDOXDWLRQ JXL

6FRUH

"DWD $PRXQW R| 1R GDWD RU WH 7KH GDWD DUK 7KH GDWD DUH $Y[
DYDLOD| GDWD ILH{ OLPLWHG DQG | DQG FDQ EH H DEXQGDQFH FDQ §
$ . RQO\ IURP WKH| IURP DQ\ RWK| HDVLO\ IURP VR P[]

RI 133V DQG SODFHV ZRUO
"DWD 6RXUFH R 7KH GDWD DUH| 2WKHU 133V R| )LHOG GDWD IURP
FRQVLV| .4 IURP RWKHU VR W\SH DQG WHE SODQW DQG UHOD
&R QRW UHODWHG W\SH RI FRPSRQHQ

WHFKQRORJ\ Q

VDPH W\SH RI A




4XDOLW
UHOLDE
GDWD

4XDOLW\ H

Td

%DVH
RQ
H[SH
HOLF
RQ

"DWD DUH
FDOFXOD
XVLQJ

VWDWLVV
PRGHOV

'DWD DUH ERW
DQG FDOFXOD
FRPSXWHU SK
PDWKHPDWLFI

"DWD DU
H[WUDF
XVLQJ

FRPSXW,
PDWKHHR
O DQG

SK\VLFO
PRGHOV

7KH GDWD
PHDVXUHQ(
SUHFLVH(
DFFXUDWH
WKHQ PRG

4XDOLW\ H
DVVXPSWL

T8

S5HSUHVHQWYV V,
VLPSOLILFDWLH

S5HSUHVHQWYV
VLPSOLILFDWI

S5HSUHVHQWY UHD
VLPSOLILFDWLRQV

([SHULH
(

3KHQRPH(
DO XQGHU

)

7TKH SKHQRPH
LQYROYHG DU
XQGHUVWRRG

7KH SKHQRPH
LQYROYHG DU
EXW QRW FRP

7KH SKHQRPHQD L
YHU\ ZHOO XQGHU

([SHULHQF
NQRZOHG.
U H J D UAGKLH)
KD]DUG JU

‘74

1R H[SHULHQFH

([SHULHQFHG
HYHQW LQ RW

7KLV HYHQW LV TX
ZH KDYH D ZLGH H

SYDLODEL
PRGHGQY

ORGHOV HYHV QI
RU NQRZQ WR
SUHGLFWLRQV

7KH PRGWHKDY D
EHOLHYHG WR
SUHGLFWLRQV
PRGHUDWH DH

7KH PRGHOV XVHG
JLYH SUHGLFWLRQ
UHTXLUHG DFFXUD

9DOXH
ODGHQ(
WKH DQ

$JUHHPHQ
DPRQJ SH

T&

7KHUH LV VWUF
GLVDJUHHPHQV,
H[SHUWV

7 KH UWOLL KW
DJUHHPHQW D
H[SHUWYV

7KHUH LV EURDG D
DPRQJ H[SHUWYV

9/

([SHUW \H
H[SHULHQ
ILHOG DQ
SHUIRUPD
PHDV X.kH

KDV TXLWH VKH
LQ ULVN DVVHYV
133V

W LV KLV VSH
SUDFWLFHG W
W U D IFRIXQYV HV
UHJDUGLQJ W
RI 133V

([SHUW LQ WKLV G
H[SHULHQFH

6HQVLWLYLW\

$ PDWKHPDWLFDO PRGHO PLJKW HPEUDFH HUURUV GXH WR WKH
SDUDPHWHUV RU GXH WKH QXPHULFD&DFHWIKRG V 7XKNHHB | MR WR GCAHKD GV
VXFK HUURUV DUH YHU\ LPSRUWDQW DQG QHHG WR EH HYDOXDWHG
YDOLGLW\N RI WKH PRGHO 7KLV L&DFKKLHD B\ VHQVLWLYLW\N DQDO\VL!
6HQVLWLYLW\ DQDO\VLVHWHURQMHH KRA\ X \GHE WWRGIBQW YDULDEO

DITHFWHG E\ WKH FKDQJH RI

ORUHRYHU

R

ZHOO DV YHULINLQIODQUGAWWRELPDWIQH\LW3SDWLO

W K H& D © BV DIOQ GI.S M QLG/H R WX ¥ O O L DXE/®H
GHWHUPLQH WKH FULWLFDO FRQWURO SRLQWYXULY® RSXK ISU LHRBILW L3
LW LV LPISOMPH G WPISUWRHRWRYHGXQGHUVWDQGLQJ
WKH PRGHO WKURXJK KLJKOLJKWLQJ DQG&D¥FIXHIW DIOLQDVLWYV PR



,Q VDIHW\ DQG ULVN DVVHVVPHQW VHQVLWLVLW® BOLOAVEXOBD
VHQVLWLYLW\ DQDO\VLYV FRPSOHPHQWW DWKLIQR UV R QIRYMRO \\&LNO /R L C
ZKHUH LW KHOSV WR LGHQWLI\ WKH XQFHUWDLQ LQSXWV WKDW F
FRQVHTXHQWO\ DIIHFW WKH=GRIFLIHKRORPRNLEIDSSRHHUYD 35% RI 1X
3RZHU 30DQWV 133V VHQVLWLYLW\ DQDO\VLV LV UHTXLUHG WR V
SUREDELOLWLHV5RQ QWK G HBIRMBRUBNMKH LPSRUWDQFH RI DQ DV
SUHGLFWLRQ PRGHO FDQ EH HYDOXDWHG WKURXJK DOWHULQJ WK!
UHODWHG WR WKH JLYHQ DVVXPSWLRQ ZKLFK KHOSV LQ LGHQWLI\
GHYLDWRRQODQGW ORQWXUZWBHUPRUH VHQVLWLYLW\ DQDO\VLV
SUDFWLFH RI ULVN DMQHVRPHQWRMHRQUOHG XY D UL5RRQVHURPWLV P
WKHVH SHUVSHFWLYHV VHQVLIM.GLWS MRREGHY H YDFERDWL GG A B GD
DQG PDWXULW\

BHQVLWLYLW\ HYDOXDWLRQ

)ODJH DQG $YWXQIJIJHVWHG LQWHJUDWLQJ WKH VHQVLWLYLW\ FRQ
XQFHUWDLQMR KQYRUBGHKROLVWLF SLFWXUH Rl WKH XQFHUWDLQW\ |
URXJK- VHPQWLWDWLYH HYDOXDWLRQ RI VHQVLWLYLW\ KDV EHHQ L
VLIQLILFDQW VHQVLWLYLW\ PRGWUDMM VHRYQWAIM/WRID®GLRLDRW |
YHU\ KHOSIXO LQ WKH FRQWH[W RI GHFLVLRQ PDNLQJ DV LW JLYHV
LPSOLFDWLRQV RI SDUDPHWHUVY GHYLDWLRQV 2Q WKH IRMKHU KD
DQDO\VLVY QHLWKHU KRZ WR WUDQVODWH LW LQWR D VHQVLWLYLV
)ODJH DQG $YBAQXVLQJIDBWRIOAH LQGH[ DQG WKHQ BWQYH UM RYH VWV I
UHSUHVHQWY WKH VHQVLDWDYHW QEHYHOY VXIJIHVWHG E\

,Q RDBWLPH PHWKRG WKH 5V HPG\DIMXIUHM WKEBGHYHUDJH RI UHODYV
GHSHQGHQW R XVESEAWD OMDWUDEDRQH LQSXW

‘.é@_;?cédz
Oég

5L A
ZKHGHY WKH LQSXM \6 0WKIHP BWREHU RI WLPHV WKDW WKH DQDO\V
PHDVXUHV E\ DOWHULQJ RQH LQSXW EY DQ“B'VWWPRWBGEGYBHVDE®
+DPE\ RU “ 6"RZQLQW DO +RZHYHU ZH DUH FRQVLGHULQJ D “ D
LQ WKLV VWXG\ WR UHSUHVHQWSPRD® HOHDWYODWEKH B HB VARV IPRY
PRGHOV WKDW KDYH D OLQHDU UHODWLRQ ZLWK WKH EDVLF HYHQV
WLPH LQ D JLYHQ PLQLPDO FXWVHW
,Q WKLV NLQG RI DQDO\VLV FRQYHUJLQJ IURP LQGLFDWHV WK
IURP LQGLFDWHYV LWV VHQVLWLYLW\ $IWHU DSSO\LQJ WKHVH [
GLVFUHWH VFRUHV HJ  VPLQIRURDQBOGEIDWIBRQWKDMWD LQGLFDW
WKHLU SOMMEBONWLY-LWLWPRYHIQHG IRU WKH VHQVLWLYLW\ LQGH[ U

LQGH[ FRQYHUJH RU GLYHU(BUR®R P5HDNUHDFXHVWRIOUWFHGQRW IRXQG
7TDEOGHFRUHY UHSUHVHQWDWLRQ RI WKH VHQVLWLYLW\ PHD

, QWHU 6" 6 - 6 - 6 - 6 -




/JHYHO |
VHQVLW

6FRUH

3. 358 PDWXULW\ DVVHVVPHQW

,Q WKLV VHFWLRQ ZH LPSOHPHQW WKH GHYHORSHG IUDPHZRUN
PHWKRG DQG ZH GHYHORS D PHWKRG IRU HYDOXDWLQJ WKH OHYHO

7KH HYDOXDWLRQ SURFHVV LV WVWHBYH G RXKHWKUWRY IKWHSR GHDE WG
WKH PDWXULW\ DWWULEXWH IRU HDFK ULVN FRQWULEXWRU RQ WKI
OHYHO RI KD]DUG JURXS HWF 7KHQ ZH DJJUHJDWH]WKG PWDRWSULW
)LQDOO\ LQ 6HFW ZH DJJUHJDWH WKH RYHUDOO ULVN FRQVLGHU

31.(YDOXDWLRQ RI WKH OHYHO RI PDWXULW)\ IRU D VLQJOH KD]DUC

JRU HDFK FULWFHWIRBUDRAG GXELQHGT XD@DMXYH HYDO®KPWLRQ LV
E\ DVVLJQLQJ D UHODWLYH VFRUHGHRIRQH®W R/ FREDQH G RIQND! VIHDV DRA |

- 7KH QH[W VWHS LV WR DJJUHJDWH WKH VFRUHV RI GLIIHUF
PDWXULW\ RI D ULVN FRQWULEXWRU ,Q WKLV SDSHU WKH PDWXUL
VFRUHV Rl WKH DWWULEXWHYV

| oL Aje Al S %
ZKHUHY WKH OHYHO REWRVKOJYDRWGE IRLR WK MV K D WS QR B BNG Q5@ EHH HY DO
UHVSHFWLYHO\ WKH ZHEWKWDBE\G MEKEW ¥ FIRQY WWQNGE W WH Z HEWKW R1 W k
DWW Ul EX'WWKH WRWDO QXP EJH UWRK HD @ WRIEHEXWRHUA BEMEH VEWKO DW H G
HYDOXDWLRQ FULWHULRQ 7KH SHDDW K WHEY BiEXRW @G HEHF K YIDVOW D WH
WKLV SDSHU ZH DGRSW $QDO\WLFDO KHUHWLFDO SWREHVWKHF3 D
DLUZLVH FRPSDULVRQ PDWUL[HV DUH GHYHORSHG IRU HDFK JURX
SDUHQW DWWULEXWH WR FRPSDUH WKHLU UHODWLYH LPSRUWDQFF
WR ILOO WKH FRQNWDXFUNKHGY SHIMFZRUH Rl ZDV JLYHQ WR WKH HT)»
VFRUH RI ZDV JLYHQ ZKHQ WKH ILUVW DWW ULE XWHK HVZH LW KW PRIIO \
HDFK DWWULEXWH LV WKHQ GHWHUPPQHGHEAHVWE&MLQ R UP® GiLLJH
HLIJHQYHFWRU SURYLGHV WKH ZHLJKWV YHFWRU +RZHYHU LW LV F
KRZ WR DSSO\ $+RUPRRUKRGA QIRUPDWLRQ GRID®43 PFDDKRGDVYHY

$IWHU FRQVWUXFWLQJ WKH $+3 KLHUDUFK\ DQG GHWHUPLQLQJ W
EH DSSOLHG WR GHWHUPLQH WKH OHYHO RI PDWXULW\ +RZHYHU I
OHYHO RI KD]DUG VWRES 2ZAWHQRW S$NWDRIL FRPSOH[ VI\VWHPV DQG WKt
RIWHQ PXOWLSOH 35$ HOHPHQWY WKDW KDYH GLIITHUHQW OHYHOV
WKLV OLJKW ZH ERUURZ%DQQWWWHDWIROUN WKHUHM WEKHRIB58 PRGHO QHF
GHFRQVWUXFWHG LQWR LWV FRQVWLWXWLQJ DWRPLF HOHPHQWYV 7



WKH PRVW LPSRUWDQW DWRPLF HOHPHQWY DQG WKHQ DFFRXQWLQ
IROORZRQPRUH G HABINGY WHWHIBIO
X &DOFXODWH I REH DDMWR 8 YV WD W H
x 5DQWMLLQ GHVFHQGLQJ RUGHU
X JURP WKH GRVUBHGOQVW ILQG WKH QXWKHDW RARRITHYS\E QREQ\
DPRXQW RI ULVN WKDW QHHGV WR EH DVVHVVHG H J RI \
x $W HDFK RSHUDWLRQ VWDW H RO R A XDHGVAEEWGR R IHDFH 35 $
VFHQ®RULR
x 5DQN4,LQ GHVFHQGLQJ RUGHU
X J)URP WKH GRVBHGDQYW ILQG WKBy;QXREWUFRU WVHYRPYGE RV
DPRXQW RI ULVN WKDW QHHGV WR &HVKVVHR/S/HIED W LURQ VR D\
x $W HDFK RSHUDWLRQ VWDWH DW HDFK V FHDQIFXICRD WO WK WU
deggevd |RU PLQLPDW@FFXWVHW
X 5DQMamydlQ GHVFHQGLQJ RUGHU
X JURP WKH GRVBHQGOQVW ILQG WKH QXPEHVKRWPERU B B ¥ SRX
WR WKH DPRXQW RI ULVN WKDW QHHGV WR EH DVVHVVHG H .
X $W HDFK PLQLPDO FXW-\RHMEW UL Q@ 5% KRR WHWEOHE BIBHOWMW H G ED
HYH®WV
X &DOFXODWH WKH ULVN FRQWULEXWLRQ Rl HDFK-RBEBBDULR L
RYHUDOO ULVN
$VVXPLQJ WKDW WKRIUGLIHMN PRRG WO GXFHES UHVV HRBU 6H H CPHRRGHOWD Z\K U
UHSUMAKHIQWLVN IRU HDFK VFHQDULR DW D JLYHQ RSHUDWLRQ VWDW
EH H[SUHVVHG E\

Ex
I REE
ZKHY§HY WKH ULVN Rl HERHURAGHUNVPRIGIHGWWKFHGXPEHU RI HRHBHQWD U\

PRGHOV DQG HEBUHMVVHG E\
Xx &DOFXODWHWRHHDHAKKEWVLF HYHQW LQ DRUSHQ RRERBQEND

9w L—U:U_
Agg- Adl

ZKHUKHLY WKH QXPEHU RI EBWKFHBWIRPQ Q@ WROUG MUK BRIBH®& KH- ) XVVHOO
9HVHO\ LPSRUWD Q FMWPH B B X U F \HFRWKOWKOIHIP WEWROUG HIH BEREH G
x (YDOXDWH WKH PDWXULW\ RQ HDFK EDVLF HYHQW E\
| o L Adgs Algs S5 fam
ZKHUE LY WKH OHYHO R MWEBWOOWLLF \ HFRWKQUWIOHHP M/XWROULG HAH BR EH G
DQS3Rygs DUH UHVSHFWLYHW®K MW K/HF RZEWL BRNEBE B U LER\K L)Y /XKD W LR Q FU
IRU MM(KI EDVLF HFWHKQ WOLHP WEXWRDUB HIHBREHG



Xx (YDOXDWH WKHR PDWKH MIRWDO KD]DUG JURXS E\
| oL A Y 9008

32.5LVN DJJUHJDWLRQ FRQVLGHULQJ PDWXULW\ OHYHOV

,Q WKLV SDSHU ZH DGR S H®DKH \EEK D WSHKEMQ YD RDFWHUL]LQJ UL
SUREDELOLW\ LQGH[ HVWLPDWHG E\ 35$ EXW DOVR WKH NQRZOHG
DFFRXQW +HQFH LQ VXISIO(ESHWRUT XZHQ XA H\ DVKWH ULVN DV¥ERFLDWHG
ZKHWDQIGy DUH UHVSHFWLYHO\ WKH ULVN LQGEW K ®0]DVIBEBRXBW X
PRGHO HYDOXDWHG EDVHG RQ WKH PHWKRG SUHVHQWHG LQ 6HFW

$ WZRVDJH BDVLRMIPHWKRG LV WKHQ GHYHORSHG IRU 0+5$% FRQ
JURXSV 6XSSRIHK DD K® YW RXSV ZLWIiKI WEHsAR WYaMKSRHUHUDOO ULV
FDQ WKHQ EH UHSUHM# QDVHG ARP B XWINWEG MX BTIR VWHSV

BWHSSJIJUHIJDWLRQ RI ULVN LQGH[HV 5LVN LQGH[HV DUH DJJUHJD\

4L AL 4g

ZKHUHWYV WKH ULVN LQGH[ DIWHU FRQVLGHULQJ DOO MWIKH VKPHDUG
DJJUHJDWHG ZKHINQ ZB &WMYH FRPSOHWH FRQILGHQFH RQ HDFK RI WKI

BWHS 'HWHUPLQH WKH PDWXULW\ Rl WKH DJJUHJDWHG ULVN DV\

,Q WKLV SDSHU ZH SUHVHQW WZR GLIIHUHQW SRVVLELOLW\ IRU
Rl 35$ PRGHO

,Q WHMWLY XJIMWKMW PRPQXULW\ FDQ EH DV ZHOO UHSUHVHQWHG IR
D ZHLJKWHG DYHUDJH WKH PDWXULWLHV IURP HDFK KD]DUG JURX
KD]DUG JURXS

I LA 9@ oL A A ALY 00080 sl

™S195ce ™MEc%S— " —St Sfoef't %' —' fet .. fZ..—Zf-%tt fe =St "1ZZ'™«

,Q WKH VHFRQG VXJIJHVWLRQ ZH ERPEHRUZNWREDIDIJUKHDWIRWOR DG KD
UHFRPPHQGYV FRPSXWLQJ DQG SUHVHQWLQJ D VHW RI WKUHH PD
PLQLPXP DYHUDJH DQG PDJ[LPXP-Y¥¥FRRBHW XMW HD/OBHWE H IXDIWDRIID W F
IROORZLQJ

| L0 el -pd 110 B <rigaaal v& A 02 [ Sessaa | o€
ZKHUHV WKH PDWXULW\ WULSOHW OHYHO RI WKHV3WX F RPOWOGUHILAL QY
RI VEWWHKK KD]DURB LM RX$H QXPEHU RI KD]DUG JURXS FRQVLGHUHG LQ W
7KH DJIJUHJDWHG ULVXD GUXERWAH G EJoWKFADQ WKHQ EH XVHG WR V>

LQIRUPHG BBNLIREXSSRVH ZH DUH FRQVLGHULQJ WKH ULVN RI D
FRPSDUWRIWKH DFFHSWDQFH WKUHVKROG WKH PDWXULW\ OHYHO V



LV ORZ D ODUJHU VDIHW\ PDUJLQ\L® HYHTOX LV HKG. J KK IDO H LXKIH DORNW |
YDOXH PLJKW EH DFFHSWHG 7KH UHODWLRQVKLS EHWZHHQ PDWXU!
GHWHUPLQHG EDVHG RQ WKH VHYHULW\ RI WKH FRQVHTXHQFH RI W
$QRWKHU SRVVLELONKH PYDWMR LWASDAH DHOMFWRU RI PDWXULW\ DWW
DOORZV WKH GHFLVLRQ PDNHU WR NQRZ WKH ZHDNQHVV SRLQWV L
WKH DQDO\WW WR HQKDQFH WKH PRGHOLWQUED®G 7RKIHN P DIW M WIK\W U R QW
JURXS LV WKHUHIRUH UHSUHVHQWHG E\
| gL 15286 28& 52,

ZKHOH LV FDOFXODWHG XVLQJ D ZHLJKWHG DYHRDGH RIPRGEHOERYV W
JLYHQ KD]DUG JURXS E\

52, L 2 Aty Kt Ky 90 6
ZKHY3: LV WWK-YXEWHRBUD MAWKWEKH/ LF HHADGW H@QWDHN G H G XAFRM&GH O

7KH PDWXULMA OHSBIOVHQWHG E\ D YHFWRU RI WKH VFRUHYVY DYHUD.
E\

5 %3 5 x4 2 5 R4
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4. &DVH VWXG\

,Q WKLV VHFWLRQ ZH DSSO\ WKH GHYHORSHG IUDPHZRKIN RQ D F
OHYHO RI PDWXULW\ DVVHVVPHQW IUDPHZRUN LV WKHQ DSSOLHG
RYHUDOO KD]DUG JURXS LV FDOFXODWH® H \QB HIBHG DBDVOD WVEE 4y
WKDW VXSSRUWY WKH PRXHQG CGRYWRKRR SPHRR ZHWA UHSRUWY SURYL
PHQWLRQHG KHUH IRU FRQILGHQWLDOLW\ UHDVRQV
4.1 Description of the hazard groups

,Q WKLV FDVH VWXG\ ZH FRQVLGHU WZR KD]DUG JURXSV 35%V
WKDW ZHWHGGGHMKARI VN 6SHFWUXP 3URIHVVLRQDO VRIWZDUH E\ (O

,Q 35% RI3BWHUQDO IORRGLQJ" UHIHUV WR WKH RYHUIORZ RI1 ZD\
FDXVHV H J WLGHYV WVXQDPLVY GDP IDLOXUHV HWF ,$(%

S, QWHHNIDEDWY®Y UHIHU WR XQGHVLUHG HYHQWYV WKDW PLJKW OH
FRQVHTXHQWO\ V\VWHPY DQG WKDW RULJLQDWH ZLWKLQ WKH 133 1
WKH FRPSRQHQWY VDIHW\ VIVWHPWWSBEWDQYGRQGWBRUNHWHWF 3 (
42 (YDOXDWLRQ RI WKH OHYHO RI PDWXULW\ IRU HIWHUQDO IORRGLC

$V LOOXVWUDWHG LQ 6HFW WKH DVVHVVPHQW QHHGV WR



FRQWULEXWRUV +HQFH ZH ILUVW FRGHW IRU GHFRQ K\ LDXUFGV UQ R XA
FRQVWLWXWLQJ DWRPLF HOHPHQWY 7KH PRGHO LV WKHQ UHGXF
DSSURDFK V %D €X VWHIE D G W

JROORZLQJ WKH SURFHGXUH LQ 6HFW: L sLRQAXQ&Q HVRSHRINDHWL RR U

RI WKH ULVN B6LPLODURJL R QW \I RQMGVWRQIRMHRU PRUH WKDQ R
RSHUDWLRQ VWDWH

$W RSHUDWLRQGYWDIHEEDIUYR PLQLPDQeEXWDHWMRXQG WR FRYHU
WKDQ RI WKV IRWINFRIWKDW WKH EIBHGEWH YIHHGNV MR D UMKW KHQH F |
PLQLPDO FXWVHWY DV SUHVHQWHG LQ 7DEOH

TDEOADVLF HYHQWYV LQF ORXGGHHULRRWKB U

6\PERO %DVLF HYHQW

% ( (IWHUQDO IORRGLQJ ZLWK ZDWHU OHYHO $ L
% ( /IRVV RI DX[LOLDU\ IHHGZDWHU V\VWHP GXH \
% ( /IRVV RI FRPSRQHQW FRROLQJ VI\VWHP EHFDX
% ( )DLOXUH RI DOO SXPSV RI WKH $X[LOLDU\ IHI
% ( )DLOXUH RI WKH WXUELQH RI $): VIVWHP

% ( )DLOXUH RI WKH 'LHVHO *HQHUDWRU $

% ( )DLOXUH RI WKH 'LHVHO *HQHUDWRU %

% ( )DLOXUH Rl WKH FRPPRQ GLHVHO JHQHUDWR
% ( )DLOXUH RI SXPSV DQG RI $): VIVWHP

% ( )DLOXUH RI SXPSV DQG RI $): VIVWHP

7KH OHYHOV RI PDWXULW\QIRDEWKH EHHE WRHBMVWYDOXDWHG
PHWKRG LQ 6HFW ,Q WKH IROORZLQJ ZH LOOXVWUDWH LQ GHW
EDVLF HYHQW QDPHO\ 3([WHUQDO IORRGLQJ ZLWK ZPWHEH WHWHO $ |
RWKHU EDVLF HYHQWY ZH GLUHFWO\ JLYH WKH UHVXOWYV LQ 7DEOH
$V VKRZQ LQ (T WKH OHYHO RI PDWXULW\ RI D EDVLF HYHQW
PDWXULW\ DWWDWERXINEXVWH\G LN\OXEXVWUDWHG IL@ KHIRD W X U it W® DV W
DQG-DWEVULEXWHV QHHG WR EH GHWHUPLQHG $+3 PHWIKORG LY DGl
7ZR SDLUZLVH PDWUL[HV DUH FRQVWUXRKWHERE Q B UIIL\DROM ® [EW b
FRQVWUXFWHG IRU HYDOKDWWQY NV KRASRIUWRWKFH RI WKH D@WULE X\
GHILQLQJ WKHLU 3SDUHQW ' DWWULE X WHWE RP S DU LY\HROQ RR DPVID WL UFLRAQ.\
IRU FRPSDULQJ9W KIH @B WIKWVRP SRKNW D QRHQIWK RI NQRZOHGJH 3G
L H-DAKEULEXWHY XQGHU WKH VWUHQJWK RI NQRZOHGJH )RU PR
FRPSDULVRQ PBEVW [H V7 KHH HU H V XUBIW M QDAJHHGSLQ 7DEOH 1IRWLFH WK
HYDOXDWHG RQO\ RQFH DQG XVHG IRU WKH HYDOXDWLRQ RI DOO W|
7KH QH[W VWHS IRU HYDOXDWLQJ WKH OHYHO R4DRMDWMXEXWMH I\
SUHVHQWHG LQ )LIXHHOLJRW R[{ WIHWXLGHOLQHY SUHVHQWHG LQ
SUREDELOLW\ ZDV FDOFXODWHG E\ H{WUDSRODWLQJ WKH SUREDEI



HIWUHPH ZDWHU IORZUDWH L H IORZUDWHM W KWWHKIRYCHO Q AYQI U R/
SHUIRUPHG

X

X

+HLJKW DW ZKLFK GLIITHUHQW HYHQWYV IDLOXUHV RI VSHFLIL
7KH ZDWHU IORZUDWH ZDV SUHGLFWHG IRU WKH JLYHQ KHLJ
HDFK IORZUDW MV R/ K\KW BDQH@QHDBWHU KHLJKW DW WKH SODW
7KH IORZUDWH ZDV PXOWLSOLHG E\ VDIHW\ IDFWRUV

7KH *UHWXUQ SHULRG - WKH SHULRG RQ ZKLFK \RX FDQ KDY
REWDLQHG E\ WKH VDPH ODZ WKDW ZDV X VOHREZ WIRWH VRVL R/
ULYHU RI LQWHUHVW

7KH UHWXUQ SHULRGV IRU IORZUDWHV RI LQWHUHVW ZHU
IORRGLQJ GDWD FXUYHV WRZDUG H[WUHPH YDOXHV DW OR:
WKH SRZHU SODQW

7KH IUHTXHQFEHV SHMHIREQ@H UHWRXU ZHUH WKHQ FDOFXC
REWDLQHG E\ WKH ODZ IRU WKH IORZUDWHYV RI WKH OLOOHQ
7KH IUHTXHQF\ RI HDFK LQWHUYDO LV FKRVHQ WR EH WKH |
LQWHUYDO

1R XQFHUWDLQWNYDNGDDWQAWRZD¥FRXQW IRU HVWLPDWLRQ W
KHLIJKWYV

'XH WKH EDVLQ VSHFLDO FKDUDFWHULVWLFV WKH DQDO\V
UHQHZDO  FRPELQLQJ WZR VWDWLVWLFDO PRGHOV RI RFF
WRWKHU

&RPPHQWYV

X

([SHUWV KDYH FRQILGHQFH LQ WKH FDOFXODWLRQ XVHG WR
WKH\ DUH EDVHG RQ VROLG GHWHUPLQLVWLF PRGHOV
([SHUWV KDYH GRXEWV RQ H[WUDSRODWLQJ WKH IUHTXHQF\
7KLV UHVXWR EN PRYRLGHUHG ZLWK FDXWLRQ VLQFH WKH\
PRGHOV DQG NQRZOHGJH

OXOWLSO\LQJ WKH IORZUDWHYV E\ VDIHW\ DQG DXJPHQWDWLF
7KH FKDUDFWHULVWLFV Rl WKH ULYHUWEBWLR | DUKH VG IHFW D O
RI H{LWUHPH IORRGV ZKLFK RSHQV PRUH URRP IRU XQFHUWD
8VHG WKH UHQHZDO DSSURDFK LV FRQVLGHUHG FRQVHUYDW
+LJK XQFHUWDLQW)\ LV SUHVHQWHG LQ WKH DQDO\VLV

JURP WKH SUHYLRXV DUJXPHQWV RQH FDBRERWWKH \DRNQR NKH
OLPLWDWLRQV DQG LPSOLFLW DVVXPSWLRQV XQPRGHOHG XQFHUW
OHDGV WKH DQDO\WWV WR DVVLJQ D VFRUH RI JURP 7DEOH

JRU WKH FRQVHUYDWLVP DWWULEXWHLA@NU LIWKGIRMR G RN ¥ MWERH D Q
FULWHULD HJ DFFHSWSEOHN LKRWHH ZMHOWIE RZRQWRUIGHULQJ RQO\ R



$FFRUGLQJO\ H[SHUWV ZHUH DVNHG WR DVVLJQ DQ DUWLILFLDO
SUREDELOLW\RPQDRVUHGHW WR WKH HVWLPDWHG H[WHUQDO IORRGLQ
1RZ VLQFH WKH DQDO\WLV RI WKH H[WHUQDO IORRGLQJ SUREDELC
FRQVLGHUHG WR EH UHDOLVWLF EXW ZHWKVOREHOHN HDQ IR IFRRQ OLWGLHY
PHWULF WR DQ DFFHSWDQFH FULWHULD LW ZDV IRXQG WKDW WKH |
ZDV DVVLIJQHG IRU WKH FRQVHUYDWLVP

7KH VHQVLWLYLW\ RI WKLV EDVLF HYHQW ISWUREDE XOQDWAHIGY ED QW

KLFK OHDGV WR WKH WRWDO FKDQJH LQ WKH PRGHO RXWSXW |
PLQLPDO FXWVHW -DIQWGHRD \L 06 RYWWHDFH PHDVXUH RI JURP 7DEOF
OHYHO RI VAHQWVFKWLY WKXUQ FRUUHVSRQGV WR D VFRUH RI LQ WKI

7KH VDPH zZzD\ RI UHDVRQLQJ ZDV DGRSWHG IRU HYDOXDWLQJ WK|
DUH VKRZQ LQ 7DEOH 7TKH PDWXULW\ DWW ULEKHV B YH®R URRH WP DW K L
IRU %¥¢Y IRXQG WR EH

7TDEONVHBVVPHQWNRIRZOHBAH OHDI” DWWI

$WWUL 8 & 6

6XBWWL - - - $ &R 4' 4% 3K ([ $0 3 30

90
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6FRUF

7KH VDPH VWHSV DUH UHSHDWHG IRU DOO WKKHEDWLIFO HW\W B 8/ \E HDI
HYDOXDHWR®BUMKOO OHYHO RI PDWXULW\ IRk {MWHU®Q B OG HORHRUGR IQQIHK

ZHLJKWV Rl HDFK EDVLF HYHQW LQ D JLYHQ HOHPHQWDU\ PRGHO D
DQG (T

JURP (T WKH ZHLJKW RI WKEHLIBI\_-%#PHQWDU\ PRGHO LV
8- Ex
JURP (T WKH ZHLJKW RI WKH EDVLF HYI'Q%W—A%A—NWKHH?LYHQ HOH
Ug - )
7KH vVDPH SURFHGXUH DUH UHSHDWHG IRU HDFK EDVLF HYHQW DQG

RYHUDOO OHYHO BRWRHBNVKWULW\ LYKHYOB®XHO RI RPM:XtU&W\ LV IRXQG !

7DEOH .QRZOHGJH DVVHVVPHQW DQG DJJUHJDWLRQ RYHU WKH
% ( % ( % ( % ( % ( w(  %(  %(  %(  %(  %(




9 HI

7KH VDPH VWHSYV DUK)WHSBDW HGEY HRQWW KHD ]DUG JURXSV DQG WKH
EHyacpadonay

JLQDOO\ IRU ULVN PDWXULW\ DJJUHJDWLRQ ZH DGRSW WKH ILU)\
ULVN LV UHSUHWMN&®&HE CAVDBHIQRWH WKDW WKH ULVN SUHVHQWHG |
UHDO QXPEHU WKDW SURYLGHG E\ (') DUH QRW SUHVHQWHG IRU VRF

(IWHUQDO 10RR ®h e kWl « M X S1O% & w

([WHUQD®@JIDRRNGHW X SQl.ganbrsd’ iy,
JLUVW E\ (T WKH WRWDO ULV HLIsH stD OXHID WHKE DWBLYW OP RW PP
FDOFXODWHBREYQRULDEOHY QHHG WR EH FRQYRIGBIUH®H @ KD ][O GHIU |
DQG LWV FRUUHVSRQGLQJ ZHLJKW UHODWLYH LPSRUWDQFH 7KH
IRXQG WRyEH rd{t DQGs,padefdrz )LQDOO\ WKH RYHUDOO PDWXULW\ L\
WKIHV N W Xs3v0sH%4 & w

5HVXOWY DQG GLVFXVVLRQ
$V H[SHFWHG WKH OHYHO RI RRWXdbpity LRUKLQKHW QKD G YWHDMV | R
IORRA lg@drask t#kw 7KLV WHKD® WKH DQDO\VLV DQG WKH UHVXOWV R
UHDOLVWLF WKDQ WKHVH IRU H[WHUQDO IORRGLQJ 7KLV FDQ EH F
ULVN DQDO\VLV IRU LQWHUQDO HYHQWYV KD]BREZHW BXD QY 1 IBOKDR
ZRUOG ZKLFK LQ WEBRUWXKDWHB RVEHYHORS VROLGO\ WKH DSSUR
EDVH NQRZOHGJH UHTXLUHG (RS, UHD OAK/IWAL FO HBIBO X\DRV LIR QWH O D W
HVWDEOLVKHG KLJKX, PDWRUMKHSKWKHU KDQG OM DHRYQHLQ \
PRVW RI WKH ULVN%(V %R Q& U(EXWKHDY HEUHODWLYHO\ KLJK LPSR
ZKLFK FRUUHVSRQGV UHVSHFWLYHO\ WR SHI[WHUQDO IORRGLQJ
SRZHU"’ 30RVV RI DX[NVOIHAU G KHH & RDW/IKIH) IDLOXUH WR FORVH WKFE
FRPSRQHQW FRROLQJ V\VWHP EHFDXVH Rl FORJJLQJ" 7KH WKUHH |
RQ UHODWLYHO\ ORZ OHYHO RI NQRZOHGJH K IUMDRIQM Q I FRIP HQD Pt
%(WKH SUREDELOLW\ RI WKL\E\EBW B DERO@W LLYJ FW K IF XGLDAMHIG. E X W L
GDWD WR WKH H[WUHPH ZDWHU IORZUDWH L H IORZUDWHV WKDW
IORRGV ZHUW RHDNHQYDIDXHV ZLWKRXW FRQVLGHQLQEG GNKMH RXQQ FWWH
FKDUDFWHULVWLFV RI WKH ULYHU EDVLQ DUH VSHFLDO LQ YLHZ RI
ZKLFK RSHQV PRUH URRP IRU XQFHUWDLQW\
7KH RYHUDOO ULVN4BV WU:d®SH& 4@ WHRE VE\RI WKH ULVN DQG OHYHO R
WXSOH LV RQ DFFRXQW RI HIWHUQDO IORRGLQJ KD]DUG JURXS ZKL
WKH RYHUDOO ULVN

5. &RQFOXVLRQV



,Q WKLV ZZDE8BYH SURSRVHG D PHWKRG IRU HYDOXDWLQJ TXDOLW
DQG PDWXULW\ LQ ULVN FRQWULEXWRUYTV DQDO\VLYV ,Q WKLV IUDP
EHOLHYHG DQG HPSKDVL]HG L@ YWKH RO LWHHLUDMIW R UBIQ\G RP D W B B\WWW KRH
LPSRUWDQWO\ WKH SURFHVV Rl GHFLVLRQ PDNLQJ 7KH IUDPHZRUI
FRQVHUYDWLVP VWUHQJWK RI NQRZOHGJH DQG VHQVLWHUYLW\ 7K
EURNHQ LQWR WWIHEXWEHY GDWD DYDLODELOLW\ GDWD FRQVLVWHQ
GDWD H[SHULHQFH DQG YDOXH ODGHQQHVV Rl WKH DQDO\VWV $Q
DSSO\ WKH IUDPHZRUMRP3RPHUMRSD POINWIHHY ZHUH EXLOW WR HVWL
WKH DWWULEXWHV $Q DVVHVVPHQW SURWRFROV ZHUH GHYHORSHG
D JLYHQ SUREOHP ,Q DGGLWLRQ WK ¥ DENCXF B D RHWVD D GPRRSOMIDGD\S B
HYDOXDWH WKH PDWXULW\ RQ WKH OHYHO RI FRQVWLWXWLQJ HOH
UHDBW DQG DFFXUDWH UHVXOWV )LQDOO\ WKH GHYHORSHG IUDF
1XFOHDU 3RZHU 30DQWV 133 QDPHO\ H[WHUQDO IORRGLQJ DQC
IUDPHZRUN RQ WKH FDVH VWXG\ KDWHOKREZ PG WXL \R'S RWU CHE WAHLUAD\D
| gezunaak t&#WDQG IRU LQWHILQRLHEY HKWMVUHVXOWY RI WKH DSSOLFDW
H[SHFWDWLRQV ZKHUH WKH RI LQWHUQDO HYHQWVY 35%V SUDFWI
FRPSDUHG WR H[WHUQDO |IORRGLQ:BkavsK%t RW HAKIHO ORIZL ¥ N YLH/Ol RX @® \
IRKMWWRYHUDOO ULVN LV GXH WR ORZ PDWXULW\ RI H{WHUQDO IORF
7KLV LQ IDFW HPSKDVL]H WKH LPSRUWDQFH RI DFFRXQWLQJ IRU V
ZKHUH LW FDQ EH LQIRUPLQUQIRB QWKHH V&H ZIKHIRH) IP@ \RISW LRQ QHHG
GRLQJ IXUWKHU DQDO\VLVY WR HQKDQFH WKH PDWXULW\ EHIRUH PDN

$ SRWHQWLDO OLPLWDWLRQ RI WKH GHYHORSHG DSSURDFK LV W
WKH UHODWLYAHLPISRVWDQFRHOO DV WKH VFRUHV Rl WKH PDWXULW
SUHWHQG WKDW WKH IUDPHZRUN LWVHOI LV FRPSOHWH LQ WHUPV
PDWXULW\ +RZHYHU LW VWLOO WHMDGREF LD JJMRG KW BVUHW RQ Bl GGHRILV@ \
OHYHO RI WKH KD]DUGV JURXS WKDW LQ WXUQ OHDBHW®&LPDWIOH P D
UHVXOWV )LQDOO\ SOHDVH QRWH WKDW LW LV RXW RI WKH FRQW
'HFLVLRQ ODNLQJ '0 JLYHQ WKLV PDWXULW\ LQGH]
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Appendix IIl 3

$Q HIWHQGHG PHWKRG IRL
DVVXPSWLRQV GHYLDWLRQ
ULVN DVVHVVPHQW DQG D
H[WHUQDO IORRGLQJ ULVN

QXFOHDU SRZHU SODC



$Q HHWHQGHG PHWKRG IRU HYDOXDWLQJ DVVXPSWLRQV (
DVVHVVPHQW DQG DSSOLFDWLRQ WR HIWHUQDO IORRGLAQ.
SODQW

7DV QHH- XDMRED )ODJIRPLQLTXH 9D¥YKNHMXR HDHE (QULFR =LR
&KDLU RQ 6\WWHP 6FLHQFH DQG WKH (QHUJHWLF &KDOOH
/IDERUDWRLUH *HQLH ,QGXVWULHO -&BIDOMIMVDOHG6XSPpOHF 8¢

5XH -ROURW -VXMMHWWH )UDQFH
8QLYHUVLW\ RI 6WDYDQJHU 1RUZD\
('Y 5" 3(5,&/(6 3HUIRUPDQFH HW SUpYHQWLRQ GHV 5LVTXHV ,QGX
OHV (WXGHV (') /DE 3G L*\D6SBPOBG\0RQJH 3DODLVHDX )UL
(QHUJ\ '"HSDUWPHQW 3ROLWHFQLFR GL OLODQR 9LD *LXVHSSH
$EVWUDFW

,Q TXDQWLWDWLYH ULVN DVVHVVPHQW DVVXPSWLRQV DUH W
FRQVHUYDWLYH RU VRPHWLPHY RSWGPRSWLFLMWGEFPBQWP SI/H R
LQ IDLOLQJ WR PHHW WKH TXDQWLWDWLYH VDIHW\ REMHEWLYHV 2z
PDUJLQV ZKLFK WKH REMHFWLYHM QRIHHFEMW YZH V8 K \ELO\® B HVEKSMU D |
SDSEAH GHYHORS DQ H[WHQGHG IUDPHZRUN IRU HYDOXDWLQJ WKH
DVVXPSWLRQV PDGH LQ WKH ULVN DVVHVVPHQW OHDG WR D UHGXF!
DSSOLHG ZLWKLQ WKH TXDQW LWHMWHDAH 3IRAHNU DBOMHYW PH AW R[SRVI
IORRGLQJ &RPSDUHG WR SUHYLRXV ZRUNV RQ WKH VXEMHFW ZH
LQWURGXFH GHFLVLRQ IORZ GLDJUDPV WR VXSSRUW WKH FODVVLIL
‘H LQG WKDW WKH IUDPHZRUN SURYLGHV D VROLG GHFLVLRQ EDVL)\
WKH VWDQGDUGL]DWLRQ Rl WKH HYDOXDWLRQ RI WKH DVVXPSWLRQ

.H\ZRUGYV
AXDQWLWDWLYH ULVN DVVHWIPRI@Q WD VARRXP\EGRUNREDV GHH LDDWWLXRPG VW L
GHFLVLRQ IORZ GLDJUDP QXFOHDU SRZHU SODQWV H[WHUQDO IOR



1. ,QWURGXFWLRQ

ODNLQJ DVVXPSWLRQV LV DQ LQHYLWDEOH SDUW RI TXDQWLW
DVVXPSWLRQ FDQ EHDEHID QBIBWIRQHMDWHPHQW VXFK DV D SURSR
RU QRWLRQ WDNHQ I-RMEMWDHQUN HBEW KHHUGHDIRQLWLRQV IURP WKH VF
VSHFLILF WR WKH ULVN DVVHVVPHQW FRQMM® LQQWIXG B VAFRQ/MH
ZKLFK DUH DFNQRZOHGJHG RU NQRZQ WR SRVVLEO\ GHYLDWH WR [
)ODJH QG WKH IROORZLQJ ZKLFK UHOLHVHRWQDMKHSSHILQLWLR

S'HIDXMWH IXQFWLRQDO IRUPV RU QXPHULFDO YDOXHVY WKDW DUF
LQ ULVN DVVHVVPHQW EDVHG RQ JXLGDQFH DQG VWDQGDUG SUDFV
DUH HTXLYDOHQW WR GHIDXOWW¥¥NW BPHEW HDWKHU | R DQ VESHHLIFQ. J LY
7KH\ PD\ EH FRPSOH[ LPSO\LQJ IXQFWLRQDO IRUPV RU VHWYV RI SD
LQGLYLGXDOO\ MXVWLILHG °

7KH ODWWHU GHILQLWLRQ UHVWULFWY DVVXRSWDYVR @\KHVRR KPH |
GHILQLWLRQV DOORZ DOVR IRU TXDOLWDWLYH DVVXPSWWBRN DQG
QDWXUH RI DVVXPSWLRQV 6RPH H[DPSOHV RI W\SHV RI DVVXPSWLR

1. 7KH QXPEHU Rl SHRSOH H[SRVHG WR D KD]DUG

2. 7TKHUDE2OLWN RI D VDIHWN EDUULHU

3. 7KH EHKDYLRU RI SHRSOH OHDGLQJ XS WR RU IROORZLQJ DQ D

7KH ILUVW WZR W\SHV RI DVVXPSWLRQV FRQHAHQUGE QB WHWW K RU L
QXPEHU RI SHRSOH H[SRVHG WR\WKHWKB]DWGEHWQ G WKH HUHOUB ¥ 58
DVVXPSWLRQV VSHFLI\ WKB QP HULWEBRBEMROKRW RWKH DVVXPSWL
IXQFWLRQDP®DREGPPMU D WLPH7/KQGHDVW DVVXPSWLRQ LV OLNHO\ WR
QDWXUH H J DVVXPLQJ WKDW DOO SHRSOH LQYROYHG LQ WKH DF|
SODQ 7UDQVIRUPLQJ WKLV TXDOLWDWLYHO\ IRUPXODWHG DVVX
VWUDLIJKWIRUZDUG

5LVN DVVHVVPHQW DV\OXP\SWLREHWW WMXGAMIEAQW RU FRQVHUYD
DVVXPSWLRQV DUH KHUH XQGHUVWRRG DV UHIOHFWLQJ WKH EHVYV
HYWLPDWH ™ RI D ULVN PRGHO SDUDPHWHU ZKHUHDV FRQQHUYDWL)
WKH PDWWHU RU FRQVFLRXV VLPSOLILFDWLRQ RI LWV DQDO\VLV D¢
MXQIDYRUDEOHY MSURWHFWLYH ZLWK UHVSHFW WR WKH FXUUHQW
DOVR SRVVLEOH EXVW) MUWN NVDSDNADWOPHQOQMWIHURP WKH VDIHW\ SHUV S
DERYH WKUHH H[DPSOH DVVXPSWLRQV D EHVW MXGJHPHQW DVVX
QXPEHU Rl SHRSOH H[SRVHG WR D KD]DUG DW DP SOV @ HAR UMISKD DMV
QXPEHU FRXOG GHYLDWH HJ GXH WR WKH DEVHQFH IURP ZRUN E
YLVLWRUV EXW QRQHWKHOHVV LI IRUFHG WR VSHFLI\ D VLQJOH YD
EHVW MXVWLIHREOMH  BKXKBWRENY HSDVVXPSWLRQ ZRXOG EH WKDW D VSH
L H UHOLDELOLW r BTX RG WP UUWWRF DVVXPSWLRQ ZRXOG EH WKDV



SHRSOH LQYROYHG ZRXOG EHKDYH DFFRAVGEQDQ@'R VRPH HPHUJHQF\

JRU EHVW MXGJHPHQW DQG RSWLPLVWLF DVVXPSWLRQV GHYLD\
VDIHW\ REMHFWLYHV WR EH DFWXDOO\ XQPHW :LWK UHJDUGV WR
DVVHVVPHQW ZDV FRLQHG BAVSWHKQV W\SWRRIDBGEWH  VLWXDWLRQ
LQWHQVLWLHV Rl GHYLDWLRQV WKHLU DVVRFLDWHG SUREDELOLW
FRQVHTXHQFHY DQG DQ RYHUDOO VWUHQJWK RI NQRPSWGER MXG.
GHYLDWLRQ ULVN DVVHVVPHQW WKXV JRHV EH\RQG VHQVLWLYLW\
TXHVWLRQV DV GLVFXWWHHG E\ .KRUWKPGEDVH RI FRQVHUYDWLYH D\
KDQG GHYLDWLRQV MWK\ \G HEW B BN MKHWKH REMHEWLYHV

,Q WKH SUHVHQW SDSHU ZH WDNH WKH UHFHQWO\ VXJJHVWHG P
GHYLDWLRQV E\ .KRUVDQGL $YHQ DQG DSSO\ LW WR WKH H[V
SRZHU S®DQW) GRLQJ WKLV ZH H[WHQG WKH RYHUDOO PHWKRGROR
IURP FRQVHUYDWLYH DVVXPSWLRQV DQG LQWURGXFH GHFLVLRQ 10
ILQG WKDW WKH SURSRVHG H[WHQLNR® @D IS URY E®W LD/ PRKIHQ VIRG X L
MXGJHPHQW DVVXPSWLRQV DQG WKDW WKH GHFLVLRQ IORZ GLDJUD
WKH ULVN IURP DVVXPSWLRQV GHYLDWLRQV

'RUNV FORVHO\ UHODWHG WR WKH S UHVIHROWH G DSTHEIH W Q FED X$YHH @\
LQWURGXFLQJ WKH FRQFHSW RI DVVXPSWLRQ GHYLDWLRQ ULVN DC
LQWHJUDWH DQ DVVXPSWLRQ GHYLDWLRQ ULVN DVVHVVPHQW DV SI

)ODJH DOVR EXLOG RQ WKH DVVXPSWLRQ GHYLDWLRQ ULVN FRQF

VL[ FODVVHV Rl XQFHUWDLQ DVVXPSWLRQV ZKLFK LV XVHG WR SU
ERWK LQ WKH ULVN DVVHVVPHQW WHKE@HUXHROWDJIH VN P DOQDG HRH @
)ODJH

7KH UHPDLQGHU RI WKH SDSHU LV RIUPWQLFHEHDW QRB O/R2XW F ) GR
ZH GHVFULEH WKRE[WHKBQHGORERM WAHRBUHQFH ® XZBIF 8 UGIRW QLR XW K
DSSOLFDWLRQ WR WKH(EDRHY \5\WM KW H QF H HFRAKIUAFQR | GHRUWV DI YL@ G XV V L |
VRPH FRQFOXVLRQV

2. ([WHQGHG IUDPHZRUN IRU WKH HYDOXDWLRQ RI DVVXPSWLRQV Gt

,Q WKLV VHFWLRQ ZH H[WHQG WKH RULJLQDO ZRUN RI .KRUVDQC
D/VHVVPHQW RI WKH FULWLFDOLW\ ULVN RI DVVXPSWLRQV GHYL
IUDPHZRUN DQG FRPSDUH LW WR WKH RULJLQDO RQH ,Q BHFW \
GHVFULEHG

2.1. 7TKH DVVHVVPHQW IUDPHZRUN

,Q WKLV WHFRWRXQ QD.GRARUIND GL DQG LS HOWHARGWIGGHULQJ PXOW
FRQWH[WV -PIDSHELVRARG PXOWLSOH WASHWW RPHD WWKIPVS WHLERGXKV DV V X P
DIITHFWOXHKWLFDO YDOXHV RI VRPH SDUDPHWHUV LQ WKH 3UREDEL®
IDFWRU WKDW OLQNV WKH DVVXPSWLRQV WR WKH QXPHULFDO SD



FULWLPFDRILW® DVVXPSWLRQ GHYLDWIIRRNTXQ QVWHU PNV RILWWKH LG NN H
GHYLDWLRQ WKH VHYHULW\ RI LWV LQIOXHQFH RQ WKH GHFLVLF
NQRZOHGJH VXSSRUWLQJ WKH DVVXPSWLRQ 7KUHH OHYHOV RI FL
VHWWLQJV

1.

SHUUEW%EBO 7KH DVVXPSWLRQ LV PDGH EDVHG RQ ZHDN NQRZ
WKH DVVLIJQHG YDOXH RI WKH PRGHO SDUDPHWHUV LV ORZ
%HVLGHY WKH DVVXPSWLRQ GHYLDWLRQ KD\ WHY K WHOIHDI @ XN\H
HIFHHGDQFH RI WKH VDIHW\ OLPLW )XUWKHU DQDO\VLV DQG M

IRW YHUVBULWELKB®VVXPSWLRQ LV PDGH EDVHG RQ D PRGHU|
DVVXPSWLRQ GHYLDWLRQ LW IOULNWHPHWWRFKDIIBHIQQ VEXWWWK@ \
HYHQ DIWHU FRQVLGHULQJ VXFK DVVXPSWLRQ GHYLDWLRQ 7
GHFLVLRQ PDNLQJ LI WKH ULVNV RI WKH GHYLDWhR®Y IURP RW
JIXUWKHU DOQBMA&WANILFQ®LRQ RI WKH DVVXPSWLRQ LV QHHG
DVVXPSWLRQV DUH DOVR LQ WKLV VWDWH

1RW FURWUFD/KXH DVVXPSWLRQ PDGH LV EDVHG RQ VWURQJ
GHYLDWLRQ LV XQOLNHO\ WR KDSSHQVRUKH IGIHWF LKDEHBIN LLC
DVVXPSWLRQ FDQ EH WUXVWHG DQG GHFLVLRQV FDQ EH PDGH

7R HYDOXDWH WKH FULWLFDOLW\ RI WKH DVVXPSWLRQY¥XGHYLDWLR

JLIXUBHJLWHULD IRU HYDOXDWLQJ WKH FULWLFDOLW\ RI DVVXP!



7\SH RI DVVXPSWNVRESWLRQYSPIF®KY [EH FODVVLILHG JRWR GLIII
HI[DPSOH (35, GLVWLQJIXLVKHV WKUHH W\SHV RI DVVXPSW
MXGIJPHQW DVVXPSWLRQV DQG DSSUR[LPDWLRQV &RQVHUYDWLY
DQG WHQGLWBRWRHY WMKHIVWLVN UDWKHU WKDQ XQGHUHVWLPDWH LW
WR UHSUHVHQW H[SHFWHG VFHQDULRY JLYHQ WKH DYDLODEOH
DUH PDGH IRU UHGXFLQJ WKH BRBPSOHTHWLADRNLWRRKN PRGCEHOAOMIUHQ
DVVXPSWLRQV PLJKW OHDG WR GLIITHUHQW LQIOXHQFHV RQ Wk
DVVXPSWLRQV DUH FRQVLGHUHG

i. 2SWLPLVWLF :BBYVWRBWMMVXPSWLRQ LV MXGIJHG LERVSNHAKNQWR

FRPSDUHG WR UHDOLW\

. %HVW MX#zJ PMHIOWDVV XPSWLRQ LV MXGJHG E\ SHHUV DV UHSUL

&RQVHUYDWLY H,DVWKHASPMRP SWLRQ LV MXGJIJHG E\ SHHUV
ZKHQ FRPSDUHG WR UHDOLW\ SHVVLPLVWLF

&RQWH[W RI WKH @M F LBLRD PRDMWIQRY DUH XVHG WR VXSSRUW GH
FRQWHBW.V ,Q WKLV SDSHU ZH GLVWLQJXLVK EHWZHHQ WZR
FRPSDULVRQ WR VDIHW\ REMHFWLYHV ZKHUH E\ WKH ULVN PHW
DQG FU(MHULD DQG FRPSDULVRQ Rl DOWHUQBWLY¥MVRIZ&HUH UEN
DOWHUQDWLYHV DUH FRPSDUHG LQ RUGHU WR PDNH D FKRLFEH
DVVXPSWLRQV GHYLDWLRQV YDULHVLQERRYHIERQWHYW WRWULE
JRDO RQO\ WKH GHYLI®WERQDWRRPUGHAGLWRFEH FRQVLGHUHG
FRPSDULQJ DOWHUQDWLYHV LQ WHUPV RI WKHLU ULVNV DOO Wk
D FRQVHUYDWLYH DVVXPSWLRQ PLJKW OHDG WR D KHIKMWR ULVN
PDNH D ZURQJ GHFLVLRQ E\ FKRRVLQJ DQRWKHU DOWHUQDWLYH
ORZHU GXH WR WKH GLIIHUHQW OHYHOV Rl FRQVHUYDWLVP LQ W

%HOLHI LQ :&HFPHDWKILRY WKH UHDOLVP RI DQ DW¥YNKPGMNHR@L BRRSGL
DVVXPSWLRQ GHYLDWLRQ 7KH OLNHOLKRRG LV DVVLJQHG E\ W
. KRUVDQGL DQG $YHQ L H ZKDW FRXOG FDXVH WKH DVVXP
NH\ GULYHUV RI WKRVH FDXVHV HWF

$PRXQ RI GHYLDWLR@; WHRAUVHD/RLWKH DPRXQW RI GHYLDWLRQ
SDUDPHWHU YDOXH DQG WKH WUXH YDOXH ,W LV DVVLIJQHG E\ H

6WUHQJIJWK RI'NQRZBGHEIWR WKH VWUHQJIWK IRIVWKONW BODFINSIRJURX Q
HYDOXDWLRQ RI WKH EHOLHI LQ GHYLDWLRQ DQG WKH DPRXQW R

ODUJLQ RI GEYUWIHIWURNR WKH GHIJUHH WR ZKLFK DQ DVVXPSWLRC
FKDQJHV WKH GHFLVLRQV PDGH EDVHG RQJ W KWK K HVDRIDMW LIRR QU
DFFHSWDQFH FULWHULD RU WKH FKDQJH RI WKH SULRULWL]DWL
DQDO\WLFDOO\ VHH 6HFW DQG H[SUHVVHG LQ SHUFHQWDJF



7KH ORJLFDO FRPELQDWLRQ RI WKHOMRFWFIUWWWUED QLWO G FALIMLIRQH|
LOWURGXFHG LQ WKLV SDSHU WR FDSWXUH WKH ORJLFDO UHODWL

DVVXPSWLRQV GHYLDWLRQV VHH 6HFW $ FRPSDULVRQ EHW:
.KRUVDQGL DQG $YHQ DQG WKH HIWHQGHG IUDPHZRUN LV PD
RULJLQDO ZRUN RI .KRUVDQGL DQG $YHQ LV DGMXVWHG DQG F

GHFLVLRQ PDNLQJ FRPSDULQHDQWSH @D WMWKV SD/Q 8 QD CARRQ DHY Y D \
$FFRUGLQJO\ QHZ FULWHULD DUH DGGHG RU DGMXVWHG WR LQV
DVVXPSWLRQ LQ WKH DVVHVVPHQW RI WKH DVVXPSWLRQ GHYLDWLI
GHOYWLRQ ULVN W.KHR W\DIBDAL SIORWEK@ DK SUHVHQWY WKH FRQWULE X
DVVXPSWLRQ GHYLDWLRQ ULVN LQGLYLGXDOO\ LV UHSODFHG ZL\
GHWIIRQ ULVN L H:% WK&EH¥ZH LM MWAHD@MIMWRQVY PDNH LW SRVVLEOH IRU
SURYLGH D PRUH FRPSUHKHQVLYH GHVFULSWLRQ Rl WKH ULVN IURP

&RQWH[W RI Q 7\SH RI DVVXP
2ULJLQ
I
$GGHG
2SWLPLMVWLH smsmmsmEE®
$FFHSVVDQF1 | 1 SGMXVWHG
.lllllllllllllll: | %BHVW Mxl
"&RPSDULQJ D&
:lllllllllllllll: AESEEEEEEEE RN
- &RQVHUW
:lllllllllll:

6WUHQJ /ILNHOLKR '"HYLDWL
NQRZOH GHYLDW‘R} WKUHVKRAG 2YHUDOO FU

I CHY RN CRG, Qv%
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DWL'R%VVLJQLQJ DQ R‘:I- UubDOoO
H WRIRU WKH GHYLDWLRQ FU!I
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VSHFLILF DMHWIWHIBGH R |

0DUJLQ RI GH
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6WUHQJIJWK RI
DVVHVVP
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JLIXBHFRPSDULVRQ EHWZHHQ WKH RULJLQDO .KRUVDQGL $YHQ DQ
DVVHVVPHQW



22. ,PSOHPHQWDWLRQ RI WKH IUDPHZRUN
$V VKRZQ LQ )LIJXUH QLQH PDLQ VWHSY DUH QHHGHG IRU DSSO
FULWLFDOLW\ RI DVVXPSWLWVRKSNGCHYH. BWVRRYVVHEH Q LGHWDLOV LQ V

JLIXBURFHGXUH IRU DSSO\LQJ WKH GHYHORSHG IUDPHZRUN IRU DVVXPSWLI

221. ,GHQWLI\ FULWLFDO DVVXPSWLRQV

,Q WKH ILUVW VWHS WKH DVVXPSWLRQV PDGH LQ WKHH@%H DUH L
WR ODFN RI XQGHUVWDQGLQJ DQG NQRZOHGJH DERXW D SKHQRPH
GHWDLOV DQG(3BRPSOK3IBW\ 7KH W\SH RI| HDEX IDW\GHRVSMURI@DHG E
HISHUW MXGJPHQW PDNLQJ UHIHUHQFH WR WKH GHILQLWLRQV LQ 6

222. ,GHQWLI\ WBIUPRPGMMHUY DIIHFWHG E\ WKH DVVXPSWLRQ RI

$V PHQWLRQHG LQ 6HFW LQ WKLV SDSHU ZH DVVXPH WKDW V
DQ DVVXPSWLRQ WR RQH RU PRUH: LS\DKURDXPW VOHRWYY. Q.10 J\W R H BB © LPR\G KD
WKH 35%$ PRGHO LV UHSUHVHQWHG E\

4L Blsdg& L, & Ly;a D

™S take —SF "coo oiAldAfg8 L DUH WKH PRGHO SDUDPHWHUV H J I
7TKH MXQFWXUH FDQ EH FR|IQEHIOWZ B EGHDUY WS SHWNQ QW HDGVBIWK HRI DV V X
VHFRQG VWHS WKHQ LQYROYHV LGHQWLI\LQJ WKH PRGHO SDUDPL

YLIXUH




JLIXUBHSUHVHQWDWLRQ RI FRQQHFWLRQV EHWZHHQ DVVX

223. $VVHVV WKBWBWHPHVULRQ GHYLDWLRQ

7KH EHOLHI LQ GHYLDWLRQ LV HYDOXDWHG DV WKH VXEMHFW!
DVVXPSWLRQ GHYLDWHV IURP WKH DFWXDO FRQGLWLRQV 7KH D\
EDFNJURXQG NQRZOHGJIJHLQIEQNQ®EEDQ@J HHBFHIUMLWYH W VKRXOG EH
HYDOXDWLQJ WKH EHOLHI LQ GHYLDWLRQ LV QRW WR DVVLJQ D SUL
DLPV DW H[SUHVVLQJ WKH H[SHUWVY EHOLHIV NHDWYHEGKR QD WKHP & W
PLIJIKW EH GHYLDWLRQRUNMRPGUHD@E VBXHIQ D VWHS FDQ EH UHJDUGHC(
PDNLQJ JRRG XVH RI H[SHUWVY LQGLYLGXDO H[SHWW ¥V EQ RW IEH
GLUHFWO\ VWDWHG RU GRFXPHQWHG

7R GHWHUPLQH$IWKH YODLOVKHHD RHBERGWR EH HYDOXDWHG E\ H[SHUW
FRQVLGHUDWLRQV UHFRPPHQGHG E\ .KRUVDQGL DQG $YHQ KL
:KDWHW WKH NH\ GULYHUV RI WKRVH FDXVHV" +DV D VLPLODU GHYLI
DYDLODEOH IRU VXSSRUWLQJ WKH SRWHQWLDO IRU D GHYLDWLRQ"

7TKHQ WKH$SLYYOXHWHUPLQHG EDVHG RQ WKH OLNHOLKRRG

a. $LsEBQHQtr”

b. $Lt&EBr~ OHQur"

c. $LuUEBTIr OHQsrr”

224, (YDOXDWH WKH DPRXQW RI EHOLHYHG GHYLDWLRQ IURP WKI

7KH DPRXQW Rl EHOLHYHG GHYLDWLRQ LbétweeyiDhe XassWwiddc DV WK
parameter value and the true value believed by experts, as expressed by 2). 6 LPLODU WR WKH EF
LQ GHYLDWLRQ WKH E¥YW YDA WHGLBWHRSHUWY DQG UHSUHVHQW
VHYHUH WKH GHYLDWLRQ FRXG@GGVENHVWV KH SYROEANH YWH MALDIPM HPW\W L R C
EHOLHYHG WR GHYLDWH WRZDUGV GDQFHURXW V¥ HRQDYUITIRVLDOQGVRZ
VFHQDULRYV

ERE

5 (
Z K H &iisithe amount of believed deviatioh, is the parameter value belied true by the experts, ahd

&L

is the parameter value as assumed in the analysis.



225. (YDOXDWH WKH VWUHQJWK RI NQRZOHGJH

7KH DVVLJQHG EHOLHI OLNHOLKRRG DQG DPRXQW RI GHYLDYV
NQRZOHGJH DYDLODEOH DQG RQ WKH LQGLYLGXDO H[SHUWLVH DC
DVVHVVPHQW 7KHUHIRUH WKH VWUHQYMWPK RW NYRZDWHEG H \R & LZKICR\
LV H[SOLFLWO\ FRQVLGHUHG LQ ERWK WKH RULJLQDO DQG H[WHQC
SURSRVIO® E DQG $YIRRQ HYDOXDWMAIQQWWKRH NYRZOHGJH 7KLV DSSL
EDVHG RQ WKH HYDOXDWLURLDRRQODEL GUWWBQGDUHDOLVP RI DVVXPS
XQGHUVWDQGLQJ LLL DYDLODELOLW\ RI UHOLDEOH GIGABW DR®E LQ
ZH WDNH LQWR DFFRXQW D |KRUK BFQGW HUWQ® ¥YVHWOLHVOWHNG @\RI H[StH
DQG FRPSHWHQFH RI WKHLW[SHUMY IBW FHRBEK RULWHH RG@YHARVUHMWS
ZHDN PRGHUDWH DQG VWURQJ UHVSHFWLYHO\

$ ZHLIJKWHG DYHUDJH RI W RgEL IdA¥HWAE V L W\HHUG DWRFRDBFXODWH \
NQRZOHGS3H VFRUH

5-L Al Su. G
ZKHSHV WKH ZHIWK®LREFURXVO\ WKH ILYH FULWHULD DUH QRW HT;
VWUHQJWK RI NQRZOHGJH 7R KDQGOH WKLV 6WRMW\$ QD XWHE D/OR +L
GHWHUPLQH WKH ZHLJKWV Rl WKH VWUHQJWK RI NQRZOHGJH FULW!
KHOSIXO LQ JPROX\S @HFWVYLREHUWY DUH DVNHG WR |L\DOL BHDV WK VW
UHSUHVHQW WKH UHODWLYH LPSRUWDQFHV RI WKH ILYH FULWHULD
LV WKHQ VROYHG DQG WKH ZHLJKWV DUH IRXQG E\ QRUPDOL]LQJ V
IURP WKH H[SHUYWVDIHEG WRHQYBD WKH[TDEP® ZHLIJKWV VKRZQ LQ
7DEOBWUHQJIWK RI NQRZOHGJH FULWHULD DQG WKHLU ZHLJK\

SWWULEXWH *HLJ

5HDVRQDELOLW\ DQG UHD(

$YDLODELOLW\ RI UHOLDE
G

SKHQRPHQRORJIJLFDG XQ(

$JUHHPHQW DRRQJ SH

/JHYHO RI H[SHUWLVH DQG
H[SHGWV

7KH VWUHQJWK Rl NQRZOH®XHGQHPRWH@D BEWHE EDVHG RQ WKH YDO.

X - LsaLbQ5-0Qs&

X - LtaLbxO5-Qti
X -Ludb-Pt

226. 'HWHUPLQH WKH FRQWH[W RI GHFLVLRQ
,Q WKH RULJLQORUVZRQGLRDQG $RGIQ\ RQH FRQWH[W RI GHFLVLR
FRQVLGHUHG L H FRPSDULQJ D ULVN PHWULF WR D VSHFLILF VD
GHYLDWLRQV WRZDUG GDQJHURXNGVFQQWKHRW RFWGFWRREHLFRQPDG
ZH RIWHQ QHHG WR FRPSDUH DOWHUQDWLYHV LQ WHUPV RI WKHLU



WR EH FRQVLGHUHG VLQFH D FRQVHUYDWLYH DVVXPGEWHDG P MKMW
GHFLVLRQ PDNHU WR SUHIHU RWKHU DOWHUQDWLYHV LQ RWKHU Z
LOOXVWUDWLRQ WDNHIXWKH H[PPSOKLY H[DPSOH WKH GHFLVLRQ
DOWHU @DWizy DQG KSUMKHHUV WR FKRRVH WKH DOWHUQDWLYH ZLWK
WKH GHFLVLRQ PDMNHLVZIRK&E® VFRKRKRVBRZHVW ULVN PHWULF YDOXH

VHFRQG ORRN VKRZV4WKQ WV KWH HP V\DIOKG! TRVBLO RQ WK IDAK BRI ZWKH W U X
FROQGLWDRVMHG LQ WKH FDOFXODWLRQ UDWKHU WKDQ D FRQVHUYDWL

45 e e

46 2 - -

dsgaepaa
degacpaa

JLIXUHRPSDULQJ WKH ULVN UHODWHG WR WZR DOWHUQDWLYHV WD
PDGH DQG WKH WUXH FRQGLWLRQ

+HQFH LW LV LPSRUWDQW WR LGHQWLI\ WKH FRQWH[W Rl GHFL
IUDPHZRKNV SDWHU WZR GHFLVLRQ PDNLQJ FRQWH[WYV DUH GLVWLQ
WR D VDIHW& /R EDV\QHGF WRRSDULQJ W&R DOWHUQDWLYHYV

227. 'HILQH WKH VDIHW\ REMHEWLYH

7KH VDIHW\ REMHFWLYH QHHGV WR BHAIGH@W®Y LA RIPGV H R/Q VD G HKIRQ

7KH VDIHW\ REMHFWLYH UHSUHVHQWY D QXPHULFDO YDOXH ZKR\
FKDQJHV LQ WKH UHYMRAWHY RIGWKIHVIURYNPDNLQJ 7KH VDIHW\ REMFE
FRQWH[WGRFLWKRQ PDNLQJ )RU W/KHWKHF MDUR®/\FREDMHEWLYH LV L¢
WKUHVKROG WKDW WKH ULVN PHWULF VKRXOG QRW RBR[EHWE&H2Q Wt
DVVHVVRU QHHGV WR FKRRVH WKIHY B CPMAMUQ B WLYGIX BL WK HUKHROR Z
PHWULF YDOXH RI DQRWKHU DOWHUQDWLYH LV GHILQHG DV WKH VD

228. ,GHQWLI\ WKH PDUJLQ RI GHYLDWLRQ

1H[W WKH PDUJL®S RIHEBYLDARLRE FDOFXODWHG 7KLV PDUJLQ
WROHUDEOH DVVXPSWLRQ-LGHRUPWGRGHEH VRIRD IKRHE
GLIIHUHQW DVVXPSWLRQV PLJKW DIIHFW RQH RU PRUH PRGHO SD!
SDUDPHWHU PLJKW EH DIIHFWHG E\ RQH RU PRUH DVVXPSWLRQV
GHYLDWLRQ RQH DVVXPSWLRRPSWH)LWLFRH WKRH WDHXEDXFW LWK 1$V V X P H
RI LQWDUHMWY PRGHRAagEUD PHWHHUVZH DVVXPH WKDW WKH LQIOXHQ




GHYLDWLR®QL;BAQ,; WRK® EH PRGHOHG E\
L L:sE&Ls
ALeL:sE&Ls
Ly L:sE& Ly
ZKHUMEL s&a& | ODUH WKH GHYLDWHG RREB 0 HMMHDOPHWHBVDPRE QW RI1 C
PRGHO SDUDPHWHUYVY GXH WR WKHKH®&RH WM GRHQY LLENN K HUIR VXX G RE
4L Blsded Lydassaly;
7KH YD@QRBQREH FDOFXODWHG E\ VROYLQJ WKH IROORZLQJ HTXDW

NC o I 7 70
5 B@sEa& ®sasE & ®séa:sEa &, alyssaa LAL 4y
,Q (T 4oLV WKH VDIHW\ REMHFWLYH GHILQHG LQ 6HFW L H

4g 4 BDA@ A ? OBKKIP £RH ¢
4o &E BDA@ A ? OBKKIP £BH ¢

ZKH4%H DQ4g UHSUHVHQW WWKRBMHARWLYH. PIQG WKH ULVN PHWULF YDC
FRPSDUHG UHVSHFWLYHO\
229. (YDOXDWH WKH RYHUDOO FULWLFDOLW\ EDVHG RQ WKH GHF
7KH FULWLFDOLW\ RI DQ DVVXPSWLRQ GHY LDIRRP HPE DHKRIHNL R
PDRU DQG KHQFH RQ WKH VDIHW\ RI WKH V\VWHP $V GHILQHG LQ
GHYLDWLRQ GHSHQGYV RQ ERWK WKH VHYHULW\ RI WKH VG HQMHOQLRY
DUH GLVWLQJXLXKHGHW RULKRDIOBVOXRHQFH RI WKH DVVXPSWLRQ GHYLI
a. IDLOXUHV LQ PHHWLQJ WKH HVWDEOLVKHG REMHFWLYHY L H V
PDUJLQ OHDGLQJ WR WKH H[FHHGDQFH RI WKH VDIHW\ OLPLW
b. VXFFHVV LQ PHHWLQJ WKH HW WH BPMLIQK MG (RRHE MRH FG&VHL Y HD/WIL RHQ L
GHYLDWLRQ PDUJLQ RU WKH GHYLDWLRQ LV RFFXUULQJ WRZDU(C(
WKH DVVXPSWLRQ
c. $OWHULQJ WKH GLIIHUHQW SULRULWL]DWLRQ ZKHQ PAFHRPYDRJLQJ
EDVHG RQ XQUHDOLVWLF DVVXPSWLRQV LV KLJKHU RU ORZHU
FRQGLWLRQVY OHDGLQJ WR WKH PLVFKRLFH DPRQJ WKH GLIITHUH(
d 8QFKDQJLQJ WKH SULRULWL]DWLRQ ZKHQ FRPSPHWQ L FNEZBVRIWG RR
XQUHDOLVWLF DVVXPSWLRQV LV KLJKHU RU ORZHU WKDQ ZKDW 1
WR PLVUDQNLQJ WKH GLITHUHQW DOWHUQDWLYHV
&RQVLGHULQJ WKH VFHQDULRY GHILQHG DERYH DQG WKH OLNHOLK
LQ )LJIXURU HYDOXDWLQJ WKH FULWLFDOLW\ RI DVVXPSWLRQ GHYL
ILIXUHV WKH GLIIHUHQRH GHIYABZIDNIHER \QWKHH DPADRIKI QY GRH (SRHWEH B VEL R Q
FDOFXODWHG DQG XVHG WR PHDVXUH WKH VDIHW\ PDUJLQ IRU D JL"
caL aF & -

4 L\
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JLIXUWBHJLWLFDOLW\ DVVHVVPHQW GHFLVLRQ; D0ORZ BVLDX P DWW HRIMWMGRIIF



JLIXUSHULWLFDOLW\ DVVHVVPHQW GHFLVLRQ; DORZ BULDXPOWARQVGRIFWMERQ F



JLIXUSBHULWLFDOLW\ DVVHVVPHQW GHFLVLR®Q; DQRZ DB/MDXIRIDVP HFRGNGRFAN VEIRY FR Q\
JROORZLQJ WKH VW-HSV L\WK6HHFWRAYQ FBW IHW\DOXDWHG XVLQJ WKH



GDJUDPV LQ-)LIFPUNHVWKH FDVH LQ 7DEOH DV DQ LOOXVWUDWLYH H
DVVLJIQV D SUREDELOLW\ RI GHYLDWLRQ PHDQLQJ WKDW KH RU
I[URP UHDOLW\ 7KH DPRXQWWURWKIH BEHOLAHAXYMHWHGHWR EH 7TKH W
EDVHG RQ VWURQJIJGNQRZIOHEKIWPHDEHY WKDW WKH DVVHVVPHQW LV |
FHUWDLQ GHJUHH DQG FDQ EH WUXVWHG 7KH GLIITHUHQMWKHHWZH
EHOLHYHG GHYLDWLRQ LV 7KLV ORJLFDOO\ PHDQV WKDW ZH DU
WKH UHDO FRQGLWLRQ GHYLDWHYV IURP WKH DVVXPSWLRQ +RZHYH
DQG WKH W\SH R#; DMV XCAHBAUVRRQ VORZ GLDJUDP LQ )LIXUW FDQ FKR
EH VHHQ IURP )LIXUH WK®BWILRHWBRLY FOIMDWRA/KBYHVVXPSWLRQ FL
GHFLVLRQV FDQ EH PDGH EDVHG WRHWKWY K RIIDIMLERAD GINLY NP ISW MRXG J E
ORZ

7TDECGH) H[DPSOH RI D FODVVLILFDWLRQ RI DVVXPSWLRQV GHYLD

&ULWHULD $VVHVVPHQW
7\SH RI DVV.¥PSWL %HVW MXGJIJPHQ
&RQWH[W RI GHRUYLR &RPSDULQJ WKHDUUYMN
ILNHOLKRRG RH GH
$PRXQW RI EHOLHYH(
6WUHQJWK RI-NQRZ 6WURQJ
ODUJLQ RI GHYLDW

3. &DVH VWXG\

,Q WKLV VHFWLRQ ZH DSSO\ WKH GHYHORSHG IUDPHZRUN RQ I
H[WHUQDO IORRGLQJ KD]DUG JURXSV LQ DQ 133 7KH 35%$ PRGHOV
(') 7KH QHHGHG GDWD DQG LQIRUP DMIORRS MHKDW AHSHS RRXQ/GWLIQH W
UHSRUWY SURYLGHG E\ (') ZKLFK DUH QRW PHQWLRQHG KHUH IRU F

31. '"HVFULSWLRQ Rl WKH 35%$ PRGHO

35$ PRGHOV DUH XVHG IRU LQYHVWLJDWLQJ XQGHVLUHG HYHQ
FRQVHTXBOQFIHOOU WR DOO DQDO\WLFDO PRGHOV 35% PRGHOV DUH
(35, 7KH DVVXPSWLRQ PDGH DUH PDLQO\ L DVVXPSWLRQV PDH
XQGHUVWDQGLQJ RI VRPH HDOHOHRE HIMS HRRUVWLVNL DVVXPSWLRQV
FRPSOH[LW\ RI WKR PRGH QW RGHUDWLRQDO WKHVH DVVXPSWLRQV
(35, 7KH 35%$ PRGHO IRU H[WHUQDO IORRGLQJ LV FKRVHQ EHFC
35$ PRGHO Rl RWKHU KD]DUG JURXSY DQG LQYROYHV PDQ\ DVVXPSW

(IWHUQDO IORRGLQJ LV D QDWXUDOO\ L Q\RXBH @ HUDH Q WGL @ K\D D R
VXFK DV ULYHU RYHUIORZV GDPRS$(BLOXU,I$Y$ DQG 7\KB®IRZ5H HRRGH O
GHYHORSHG E\ (') LV D FRPELQDWLRQ RI IDXOW WUHHV DQG HYHQW
ZDWHU OHYHOV DQG RSHUDWLRQ VWDWHY 7KH PRGHO VWUXFWXUF
WXUQ UHODWHG WR VSHFLILF DVVXPSWLRQV PDGH E\ H[SHUWV 7k
ODUJH VFDOH L H LW V@¥DOWoHWWKRNMBEQESHBDWR®QG VHYHUDO
0&6 DQG D ODUJH QXPEHU R}RIM/HEKP PR GRIQ@V K DI/ UBHEIQRKIF GV B/ U X F V



HW DO WR UHSUHVHQW WKH RULJLQDO PRGHO ZLWK OHVV FRPSOH
SDSHU ZH FRQVL-RHIG WK R ROQEOVEMEBNMD DO IRU DVVXPSWLRQ GHYLDW
DVVHVVPHQW ,Q WKLV UHGXFHG RUGHU PRGHO RQO\ RQH RSHUDW
6WHDP *HQ6HHBD WRKIDW FRQWULEXWHY WR RI WKH ULVN PHWULF Y
VWDWH RROHVAWHQEDOHYHOV ZKRYa¥ ULW F FRWMWEWHIUEXGN KRYHQY WKH R!
DQG VFHQDULR FRQVLGHUHGzrs0OR 6 W WH DU VAINR Q WH LFFRQWH GHRIH G 7|
0&6V DQG % (V RI-RUKGHUHERGHG DUHVSUHVHQWHG LQ 7DEOH
TDEGBHHGXRMGHU PRGHO % BQXWIHMNOBQW V

2SHUDWL] 6FHQDU 0&6
0&6 ~%( %( %(
0&6 ~%( %( %(°
055) ‘DWHU O] 0&6 "% ( %( %( %(
0&6 "% ( %( %( %(
08&6 ~ %( %( %( %

7TDEOMDVLF HYHQWYV L QF ORGGHU LIRD®K & VWHPIND B PH G

6\PERO % D VY A QW
% ( (IWHUQDO IORRGLQJ ZLWK ZDWHU OHYH
% ( JRVV RI DX[LOLDU\ IHHGZDWHU V\VWHP
LVRODWLQJ YDOYH

% ( /JRVV Rl FRPSRQHQW FRROLQJ V\VWHP E|I
% ( YDLOXUH RI DOO SXPSV RI WKH $X[LOLDU(
% ( )DLOXUH Rl WKH WXUELQH RI $): VIVWHP
% ( YDLOXUH RI WKH 'LHVHO *HQHUDWRU $

% ( YDLOXUH Rl WKH 'LHVHO *HQHUDWRU %
% ( )DLOXUH Rl WKH FRPPRQ GLHVHO JHQHU
% ( )DLOXUH RI SXPRISY): D\W&/ HP

% ( )DLOXUH RI SXPSV DQG RI $): VIVWHP

7TDNLQJ WHMH QWUMSSUR|[LPDW LR ¢ JMIHWK R WRHIBSHHEN G 5B HRRWGLIHFO F D
EH FDOFXODWHG E\

Ae gl Aﬁééﬁa"'ﬁiga'@AiZ—;MD%Aaagq% 2, & f
ZKHUH LV WKIPEHU RI RSHUDWLRQ VWDWHWV £4£% WKW KH QXPHEG UR B
VFHQDULRYV LR WXHU UBHEGSEPIGY WKH QXPEHU RI1 PW® HPDIRGAPGHNUIE H WV
PRGRGOy DUH WKH SUREDELOLWLHV Rl WKUGHDYV PR GH® QIDQAKER ZNXK H
OXVWBHWODO XVLQJ WKRUWBGH®GXPRGHO DOORZV UHSURGEXAFK B IWIRMNEL®
ULVN FROQWULEXWLRQ

32. (YDOXDWLRQ RI DVVXPSWLRQ GHYLDWLRQ ULVN
321. ,GHQWLI\LQJ FULWLFDO DVVXPSWLRQV

7KH FULWLFDO DVVXPSWLRQV LQ WKH 35% PRGHO RI H[WHUQD
SURFHGXUHV LQ 6HFW DQG OLVWHG LQ 7DEOH 7KH DVVXPSWLF
QHHG WR EH HYDOXDWHG XVLQJ WRHWEHYHROPOREZE PH W KRIGO DX \6\H B D
DSSO\ WKH GHYHORSHG IUDPHZRUN RQ RQH FRQVHUYDWLYH DVVX



VRPH IORRGV LV XQSUHGLFWDEOH DQG XQILOWHUDEOH" )RU Wk
FODVVRIQRDHW XOWYV LQ 6HFW
7TDEQHVW RI WKH DVVXPSWLRQRWGHODPRIEE OVR | WKKHUH®XRHXD O IORRGLQJ

, $ITHFW
#Q HVFULSWLRQ NSH | CUyLE
4o | W LV DVVXPHG WKDW IDWAAUWDWRHRO (o o [ o

SURWHFWLIZDQVHHDOURRILQJI FDXVHV WK

#@ | ,1 WKH IORRGV RFFXU WXHs;FORJJILQJ L| Bestjudgment BE3

40 , I WKH ULYHU IORRGLQJ LV DFFRPSD

tive| BE3, BE4
XQSUHGLFWDEOH DQG XQILOWHUDEOH | conseraive BES,

&0ORJJLQJ OHDGV WR IDLOXUH RI (VVH

# FRPSRQHQW FRROLQJ V\VWHP

Best judgment| BE3, BE4

W DVVXPHG WKDW SUREDELOLWLHV R
FDOFXODWHG E\ HHIWUDSRODWLQJ WKH
#9 | WR WKH H[WUHPH ZDWHU IORZUDWH | Bestjudgment
RFFXUUHG DQG WKDW WKH SUREDEHOD
YDOXHV

BE1

W LV DVVXPHG WKDW RQFH WKH ZDWH

#0O WKH HTXLSPHQW IDLOV Conservative | BE2-BE10
W LV DVVXPHG WKDW RQFH WKH ZDW _

#O | EDUULHUV WKH ZDMOQ K& CE KIomaiwp p| Bestiudgment BEZBELO
W LV DVVXPHG WKDW XQOLW FDOQRW .

#Q | |URP WKH VDIHIXDUG V\VWHP VKDUHG | conservatve  — BES8

40| W LV DVVXPHG WKDW WKH UKVHQIIGR . oe1

-~ | PRGHOV

, W DVVXPHG WKDW RQFH WKH ULYHU I
IDLOLQJ WR WUDQVLW LQWR WKH VWD
#9,| VKXWGRZQ DQG FRROLQJ ZLWK VWHDH Bestjudgment
FRROLQJ ZLWK UHVLGXDO KHDW UHPRY
SUREDELOLW\ WKDW LV FRQVLGHUHG L

BE1

322. ,GHQWLILFDWLRQ RI PRGHO SDUDPHWHUYV DIIHFWHG E\ WKH

7KH PRGHO SDUDPHWHUVWKHVWKH BB & IPRIGHMHYWRH WKH EDVLF HY!
WKH FORJJLQJ FDQ OHDG WR WKH ORVV RI FRPSRQHQW FRROLQJ
DX[LOLDU\ IHHGZDWHU VYAMHWPUHOKWIBDE VWRSWKRQWZR EDVLF HYH
SUHVHQWHG LQ 7DEOH

323. $VVHVVPHQW RI WKH EHOLHI LQ GHYLDWLRQ

([SHUWV IURP (') DUH LQYLWHG WR DVVHVV WKH EHOLHI LQ GHYL
WKH FORJJLQJ LV QRW GRWH FWKI®O B Q® IWBWAHUMG WKH FORJJILQJ LV
FDQ EH ILOWHUHG ZKLFK PHDQV WKDW WKH2WYXH MDGKEJIRW R OLY R
ULVN WKDQ WKH YDOXH FDOEFXODWHG XVLQJMWWHKHHUBSAW XAKH.® NP RAGKHDOA
DVVXPSWLRQ LV YHU\ FRQVHUYDWLYH LQGLFDWLQJ WKDW WKH DV
ULVN PHWULF

6RPH REVHUYDWLRQV FDQ DOVR KHOS WKH H[SHUW WR EHWWH!

EHOLHI LQ BBHYKRWQR@®@ 7DEOH
7TDEGBHWVHVVPHQW RI WKH EHOLHI LQ GHYLDWLRQ



$VSHFWYV $VVHVVPHQW

"KDW FRXOG FDXVH WKH D| 7KH DPRXQW RI SUHFLSLWDWLRQ FDQ
ULYHU IORRGLQJ LS LFDXW HREQE \WSKIHHF
8QOHVV LW LV GXH WR EDUULHU UXS
JUDGXDOO\ DQG FDQ EH VHHQ DQG QR
| WKHUH LV KHDY\ SUHFLSLWDWLRQ
DWWHQWLRQ WR WKHLYBW HW GL 6 Q/HD
PDNH VXUH WKDW WKH ZDWHU LQWDN

:KDW DUH WKH NH\ GULYH 7KH IDFW WKDW WKH ULYHU OHYHO LQ
7KH IDFW WKDW WKH RSHUDWRUYV DUH

+DV D VLPLODU GHYLDWLR <HV

:KDW HYLGHQFH LV DYDLO| 7KH IHHGEDFN UHSRUWYV VKRZ WKDW
SRWHQWLDO IRU D G| WKDW RSHUDWRUYV ZHUH DEOH WR VHI

%DVHG BQDWKWLY LOOXVWUDWHG LQ 7DEOH WKH EHOLHI LQ GH’

ZH KDbYLHu

324. (YDOXDWH WKH DPRXQW RI EHOLHYHG GHYLDWLRQ IURP WKI
([SHUWV LQ (') DUH DVNHG WR HYDOXDWH EDVHGHRQDMWLHRLYU IBRO
WKH WUXH YDOXHV 7KH H[SHUWV KDYH DVVLIQHG&WRWH"DPRXQW

PHDQLQJ WKDW WKH H[SHUWYV EHOLHYH WKDW WKH DVVXPSWLRQ LV

325. (YDOXDWH WKH VWUHQJWK RI NQRZOHGJH

TKNWUHQJIJWK RI NQRZOHGJH KDV EHHQ HYDOXDWHG DV LQGLFDW
DWWULEXWHY DUH HYDOXDWHG VHSDUDWHO\ DV VKRZQ LQ 7DEOH
TDECGHWUHQJIJWK RI NQRZOHGJH FULWHULD DQG ZHLJKWYV

SWWULEXWH "HLJK 6FRUH

5HDVRQDELOLW\ DQG UHEDOLVP

$YDLODELOLW\ RI UHOLDEOH GD

SKHQRPHQRORJLFDG XQGHUV

$JUHHPHQW DRRQJ SHHUV

/[HYHO RI HISHUWLVH DQG FRRPSHW

7KH RYHUDOO NQRYORDGIFHX@BRUWHEG XVLQJ (T

- L Al SR L sd{
7KHQ EDVHG RQ WKH FULWHULD- GHALQHG LQ 6HFW ZH KDYH

326. 'HWHUPLQH WKH FRQWH[W RI GHFLVLRQ PDNLQJ DQG GHILQ}
7KH FRQWH[W RIDMNKR JGHFIWKRWY PDVH VWXG\ LV WR FRPSDUH D U

ULVN OLPLW IRU FRUH PHOWERZOHEDYU LR AKHHVQKHDEKGIU +ROPEHUJ



$V WORRGLQJ HYHQWW SHMHL K\MXD O AHVER@W U L EX\W.RQOPIOWMIOR R G L
KD]IDUG JURXS WR FRUH PHOWGRZQ DOVR YDULHV IURP RQH 133 WR
WKH H[WHUQDO IORRGLQJ 35% PRGHO LQ-RWANUFPRE& HON XHR F RUKGWLRY
LOOXVWUDWLRQ IBRUBGROHWYHWHWKHVYDIHW\ OLPLW RI4WKH FRQVLC(

saMsr’<

3.2.7. ,GHQWLI\ WKH PDUJLQ RI GHYLDWLRAQ

$V WKH DV¥@PSMWERKY WKH $ERY' F WRKHQYWFWRU RI EDVLF HYHQW
UHODWHG WR WKHLDY¥&ES WIFFR IDGJIHJO\ WKH GHYLDWHG ULVN 1XQ
XVLQJ (T

4L 4L dgud Brlsded, 3 d, 3 d08 Ls40
L BlsdgadsEJ; ®,4sE J; Rgdgd Lsa
7KH VROYHU LQ OLFURVRIW ([FHO4[§_NJ_X¥|I-UESW/<I%7KHC1}(HHVQ('I'OWHGZIEWUKJL
GHYLD\&L,ERLQ:XWV" 7KH PDUJLQV RI GHYLDWLRQ IRU WKH UHPDLQLQJ
VLPLODU zZzD\ DV SUHVHQWHG LQ 7DEOH QH[W LQ 6HFW

328. (YDOXDWH WKH RYHUDOO FULWLFOODWIDHDVHG RQ WKH GHF

$V LOOXVWUDWHG LQ 6HFW WKH RYHUDOO FULWLFDOLW\ RI
GHFLVLRQ IORZ GLDJUIRRN VLRH) I DNVMMP SWRR Y KRH EQIWHHHVOWNHOLKR
GHYLDWLRQ LV DVVLIQHGKWR EIHHUH@AHYBEBWZHHQ WKH GHYLDWLRC
EHOLHYHG GHYLDMWKIRYWWYHQIWK RI NQRZOHG3H)RVY DWVB¥FHSEWDR |
FULWHULPREHFHWR® KLY PHDQV WKDW ZH EHO L HKYGH WKKD & HZYH. W HR)
QRW FRQVLGHUHG FULWLFDO DQG FDQ EH DFFHSWHG 2Q WKH RWK
ZKLFK PDNHV LW OHVV FUHGLEOH )ROORZLQJ WKH GHFLVLRQ IOR
DVVXPSWLRQ@PEFRUGWKHODVVXPSWLRQ LV QRW YHU\ FULWLFDO DQG
PHDQV WKDW LW LV DFFHSWHG XQOHVV WKHUH DUH RWKHU FULWH
WKDW FKDQJH WKH HYDOXDWLRQ

7KH VDPH VWHSY DUH UHBHBRW HXK HRUFRD HK DWOVWGXWEXH HYDOXDWLF

FULWHULRQ IRU HDFK DVVXPSWLRQ DUH SUHVHQWHG LQ 7DEOH W F
TDEGHWVXPSOGHRDOWLRQ FULWLFDOLWVODRHOQMWILWLFDOLW\ FULWH

#y 7\SH $'Vv -+ %y & dy &8y v %
1 Conservative BE2 95%:3 -90% » » 1
2 Best judgment BE3 30%:2 90% 35.11% -54.89% 2
3 Conservative BE3, BE4 70%:3 -90% 26.40% 116.40% 1
4 Best judgment| BE3, BE4 5%:1 5% 26.40% 21.40% 3
5 Best judgment BE1 50%:3 50% 24.22% -25.78% 3





















































































































































































































































































